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Introduction

This contribution addresses the open issue 3.30 (and the corresponding Editor's Notes), and proposes that the root directory on the DMS shall be pre-configured at the DM. Similarily, it proposes that the root directory for storing MIME objects on the PS is pre-configured at the PUA. 

Discussion

Proposal

It is proposed to approve the following modifications and change the open issue accordingly.

CHANGE

6.3
Roles

6.3.1
Data Manipulator (DM)

6.3.1.1
Introduction

The DM is a logical function that provides the means to manipulate the general data such us user groups, subscription authorization policy, resource lists, hard state presence publication, MIME objects referenced from the hard state presence information, etc.
NOTE 1 
In order to be able to manipulate data stored on the DMS, the DM has the root directory on the DMS pre-configured.

6.3.1.2
Manipulating a presencelist
When the DM intends to manipulate a presencelist, it shall generate an HTTP PUT, GET or DELETE request in accordance with RFC 2616 [10], draft-ietf-simple-xcap-02 [27] and draft-ietf-simple-xcap-list-usage-02 [30].

6.3.1.3
Manipulating the subscription authorisation policy
When the DM intends to manipulate the subscription authorization policy, it shall generate an HTTP PUT, HTTP GET or HTTP DELETE request in accordance with RFC 2616 [10], draft-ietf-simple-xcap-02 [27] and draft-ietf-simple-xcap-auth-usage-01 [29].

When the DM intends to authorize a different value of the same presence attribute to different watchers or watcher groups, the DM shall authorize a single tuple including one of the different values of the same presence attribute to every watcher or watcher groups by using the show-tuple content permission as specified in draft-ietf-simple-xcap-auth-usage-01 [29].

6.3.1.4
Publishing hard state presence information

The DM shall implement draft-isomaki-simple-xcap-pidf-manipulation-usage-00 [28] in order to be able to manipulate  hard state presence information. Hard state presence information uses the same format as soft state information, namely "application/pidf+xml" content type as described in draft-ietf-impp-cpim-pidf-08 [15] together with any of its extensions.

When the hard state presence information contains one ore more MIME objects to be aggregated with the "application/pidf+xml" content type and any of its extensions, the DM shall:

a)
construct as many HTTP URIs as many objects to be stored and formulate every HTTP URI according a predefined directory structure
NOTE1 
In order to be able to manipulate data stored on the DMS, the DM has the root directory on the DMS pre-configured.

b)
store the objects on the data manipulation server behind the HTTP URI(s) created in the previous step using standard HTTP procedures as defined in RFC 2616 [10]; 

c)
include every HTTP URI as a value of the corresponding XML element in the published "application/pidf+xml" presence document referencing the stored object(s) in the previous step; and

d)
publish the hard state presence information according to draft-isomaki-simple-xcap-pidf-manipulation-usage-00 [28].

6.3.1.5
Subscription to change notifications

The DM may implement draft-ietf-simple-xcap-package-01 [33] in order to find out changes to XML documents managed via the Ut reference point using XCAP procedures according to draft-ietf-simple-xcap-02 [27]. 
















