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Introduction

1. There are a number of instances of "flow" in the document which are more correctly "signalling flow" to distinguish them from "information flow". The word "signalling" is inserted. See A.2.1, A.2.2, A.3, A.3.1, A.3.2.1, A.3.3.1, A.3.3.2, A.3.4.1, A.3.5, A.4, A.4.1, A.4.2.1, A.4.3.1, A.5.1, A.5.2.1, A.5.3.1, A.6.1, A.6.2, A.7.1, A.7.2, A.7.3, A.7.4-9

2. Instances of "Note that" are removed from the main text. See subclause A.7.2-9.

3. Subclause A.7.3-6 contains an extra "Contect-Type: image/jpeg". As there is no message body in this response, it is inappropriate to include a Content-Type header, and therefore the line is deleted.

4. Subclause A.7.3-6, added "to the DM" for consistency with other textual descriptions.

5. Subclause A.7.3-7, change of "releasing" to "generating", as being more appropriate to the GET method. Presumably a cut and paste error from a DELETE flow.

6. Subclause A.7.4-4, As there is no message body in this response, it is inappropriate to include a Content-Type header, and therefore the line is deleted. The Content-Length is also changed to "0".

7. Correction of table numbering. See A.7.4-9.

8. Subclause A.7.4-11, Date header is moved to a new position consistent with the ordering used in other flows, e.g. A.7.2-5, A.7.3-5.

Proposal

A.2
Introduction

A.2.1
General

The signalling flows provided in this annex follow the methodology developed in 3GPP TS 24.228 [4]. The following additional considerations apply:

a)
3GPP TS 24.228 [4] shows separate signalling flows with no configuration hiding between networks, and with configuration hiding between networks. There is no presence specific functionality associated with this hiding, and therefore such separate signalling flows are not show in this document; and

b)
3GPP TS 24.228 [4] does not show the functionality between the S-CSCF and the AS. As the presence service depends on the functionality provided by various AS, the signalling flows between S-CSCF and AS are shown in this document.

A.2.2
Key required to interpret signalling flows

The key to interpret signalling flows specified in 3GPP TS 24.228 [4] subclause 4.1 and subclause 4.2 applies with the additions specified below.

-
rls.home1.net: an RLS in the home network of the watcher;

-
rls.home2.net: an RLS in the home network of the service provider, but not the home network of the watcher;

-
ps.home1.net: a PS in the home network of the publisher;

-
ps.home2.net: a PS in the home network of the service provider, but not in that of the watcher;

-
user1_list1@home1.net: a resource list being subscribed to on a RLS in the home network;

-
user2_list1@home2.net: a resource list being subscribed to on a RLS in the home network of the service provider, but not the home network of the subscriber;

-
user1_public1@home1.net: presentity being watched, own watcher list;

-
user3_public1@home3.net: presentity being watched.

Each signalling flow table contains descriptions for headers where the content of the header is new to that signalling flow, as is already performed in 3GPP TS 24.228 [4].

However, 3GPP TS 24.228 [4] includes extensive descriptions for the contents of various headers following each of the tables representing the contents of the signalling flows. Where the operation of the header is identical to that shown in 3GPP TS 24.228 [4], then such text is not reproduced in this document. 

Additional text may also be found on the contents of headers within 3GPP TS 24.228 [4] in addition to the material shown in this document.

A.3
Signalling flows demonstrating how watchers subscribe to presence event notification

A.3.1
Introduction

The subclause covers the signalling flows that show how watchers can request presence information about a presentity.

For the routeing of the Public Service Identity (PSI) towards the AS, there are two scenarios:

Subclause A.3.3.2 shows the case where the I-CSCF forwards the SUBSCRIBE request directly to the RLS when the RLS is located within the same network. There is another scenario where the I-CSCF forwards the SUBSCRIBE request towards the RLS, being involved with the S-CSCF located in the same network, but this scenario is not described in this document.

A.3.2
Watcher and presentity in different networks, UE in home network

A.3.2.1
Successful subscription
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Figure A.3.2.1-1: Watcher subscribing for presence information

Figure A.3.2.1-1 shows a watcher subscribing to presence event notification about a presentity. The presentity is in a different IM CN subsystem. The details of the signalling flows are as follows:

Remainder of subclause not shown

A.3.3
Watcher subscribing to resource list, UE in visited network

A.3.3.1
Watcher subscribing to his own resource list, UE in visited network - Successful subscription
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Figure A.3.3.1-1: Watcher subscribing to resource list

Figure A.3.3.1-1 shows a watcher subscribing to resource list event notification. The details of the signalling flows as follows:

Remainder of subclause not shown

A.3.3.2 
Watcher subscribing to a resource list, UE in visited network - successful subscription
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Figure A.3.3.2-1 Watcher subscribing to resource list

Figure A.3.3.2-1 shows a watcher subscribing to resource list event notification. The details of the signalling flows as follows:

Remainder of subclause not shown

A.3.4
RLS subscribing to presentities in different network

A.3.4.1
Successful subscription
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Figure A.3.4.1-1 RLS subscribing to presentities in different network

Figure A.3.4.1-1 shows the RLS subscribing to presence event notification about a presentity. The presentity is in a different IM CN subsystem. The details of the signalling flows as follows:

Remainder of subclause not shown

A.3.5
Network based watcher subscribing on behalf of IMS watcher to IMS presentities
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Figure A.3.5-1: Network based watcher subscribing on behalf of IMS watcher for presence information of IMS presentities

Figure A.3.5-1 shows a trusted network based watcher subscribing on behalf of an IMS watcher to presence event notification about an IMS based presentity. The presentity is in a different IM CN subsystem than the network based watcher and the signalling flow assumes that the IMS watcher on whose behalf the network based watcher subscribes is registered to the IMS network. The details of the signalling flows are as follows:

Remainder of subclause not shown.

A.4
Signalling flows demonstrating how presentities update presence information

A.4.1
Introduction

This subclause covers the signalling flows that show how presentities update presence information in the PS.

A.4.2
Initial publication or modification of presence information by UE

A.4.2.1
Successful publication
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Figure A.4.2.1-1: UE publishing presence information

The UE may publish the partial presence information or the full presence information about a presentity to the PS.

In this example, it is assumed that the UE publishes the full presence information. 

Figure A.4.2.1-1 shows a UE publishing or modifying already existing presence information about a presentity. The details of the signalling flows as follows:

Remainder of subclause not shown.

A.4.3
Refreshing of presence information by UE

A.4.3.1
Successful refresh
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Figure A.4.3.1-1 UE updating presence information

Figure A.4.3.1-1 shows an UE refreshing the presence information about a presentity. The details of the signalling flows as follows:

Remainder of subclause not shown.

A.5
PS notifying watcher of updates to presence information

A.5.1
Introduction

This subclause covers the signalling flows that show how the PS notifies watchers of updates to presence information.

A.5.2
Watcher and presentity in the different networks, UE in the home network

A.5.2.1
Successful notification
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Figure A.5.2.1-1: Notification to watcher in the visited network

Figure A.5.2.1-1 shows how a watcher is notified of updates to a presentity's presence information. The signalling flow is applicable to the case where the watcher and presentity are in the same or in different IM CN subsystems.

Remainder of subclause not shown.

A.5.3
Notification to resource list in a different network and notification to watcher in the visited network

A.5.3.1
Successful notification
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Figure A.5.3.1-1: Notification to resource list in a different network and notification to watcher in the visited network

Figure A.5.3.1-1 shows the PS providing presence event notification about a presentity to a RLS in a different network. This notification triggers the RLS to provide presence event notification to the watcher. The details of the signalling flows are as follows:

Remainder of subclause not shown.

A.6
PUA subscribing to his own watcher list and receiving notification of new watcher subscriptions

A.6.1
Introduction

This subclause covers the signalling flows that show how a PUA can subscribe to his own watcher list.

A.6.2
PUA subscribing to watcher list and receiving a notification of an already pending watcher subscription followed by a notification of a subscription from a new watcher not already in the watcher list
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Figure A.6.2-1: PUA subscribing to watcher list and receiving a notification of an already pending watcher subscription followed by a notification of a subscription from a new watcher not already in the watcher list

Figure A.6.2-1 shows a PUA subscribing to watcher list and receiving a notification of an already pending watcher subscription followed by a notification of a subscription from a new watcher not already in the watcher list. In this example a partial state watcher-info document is transported in the notify for the second watcher subscription. The details of the signalling flows as follows:

Remainder of subclause not shown.

A.7
Example signalling flows of HTTP based presence service operation

A.7.1
Introduction

This subclause shows signalling flows relating to the manipulation of presence service data over the Ut reference point using XCAP.

Each example signalling flow shows several sequences of manipulation of data for the presence service. 

NOTE:
Error conditions are not considered in the examples e.g. if authorisation checks fail in the XCAP server, XML Schema compliancy checks fail or the file specified by the URI does not exist then an appropriate 4xx response is sent to the client.

Editor’s note: Clarifications how XCAP is using HTTP is needed.

A.7.2
Signalling flows demonstrating how DMs manipulate resource lists

Editor’s Note: The possible proxies (e.g., handling authentication matters) between the data manipulator client and HTTP server are bypassed. Also the authentication related headers are missing.
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Figure A.7.2-1: DM manipulating a resource list on DMS

Figure A.7.2-1 shows a how a DM may manipulate a resource list on a DMS. The details of the signalling flows are as follows:

Remainder of subclause not shown.

A.7.3
Signalling flows demonstrating how DMs manipulate presence authorization policy

Editor’s Note: The possible proxies (e.g., handling authentication matters) between the data manipulator client and HTTP server are bypassed. Also the authentication related headers are missing.
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Figure A.7.3-1: DM manipulating presence authorization policy on DMS

Figure A.7.3-1 shows a DM manipulating presence authorization policy on a DMS. The details of the signalling flows are as follows:

Material not shown.

6.
XCAP 200 (OK) response (DMS to DM) – see example in table A.7.3-6

After the DMS has performed the necessary authorisation checks on the originator to ensure the DM is allowed to delete an entry from the resource list, the DMS sends an XCAP 200 (OK) response to the DM.

Table A.7.3-6: XCAP 200 (OK) response (DMS to DM)

HTTP/1.1 200 OK

Server: Apache/1.3.22 (Unix) mod_perl/1.27

Date: Thu, 08 Jan 2004 11:00:47 GMT


Contect-Length: 0

7.
XCAP GET request (DM to DMS) – see example in table A.7.3-7

The DM wishes to check the result of the previous transaction by generating an XCAP GET request. 

Table A.7.3-7: XCAP GET request (DM to DMS)

GET http://xcap.home1.net/services/permission-statements/users/user1/ps.xml HTTP/1.1

User-Agent: IMS subscriber

Referer: http://oper.home1.net:1234/service

Date: Thu, 08 Jan 2004 11:13:17 GMT

Content-Length: 0
Remainder of subclause not shown.

A.7.4
Storing external content (successful operation)

Editor’s Note: The possible proxies (e.g., handling authentication matters) between the data manipulator client and HTTP server are bypassed. Also the authentication related headers are missing.
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Figure A.7.4.-1: DM manipulating hard-state presence document on DMS

Figure A.7.4-1 shows a DM manipulating hard-state presence document on a DMS when the presence document has an aggregated storing MIME object with the "application/pidf+xml" content type and any of its extensions. The details of the signalling flows are as follows:

Material not shown.

4.
XCAP 201 (CREATED) response (DMS to DM) – see example in table A.7.4-4

After the DMS has performed the necessary authorisation checks, XML document validations and XML schema compliancy checks the DMS sends an XCAP 201 (Created) response to the DM.

Table A.7.4-4: XCAP 201 (Created) response (DMS to DM)

HTTP/1.1 201 CREATED

Server: Apache/1.3.22 (Unix) mod_perl/1.27

Date: Thu, 08 Jan 2004 10:50:45 GMT


Content-Length: 0
Material not shown.

9.
XCAP PUT request (DM to DMS) – see example in table A.7.4-9

The DM wishes to remove the MIME object from his presence information. The DM generates an XCAP PUT request to modify the XML encoded presence document to remove the reference to the MIME object from the presence document. The request URI contains a node selector to the requested tuple according to draft-ietf-simple-xcap-02 [27]. Because the signalling flow does not contain the XCAP GET request the use of the If-Match header is omitted in this example.

Table A.7.4-9: XCAP PUT request (DM to DMS)

PUT http://xcap.example.com/services/presence-publish/users/bill/pidf.xml?presence/tuple[@id=”432sd”] HTTP/1.1

Date: Thu, 08 Jan 2004 11:13:37 GMT

Contect-Type: text/plain

Contect-Length: (…)

   <tuple id="432sd">

     <status>

       <basic>open</basic>

     </status>

     <et:type>presentity</et:type>

     <note xml:lang="en">At home</note>

   </tuple>

Material not shown.

11.
HTTP DELETE request (DM to DMS) – see example in table A.7.4-11

The DM removes the MIME object from the DMS by generating an HTTP DELETE request 

Table A.7.4-11: HTTP DELETE request (DM to DMS)

DELETE http://operator.example.com/services/users/bill/pictureX HTTP/1.1

Host: oper.example.com:9999

User-Agent: IMS subscriber

Date: Thu, 08 Jan 2004 11:52:00 GMT

Referer: http://oper.home1.net:1234/service


Remainder of subclause not shown.
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