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This document proposes to remove the material on floor control from the TR, as the work on floor control is not progressing fast enough in IETF to be finished in Rel-6 time frame.

1
Scope

The present document is a temporary container for the functional models, flows and protocol details for the conferencing service within the IP Multimedia Core Network subsystem (IMS) based on the Session Initiation Protocol (SIP), SIP Events, the Session Description Protocol (SDP) , the Conference Policy Control Protocol (CPCP) and other protocols. The document covers also instant messaging conferences. The contents of this report when stable will be moved into the Technical Specification 3GPP TS 23.218 [3], 3GPP TS 24.228 [4] and 3GPP TS 24.229 [5].


Editor's note: The "other protocols" that are mentioned here need to be listed in detail, in order to replace the phrase "other protocols". This TR only covers protocols in the scope of CN1.

Editor's note: The work on instant messaging conferences is related to the work under the work item for IMS messaging, WID 11039, and the decision is to be made on contributed text as in which document it will appear.

Editor's note: The ongoing work on conferencing in CN5 needs to be taken into account.

This document does not cover the signalling between a MRFC and a MRFP. 

Where possible the present document specifies the requirements for this protocol by reference to specifications produced by the IETF within the scope of SIP, SIP Events, SDP and other protocols. Where this is not possible, extensions to SIP are defined within the present document. The document has therefore been structured in order to allow both forms of specification.

The present document includes information applicable to network operators, service providers and manufacturers.

Editor's note: Agreed material is held in this TR for an interim period of time, and the material transferred into release 6 versions of 23.218, 24.228 and 24.229 at a later time. This has the advantage that:


It creates a location where the material may stabilise outside a document under CR control, thus fulfilling the function of the original annexes in the IN CN subsystem documents.


It avoids the need to create release 6 mirror CRs for all release 5 changes to the IM CN subsystem.


This TR will not be published.

4
Conference service overview

The basic services for the IP Multimedia core network Subsystem (IMS), as defined in 3GPP TS 24.229 [5], allow a user to initiate, modify and terminate media sessions based on the Session Initiation Protocol, as defined in RFC 3261 [7]. Although these basic mechanisms already allow multi party calls, more sophisticated services for communication between multiple parties can be made available by the network. 

The conferencing service provides the means for a user to create, manage, terminate, join and leave conferences. It also provides the network with the ability to give information about these conferences to the involved parties.

The network operator or the user may apply membership and media policies to a conference by using a conference policy control protocol.

Conferencing applies to any kind of media stream by which users may want to communicate, this includes e.g. audio and video media streams as well as instant message based conferences or gaming. 
The framework for SIP conferences is specified in draft-ietf-sipping-conferencing-framework-00.txt [8].

The architecture for the 3GPP conference service is specified in 3GPP TS 23.228 [6] and 3GPP TS 23.218 [3].

The present document specifies the usage of SIP, SDP and CPCP to realize 3GPP conference service based on the protocols specified by the IETF defined conference service as per RFCs and Internet Drafts listed in clause 2. However, since the IETF conference service has various scenarios and features as described in draft-ietf-sipping-conferencing-framework-00[8], 3GPP conference service is a subset of the above IETF defined conference service. 3GPP conference service has the following characteristics as shown below;

-
loosely coupled conferencing is outside the scope of this release;

-
the focus, conference policy server  and media policy server are colocated in a AS/MRFC in this release; and

-
the mixer is located in the MRFP.

CPCP is defined in draft-koskelainen-xcon-xcap-cpcp-usage [23] as a usage of the Extensible Markup Language (XML) Configuration Access Protocol (XCAP), which is defined in draft-ietf-simple-xcap [22]. XCAP is transported via the Hypertext Transfer Protocol (HTTP), which is defined in RFC 2616 [21]. Therefore the signalling flows in this Annex show the exchange of HTTP messages.








8
Identified material for 3GPP documents other than 3GPP TS 24.147

Editor's Note: Thisclause holds material that has to be moved to 3GPP documentation other than 3GPP TS 24.147.

8.1
General

Editor's Note: Text needs to be added that clarifies, that the text in clause 9 needs to be aligned with the text of the document it finally gets shifted to. The text introduced here initially will be written specifically for the conference functionality.

Editor's Note: References within other subclauses to the material in clause 9 needs to be updated accordingly.

8.2
Material identified for 3GPP TS 24.229

8.2.1
Conference participant identity verification and request authorization

Editor's Note: 
This section shall be kept in-line with the section in the presence TR 29.841, that describes watcher identity verification and request authorization.

8.2.1.1
Conference participant identity verification at the conference focus

When the conference focus receives an initial request from a conference participant who is either

a) 
creating a conference; 

b) 
joining a conference; 

c) 
inviting another user to a conference;

d)
removing another conference participant from a conference; or

e)
subscribing to the conference event state of a conference;

the conference focus shall attempt to verify the identity of the conference participant prior to authorizing the request according to the procedures described in subclause 9.2.1.2.

When the conference focus receives an initial request that does not contain credentials, the conference focus shall:

NOTE: 
Mechanisms for transporting the credentials can include, among others, P-Asserted-Identity, Authorization header, digital signatures, S/MIME body, etc.

a) 
if a Privacy header is present in the initial request and the Privacy header value is set to "id" or "user", then the conference participant is considered as anonymous, and no further actions are required. The conference focus shall continue with
authorizing the users request according to the procedures described in 9.2.1.2;

b)
if there is no Privacy header present in the initial request, or if the Privacy header contains a value other than "id" or "user", then the conference focus shall check for the presence of a P-Asserted-Identity header in the initial request. Two cases exists:

i)
the initial request contains a P-Asserted-Identity header. This is typically the case when the user is located inside a trusted domain as defined by 3GPP TS 24.229 [5] subclause 4.4. In this case, the conference focus is aware of the identity of the conference participant and no extra actions are needed. The conference focus shall continue with authorization of the request according to the procedures described in 9.2.1.2;

ii)
the initial request does not contain a P-Asserted-Identity header. This is typically the case when the user is located outside a trusted domain as defined by 3GPP TS 24.229 [5] subclause 4.4. In this case, the conference focus does not have a verified identity of the conference participant. The conference focus shall check the From header of the initial request. If the From header value in the initial request is set to "Anonymous", then the conference participant and the request are considered as anonymous and no further actions are required. If the From header value does not indicate anonymity, then the conference focus shall challenge the conference participant by issuing a 401 (Unauthorized) response including a challenge as per procedures described in RFC 3261 [7].

When the conference focus receives an initial request that contains credentials but it does not contain a P-Asserted-Identity the conference focus shall check the correctness of the credentials. If the credentials are correct, then the conference focus shall consider the identity of the conference participant verified, and the conference focus shall continue with authorizing the conference participants request according to the procedures described in 9.2.1.2.

If the credentials are not correct, the conference focus may either re-challenge the conference participant (up to a predetermined maximum number of times predefined in the conference focus configuration data), or consider the conference participant as anonymous. If the conference participant is considered anonymous, the conference focus shall continue with the request authorization procedures described in subclause 9.2.1.2.

Editor's Note: It needs to be investigated whether the maximum number of times predefined in the conference focus configuration data creates a potential denial of service attack, as it requires the conference focus to keep states between different authentications trials.
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Figure 9.2.1-1: Conference participant identity verification flow at the conference focus

8.2.1.2
Authorization of a request 

Requests received by the conference focus from a conference participant can be for one of the following conference related functionalities:

a)
request for conference creation;

b)
request for joining a conference;

c)
request for inviting another user to the conference;

d)
request for removing another conference participant from the conference; or

d)
request for subscription to the conference event state.

Depending on the requested functionality, the conference focus has to perform specific actions after the request was authorized or not. This subclause only describes the authorization of a request, the actions to be taken if the authorization succeeds are described in:

a)
subclause 5.3.2.3 for conference creation;

b)
subclause 5.3.2.4 for joining a conference;

c) 
subclause 5.3.2.5 for inviting another user to a conference;

d)
subclause 5.3.2.6.2 for removing another conference participant from a conference; or

e) 
subclause 5.3.3.1 for subscription to the conference event state.

Once the conference focus has tried to verify the identity of the conference participant (see subclause 9.2.1.1), the conference focus either has a verified identity of the conference participant or it considers the conference participant as anonymous.

If the conference participant is considered anonymous, the conference focus shall check if the policy of the conference allows an anonymous request for the requested functionality. If the conference policy allows anonymous requests for the requested functionality then the conference focus shall perform the requested functionality, otherwise it shall not.

If the conference participant is identified by an identity, the conference focus shall apply the conference authorization policy of the conference to detect whether the particular conference participant is allowed to perform the requested functionality for the specific conference. The conference authorization policy may require a verified identity as a possible conference participant. If the request is authorized then the conference focus shall perform the requested functionality.

If the requested functionality is performed, the conference focus shall return a 2xx response to the conference participant.

If the requested functionality cannot be performed, the conference focus shall either:

-
reject the request according to the procedures of RFC 3261 [7] and RFC 3265 [10] e.g., by issuing a 403 (Forbidden) response; or

-
send a 200 (OK) response if the conference authorization policy requires a polite blocking (as defined in 3GPP TS 22.141 [7.53]) by sending a 200 (OK) response.

8.2.A
Profiles of IETF RFCs for 3GPP usage

Editor's note: It is intended that material from this clause will be added to Annex A of TS 24.229. 

Editor's note: Information related to the Referred-By header needs to be included in this section.

Table A.4 of 3GPP TS 24.229 is modified with the following additional row:

	
	Extensions
	
	
	

	aa
	Subscriber to the Conferencing Event Package
	[7.82]
	O
	c31

	bb
	Notifier for the Conferencing Event Package
	[7.82]
	O
	c32

	
	
	
	
	

	c31
IF <UE> THEN o ELSE n/a

c32
IF <MRFC> THEN m ELSE n/a


Editor's note: The above items in <> require completion when the appropriate extensions are added to the roles table to support presence.

Table A.162 of 3GPP TS 24.229 is modified with the following additional row:

	
	Extensions
	
	
	

	cc
	Subscriber to the Conferencing Event Package
	n/a
	n/a
	n/a

	dd
	Notifier for the Conferencing Event Package
	n/a
	n/a
	n/a

	
	
	
	
	

	




















3GPP


_1123852589.vsd
�

�

 �

�

Request received at the focus�

P-Asserted-Identity header present?�

Privacy header?�

�

Yes�

From header?�

No�

anonymous�

"id", "user"�

"header", "none" or 
not present�

Challenge the participant�

non 
anonymous�

Participant identity verified.
Check SAP�

Check received credentials�

�

Successful�

Maximum  number of challenges reached?�

Unsuccessful�

Participant is anonymous.
Check SAP�

No�

Yes�


