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Introduction

When a watcher SUBSCRIBEs to a presencelist utilizing draft-ietf-simple-event-list-04 approach, currently there is no way for the watcher to specify its privacy preferences for the subscriptions triggered on the RLS.
Discussion

The following is proposed:

In case the watcher wants the RLS to apply privacy preferences to all those subscriptions that the RLS issues, it shall insert an XML body (e.g. could be called 'application/rls-privacy+xml') to its presencelist SUBSCRIBE request.

When the watcher prefers the RLS to send out a SUBSCRIBE request anonymously for particular URI part of the presencelist, then the watcher sets a privacy element corresponding to the particular URI inside the 'application/rls-privacy+xml' content type. 

Obviously, the particular URI for which the watcher indicates its privacy preference shall be also resulted by the RLS, when it does a lookup on the presencelist. When the RLS finds the particular URI requested by the watcher from the presencelist lookup, and there is a privacy element indicated for the particular URI in the 'application/rls-privacy+xml' content type, then the RLS inserts the "Privacy" header field in the propagated SUBSCRIBE request sent to the resource represented by the particular URI. 

The URI in the 'application/rls-privacy+xml' content type could also carry a domain. In this case, the privacy preference is propagated to all the resources in that domain. 

If there is no URI inserted in the 'application/rls-privacy+xml' content type, then the privacy preference is propagated to all the resources resulted by the presenclist lookup. 

An example could be:

 <?xml version="1.0" encoding="UTF-8"?>

        <xmlns="urn:ietf:params:xml:ns:rls-privacy"

              <privacy id="true" header="true" uri="sip:bob@domain.com">

              </privacy>

              <privacy id="true" uri="sip:user2_public2@home2.net">





</privacy>

The solution does not need to be necessarily restricted to Privacy: id as defined in RFC 3325, but it could include all type of privacy preferences the user might have as defined in RFC 3323 (“user”, “header”, “session”, “critical”) as in the example above.

A possible XML schema definition could be:

?xml version="1.0" encoding="UTF-8"?>

   <xs:schema targetNamespace="urn:ietf:params:xml:ns:rls-privacy"

      xmlns:tns="urn:ietf:params:xml:ns:rls-privacy"        xmlns:xs="http://www.w3.org/2001/XMLSchema"

        elementFormDefault="qualified"

        attributeFormDefault="unqualified">

   
<!-- This import brings in the XML language attribute xml:lang-->

   
<xs:import namespace="http://www.w3.org/XML/1998/namespace"

   
 schemaLocation="http://www.w3.org/2001/xml.xsd"/>


  
<xs:element name="privacy" type="tns:privacy"/>

  

   <xs:complexType name="privacy">

      

 <xs:sequence>



    
 <xs:element name="id" type="xs:boolean" default="0" minOccurs="0"/>




     <xs:element name="user" type="xs:boolean" default="0" minOccurs="0"/>




     <xs:element name="header" type="xs:boolean" default="0" minOccurs="0"/>




     <xs:element name="session" type="xs:boolean" default="0" minOccurs="0"/>



    
 <xs:element name="critical" type="xs:boolean" default="0" minOccurs="0"/>


         </xs:sequence>

    
   </xs:complexType>

    </xs:schema>

Proposal

Discuss and adopt the above solution and decide the actions CN1 needs to perform:

· Either write an internet-draft including the above solution and refer it from the CN1 presence TS

· Or include the above solution directly in the CN1 presence TS.
















