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This document proposes an outline and some first procedures for the conference policy server procedure section in the conferencing TR.

It needs to be clarified, to which extend the procedures should be described in the TR.
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3
Definitions, symbols and abbreviations

3.1
Definitions 

For the purposes of the present document, the following terms and definitions apply.

For the purposes of the present document, the terms and definitions defined in 3GPP TS 21.905 [1] and 3GPP TS 22.141 [2] apply:

Conferencing AS: 
an Application Server that supports functionality specific to a SIP conference focus.

The following terms and definitions given in 3GPP TS 23.228 [2] apply (unless otherwise specified):

Public Service Identity

Three-way session

For the purposes of the present document, the following terms and definitions given in 3GPP TS 23.228 [7] subclause 4.3.3.1 and subclause 4.6 apply:

IP-Connectivity Access Network (IP-CAN)

The following terms and definitions given in draft-ietf-sipping-conferencing-framework-00 [8] apply (unless otherwise specified):

Conference

Conference-Aware Participant

Conference event package

Conference Policy

Conference Policy Control Protocol

Conference Policy Server (CPS)
Conference-Unaware Participant

Conference URI

Focus

Media Policy

Media policy server

Membership Policy

Mixer

Participant

Tightly Coupled Conference

The following terms and definitions given in draft-ietf-sipping-cc-conferencing-01 [9] apply (unless otherwise specified):

Conference Factory URI

For the purposes of the present document, the following terms and definitions given in draft-ietf-sip-callee-caps [19] 7 apply:

Feature parameter

For the purposes of the present document, the following terms and definitions given in 3GPP TS 23.002 [2] subclause 4.1.1.1 and subclause 4a.7 apply:

Call Session Control Function (CSCF)

Home Subscriber Server (HSS)

Media Gateway Control Function (MGCF)

Multimedia Resource Function Controller (MRFC)

Multimedia Resource Function Processor (MRFP)

For the purposes of the present document, the following terms and definitions given in 3GPP TS 23.218 [5] subclause 3.1 apply:

Filter criteria

Initial filter criteria

Initial request

Subsequent request

For the purposes of the present document, the following terms and definitions given in 3GPP TS 23.228 [7] subclause 4.3.3.1 and subclause 4.6 apply:

Interrogating-CSCF (I-CSCF)

Policy Decision Function (PDF)

Proxy-CSCF (P-CSCF)

Public user identity

Serving-CSCF (S-CSCF)

For the purposes of the present document, the following terms and definitions given in 3GPP TR 21.905 [1] apply:

User Equipment (UE)
For the purposes of the present document, the following terms and definitions given in draft-koskelainen-xcon-xcap-cpcp-usage apply:

Access Control List (ACL)
Dial-Out List (DL)
Privilege Control List (PCL)
3.2
Abbreviations

For the purposes of the present document, the following abbreviations apply:

ACL
Access Control List

AMR
Adaptive Multi-Rate

AS
Application Server

CN
Core Network

CSCF
Call Session Control Function

CPCP
Conference Policy Control Protocol

CPS

Conference Policy Server

DL
Dial-Out List

FQDN
Fully Qualified Domain Name

HSS
Home Subscriber Server

HTTP
HyperText Transfer Protocol

I-CSCF
Interrogating CSCF

IM
IP Multimedia

IMS
IP Multimedia CN subsystem

IP
Internet Protocol

IP-CAN
IP-Connectivity Access Network

MGCF
Media Gateway Control Function

MRFC
Multimedia Resource Function Controller

MRFP
Multimedia Resource Function Processor

PCL
Privilege Control List

P-CSCF
Proxy CSCF

PSI
Public Service Identity

S-CSCF
Serving CSCF 

SDP
Session Description Protocol

SIP
Session Initiation Protocol

UE
User Equipment
XCAP
Extensible Markup Language (XML) Configuration Access Protocol
XML
eXtensible Markup Language
~~Second and Last Change~~

7.3.2
Conference Policy Server (CPS)
Editor's Note: Further subclauses needed for e.g. blocking of a user and conference termination. 

7.3.2.1
Introduction
The CPS shall be able to authenticate CPCP requests from privileged users.

Editor's Note: Authentication of the privileged user (user) against the CPS (AS) needs further investigation. Authentication is a generic Ut-interface feature, therefore related text might be more suitable in a 3GPP TS that handles generic Ut interface procedures.

7.3.2.2
Conference creation
Upon conference creation, the CPS shall create a conference policy document for the conference, including 

- 
a privilege control list (PCL) for the conference, which shall be set due to local policy, if not otherwise indicated by the conference creator;
-
an access control list (ACL) for the conference, which shall be empty if not otherwise indicated by the conference creator; and
-
a dial-out list (DL) for the conference, which shall be empty if not otherwise indicated by the conference creator.
When receiving a HTTP PUT request, including a CPCP XCAP document for conference creation, the CPS shall
-
check whether the request was issued by a privileged user, who is allowed to create a conference of the indicated type;

Editor's Note: It needs to be stated which actions the PCL performs, if the request is issued by a user who is not a privileged user.
- 
update the PCL with the information included in the received CPCP XCAP document, in accordance with draft-koskelainen-xcon-xcap-cpcp-usage [23];

-
respond to the originator of the request with a HTTP 200 (OK) response in accordance with RFC 2616 [21].
Editor's Note:
The CPS behaviour when receiving a CPCP SC (security control) element needs to be specified.

Editor's Note:
The CPS behaviour when receiving a CPCP media policy element needs to be specified.

Editor's Note:
The CPS behaviour when receiving a CPCP floor policy element needs to be specified.
Upon a conference getting into service, the CPS shall perform the actions described in subclause 5.3.2.5 for all entries listed in the DL. 
7.3.2.3 
Privilege Control List (PCL) modification

When receiving a HTTP PUT request from a privileged user, including a CPCP XCAP document for modification of the PCL of an existing conference, the CPS shall 
- 
modify the PCL of the indicated conference in accordance with draft-koskelainen-xcon-xcap-cpcp-usage [23]; and

-
respond to the originator of the request with a HTTP 200 (OK) response in accordance with RFC 2616 [21].

7.3.2.3
Adding new user to the conference
7.3.2.3.1

Adding a new user to the conference by Access Control List (ACL) modification
When receiving a HTTP PUT request from a privileged user, including a CPCP XCAP document for adding a new element to the ACL of an existing conference and the Access-Type sub-element is set to the value "Allowed", the CPS shall 

- 
modify the ACL of the indicated conference in accordance with draft-koskelainen-xcon-xcap-cpcp-usage [23]; and

-
respond to the originator of the request with a HTTP 200 (OK) response in accordance with RFC 2616 [21].

7.3.2.3.1

Adding a new user to the conference by Dialo-Out List (DL) modification

When receiving a HTTP PUT request from a privileged user, including a CPCP XCAP document for modification of the DL of an existing conference, the CPS shall 

- 
modify the DL of the indicated conference in accordance with draft-koskelainen-xcon-xcap-cpcp-usage [23]; 

-
respond to the originator of the request with a HTTP 200 (OK) response in accordance with RFC 2616 [21]; and

-
if the conference is already in service and a new user was added to the DL, the CPS shall perform the actions described in subclause 5.3.2.5 for the new entry in the DL.
7.3.2.4
Expelling conference participant from the conference
When receiving a HTTP PUT request from a privileged user, including a CPCP XCAP document for adding a new element to the ACL of an existing conference and the Access-Type sub-element is set to the value "Expelled", the CPS shall 

- 
modify the ACL of the indicated conference in accordance with draft-koskelainen-xcon-xcap-cpcp-usage [23]; 

-
respond to the originator of the request with a HTTP 200 (OK) response in accordance with RFC 2616 [21]; and

-
if the conference is already in service, the CPS shall perform the actions described in subclause 5.3.2.6.2 for the new ACL element.



















