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This proposal introduces the status information in the WLAN UE and 3GPP AAA server for the purposes of EAP SIM and EAP AKA authentication procedures in 3GPP WLAN IW.

6.1.1.3

Authentication states

6.1.1.3.1
General

In this subclause, the WLAN authentication states are described. They indicate whether the WLAN UE has been successfully authenticated and authorized and is currently served by the 3GPP WLAN IW network. Other EAP status information related to the usage of EAP protocol are defined in draft-ietf-eap-statemachine [13].
6.1.1.3.2 Authentication states in the WLAN UE

6.1.1.3.2.1
WLAN DETACHED state
In the WLAN DETACHED state the subscriber is neither authenticated nor authorised to access the 3GPP network.

6.1.1.3.2.2 WLAN ATTACHED state

In the WLAN ATTACHED state the subscriber is fully authenticated and authorised to access the 3GPP network.
6.1.1.3.3
Authentication states in the 3GPP AAA server
6.1.1.3.3.1
WLAN DETACHED state
In the WLAN DETACHED state the subscriber is neither authenticated nor authorised to access the 3GPP network. 
6.1.1.3.3.2



WLAN ATTACHED state

In the WLAN ATTACHED state the subscriber is fully authenticated and authorised to access the 3GPP network.
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