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APPROVAL
Introduction

This contribution proposes cleanups of reference to draft-ietf-simple-event-filter-funct-00 (February 2004): "Functional Description of Event Notification Filtering".

The following is proposed for TS 24.841 version 1.4.2:

***   First change   ***
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5.3.2.2
Subscription for presence information state changes and notification acceptance

When the watcher application intends to subscribe for presence information state changes of a presentity, it shall generate a SUBSCRIBE request in accordance with RFC 3265 [14] and draft-ietf-simple-presence-10 [21].
The watcher application shall implement the "application/pidf+xml" content type as described in draft-ietf-impp-cpim-pidf-08 [15] together with the PIDF extensions defined in draft-ietf-simpl-rpid-00 [20] and draft-ietf-simple-cipid-00 [26].
The watcher application shall implement draft-ietf-simple- prescaps-ext-00 [19] in order to be able to understand SIP Caller preferences and Callee capabilities extensions included in the presence document.

The watcher application may include filters in the body of the SUBSCRIBE request in accordance with draft-ietf-simple-filter-format-00 [24] and draft-ietf-simple-event-filter-funct-00 [25].

The watcher application may indicate its support for partial notification using the Accept header field in accordance with draft-ietf-simple-partial-notify-01 [18].

The watcher application shall interpret the received presence information according to the following:

a)
a tuple including a <contacttype> element as defined in draft-ietf-simple-rpid-00 [20] with the value "presentity" means general information about the presentity;

b)
a tuple including a <contacttype> element as defined in draft-ietf-simple-rpid-00 [20] with the value "service" means communication mean specific information. The communication mean described by the tuple is deduced from the URI scheme of the contact address information present in the <contact> element as defined in draft-ietf-impp-cpim-pidf-08 [15]. If the URI scheme of the contact address information does  provide ambiguous information about the communication means, the watcher application shall further examine other elements of the tuple to decide the communication mean, e.g., the <type> element as defined in draft-ietf-simple-prescaps-ext-00 [19], the <relationship> element as defined in draft-ietf-simple-rpid-00 [20] or other possible application specific extensions.

***   Next change   ***

5.3.2.4
Subscription for the watcher information event template package

Upon activation of the presence service, the PUA application shall subscribe for the watcher information state changes in accordance with draft-ietf-simple-winfo-package-05 [22] and draft-ietf-simple-winfo-format-04 [23].
The PUA application may include filters in the body of the SUBSCRIBE request in accordance with draft-ietf-simple-filter-format-00 [24] and draft-ietf-simple-event-filter-funct-00 [25].

***   Next change   ***

5.3.3.2
Subscription acceptance to presence information and notification of state changes

When the PS receives a SUBSCRIBE request for the presence information event package, the PS shall first attempt to verify the identity of the source of the SUBSCRIBE request as described in subclause 8.1, then perform authorization according to subclause 8.2. In case of successful subscription, the PS shall generate a response to the SUBSCRIBE request and notifications in accordance with RFC 3265 [14] and draft-ietf-simple-presence-10 [21].

If the watcher application has indicated the need for partial notification using the Accept header field, then the PS shall generate partial notifications in accordance with draft-ietf-simple-partial-notify-01 [18] and draft-ietf-simple-partial-pidf-format-00 [32].
If the body of the SUBSCRIBE request from the watcher contains filters, the AS shall apply the requested filtering function on notifications in accordance with draft-ietf-simple-filter-format-00 [24] and draft-ietf-simple-event-filter-funct-00 [25].

If the watcher application has indicated support for the "multipart/related" content type using the Accept header field, then the PS may generate notifications including "application/pidf+xml" content type aggregated with other objects in accordance with RFC 2387 [9]. In this case, the PS shall modify the value of the presence attribute in the PIDF document to refer to the object included in the multipart.
***   Next change   ***

5.3.3.4
Subscription acceptance to watcher information and notification of state changes

When the PS receives a SUBCRIBE request for the watcher information event template package, the PS shall first verify the identity of the source of the SUBSCRIBE request as described in subclause 8.1, then perform authorization according to subclause 5.3.4.2. In case of successful subscription, the PS shall generate a response to the SUBSCRIBE request and notifications in accordance with RFC 3265 [14], draft-ietf-simple-winfo-package-05 [22] and draft-ietf-simple-winfo-format-04 [23].

If the body of the SUBSCRIBE request from the PUA contains filters, the PS shall apply the requested filtering function on notifications in accordance with draft-ietf-simple-filter-format-00 [24] and draft-ietf-simple-event-filter-funct-00 [25].

***   Next change   ***

5.3.4.2
Subscription acceptance to resource lists and notification of state changes

When the RLS receives a SUBSCRIBE request for the presence information event package of a presentity collection, the RLS shall first verify the identity of the source of the SUBSCRIBE request as described in subclause 8.1, then perform authorization according to subclause 8.2. In case of successful subscription, the RLS shall generate a response to the SUBSCRIBE request and notifications in accordance with draft-ietf-simple-event-list-04 [16] by adding a Require header field with value 'eventlist' to the request.
If the body of the SUBSCRIBE request from the watcher contains filters, the RLS shall apply the requested filtering function on notifications in accordance with draft-ietf-simple-filter-format-00 [24] and draft-ietf-simple-event-filter-funct-00 [25].
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