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***** First Change *****
5.2.7
Initial INVITE

5.2.7.1
Introduction

In addition to following the procedures for initial requests defined in subclause 5.2.6, initial INVITE requests also follow the procedures of this subclause.

5.2.7.2
Mobile-originating case

The P-CSCF shall respond to all INVITE requests with a 100 (Trying) provisional response. 

Upon receiving a response (e.g. 183 (Session Progress), 200 (OK)) to the initial INVITE request, the P-CSCF shall:

-
if a media authorization token is generated by the PDF as specified in RFC 3313 [31] (i.e. when service-based local policy control is applied), insert the P-Media-Authorization header containing that media authorization token.

NOTE:
Typically, the first 183 (Session Progress) response contains an SDP answer including one or more "m=" media descriptions, but it is also possible that the response does not contain an SDP answer or the SDP does not include at least an "m=" media description. However, the media authorization token is generated independently of the presence or absence of "m=" media descriptions and sent to the UE in the P-Media-Authorization header value. The same media authorization token is used until the session is terminated.
When the P-CSCF obtains the access network charging information, the P-CSCF shall include the access-network-charging-info parameter in the P-Charging-Vector header in the next request (excluding ACK requests and CANCEL requests) towards the S-CSCF. See subclause 5.2.7.4 for further information on the access network charging information.
NOTE:
Typically, the P-CSCF includes the access-network-charging-info parameter in the P-Charging-Vector in the UPDATE request towards the S-CSCF.
5.2.7.3
Mobile-terminating case

When the P-CSCF receives an initial INVITE request destined for the UE, it will contain the URI of the UE in the Request-URI, and a single preloaded Route header. The received initial INVITE request will also have a list of Record-Route headers. Prior to forwarding the initial INVITE to the URI found in the Request-URI, the P-CSCF shall:

-
if a media authorization token is generated by the PDF as specified in RFC 3313 [31] (i.e. when service-based local policy control is applied), insert the P-Media-Authorization header containing that media authorization token.

NOTE:
Typically, the initial INVITE request contains an SDP offer including one or more "m=" media descriptions, but it is also possible that the INVITE request does not contain an SDP offer or the SDP does not include at least an "m= media description. However, the media authorization token is generated independently of the presence or absence of "m=" media descriptions and sent to the UE in the P-Media-Authorization header value. The same media authorization token is used until the session is terminated.
In addition, the P-CSCF shall respond to all INVITE requests with a 100 (Trying) provisional response.

When the P-CSCF obtains the access network charging inforamtion, the P-CSCF shall include the access-network-charging-info parameter in the P-Charging-Vector header in the next response towards the S-CSCF. See subclause 5.2.7.4 for further information on the access network charging information.

***** Second Change *****

5.2.9
Subsequent requests

5.2.9.1
Mobile-originating case

The P-CSCF shall respond to all reINVITE requests with a 100 (Trying) provisional response. 

When the P-CSCF obtains the access network charging information, the P-CSCF shall include the updated access-network-charging-info parameter in the P-Charging-Vector header in the next request (excluding ACK requests and CANCEL requests) towards the S-CSCF. See subclause 5.2.7.4 for further information on the access network charging information.
NOTE:
Typically, the P-CSCF includes the access-network-charging-info parameter in the P-Charging-Vector in the reINVITE or UPDATE request towards the S-CSCF.

5.2.9.2
Mobile-terminating case

The P-CSCF shall respond to all reINVITE requests with a 100 (Trying) provisional response. 

When the P-CSCF obtains the access network charging towards the S-CSCF, the P-CSCF shall include the updated access-network-charging-info parameter in the P-Charging-Vector header in the next response towards the S-CSCF. See subclause 5.2.7.4 for further information on the access network charging information.

***** Third Change *****

5.4.4
Call initiation

5.4.4.1
Initial INVITE

Void.

5.4.4.2
Subsequent requests

5.4.4.2.1
5.4.4.2.1
Mobile-originating case

When the S-CSCF receives any 1xx response, the S-CSCF shall store the value of the received term-ioi parameter received in the P-Charging-Vector header, if present. The term-ioi parameter identifies the sending network of the response message. The term-ioi parameter shall only be retained in the P-Charging-Vector header if the next hop is to an AS.

When the S-CSCF receives any 1xx or 2xx response, the S-CSCF shall insert a P-Charging-Function-Addresses header populated with values received from the HSS if the message is forwarded within the S-CSCF home network, including towards AS.
When the S-CSCF receives a request containing access network charging information, the S-CSCF shall store the access-network-charging-info parameter from the P-Charging-Vector header. The S-CSCF shall retain access-network-charging-info parameter in the P-Charging-Vector header when the request is forwarded to an AS. However, the S-CSCF shall not include the access-network-charging-info parameter in the P-Charging-Vector header when the UPDATE request is forwarded outside the home network of the S-CSCF.

When the S-CSCF receives any request or response (excluding ACK requests and CANCEL requests and responses) related to a mobile-originated dialog or standalone transaction, the S-CSCF may insert previously saved values into P-Charging-Vector and P-Charging-Function-Addresses headers before forwarding the message within the S-CSCF home network, including towards AS.

5.4.4.2.2
Mobile-terminating case

When the S-CSCF sends any 1xx response, the S-CSCF shall insert an term-ioi parameter in the P-Charging-Vector header of the outgoing response. The S-CSCF shall set the term-ioi parameter to a value that identifies the sending network of the response and the orig-ioi parameter is set to the previously received value of orig-ioi.

When the S-CSCF receives the any 1xx or 2xx response, the S-CSCF shall insert a P-Charging-Function-Addresses header populated with values received from the HSS if the message is forwarded within the S-CSCF home network, including towards AS.

When the S-CSCF receives a response containing access network charging information, the S-CSCF shall store the access-network-charging-info parameter from the P-Charging-Vector header. The S-CSCF shall retain the access-network-charging-info parameter in the P-Charging-Vector header when the response is forwarded to an AS. However, the S-CSCF shall not include the access-network-charging-info parameter in the P-Charging-Vector header when the response is forwarded outside the home network of the S-CSCF.

When the S-CSCF receives any request or response (excluding ACK requests and CANCEL requests and responses) related to a mobile-originated dialog or standalone transaction, the S-CSCF may insert previously saved values into P-Charging-Vector and P-Charging-Function-Addresses headers before forwarding the message within the S-CSCF home network, including towards AS.

***** Fourth Change *****

5.4.6
Call-related requests

5.4.6.1
ReINVITE

5.4.6.1.1
Determination of served user

Void.

5.4.6.1.2
Mobile-originating case

When the S-CSCF receives a request containing access network charging information, the S-CSCF shall store the updated access-network-charging-info parameter from P-Charging-Vector header. The S-CSCF shall retain the access-network-charging-info parameter in the P-Charging-Vector header when the request is forwarded to an AS. However, the S-CSCF shall not include the access-network-charging-info parameter in the P-Charging-Vector header when the UPDATE request is forwarded outside the home network of the S-CSCF.

For a reINVITE request from the UE, if the request is to be forwarded to an AS that is located within the trust domain, the S-CSCF shall retain the P-Access-Network-Info header; otherwise, the S-CSCF shall remove the P-Access-Network-Info header.

5.4.6.1.3
Mobile-terminating case

When the S-CSCF receives a response containing access network charging information, the S-CSCF shall store the updated access-network-charging-info parameter from the P-Charging-Vector header. The S-CSCF shall retain the access-network-charging-info parameter in the P-Charging-Vector header when the response is forwarded to the AS. However, the S-CSCF shall include the access-network-charging-info parameter in the P-Charging-Vector header when the 200 (OK) response is forwarded outside the home network of the S-CSCF.

For any SIP response to an INVITE request, if the response is to be forwarded to an AS that is located within the trust domain, the S-CSCF shall retain the P-Access-Network-Info header; otherwise, the S-CSCF shall remove the P-Access-Network-Info header.

***** Fifth Change *****

A.2.1.4.3
BYE method

Prerequisite A.5/2 - - BYE request

Table A.9: Supported headers within the BYE request

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	Accept
	[26] 20.1
	o
	o
	[26] 20.1
	m
	m

	2
	Accept-Encoding
	[26] 20.2
	o
	o
	[26] 20.2
	m
	m

	3
	Accept-Language
	[26] 20.3
	o
	o
	[26] 20.3
	m
	m

	3A
	Allow
	[26] 20.5
	o
	o
	[26] 20.5
	m
	m

	4
	Allow-Events
	[28] 7.2.2
	c1
	c1
	[28] 7.2.2
	c2
	c2

	5
	Authorization
	[26] 20.7
	c3
	c3
	[26] 20.7
	c3
	c3

	6
	Call-ID
	[26] 20.8
	m
	m
	[26] 20.8
	m
	m

	7
	Content-Disposition
	[26] 20.11
	o
	o
	[26] 20.11
	m
	m

	8
	Content-Encoding
	[26] 20.12
	o
	o
	[26] 20.12
	m
	m

	9
	Content-Language
	[26] 20.13
	o
	o
	[26] 20.13
	m
	m

	10
	Content-Length
	[26] 20.14
	m
	m
	[26] 20.14
	m
	m

	11
	Content-Type
	[26] 20.15
	m
	m
	[26] 20.15
	m
	m

	12
	Cseq
	[26] 20.16
	m
	m
	[26] 20.16
	m
	m

	13
	Date
	[26] 20.17
	c4
	c4
	[26] 20.17
	m
	m

	14
	From
	[26] 20.20
	m
	m
	[26] 20.20
	m
	m

	15
	Max-Forwards
	[26] 20.22
	m
	m
	[26] 20.22
	n/a
	n/a

	16
	MIME-Version
	[26] 20.24
	o
	o
	[26] 20.24
	m
	m

	16A
	P-Access-Network-Info
	[52] 4.4
	c9
	c10
	[52] 4.4
	c9
	c11

	16B
	P-Asserted-Identity
	[34] 9.1
	n/a
	n/a
	[34] 9.1
	c6
	c6

	16C
	P-Charging-Function-Addresses
	[52] 4.5
	c13
	c14
	[52] 4.5
	c13
	c14

	16D
	P-Charging-Vector
	[52] 4.6
	c12
	c18
	[52] 4.6
	c12
	c18

	16E
	P-Preferred-Identity
	[34] 9.2
	c6
	x
	[34] 9.2
	n/a
	n/a

	16F
	Privacy
	[33] 4.2
	c7
	n/a
	[33] 4.2
	c7
	c7

	17
	Proxy-Authorization
	[26] 20.28
	c5
	c5
	[26] 20.28
	n/a
	n/a

	18
	Proxy-Require
	[26] 20.29
	o
	n/a
	[26] 20.29
	n/a
	n/a

	18A
	Reason
	[34A] 2
	c17
	c17
	[34A] 2
	c17
	c17

	19
	Record-Route
	[26] 20.30
	n/a
	n/a
	[26] 20.30
	n/a
	n/a

	20
	Require
	[26] 20.32
	o
	o
	[26] 20.32
	m
	m

	21
	Route
	[26] 20.34
	m
	m
	[26] 20.34
	n/a
	n/a

	21A
	Security-Client
	[48] 2.3.1
	c15
	c15
	[48] 2.3.1
	n/a
	n/a

	21B
	Security-Verify
	[48] 2.3.1
	c16
	c16
	[48] 2.3.1
	n/a
	n/a

	22
	Supported
	[26] 20.37
	o
	o
	[26] 20.37
	m
	m

	23
	Timestamp
	[26] 20.38
	c8
	c8
	[26] 20.38
	m
	m

	24
	To
	[26] 20.39
	m
	m
	[26] 20.39
	m
	m

	25
	User-Agent
	[26] 20.41
	o
	o
	[26] 20.41
	o
	o

	26
	Via
	[26] 20.42
	m
	m
	[20] 20.42
	m
	m

	c1:
IF A.4/20 THEN o ELSE n/a - - SIP specific event notification extension.

c2:
IF A.4/20 THEN m ELSE n/a - - SIP specific event notification extension.

c3:
IF A.4/7 THEN m ELSE n/a - - authentication between UA and UA.

c4:
IF A.4/11 THEN o ELSE n/a - - insertion of date in requests and responses.

c5:
IF A.4/8A THEN m ELSE n/a - - authentication between UA and proxy.

c6:
IF A.4/25 THEN o ELSE n/a - - private extensions to the Session Initiation Protocol (SIP) for asserted identity within trusted networks.

c7:
IF A.4/26 THEN o ELSE n/a - - a privacy mechanism for the Session Initiation Protocol (SIP).

c8:
IF A.4/6 THEN o ELSE n/a - - timestamping of requests. 

c9:
IF A.4/34 THEN o ELSE n/a - - the P-Access-Network-Info header extension.

c10:
IF A.4/34 AND A.3/1 THEN m ELSE n/a - - the P-Access-Network-Info header extension and UE.

c11:
IF A.4/34 AND (A.3/7A OR A.3/7D) THEN m ELSE n/a - - the P-Access-Network-Info header extension and AS acting as terminating UA or AS acting as third-party call controller.

c12:
IF A.4/36 THEN o ELSE n/a - - the P-Charging-Vector header extension.

c13:
IF A.4/35 THEN o ELSE n/a - - the P-Charging-Function-Addresses header extension.

c14:
IF A.4/35 THEN m ELSE n/a - - the P-Charging-Function-Addresses header extension.

c15:
IF A.4/37 THEN o ELSE n/a - - security mechanism agreement for the session initiation protocol (note).

c16:
IF A.4/37 THEN m ELSE n/a - - security mechanism agreement for the session initiation protocol.

c17:
IF A.4/38 THEN o ELSE n/a - - the Reason header field for the session initiation protocol.
C18:
IF A.4/36 THEN m ELSE n/a - - the P-Charging-Vector header extension.

	NOTE:
Support of this header in this method is dependent on the security mechanism and the security architecture which is implemented. Use of this header in this method is not appropriate to the security mechanism defined by 3GPP TS 33.203 [19].


***** Sixth Change *****

A.2.2.4.3
BYE method

Prerequisite A.163/2 - - BYE request

Table A.167: Supported headers within the BYE request

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	Accept
	[26] 20.1
	m
	m
	[26] 20.1
	i
	i

	2
	Accept-Encoding
	[26] 20.2
	m
	m
	[26] 20.2
	i
	i

	3
	Accept-Language
	[26] 20.3
	m
	m
	[26] 20.3
	i
	i

	3A
	Allow
	[26] 20.5
	m
	m
	[26] 20.5
	i
	i

	4
	Allow-Events
	[28] 7.2.2
	m
	m
	[28] 7.2.2
	c1
	c1

	5
	Authorization
	[26] 20.7
	m
	m
	[26] 20.7
	i
	i

	6
	Call-ID
	[26] 20.8
	m
	m
	[26] 20.8
	m
	m

	7
	Content-Disposition
	[26] 20.11
	m
	m
	[26] 20.11
	i
	c3

	8
	Content-Encoding
	[26] 20.12
	m
	m
	[26] 20.12
	i
	c3

	9
	Content-Language
	[26] 20.13
	m
	m
	[26] 20.13
	i
	c3

	10
	Content-Length
	[26] 20.14
	m
	m
	[26] 20.14
	m
	m

	11
	Content-Type
	[26] 20.15
	m
	m
	[26] 20.15
	i
	c3

	12
	Cseq
	[26] 20.16
	m
	m
	[26] 20.16
	m
	m

	13
	Date
	[26] 20.17
	m
	m
	[26] 20.17
	c2
	c2

	14
	From
	[26] 20.20
	m
	m
	[26] 20.20
	m
	m

	15
	Max-Forwards
	[26] 20.22
	m
	m
	[26] 20.22
	m
	m

	16
	MIME-Version
	[26] 20.24
	m
	m
	[26] 20.24
	i
	c3

	16A
	P-Access-Network-Info
	[52] 4.4
	c13
	c13
	[52] 4.4
	c14
	c14

	16B
	P-Asserted-Identity
	[34] 9.1
	c9
	c9
	[34] 9.1
	c10
	c10

	16C
	P-Charging-Function-Addresses
	[52] 4.5
	c17
	c17
	[52] 4.5
	c18
	c18

	16D
	P-Charging-Vector
	[52] 4.6
	c15
	c15
	[52] 4.6
	c16
	c16

	16E
	P-Preferred-Identity
	[34] 9.2
	x
	x
	[34] 9.2
	c8
	n/a

	16F
	Privacy
	[33] 4.2
	c11
	c11
	[33] 4.2
	c12
	c12

	17
	Proxy-Authorization
	[26] 20.28
	m
	m
	[26] 20.28
	c4
	c4

	18
	Proxy-Require
	[26] 20.29
	m
	m
	[26] 20.29
	m
	m

	18A
	Reason
	[34A] 2
	c20
	c20
	[34A] 2
	c21
	c21

	19
	Record-Route
	[26] 20.30
	m
	m
	[26] 20.30
	c7
	c7

	20
	Require
	[26] 20.32
	m
	m
	[26] 20.32
	c5
	c5

	21
	Route
	[26] 20.34
	m
	m
	[26] 20.34
	m
	m

	21A
	Security-Client
	[48] 2.3.1
	x
	x
	[48] 2.3.1
	c19
	c19

	21B
	Security-Verify
	[48] 2.3.1
	x
	x
	[48] 2.3.1
	c19
	c19

	22
	Supported
	[26] 20.37
	m
	m
	[26] 20.37
	c6
	c6

	23
	Timestamp
	[26] 20.38
	m
	m
	[26] 20.38
	i
	i

	24
	To
	[26] 20.39
	m
	m
	[26] 20.39
	m
	m

	25
	User-Agent
	[26] 20.41
	m
	m
	[26] 20.41
	i
	i

	26
	Via
	[26] 20.42
	m
	m
	[26] 20.42
	m
	m

	c1:
IF A.4/20 THEN m ELSE i - - SIP specific event notification extension.

c2:
IF A.162/9 THEN m ELSE i - - insertion of date in requests and responses.

c3:
IF A.3/2 OR A.3/4 THEN m ELSE i - - P-CSCF or S-CSCF.

c4:
IF A.162/8A THEN m ELSE i - - authentication between UA and proxy.

c5:
IF A.162/11 OR A.162/13 THEN m ELSE i - - reading the contents of the Require header before proxying the request or response or adding or modifying the contents of the Require header before proxying the request or response for methods other than REGISTER.

c6:
IF A.162/16 THEN m ELSE i - - reading the contents of the Supported header before proxying the response. 

c7:
IF A.162/14 THEN o ELSE i - - the requirement to be able to insert itself in the subsequent transactions in a dialog.

c8:
IF A.162/30A THEN m ELSE n/a - - act as first entity within the trust domain for asserted identity.

c9:
IF A.162/30 THEN m ELSE n/a - - extensions to the Session Initiation Protocol (SIP) for asserted identity within trusted networks.

c10:
IF A.162/30A or A.162/30B THEN m ELSE i - - extensions to the Session Initiation Protocol (SIP) for asserted identity within trusted networks or subsequent entity within trust network that can route outside the trust network.

c11:
IF A.162/31 THEN m ELSE n/a - - a privacy mechanism for the Session Initiation Protocol (SIP).

c12:
IF A.162/31D OR A.162/31G THEN m ELSE IF A.162/31C THEN i ELSE n/a - - application of the privacy option "header" or application of the privacy option "id" or passing on of the Privacy header transparently.

c13:
IF A.162/43 THEN x ELSE IF A.162/41 THEN m ELSE n/a - - act as subsequent entity within trust network for access network information that can route outside the trust network, the P-Access-Network-Info header extension.

c14:
IF A.162/43 THEN m ELSE IF A.162/41 THEN i ELSE n/a - - act as subsequent entity within trust network for access network information that can route outside the trust network, the P-Access-Network-Info header extension.

c15:
IF A.162/45 THEN m ELSE n/a - - the P-Charging-Vector header extension.

c16:
IF A.162/46 THEN m ELSE IF A.162/45 THEN i ELSE n/a - - adding, deleting, reading or modifying the P-Charging-Vector header before proxying the request or response or the P-Charging-Vector header extension.

c17:
IF A.162/44 THEN m ELSE n/a - - the P-Charging-Function-Addresses header extension.

c18:
IF A.162/44A THEN m ELSE IF A.162/44 THEN i ELSE n/a - - adding, deleting or  reading the P-Charging-Function-Addresses header before proxying the request or response, or the P-Charging-Function-Addresses header extension.

c19:
IF A.4/37 THEN m ELSE n/a - - security mechanism agreement for the session initiation protocol.

c20:
IF A.162/48 THEN m ELSE n/a - - the Reason header field for the session initiation protocol.

c21:
IF A.162/48 THEN i ELSE n/a - - the Reason header field for the session initiation protocol.

	NOTE:
c1 refers to the UA role major capability as this is the case of a proxy that also acts as a UA specifically for SUBSCRIBE and NOTIFY.
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