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A.3.5
Network based watcher subscribing on behalf of IMS watcher to IMS presentities
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Figure A.3.5-1: Network based watcher subscribing on behalf of IMS watcher for presence information of IMS presentities

Figure A.3.5-1 shows a network based watcher subscribing on behalf of an IMS watcher to presence event notification about an IMS based presentity. The presentity is in a different IM CN subsystem than the network based watcher and the flow assumes that the IMS watcher on whose behalf the network based watcher subscribes is registered to the IMS network. The details of the flows are as follows:

1.
Sh: User Location Query procedure

The network based watcher sends a query to the HSS to find out the S-CSCF of the user on whose behalf the subscription is initiated. The HSS responds with the address of the current S-CSCF for the originating subscriber.

2.
SUBSCRIBE request (Network based watcher to S-CSCF) – see example in table A.3.5-2

The SUBSCRIBE request is constructed and forwarded to S-CSCF. The S-CSCF is inserted into the Route header of the SUBSCRIBE request.. 

Table A.3.5-2: SUBSCRIBE request (network watcher to S-CSCF)

SUBSCRIBE sip:user2_public1@home2.net SIP/2.0

Via: SIP/2.0/UDP watcher.home1.net;branch=z9hG4bK240f34.1

P-Access-Network-Info: 

Max-Forwards: 69

P-Asserted-Identity: <sip:user1_public1@home1.net>

Privacy: none

Route: <sip:scscf1.home1.net;lr; orig>

From: <sip:user1_public1@home1.net>;tag=31415

To: <sip:user2_public1@home2.net>

Call-ID: b89rjhnedlrfjflslj40a222

CSeq: 61 SUBSCRIBE

Event:PRESENCE

Expires: 7200

Accept: application/cpim-pidf+xml;q=0.3, application/pidf-partial+xml;q=1

Contact: <sip:[5555::aaa:bbb:ccc:ddd]:1357;comp=sigcomp>

Content-Length: 0

Request-URI:
Public user identity of the user to whose events the subscriber subscribes to.
P-Asserted-Identity:
The network based watcher inserts the public user identity of the watcher on whose behalf the subscription is made into the P-Asserted-Identity header field..

Route:
The Route header is populated with the address of the S-CSCf obtained from the response to the user location query performed by the network based watcher on the Sh interface.

Event:
This field is populated with the value 'presence' to specify the use of the presence package.

Contact:
The contact information of the network based watcher.

3.
Evaluation of initial filter criteria


S-CSCF#1 validates the service profile of the subscriber identified in the P-Asserted-Identity header field and evaluates the initial filter criteria. For this example, assume no Application Server involvement.

4.
SUBSCRIBE request (S-CSCF to I-CSCF) – see example in table A.3.5-4

S-CSCF#1 performs an analysis of the destination address, and determines the network operator to whom the destination subscriber belongs. Since the originating operator does not desire to keep their internal configuration hidden, S-CSCF#1 forwards the SUBSCRIBE request directly to the I-CSCF in the destination network.

Table A.3.5-4: SUBSCRIBE (S-CSCF to I-CSCF)

SUBSCRIBE sip:user2_public1@home2.net SIP/2.0

Via: SIP/2.0/UDP scscf1.home1.net;branch=z9hG4bK351g45.1, SIP/2.0/UDP network.home1.net;branch=z9hG4bK240f34.1, 

Max-Forwards: 68

P-Asserted-Identity: <sip:user1_public1@home1.net>

Privacy:

Record-Route: <sip:scscf1.home1.net;lr>

From: 

To: 

Call-ID: 

CSeq: 

Event:

Expires: 

Accept:

Contact:

Content-Length: 

5.
Cx: User Location Query procedure

The I-CSCF sends a query to the HSS to find out the S-CSCF of the called user. The HSS responds with the address of the current S-CSCF for the terminating subscriber.


For detailed message flows see 3GPP TS 29.228 [6].


Table A.3.5-5a provides the parameters in the SIP SUBSCRIBE request (flow 4), which are sent to the HSS.

Table A.3.5-5a: Cx: User registration status query procedure (I-CSCF to HSS)
	Message source & destination
	Cx: Information element name
	Information source in SIP SUBSCRIBE
	Description

	I-CSCF to HSS
	User Public Identity
	Request-URI
	This information element indicates the public user identity



Table A.3.5-5b provides the parameters sent from the HSS that need to be mapped to the SIP SUBSCRIBE request (flow 6) and sent to the S-CSCF.

Table A.3.5-5b: Cx: User registration status query procedure (HSS to I-CSCF)
	Message source & destination
	Cx: Information element name
	Mapping to SIP header in SIP SUBSCRIBE
	Description

	HSS to I-CSCF
	S-CSCF name
	Route header field
	This information indicates the serving CSCF's name of that user


6.
SUBSCRIBE request (I-CSCF to S-CSCF) – see example in table A.3.5-6


The I-CSCF forwards the SUBSCRIBE request to the S-CSCF (S-CSCF#2) that will handle the termination.

Table A.3.5-6: SUBSCRIBE request (I-CSCF to S-CSCF)

SUBSCRIBE sip:user2_public1@home2.net SIP/2.0

Via: SIP/2.0/UDP icscf2_s.home2.net;branch=z9hG4bK871y12.1, SIP/2.0/UDP scscf1.home1.net;branch=z9hG4bK351g45.1, SIP/2.0/UDP network.home1.net;branch=z9hG4bK240f34.1

Max-Forwards: 67

P-Asserted-Identity: 

Privacy:

Route: <sip:scscf2.home2.net;lr>

Record-Route:

From: 

To: 

Call-ID: 

CSeq: 

Event:

Expires: 

Accept:

Contact:

Content-Length: 

NOTE:
The I-CSCF does not add itself to the Record-Route header, as it has no need to remain in the signalling path for the subsequent requests.

7.
Evaluation of initial filter criteria


S-CSCF#2 validates the service profile of this subscriber and evaluates the initial filter criteria. For sip:user2_public1@home2.net S-CSCF#2 has termination initial filter criteria with service points of interest of Method = SUBSCRIBE and Event = 'presence' and action = 'create Record-Route entry: no' that informs the S-CSCF to route the SUBSCRIBE request to the Application Server ps.home2.net and not to create a Record-Route entry for the request.

8.
SUBSCRIBE request (S-CSCF to PS) – see example in table A.3.5-8


The S-CSCF forwards the SUBSCRIBE request to the Presence Server (PS).

Table A.3.5-8: SUBSCRIBE request (S-CSCF to PS)

SUBSCRIBE sip:user2_public1@home2.net SIP/2.0

Via: SIP/2.0/UDP scscf2.home2.net;branch=z9hG4bK764z87.1, SIP/2.0/UDP icscf2_s.home2.net;branch=z9hG4bK871y12.1, SIP/2.0/UDP scscf1.home1.net;branch=z9hG4bK351g45.1, SIP/2.0/UDP network.home1.net;branch=z9hG4bK240f34.1

Max-Forwards: 66

P-Asserted-Identity: 

Privacy:

Route: <sip:ps.home2.net;lr>, <sip:scscf2.home2.net;lr>

Record-Route: <sip: scscf1.home1.net;lr>

From: 

To: 

Call-ID: 

CSeq: 

Event:

Expires: 

Accept:

Contact:

Content-Length: 

9.
Authorisation of watcher


The PS performs the necessary authorisation checks on the originator to ensure it is allowed to watch the presentity. In this example all privacy conditions are met, so the PS sends a 200 (OK) response to the S-CSCF. 


In the case where the privacy/authorisation checks failed, then a necessary 2xx or 4xx response would be sent to the S-CSCF. The selection of the correct response code depends on the presentity's authorisation policy document. 

10.
200 (OK) response (PS to S-CSCF) - see example in table A.3.5-10


The PS sends the response to S-CSCF#2.

Table A.3.5-10: 200 (OK) response (PS to S-CSCF)

SIP/2.0 200 OK

Via: SIP/2.0/UDP scscf2.home2.net;branch=z9hG4bK764z87.1, SIP/2.0/UDP

icscf2_s.home2.net;branch=z9hG4bK871y12.1, SIP/2.0/UDP scscf1.home1.net;branch=z9hG4bK351g45.1, SIP/2.0/UDP network.home1.net;branch=z9hG4bK240f34.1

Record-Route: 

From: 

To: <sip:user2_public1@home2.net>;tag=151170

Call-ID: 

CSeq:

Expires: 

Contact: <sip:ps.home2.net>

Content-Length: 

11.
200 (OK) response (S-CSCF to I-CSCF) - see example in table A.3.5-11


S-CSCF#2 forwards the response to I-CSCF#2.

Table A.3.5-11: 200 (OK) response (S-CSCF to I-CSCF)

SIP/2.0 200 OK

Via: SIP/2.0/UDP icscf2_s.home2.net;branch=z9hG4bK871y12.1, SIP/2.0/UDP scscf1.home1.net;branch=z9hG4bK351g45.1, SIP/2.0/UDP network.home1.net;branch=z9hG4bK240f34.1

Record-Route: 

From: 

To: 

Call-ID: 

CSeq:

Expires: 

Contact:

Content-Length: 

12.
200 (OK) response (I-CSCF to S-CSCF) - see example in table A.3.5-12


I-CSCF#2 forwards the response to S-CSCF#1.

Table A.3.5-12: 200 (OK) response (I-CSCF to S-CSCF)

SIP/2.0 200 OK

Via: SIP/2.0/UDP scscf1.home1.net;branch=z9hG4bK351g45.1, SIP/2.0/UDP network.home1.net;branch=z9hG4bK240f34.1

Record-Route: 

From: 

To: 

Call-ID: 

CSeq:

Expires: 

Contact:

Content-Length: 

13.
200 (OK) response (S-CSCF to network watcher) - see example in table A.3.5-13


S-CSCF#1 forwards the response to request originator.

Table A.3.5-13: 200 (OK) response (S-CSCF to network watcher)

SIP/2.0 200 OK

Via: SIP/2.0/UDP network.home1.net;branch=z9hG4bK240f34.1

Record-Route: 

From: 

To: 

Call-ID: 

CSeq:

Expires: 

Contact:

Content-Length: 

14.
NOTIFY request (PS to S-CSCF) - see example in table A.3.5-14

As soon as the PS sends a 200 (OK) response to accept the subscription, it sends a NOTIFY request with the current state of the presentity's tuples that the watcher has subscribed and been authorised to. The NOTIFY request is sent to S-CSCF#1. Based on the Accept header field of the SUBSCRIBE request, the PS decides to use the 'application/pidf-partial+xml' content type in the NOTIFY request.
Table A.3.5-14: NOTIFY request (PS to S-CSCF)

NOTIFY sip: network.home1.net;branch=z9hG4bK240f34.1 SIP/2.0

Via: SIP/2.0/UDP ps.home2.net;branch=z9hG4bK348923.1

Max-Forwards: 70

Route: <sip:scscf1.home1.net;lr>

From: <sip:user2_public1@home2.net>;tag=151170 

To: <sip:user1_public1@home1.net>;tag=31415

Call-ID: b89rjhnedlrfjflslj40a222

CSeq: 42 NOTIFY

Subscription-State: active; expires=7200

Event: presence

Contact: <sip:ps.home2.net>

Content-Type: application/pidf-partial+xml

Content-Length: (...)

   <?xml version="1.0" encoding="UTF-8"?>

   <presence xmlns="urn:ietf:params:xml:ns: pidf-partial"

             xmlns:es="urn:ietf:params:xml:ns:pidf:rpid-status"

             xmlns:et="urn:ietf:params:xml:ns:pidf:rpid-tuple"

             xmlns:pcp="urn:ietf:params:xml:ns:simple-prescaps-ext"
        entity="pres:user2_public1@home2.net" version="1" state="full">

     <note>I'm in a boring meeting</note>

     <tuple id="a8098a.672364762364">

       <et:class>sip</et:class>

       <et:type>service</et:type>

       <status>

         <basic>open</basic>

         <es:activity>meeting</es:meeting>

         <es:placetype until="2003-08-27T17:30:00Z">office</es:placetype>

         <es:privacy>quiet</es:privacy>

         <es:idle>2003-08-27T10:43:00Z</es:idle>

       </status>

       <contact priority="0.8">sip:user2_public1@home2.net</contact>

       <pcp:prescaps>

         <pcp:feature name="Media">

            <pcp:value>voice</pcp:value>

         </pcp:feature>

         <pcp:feature name="Mobility">

            <pcp:value>mobile</pcp:value>

         </pcp:feature>

       </pcp:prescaps>

       <note xml:lang="en">Don't Disturb Please!</note>

       <note xml:lang="fr">Ne derangez pas, s'il vous plait</note>

       <timestamp>2003-08-27T11:49:29Z</timestamp>

     </tuple>

     <tuple id="jklhgf9788934774.78">

       <et:class>assistant</et:class>

       <et:type>presentity</et:type>

       <status>

         <basic>open</basic>

         <es:relationship>assistant</es:relationship>

       </status>

       <contact priority="1.0">tel:+1-212-555-2222</contact>

       <note>She's my secretary</note>

       <timestamp>2003-08-27T11:49:29Z</timestamp>

     </tuple>

     <note>I'll be in Tokyo next week</note>

   </presence>

From:
The tag of this field matches that of the To field in the received 200 (OK) response for the SUBSCRIBE request.

Content-Type:
Set to the preferred value of the Accept header received in the SUBSCRIBE request.


The message body in the NOTIFY request that carries the presence information of the presentity is formed as indicated in draft-ietf-impp-cpim-pidf-08 [14], draft-ietf-simple-rpid-00 [19], draft-lonnfors-simple-prescaps-ext-01 [18] and draft-lonnfors-simple-partial-notify-02 [17].

15.
NOTIFY request (S-CSCF to network watcher) - see example in table A.3.5-15

The S-CSCF#1 forwards the NOTIFY request to the network watcher

Table A.3.5-15: NOTIFY request (S-CSCF to network watcher)

NOTIFY sip: network.home1.net;branch=z9hG4bK240f34.1SIP/2.0

Via: SIP/2.0/UDP scscf1.home1.net;branch=z9hG4bK351g45.1, SIP/2.0/UDP ps.home2.net;branch=z9hG4bK348923.1

Max-Forwards: 69

Privacy:

Record-Route: <sip:scscf1.home1.net;lr>

From: 

To: 

Call-ID: 

CSeq: 

Subscription-State:

Event: 

Contact:

Content-Type: 

Content-Length:

(…)

16.
200 (OK) response (network watcher to S-CSCF) – see example in table A.3.5-16

The network watcher forwards the 200 (OK) response to S-CSCF#1.

Table A.3.5-16: 200 (OK) response (network watcher to S-CSCF)

SIP/2.0 200 OK

Via: SIP/2.0/UDP scscf1.home1.net;branch=z9hG4bK351g45.1, SIP/2.0/UDP ps.home2.net;branch=z9hG4bK348923.1

P-Access-Network-Info:

From:

To:

Call-ID:

CSeq:

Content-Length: 

17.
200 (OK) response (S-CSCF to PS) – see example in table A.3.5-17

S-CSCF#2 forwards the 200 (OK) response to the PS.

Table A.3.5-17: 200 (OK) response (S-CSCF to PS)

SIP/2.0 200 OK

Via: SIP/2.0/UDP ps.home2.net;branch=z9hG4bK348923.1

From:

To:

Call-ID:

CSeq:

Content-Length:
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