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6
Protocol for data manipulation at the Ut reference point

6.1
Introduction

Editor's note: No material currently in 24.841 for this clause

6.2
Functional entities

6.2.1
User Equipment (UE)


The UE implements the Data Manipulator role as described in subclause 6.3.1.
6.2.2
Application Server (AS)


If an AS implements the role of a Presence Server (see subclause 6.3.3), then the AS shall also implement the role of a Data Manipulation Server (see subclause 6.3.2).
6.3
Roles

6.3.1
Data manipulator

The data manipulator is a logical function that provides the means to manipulate the general data such us user groups, subscription authorization policy, presence lists, etc.
6.3.1.x Configuring authorisation information
Editor’s Note: also other subscription authorisation policy specific texts TBD here.
When the PUA intends to show different value of the same presence attribute to different watchers, the PUA shall publish as many tuples as many values it intends to show, all including a different value of the same presence attribute. The tuples shall be labeled with different values of the <class> element defined in RPID -- Rich Presence Information Data Format [16]. The data manipulator shall authorize different tuples to different watchers or watcher groups by using the <class> element in the subscription authorisation. 
6.3.1.y Configuring hard state type of presence information
The data manipulator shall implement draft-isomaki-simple-xcap-publish-usage-00 [c] in order to manage hard state type of XML encoded presence information. With the hard state type of presence information it is ment such information which does not require refreshing or definition of the expiry time, e.g., configuring default or closed state of presence, or managing other more stabil presence information.
Editor’s Note: The reference above is one solution. When the SIMPLE WG agrees the way forward the above reference will require amendment to reflect the agreed solution document.
When presence information to be managed with draft-isomaki-simple-xcap-publish-usage-00 [c] contains MIME objects other than "application/pidf+xml", the data manipulator stores the objects to the data manipulation server (XCAP server defined in draft-ietf-simple-xcap-01 [z]) using HTTP procedures (GET, PUT and DELETE) defined in HTTP 1.1 [f], and includes the reference (HTTP URI) to the object as a value of the corresponding XML element in the managed PIDF document. 
The HTTP URI used as a reference to the object is constructed in a similar way as the HTTP URI for XCAP defined in draft-ietf-simple-xcap-01 [z] except the node selector part is not used. The value ‘org.3gpp.presence.filestorage’ shall be used for the AUID part of the URI. The presentity specific directory under the "users" sub-tree shall be used for storing the files having the external content. 
6.3.2
Data manipulation server

The  data manipulation server is a logical function which can store data such us user groups, subscription authorization policy, presence lists, hard state type of presence information, external content files etc.
6.3.2.x Managing MIME objects aggregated with presence information
The data manipulaton server shall implement HTTP 1.1 [f] for managing MIME objects to be aggregated with the  "application/pidf+xml" content type. When the data manipulator initiates a request for fetching or managing an object the data manipulaton server shall check if the AUID and the user reference in the request URI are recognized by the server. The data manipulaton server shall also authorize the data manipulator. 
Editor’s Note: Authentication effects on the functionality of the DM server must be clarified later to be common with other data manipulation (XCAP specific) matters.
When the server receives an HTTP PUT request, the content of the request is placed at the location defined in the request URI. If the requst URI matches an existing content on the server the data manipulation server shall replace the content with the content of the request. If new content is stored the data manipulation server shall create the needed new directories, store the new content at the location indicated by the request URI and associate the content with the URI.
When the server receives an HTTP GET or DELETE request, the data manipulation server shall function as defined in [f].
After performing the needed actions on the server the data manipulation server shall send a necessary 2xx and 4xx response to the data manipulatior as defined in HTTP 1.1 [f].
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