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1 

Introduction 

Until now, CN1 has collected functional requirements for the information to be transferred in MBMS session management messages in TR 29.846, but a decision about the relationship between the MBMS session management and the session management protocol specified in TS 24.008 was postponed.
At the last CN1 meeting the following 3 alternatives were proposed how the MBMS session management messages could be introduced to the standard:
i) new protocol with new PD, 

ii) enhancement of SM protocol by addition of new messages, 
iii) enhancement of SM protocol by enhancement/reuse of existing messages,  

where in principle, alternative (ii) and (iii) could also be combined. (E.g. new messages could be defined for the activation of MBMS contexts, whereas for the deactivation the existing messages could be reused.)

The purpose of this contribution is to give some criteria for a decision between the alternatives, to evaluate the proposals according to these criteria, and especially to study alternative (iii) in more detail.
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General Decision Criteria
Besides the functional requirements specified in TR 29.846, we think the following criteria need to be taken into account:
-  the protocol architecture of the user plane at the Gb and Iu-ps interface
-  backward compatibility issues
-  standardization and development efforts.

2.1 The protocol architecture of the user plane 

Stable concepts about the architecture of the user plane at the Gb and Iu-ps interface are currently not available from the responsible RAN and GERAN working groups. Consequently, it is an open issue to which extent we will be able to reuse existing protocol stacks and the corresponding addressing concepts and identifiers. 
The present version of TR 29.846 proposes that during the activation of the MBMS context an LLC SAPI and an NSAPI are allocated. While the exact role of the LLC SAPI needs to remain ffs at the moment, there are some arguments for the use of a short index like an NSAPI to address a specific MBMS context instead of other identifiers like, e.g. the TMGI or the multicast address+APN: 
- The NSAPI is available at the UE before the MBMS session activation procedure starts. 
(This is not fulfilled for the TMGI which is only delivered to the UE during the session activation.)  

- The NSAPI as a short index allows to address and access a certain MBMS context in an easy way. 
(Imagine, e.g. the synchronization of the MBMS context status between UE and network during routing area update. Obviously, the encoding of the context status as a bitmap of NSAPIs is much more compact than an encoding as a list of TMGIs or combinations of multicast address+APN.) 
The NSAPI IE in the session management protocol in TS 24.008 allows to encode a maximum of 16 different NSAPI values. 2 of these are used by SNDCP for point-to-multipoint multicast (PTM-M) and for an escape mechanism for future extensions (TS 44.065). 3 additional values are indicated as 'reserved' in TS 24.008 and could be taken into use with the introduction of MBMS. 
For alternative (iii) this would give a total number of up to 14 NSAPI values for the total number of activated PDP plus MBMS contexts which should be sufficient for some time, since in practise it might be difficult to avoid clashes between different MBMS transmissions, if a subscriber has too many MBMS sessions active in parallel.
In sum, with the current (yet unstable) status of the protocol architecture all three alternatives are possible.
Alternatives (i) and (ii) seem to allow an extension of the available NSAPI space in an easier way, but if the NSAPI range needs to be extended also for normal PDP contexts, a common solution (iii) might be preferable. 
2.2 Backward compatibility issues
According to the message flow for the activation of a multicast service (TR 29.846, fig.1), some preconditions have to be met before the actual MBMS context activation can take place:  
1) The GGSN has to support MBMS (otherwise it would not support the IGMP Join message and the dialogue with the BM-SC).

2) The SGSN has to support MBMS (otherwise it would not support the MBMS Notification Request sent by the GGSN).

Thus the scenario "UE supporting MBMS is interworking with a legacy network not supporting MBMS" does not affect our choice of protocol design, since in such a scenario the MBMS context activation will never be initiated by the network.

If we consider the opposite case: what happens when a legacy UE (not supporting MBMS) sends an IGMP Join to a network supporting MBMS?

i) If a new PD is used for MBMS session management, the UE will silently discard the Request MBMS Context Activation (according to TS 24.007). When the SGSN does not receive the Activate MBMS Context Request, it will retransmit the request to the UE up to four times, until it aborts the procedure.
ii) If a new message with PD = "session management" is used, the UE will reply with an SM STATUS message with cause #97 (message type non-existent or not implemented), and the SGSN will abort the procedure.
iii) If an enhanced Request PDP Context Activation message with PD = "session management" is used, it depends on the exact interworking in the UE. Either the request will be rejected with Request PDP Context Reject, because the UE cannot find a corresponding application. Or the UE will send an Activate PDP Context Request with some essential information element missing like the multicast address, the SGSN will then detect that the UE does not support the requested signalling and reject the request with an appropriate error cause. 
(Note: it would also be possible to encode the IEI of the multicast address IE in the Request PDP Context Activation message as 'comprehension required'. According to 24.008, clause 8, a legacy UE should then reply with an SM STATUS message with cause #96 (invalid mandatory information).)
In sum, for all three cases the procedure will finally be aborted without activation of an MBMS context. For alternative (i) it will take a little bit longer to come to this result, but this should be still acceptable, provided  the whole scenario does not happen on a regular base.
2.3 Standardization and development efforts 
Experience in software development shows that it is always easy to copy a piece of code and modify it according to the present needs, but in the long run this will also multiply the maintenance efforts. When deciding between the alternatives (i), (ii), and (iii), CN1 should take into account that a similar rule probably also applies to the development of standards.
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Detailed study of alternative (iii) 

In the following section we compare each message for MBMS context activation/deactivation, as currently specified in TR 29.846, with the corresponding SM message for PDP context activation/deactivation. 

- Necessary enhancements to the SM messages are shown with change marks.
- Information elements in the SM messages that are not needed for MBMS context activation/deactivation are highlighted in yellow.

- The definitions of the messages were taken from TR 29.846, v 1.0.0, and TS 24.008, v 6.1.0, with the  following exception: the QoS IE was added to the messages Activate MBMS context request and Activate MBMS context accept (as already specified in TS 23.246, v 6.1.0, and proposed in N1-040069).

3.1

Comparison of messages
3.1.1
Request MBMS context activation

This message is sent by the network to the MS to initiate activation of a MBMS context.


Table 3.4 : request MBMS context activation message content

	IEI
	Information Element
	Type/Reference
	Presence
	Format
	Length

	
	Protocol discriminator
	Protocol discriminator


	M
	V
	1/2

	
	Transaction identifier
	Transaction identifier


	M
	V
	1/2– 3/2

	
	Request MBMS context activation message identity
	Message type


	M
	V
	1

	
	Linked IGMP/MLD NSAPI


	Network service access point identifier 
	M
	V
	1

	
	Offered Multicast address
	Packet data protocol address


	M
	LV
	3 - 19

	28
	Access point name
	Access point name


	O
	TLV
	3 – 102


3.1.1.1
Linked IGMP/MLD NSAPI

This IE is included in the message to allow the UE to associate the MBMS context with the PDP context over which the IGMP/MLD join message was sent. 

3.1.2
Request PDP context activation

This message is sent by the network to the MS to initiate activation of a PDP context.

See table 9.5.7/3GPP TS 24.008.

Message type:
request PDP context activation

Significance:

global

Direction:


network to MS

Table 9.5.7/3GPP TS 24.008: request PDP context activation message content

	IEI
	Information Element
	Type/Reference
	Presence
	Format
	Length

	
	Protocol discriminator
	Protocol discriminator

10.2
	M
	V
	1/2

	
	Transaction identifier
	Transaction identifier

10.3.2
	M
	V
	1/2– 3/2

	
	Request PDP context activation message identity
	Message type

10.4
	M
	V
	1

	
	Offered PDP address
	Packet data protocol address

10.5.6.4
	M
	LV
	3 - 19

	28
	Access point name
	Access point name

10.5.6.1
	O
	TLV
	3 – 102

	27
	Protocol configuration options
	Protocol configuration options

10.5.6.3
	O
	TLV
	3 – 253

	XX
	Offered Multicast address
	Packet data protocol address


	O
	TLV
	4 – 20

	XY
	Linked IGMP/MLD NSAPI


	Network service access point identifier 2

10.5.6.2a (new) 
	O
	TLV
	3


3.1.2.1
Protocol configuration options

This IE is included in the message when the network wishes to transmit (protocol) data (e.g. configuration parameters, error codes or messages/events) to the MS.

3.1.2.2
Offered Multicast address

This IE is included in the message to initiate activation of an MBMS context by the UE.
3.1.2.3
Linked IGMP/MLD NSAPI
This IE is included in the message to initiate activation of an MBMS context. The IE may be used by the UE to associate the MBMS context with the PDP context over which the IGMP/MLD join message was sent. 
Notes:

Offered PDP address:

either an actual IP address or a dummy address
Protocol configuration options:
not applicable for MBMS (FFS)

Offered Multicast address:
contains the multicast address of the multicast group the subscriber wants to join. Inclusion of this IE is an indication for the UE that the network wants to activate an MBMS context. Furthermore, multicast address + APN allow the UE to deliver the context activation request to the appropriate application (= MBMS client), and allow the MBMS client to correlate the request with the IGMP Join request. 
Linked IGMP/MLD NSAPI:

what is this IE really needed for? Isn't inclusion of the offered multicast 









address sufficient for the UE?
3.2.1
Request MBMS context activation reject

This message is sent by the MS to the network to reject initiation of a MBMS context activation. 

Table 3.5 : request MBMS context ACTIVATION reject message content

	IEI
	Information Element
	Type/Reference
	Presence
	Format
	Length

	
	Protocol discriminator
	Protocol discriminator


	M
	V
	1/2

	
	Transaction identifier
	Transaction identifier


	M
	V
	1/2– 3/2

	
	Request MBMS context act. reject message identity
	Message type


	M
	V
	1

	
	SM cause
	SM cause


	M
	V
	1


3.2.2
Request PDP context activation reject

This message is sent by the MS to the network to reject initiation of a PDP context activation. 

See table 9.5.8/3GPP TS 24.008.

Message type:
request PDP context ACTIVATION reject

Significance:

global

Direction:


MS to network

Table 9.5.8/3GPP TS 24.008: request PDP context ACTIVATION reject message content

	IEI
	Information Element
	Type/Reference
	Presence
	Format
	Length

	
	Protocol discriminator
	Protocol discriminator

10.2
	M
	V
	1/2

	
	Transaction identifier
	Transaction identifier

10.3.2
	M
	V
	1/2– 3/2

	
	Request PDP context act. reject message identity
	Message type

10.4
	M
	V
	1

	
	SM cause
	SM cause

10.5.6.6
	M
	V
	1

	27
	Protocol configuration options
	Protocol configuration options

10.5.6.3
	O
	TLV
	3 – 253


3.2.2.1
Protocol configuration options

This IE is included in the message when the MS wishes to transmit (protocol) data (e.g. configuration parameters, error codes or messages/events) to the network.
Notes:

Protocol configuration options: 

not applicable for MBMS (FFS)
3.3.1
Activate MBMS context request

This message is sent by the MS to the network in explicit response to a Request MBMS Context Activation.

Table 3.1 : Activate MBMS context request message content

	IEI
	Information Element
	Type/
	Presence
	Format
	Length

	
	Protocol discriminator
	Protocol discriminator


	M
	V
	1/2

	
	Transaction identifier


	Transaction identifier


	M
	V
	1/2– 3/2

	
	Activate MBMS context request message identity
	Message type


	M
	V
	1

	
	Requested NSAPI
	Network service access point identifier 
	M
	V
	1

	
	Requested LLC SAPI


	LLC service access point identifier 
	M
	V
	1

	
	Supported MBMS Bearer Capabilities
	Quality of service


	M
	LV
	13-15

	
	Requested Multicast address
	Packet data protocol address


	M
	LV
	3 - 19

	28
	Access point name
	Access point name


	O
	TLV
	3 - 102


3.3.2
Activate PDP context request

This message is sent by the MS to the network to request activation of a PDP context.

See table 9.5.1/3GPP TS 24.008.

Message type:
activate PDP context request

Significance:

global

Direction:


MS to network

Table 9.5.1/3GPP TS 24.008: Activate PDP context request message content

	IEI
	Information Element
	Type/Reference
	Presence
	Format
	Length

	
	Protocol discriminator
	Protocol discriminator

10.2
	M
	V
	1/2

	
	Transaction identifier


	Transaction identifier

10.3.2
	M
	V
	1/2– 3/2

	
	Activate PDP context request message identity
	Message type

10.4
	M
	V
	1

	
	Requested NSAPI
	Network service access point identifier 10.5.6.2
	M
	V
	1

	
	Requested LLC SAPI
	LLC service access point identifier 10.5.6.9
	M
	V
	1

	
	Requested QoS
	Quality of service

10.5.6.5
	M
	LV
	13-15

	
	Requested PDP address
	Packet data protocol address

10.5.6.4
	M
	LV
	3 - 19

	28
	Access point name
	Access point name

10.5.6.1
	O
	TLV
	3 - 102

	27
	Protocol configuration options
	Protocol configuration options 10.5.6.3
	O
	TLV
	3 - 253

	XX
	Requested Multicast address
	Packet data protocol address


	O
	TLV
	4 - 20


3.3.2.1
Access point name

This IE is included in the message when the MS selects a specific external network to be connected to.

3.3.2.2
Protocol configuration options

This IE is included in the message when the MS wishes to transmit (protocol) data (e.g. configuration parameters, error codes or messages/events) to the network.

3.3.2.3
Requested Multicast address

This IE is included in the message when the MS wishes to activate an MBMS context.
Notes:

Requested LLC SAPI: 


either an allowed value or a dummy value

Protocol configuration options:
not applicable for MBMS (FFS)

Requested PDP address:

contains the address received in the Offered PDP address IE 
in Request PDP Context Activation (either an actual IP address or a dummy address; FFS)
Requested Multicast address:
contains the address received in the Offered Multicast address IE 
in Request PDP Context Activation. Inclusion of this IE is a confirmation for the SGSN that the UE supports the protocol enhancements for MBMS.
3.4.1
Activate MBMS context accept

This message is sent by the network to the MS to acknowledge activation of an MBMS context.

Table 3.2 : Activate MBMS context Accept message content

	IEI
	Information Element
	Type/Reference
	Presence
	Format
	Length

	
	Protocol discriminator
	Protocol discriminator


	M
	V
	1/2

	
	Transaction identifier


	Transaction identifier


	M
	V
	1/2– 3/2

	
	Activate MBMS context accept message identity
	Message type


	M
	V
	1

	
	Negotiated LLC SAPI
	LLC service access point identifier

 
	M
	V
	1

	
	Required MBMS Bearer Capabilities
	Quality of service


	M
	LV
	13-15


3.4.2
Activate PDP context accept

This message is sent by the network to the MS to acknowledge activation of a PDP context.

See table 9.5.2/3GPP TS 24.008.

Message type:
activate PDP context accept

Significance:

global

Direction:


network to MS

Table 9.5.2/3GPP TS 24.008: Activate PDP context Accept message content

	IEI
	Information Element
	Type/Reference
	Presence
	Format
	Length

	
	Protocol discriminator
	Protocol discriminator

10.2
	M
	V
	1/2

	
	Transaction identifier


	Transaction identifier

10.3.2
	M
	V
	1/2– 3/2

	
	Activate PDP context accept message identity
	Message type

10.4
	M
	V
	1

	
	Negotiated LLC SAPI
	LLC service access point identifier 10.5.6.9
	M
	V
	1

	
	Negotiated QoS
	Quality of service

10.5.6.5
	M
	LV
	13-15

	
	Radio priority
	Radio priority

10.5.7.2
	M
	V
	1/2

	
	Spare half octet
	Spare half octet

10.5.1.8
	M
	V
	1/2

	2B
	PDP address
	Packet data protocol address

10.5.6.4
	O
	TLV
	4-20

	27
	Protocol configuration options
	Protocol configuration options

10.5.6.3
	O
	TLV
	3-253

	34
	Packet Flow Identifier
	Packet Flow Identifier

10.5.6.11
	O
	TLV
	3


3.4.2.1
PDP address

This IE shall be included by the network if the MS has requested the activation of a PDP context with the PDP type IPv4 or IPv6 and dynamic addressing.

3.4.2.2
Protocol configuration options

This IE is included in the message when the network wishes to transmit (protocol) data (e.g. configuration parameters, error codes or messages/events) to the MS.

3.4.2.3
Packet Flow Identifier

This IE may be included if the network wants to indicate the Packet Flow Identifier associated to the PDP context.

Notes:

Negotiated LLC SAPI: 


either an allowed value or a dummy value

Radio Priority: 
not applicable for MBMS (FFS; only needed for 2G uplink access)
PDP address:

will not be included by the network, since the network provided a static PDP address in the Offered PDP address IE in Request PDP Context Activation (either an actual IP address or a dummy address; FFS)
Protocol configuration options:
not applicable for MBMS (FFS)

Packet Flow Identifier:
not applicable for MBMS (FFS; Gb interface?)
3.5.1
Activate MBMS context reject

This message is sent by the network to the MS to reject activation of a MBMS context.

Table 3.3 : Activate MBMS context reject message content

	IEI
	Information Element
	Type/Reference
	Presence
	Format
	Length

	
	Protocol discriminator
	Protocol discriminator


	M
	V
	1/2

	
	Transaction identifier


	Transaction identifier


	M
	V
	1/2– 3/2

	
	Activate MBMS context reject message identity
	Message type


	M
	V
	1

	
	SM cause
	SM Cause


	M
	V
	1


3.5.2
Activate PDP context reject

This message is sent by the network to the MS to reject activation of a PDP context.

See table 9.5.3/3GPP TS 24.008.

Message type:
activate PDP context reject

Significance:

global

Direction:


network to MS

Table 9.5.3/3GPP TS 24.008: Activate PDP context reject message content

	IEI
	Information Element
	Type/Reference
	Presence
	Format
	Length

	
	Protocol discriminator
	Protocol discriminator

10.2
	M
	V
	1/2

	
	Transaction identifier


	Transaction identifier

10.3.2
	M
	V
	1/2– 3/2

	
	Activate PDP context reject message identity
	Message type

10.4
	M
	V
	1

	
	SM cause
	SM Cause

10.5.6.6
	M
	V
	1

	27
	Protocol configuration options
	Protocol configuration options

10.5.6.3
	O
	TLV
	3 - 253


3.5.2.1
Protocol configuration options

This IE is included in the message when the network wishes to transmit (protocol) data (e.g. configuration parameters, error codes or messages/events) to the MS.

Notes:

Protocol configuration options:
not applicable for MBMS (FFS)

3.6.1
Deactivate MBMS context request

This message is sent by the network to the MS to request the deactivation of an active MBMS context.

Table 3.6 : DEActivate MBMS context request message content

	IEI
	Information Element
	Type/
	Presence
	Format
	Length

	
	Protocol discriminator
	Protocol discriminator


	M
	V
	1/2

	
	Transaction identifier


	Transaction identifier


	M
	V
	1/2– 3/2

	
	Deactivate MBMS context request message identity
	Message type


	M
	V
	1

	
	SM cause


	SM cause
	M
	V
	1


3.6.2
Deactivate PDP context request

This message is sent to request deactivation of an active PDP context. See table 9.5.8/3GPP TS 24.008.

Message type:
deactivate PDP context request

Significance:

global

Direction:


both

Table 9.5.14/3GPP TS 24.008: deactivate PDP context request message content

	IEI
	Information Element
	Type/Reference
	Presence
	Format
	Length

	
	Protocol discriminator
	Protocol discriminator

10.2
	M
	V
	1/2

	
	Transaction identifier
	 Transaction identifier

10.3.2
	M
	V
	1/2– 3/2

	
	Deactivate PDP context request message identity
	Message type

10.4
	M
	V
	1

	
	SM cause
	SM cause 

10.5.6.6
	M
	V
	1

	9-
	Tear down indicator
	Tear down indicator

10.5.6.10
	O
	TV
	1

	27
	Protocol configuration options
	Protocol configuration options

10.5.6.3
	O
	TLV
	3 – 253


3.6.2.1
Tear down indicator

This IE is included in the message in order to indicate whether only the PDP context associated with this specific TI or all active PDP contexts sharing the same PDP address as the PDP context associated with this specific TI shall be deactivated.

3.6.2.2
Protocol configuration options

This IE is included in the message when the MS or the network wishes to transmit (protocol) data (e.g. configuration parameters, error codes or messages/events) to the peer entity.

Notes:

Tear down indicator: 



not applicable since secondary PDP contexts are not applicable for MBMS; 









nevertheless, if the indicator is included, no harm is done, since no 









secondary context exists.
Protocol configuration options: 
not applicable for MBMS (FFS)
3.7.1
Deactivate MBMS context accept

This message is sent by the MS to the network to acknowledge deactivation of the MBMS context requested in the corresponding DEACTIVATE MBMS CONTEXT REQUEST message. See 5.3.2.3.1.

Table 3.7 : DEActivate MBMS context Accept message content

	IEI
	Information Element
	Type/Reference
	Presence
	Format
	Length

	
	Protocol discriminator
	Protocol discriminator


	M
	V
	1/2

	
	Transaction identifier


	Transaction identifier


	M
	V
	1/2– 3/2

	
	Deactivate MBMS context accept message identity
	Message type


	M
	V
	1


3.7.2
Deactivate PDP context accept

This message is sent to acknowledge deactivation of the PDP context requested in the corresponding Deactivate PDP context request message. See table 9.5.15/3GPP TS 24.008.

Message type:
deactivate PDP context accept

Significance:

global

Direction:


both

Table 9.5.15/3GPP TS 24.008: deactivate PDP context accept message content

	IEI
	Information Element
	Type/Reference
	Presence
	Format
	Length

	
	Protocol discriminator
	Protocol discriminator

10.2
	M
	V
	1/2

	
	Transaction identifier
	 Transaction identifier

10.3.2
	M
	V
	1/2– 3/2

	
	Deactivate PDP context accept message identity
	Message type

10.4
	M
	V
	1

	27
	Protocol configuration options
	Protocol configuration options

10.5.6.3
	O
	TLV
	3 – 253


3.7.2.1
Protocol configuration options

This IE is included in the message when the MS or the network wishes to transmit (protocol) data (e.g. configuration parameters, error codes or messages/events) to the peer entity.

Notes:

Protocol configuration options: 

not applicable for MBMS (FFS)
3.2

Open issues

PDP address:
currently the MBMS context does not need a PDP address, since there is no uplink traffic. If alternative (iii) is chosen, should the GGSN assign a valid PDP address to each MBMS address or should it assign a dummy address?
Linked IGMP/MLD NSAPI:

what is this IE really needed for? Isn't inclusion of the offered multicast 









address sufficient for the UE?

3.3

Additional SM messages from TS 24.008, not contained in 3.1
The messages for secondary PDP context activation (Activate Secondary PDP Context Request / Accept / Reject) and PDP context modification (Modify PDP context request / accept / reject) are currently not needed for MBMS session management. A corresponding request from the UE can be rejected by the network with an appropriate cause.
SM Status or a corresponding MBMS Status message will be needed in the final protocol. 
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Conclusion
At the current state, the criteria "protocol architecture of the user plane" and "backward compatibility" (section 2.1 and 2.2) do not give a compelling argument pro or contra one of the three alternatives.
In our view the detailed comparison in section 3.1 shows that with acceptable enhancements the existing SM messages could be reused for MBMS session activation and deactivation. 

Taking into account that alternative (iii) will allow to reuse parts of existing concepts and implementations and can be expected also to keep the long term maintenance costs at a lower level (section 2.3), we propose to use (iii) as a working assumption for the further work in CN1. 






