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Introduction

A number of issues exist in 29.847 in relation to the "isfocus" feature parameter. This document seeks to correct those issues.

Point 1

There is no reference to the document that specifies "isfocus" feature tag. This is in document draft-ietf-sip-callee-caps-03 and a reference is therefore added to that document, and corresponding additions in the text.

Note that the inclusion of this draft (now approved by IESG) requires some enhancements to the 24.228 profile as well.

Point 2

The usage specified currently in 29.847 for the "isfocus" parameter assumes there is something special about a 2xx response. The correct usage for the "isfocus" parameter is that if the focus generates a Contact header, it will include the "isfocus" parameter, irrespective of the type of response.

Similarly, the receipient of the contact header does nothing special with particular parameters. If the contact header is stored, then the correct functionality is to store all the header parameters with it, not just the "isfocus" feature parameter.

Additionally, section 2.2 of draft-ietf-sipping-cc-conferencing-02 indicates:

In session establishment, a focus MUST include the "isfocus" feature parameter in the Contact header field unless the focus wishes to hide the fact that it is a focus.  To a participant, the feature parameter will be associated with the remote target URI of the dialog.  It is an indication to a conference-aware UA that the resulting dialog belongs to a conference identified by the URI in the Contact header field and that the call control conventions defined in this document can be applied.

Essentially, according to this, inclusion of the feature parameter is optional for the conference focus. As there appear to be no mobility related reasons for overriding this, then this should also be the case in 3GPP.

Point 3

Throughout the document, the "isfocus" element of the header is defined variously as "option tag", "parameter" and so on. According to draft-ietf-sip-callee-caps, it is a feature parameter, and this usage is made consistent throughout. The same issue applies to the usage of the "methods" feature parameter.

An appropriate definition is also inserted in subclause 3.1 to reflect this.

Point 4

Between draft-ietf-sipping-cc-conferencing-00 and draft-ietf-sipping-cc-conferencing-01 the specification for placing the "isfocus" parameter in the Refer-To header was removed. The only parameter included in the Refer-to header is the message parameter, which is the uri parameter specified in RFC 3261 rather than the header parameter specified in draft-ietf-sip-callee-caps.

See section 8 of draft-ietf-sipping-cc-conferencing-02 as follows:

- Removed inclusion of "isfocus" parameter in Refer-To header field - this may be a useful extension to the REFER mechanism in the future, however.

As noted above, to use the parameter in this manner requires either that it is defined as a header parameter of Refer-to, or that it is defined as a uri parameter; neither extension exists at the moment.

Requirements to include this are removed in the main text, and the parameter is removed from the examples.

Point 5

The "isfocus" feature parameter is defined as a header field parameter, and not as a uri parameter. The following text from clause 20 of RFC 3261 therefore applies:

The Contact, From, and To header fields contain a URI.  If the URI contains a comma, question mark or semicolon, the URI MUST be enclosed in angle brackets (< and >).  Any URI parameters are contained within these brackets.  If the URI is not enclosed in angle brackets, any semicolon-delimited parameters are header-parameters, not URI parameters.

And similarly from subclause 20.10 of RFC 3261: 

When the header field value contains a display name, the URI including all URI parameters is enclosed in "<" and ">".  If no "<" and ">" are present, all parameters after the URI are header parameters, not URI parameters.  The display name can be tokens, or a quoted string, if a larger character set is desired.

Even if the "display-name" is empty, the "name-addr" form MUST be used if the "addr-spec" contains a comma, semicolon, or question mark.  There may or may not be LWS between the display-name and the "<".

These rules for parsing a display name, URI and URI parameters, and header parameters also apply for the header fields To and From.

The Contact header field has a role similar to the Location header field in HTTP.  However, the HTTP header field only allows one address, unquoted.  Since URIs can contain commas and semicolons as reserved characters, they can be mistaken for header or parameter delimiters, respectively.

The same consideration also applies to the "methods" parameter, which is used here as a uri parameter, and therefore should be within the "<" and ">". Various of the example tables are therefore modified to reflect this. This policy has also been adopted for the contents of the Refer-to header.

Point 6

In table A.3.2.1-29, the ":2342" is removed from the Contact header, as its inclusion here is not allowed in the header syntax.

Point 7

In table A.3.2.2-33 the "isfocus" feature parameter appears twice within the Contact header. It should be identical to the equivalent Contact header in the 183, and it is therefore modified accordingly.

Incorporation of this draft will also require some 24.229 related changes for the profile.
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3.1
Definitions 

For the purposes of the present document, the following terms and definitions apply.

For the purposes of the present document, the terms and definitions defined in 3GPP TS 21.905 [1] and 3GPP TS 22.141 [2] apply:

Conferencing AS: 
an Application Server that supports functionality specific to a SIP conference focus.

The following terms and definitions given in 3GPP TS 23.228 [2] apply (unless otherwise specified):

Public Service Identity

Three-way session

For the purposes of the present document, the following terms and definitions given in 3GPP TS 23.228 [7] subclause 4.3.3.1 and subclause 4.6 apply:

IP-Connectivity Access Network (IP-CAN)

The following terms and definitions given in draft-ietf-sipping-conferencing-framework-00 [8] apply (unless otherwise specified):

Conference

Conference-Aware Participant

Conference event package

Conference Policy

Conference Policy Control Protocol

Conference Policy Server

Conference-Unaware Participant

Conference URI

Focus

Media Policy

Media policy server

Membership Policy

Mixer

Participant

Tightly Coupled Conference

The following terms and definitions given in draft-ietf-sipping-cc-conferencing-01 [9] apply (unless otherwise specified):

Conference Factory URI

For the purposes of the present document, the following terms and definitions given in draft-ietf-sip-callee-caps [19] 7 apply:

Feature parameter
For the purposes of the present document, the following terms and definitions given in 3GPP TS 23.002 [2] subclause 4.1.1.1 and subclause 4a.7 apply:

Call Session Control Function (CSCF)

Home Subscriber Server (HSS)

Media Gateway Control Function (MGCF)

Multimedia Resource Function Controller (MRFC)

Multimedia Resource Function Processor (MRFP)

For the purposes of the present document, the following terms and definitions given in 3GPP TS 23.218 [5] subclause 3.1 apply:

Filter criteria

Initial filter criteria

Initial request

Subsequent request

For the purposes of the present document, the following terms and definitions given in 3GPP TS 23.228 [7] subclause 4.3.3.1 and subclause 4.6 apply:

Interrogating-CSCF (I-CSCF)

Policy Decision Function (PDF)

Proxy-CSCF (P-CSCF)

Public user identity

Serving-CSCF (S-CSCF)

For the purposes of the present document, the following terms and definitions given in 3GPP TR 21.905 [1] apply:

User Equipment (UE)
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5.3.1.3
Conference creation

5.3.1.3.1
General

The conference participant shall make use of the procedures for session establishment as described in subclause 5.1.2A and subclause 5.1.3 of 3GPP TS 24.229 [5] when creating conferences. 

5.3.1.3.2
Conference creation with a conference factory URI

Upon a request to create a conference with a conference factory URI, the conference participant shall 

1) 
generate an initial INVITE request in accordance with subclause 5.1.3.1 of 3GPP TS 24.229 [5]; and

2) 
set the request URI of the INVITE request to the conference factory URI.

On receiving a 200 (OK) response to the INVITE request with the "isfocus" feature parameter indicated in Contact header, the conference participant shall store the content of the received Contact header as the conference URI. In addition to this, the conference participant may subscribe to the conference state event package as described in draft-ietf-sipping-conference-package-00 [11] by using the stored conference URI.

NOTE 1: 
A conference participant can decide not to subscribe to the registration state event package for conferences with a large number of attendees, due to, e.g., the signalling traffic caused by the notifications about users joining or leaving the conference. 

NOTE 2: 
A conference can also be created with a conference URI. The procedures for this case at the conference participant are identical to those for joining a conference, as described in sub-clause 5.3.1.4.1. It is not assumed that the conference participant is aware that the conference gets created in this case.

5.3.1.3.3
Three-way session creation

When a conference participant is participating in two or more SIP sessions and wants to join together two or more of these active sessions to a so-called three-way session, the conference participant shall perform the following steps

1)
create a conference at the conference focus by sending an INVITE request with the conference factory URI for the three-way session towards the conference focus;

Editor's Note:
It is currently not possible to make the conference participant automatically aware of a conference-factory URI. For automated ad-hoc conferences such a mechanism is needed anyway. Therefore a reference should be added here, when the mechanism for ad-hoc conference creation is described within this document at a later point in time.

2)
decide and perform for each of the active sessions, that are requested to be joined to the three-way session, how the remote user shall be invited to the three-way session, which can either be:

a)
by performing the procedures for inviting a user to a conference by sending an REFER request to the user, as described in subclause 5.3.1.5.2; or

b)
by performing the procedures for inviting a user to a conference by sending a REFER request to the conference focus, as described in subclause 5.3.1.5.3;

3) 
release the active session with a user, by applying the procedures for session release in accordance with RFC 3261 [7], after a NOTIFY request has been received from that user, indicating that the user has successfully joined the three-way session, i.e. including: 

a) 
a body of content-type "message/sipfrag" that indicates a "200 OK" response; and,

b) 
a Subscription-State header set to the value "terminated"; and,

4) 
treat the created three-way session as a normal conference, i.e. shall apply the applicable procedures of subclause 5.3.1 for it.

5.3.1.4

Joining a conference

5.3.1.4.1 
User joining a conference by using a conference URI

Upon generating an initial INVITE request to join a conference for which the conference URI is known to the conference participant, the conference participant shall 

1) 
set the request URI of the INVITE request to the conference URI.

2)
send the INVITE request towards the conferencing AS that is hosting the conference.

NOTE 1: 
The initial INVITE request is generated in accordance with 3GPP TS 24.229 [5]; and,

NOTE 2: 
The mechanisms by which the conference participant / user gets aware of the conference URI are outside the scope of this specification.

On receiving a 200 (OK) response to the INVITE request with the "isfocus" feature parameter indicated in Contact header, the conference participant shall store the contents of the received Contact header as the conference URI. In addition to that the conference participant may subscribe to the conference state event package as described in draft-ietf-sipping-conference-package-00 [11] by using the stored conference URI.

NOTE 3: 
A conference participant can decide not to subscribe to the registration state event package for conferences with a large number of attendees, due to the signalling traffic caused by the notifications about e.g. users joining or leaving the conference. 

5.3.1.4.2 
User joining a conference after receipt of a REFER request

Upon receipt of a REFER request that includes a Refer-To header which includes 


-
the "method" uri parameter set to INVITE;

the conference participant shall:

1) 
handle the REFER request in accordance with RFC 3515 [17]; and,

2) 
perform the actions as described in subclause 5.3.1.4.1 for a user joining a conference.

5.3.1.5

Inviting other users to a conference

5.3.1.5.1
General

Upon inviting another user to a conference, the conference participant has to decide which of the following procedures has to be applied:

1) 
inviting an user to a conference by sending a REFER request to the user directly, as described in subclause 5.3.1.5.2; or

2) 
inviting a user to a conference by sending a REFER request to the conference focus, as described in subclause 5.3.1.5.3.

Editor's Note:
There might be several more possibilities to perform invitation of another user to a conference, which might be based on the functionality of the conference policy control protocol (CPCP). These possibilities need to be listed here as further alternatives.

Editor's Note: It needs to be stated that REFER methods sent directly from the conference participant to the conference AS or to other users put a lot of load to the air interface, due to the responses and the two subsequent NOTIFY messages. The CPCP related procedures – when introduced – will give a possibility for the conference participant to invite other users to a conference by other means than sending a REFER method that put less load to the air interface.  

It is out of the scope of this specification, how the UE decides which of the above procedures shall be applied.

5.3.1.5.2 
User invites other user to a conference by sending a REFER request to the other user

Upon generating a REFER request that is destined to a user in order to invite that user to a specific conference, the conference participant shall:

1)
set the request URI of the REFER request to the address of the user who is invited to the conference;

2)
set the Refer-To header of the REFER request to the conference URI of the conference that the other user shall be invited  to, including


b)
the "method" uri parameter set to "INVITE"; and

NOTE: 
Other headers of the REFER request will be set in accordance with 3GPP TS 24.229 [5].

3)
send the REFER request towards the user who is invited to the conference.

Afterwards the UE shall treat incoming NOTIFY requests that are related to the previously sent REFER request in accordance with RFC 3515 [17] and may indicate the received information to the user.

5.3.1.5.3 
User invites other user to a conference by sending a REFER request to the conference focus

Upon generating a REFER request that is destined to the conference focus in order to invite another user to a specific conference, the conference participant shall:

1)
set the request URI of the REFER request to the conference URI to which the user is invited to;

2)
set the Refer-To header of the REFER request to the SIP URI or tel URL of the user who is invited to the conference;

3)
include the "method" parameter with the value "INVITE" in the Refer-To header;

NOTE: 
Other headers of the REFER request will be set in accordance with 3GPP TS 24.229 [5].

4)
send the REFER request towards the conference focus that is hosting the conference.

Afterwards the UE shall treat incoming NOTIFY requests that are related to the previously sent REFER request in accordance with RFC 3515 [17].

5.3.1.6
Leaving a conference

5.3.1.6.1
Conference participant leaving a conference

When leaving a conference, the conference participant shall:

1) 
generate a BYE request on the dialog that was established when joining or creating the conference, in accordance to the procedures described in 3GPP TS 24.229 [5] and RFC 3261 [7];

2) 
if the conference participant is subscribed to the conference state event information of that conference, the conference participant shall not renew this subscription and let the related subscription timer expire. When a related NOTIFY request is received which does not include a Subscription-State header set to the value "terminated", the conference participant shall: 

a)
wait for an implementation dependant time, if a related NOTIFY request with the Subscription-State header set to the value "terminated" is received; and

b)
afterwards, if no such NOTIFY request is received, unsubscribe from the conference state event information by performing the procedures as described in RFC 3265 [10] and draft-ietf-sipping-conference-package-00 [11].

NOTE 1:
A conference participant leaving a conference will cause the conference event package to send a NOTIFY request with update conference state event information to all conference participant, including the participant who just left. Therefore the time between sending the BYE request and receiving the next NOTIFY request is very short. The conference participant does not immediately unsubscribe from the conference state event package in order to not cause unnecessary traffic on the air interface. 

NOTE 2: 
After the conference participant leaves the conference it can receive NOTIFY requests that cross the BYE request sent by the conference participant. In this case, the NOTIFY request will not include a Subscription-State header with the value "terminated", as it was issued before the conference focus / conference event package got aware of the conference participant leaving the conference. Due to this another NOTIFY request may be received within a short period of time (see NOTE 1), that carries the Subscription-State header set to "terminated".

5.3.1.6.2
Conference focus removes conference participant from a conference

Upon receipt of a BYE request on the dialog that was established when joining or creating a conference, the conference participant shall:

1) 
respond to the BYE request as described in 3GPP TS 24.229 [5] and RFC 3261 [7]; and 

2) 
if the conference participant is subscribed to the conference state event information of that conference, perform the actions for not renewing the subscription to the conference state event information as described for the conference participant leaving a conference in subclause 5.3.1.6.1.

5.3.1.6.3
Removing another conference participant from a conference

Upon generating a REFER request to remove another conference participant from a conference, the removing conference participant shall:

1)
set the request URI of the REFER request to the conference URI of the conference from which the other conference participant shall be removed

2)
set the Refer-To header of the REFER request to the address of the conference participant who should be removed from the conference, including the “method“ parameter set to “BYE“; and
NOTE:
Other headers of the REFER request will be set in accordance with 3GPP TS 24.229 [5].

3)
send the REFER request towards the conference focus that is hosting the conference.
Afterwards the removing conference participant shall treat incoming NOTIFY requests that are related to the previously sent REFER request in accordance with RFC 3515 [17] and may indicate the received information to the user.

Editor's Note: It needs to be stated that REFER methods sent directly from the conference participant to the conference focus put a lot of load to the air interface, due to the responses and the two subsequent NOTIFY messages. The CPCP related procedures – when introduced – will give a possibility for the conference participant to remove another participant from a conference by other means than sending a REFER message to the conference focus that put less load to the air interface.  
5.3.2
Conference focus

5.3.2.1
General

In addition to the procedures specified in subclause 5.3.2, the conference focus shall support the procedures specified in 3GPP TS 24.229 [5] appropriate to the functional entity in which the conference focus is implemented. In particular, the ASs supporting the conference focus shall act as AS performing 3rd party call control, according to subclause 5.7.5 of 3GPP TS 24.229 [5].

5.3.2.2
Generic procedures for all conference related methods at the conference focus

5.3.2.2.1 
Conference focus originating case

Editor's Note:
This section shall include generic handling of requests that are generated by the conference focus due to IMS conferencing.

5.3.2.2.2
Conference focus terminating case

Upon receipt of a conference related initial request the conference focus shall follow the procedures of 3GPP TS 24.229 subclause 5.7.1.2 in relation to the contents of the P-Charging-Function-Addresses header and the P-Charging-Vector header.

When creating the first response for this initial request, the conference focus shall

1)
include the P-Charging-Vector header including

a) 
the value of the icid parameter as received in the initial request;

b) 
the value of the orig-ioi parameter as received in the initial request; and

c) 
the term-ioi parameter, indicating the network of the conference focus; and

2) 
include the P-Charging-Function-Addresses header as received in the initial request or, if the P-Charging-Function-Addresses header was not received in the initial request, indicate the values applicable for the conference in the P-Charging-Function-Addresses header.

When creating responses for an initial INVITE request, the conference focus shall additionally send the 200 (OK) response to the initial INVITE request only after the resource reservation has been completed.

5.3.2.3

Conference creation

5.3.2.3.1
Conference creation with a conference factory URI 

Upon receipt of an INVITE request that includes a conference factory URI in the request URI, the conference focus shall 

1)
check if the conference factory URI is allocated and perform the actions described in subclause 5.3.2.3.2 if it is not allocated; 

2)
perform the actions described in subclause 9.2.1. The following actions shall only be performed if the request can be authorized;

3)
allocate a conference URI and may allocate a temporary conference URI; and

4)
if "preconditions" were indicated as required in the INVITE request, generate a first provisional response to the INVITE request, indicating the temporary conference URI in the Contact header if allocated, else the conference URI.

At the same time, resources will also be requested from the mixer. 
If the conference focus generates any 1xx or 2xx response to the INVITE request, the conference focus shall include the "isfocus" feature parameter in accordance with the procedures of draft-ietf-sip-callee-caps-03 [19].

Upon receipt of an indication from the mixer that conference resources have been through-connected, the conference focus shall:

1)
generate a 200 (OK) response to the INVITE request, indicating

a)
the conference URI in the Contact header
; and

2)
forward the request in accordance with the routeing procedures of RFC 3261 [7].

5.3.2.3.2
Conference creation with a conference URI 

Upon receipt of an INVITE request that includes a conference URI in the request URI and the conference has not been created yet, the conference focus shall 

1)
check if the conference URI is allocated and perform the actions described in subclause 5.3.2.4.2 if it is not allocated; 

2)
perform the actions described in subclause 9.2.1. The following actions shall only be performed if the request can be authorized; and

3)
if "preconditions" were indicated as required in the INVITE request, generate a first provisional response to the INVITE request, indicating the conference URI in the Contact header.

At the same time, resources will also be requested from the mixer. 

If the conference focus generates any 1xx or 2xx response to the INVITE request, the conference focus shall include the "isfocus" feature parameter in accordance with the procedures of draft-ietf-sip-callee-caps-03 [19].
Upon receipt of an indication from the conference mixer that conference resources have been through-connected, the conference focus shall generate a 200 (OK) response to the INVITE request, indicating:

a)
the conference URI in the Contact header
.

5.3.2.3.3

Abnormal cases 

Editor's note: When this text is transferred to TS 24.147 it has to be checked whether the abnormal case is generic (24.229) or conferencing related (24.147) only.

Upon receipt of an INVITE request that includes a conference factory URI in the request URI, that is not allocated at the conference focus, the conference focus shall return a 604 (Does Not Exist Anywhere) response.

NOTE: 
The mechanism by which the conference focus gets aware whether a URI is a conference factory URI is out of the scope of this specification. One possibility would be that an operator uses a specific user part (e.g. conference-factory@home1.net) or host part (e.g. conference-factory.home1.net) for identification of conference factory URIs.

5.3.2.4
User joining a conference 

5.3.2.4.1
User joining a conference by using a conference URI

Upon receipt of an INVITE request that includes a conference URI in the request URI, the conference focus shall: 

1)
check if the conference URI is allocated. If the conference URI is not allocated, the conference focus shall perform the actions as described in subclause 5.3.2.4.2; 

2)
perform the actions described in subclause 9.2.1. The following actions shall only be performed if the request can be authorized; and

3)
generate a provisional response to the INVITE request, indicating the conference URI in the Contact header.

At the same time, resources will also be requested from the mixer. 
If the conference focus generates any 1xx or 2xx response to the INVITE request, the conference focus shall include the "isfocus" feature parameter in accordance with the procedures of draft-ietf-sip-callee-caps-03 [19].

Upon receipt of an indication from the mixer that conference resources have been through-connected, the conference focus shall 

1)
generate a 200 (OK) response to the INVITE request, indicating

a)
the conference URI in the Contact header
; and

2)
forward the request in accordance with the routeing procedures of RFC 3261 [7].

5.3.2.4.2

Abnormal cases 

Upon receipt of an INVITE request that includes in the request URI a conference URI, that is not allocated at the conference focus, the conference focus shall return a 604 (Does Not Exist Anywhere) response.

5.3.2.5 
Invitation of users to a conference
5.3.2.5.1
General

The conference focus can invite users to a conference by sending an INVITE request to the user, as described in subclause 5.3.3.5.3. This procedure will be triggered at the conference focus

1) 
either by the conference policy for the conference hosted at the conference focus; or

2) 
by a REFER request received from authorized users, that request the conference focus to invite other users to the conference, as described in subclause 5.3.3.5.2.

5.3.2.5.2
Request from a user to invite another user to a conference

Upon receipt of an REFER request that includes 

-
a conference URI in the request URI; and,

-
a Refer-To header including:

-
a valid SIP URI or tel URL; and,

-
the "method" parameter set to "INVITE"; 

the conference focus shall: 

1)
check if the conference URI is allocated. If the conference URI is not allocated, the conference focus shall perform the actions as described in subclause 5.3.2.5.5; 

2)
perform the actions described in subclause 9.2.1. The following actions shall only be performed if the request can be authorized; 

3)
generate a final response to the REFER request in accordance with RFC 3515 [17]; 

4) 
invite the user indicated in the Refer-To header by performing the procedures as described in subclause 5.3.2.5.3; and,

5) 
based on the progress of  this invitation, send NOTIFY messages in accordance with the procedures of RFC 3515 [17] towards the user who sent the REFER request.

5.3.2.5.3
Inviting a user to a conference by sending an INVITE request

When generating an INVITE request in order to invite a user to a specific conference, the conference focus shall:

1)
set the request URI of the INVITE request to the address of the user who is invited to the conference;

2)
set the P-Asserted-Identity header of the INVITE request to the conference URI of the conference that the user shall be invited to;

3)
set the Contact header of the INVITE request to the conference URI of the conference that the user shall be invited to, and include the "isfocus" feature parameter; 

4)
request the resources required for the new user from the conference focus; and

5)
send the INVITE request towards the user who is invited to the conference.

NOTE: 
Requests are generated in accordance with 3GPP TS 24.229 [5].

Afterwards the conference focus shall proceed the session establishment as described in 3GPP TS 24.229 [5].

5.3.2.5.4
Inviting a user to a conference by sending a REFER request

When generating a REFER request in order to invite a user to a specific conference, the conference focus shall:

1)
set the request URI of the REFER request to the address of the user who is invited to the conference;

2)
set the P-Asserted-Identity header of the REFER request to the conference URI of the conference that the user shall be invited to;

3)
set the Refer-To header of the REFER request to the conference URI of the conference that the other user shall be invited  to, including


b)
the "method" uri parameter set to "INVITE"; and

NOTE 1: 
Other headers of the REFER request will be set in accordance with 3GPP TS 24.229 [5].

4)
send the REFER request towards the user who is invited to the conference.

NOTE 2: 
Requests are generated in accordance with 3GPP TS 24.229 [5].

Afterwards the conference focus shall treat incoming NOTIFY requests that are related to the previously sent REFER request in accordance with RFC 3515 [17].

5.3.2.5.5

Abnormal cases 

Upon receipt of a REFER request that includes in the request URI a conference URI, that is not allocated at the conference focus, the conference focus shall return a 604 (Does Not Exist Anywhere) response.

5.3.2.6
Leaving a conference

5.3.2.6.1 
Conference participant leaving a conference

Upon receipt of a BYE message from a conference participant, the conference focus shall

1) 
respond to the BYE request as described in 3GPP TS 24.229 [5] and RFC 3261 [7]; and 

2)
release the resources, related to the conference participant from the conference mixer.

5.3.2.6.2
Removing a conference participant from a conference

5.3.2.6.2.1
General

The conference focus can remove a conference participant from a conference by terminating the dialog with the conference participant. This is done by sending a BYE request to the participant, as described in subclause 5.3.2.6.2.3. The removal of a conference participant by the conference focus will be triggered

1)
by the conference policy for the conference hosted at the conference focus; or2)
by a REFER request received from authorized users, that request the conference focus to remove the conference participant from the conference, as described in subclause 5.3.2.6.2.2; or3)
by local administration procedures.

5.3.2.6.2.2
Request from a conference participant to remove another conference participant from a conference

Upon receipt of an REFER request that includes:

a)
a conference URI in the request URI; and,

b)
a Rerfer-to header including:

1)
a valid SIP URI or tel URL; and,    

2)
the ”method” parameter set to ”BYE”;
the conference focus shall:

1)
check if the conference URI is allocated. If the conference URI is not allocated, the conference focus shall perform the actions as described in subclause 5.3.2.6.2.4;  

2)
check if the SIP URI or tel URL of the REFER-To header belongs to a user who is currently a participant of the referenced conference. If there is no corresponding conference participant, the conference focus shall perform the actions as described in subclause 5.3.2.6.2.4;3)
perform the actions described in subclause 9.2.1. The following actions shall only be performed if the request can be authorized;

4)
generate a final response to the REFER request in accordance with RFC 3515 [17];

5)
remove the conference participant indicated in the REFER-To header from the conference according to subclause 5.3.2.6.2.3; and6)
based on the progress of this removal, send NOTIFY messages in accordance with the procedures of RFC 3515 [17] towards the conference participant who sent the REFER request.

5.3.2.6.2.3
Conference focus removes conference participant from a conference

When removing a conference participant from a conference, the conference focus shall

1) 
generate a BYE request on the dialog that was established when the conference participant joined or created the conference, in accordance to the procedures described in 3GPP TS 24.229 [5] and RFC 3261 [7];

2)
release the resources, related to the conference participant from the conference mixer.

5.3.2.6.2.4
Abnormal cases

Upon receipt of a REFER request that includes in the request URI a conference URI, that is not allocated at the conference focus, the conference focus shall return a 604 (Does Not Exist Anywhere) response. The conference focus shall return a 404 (Not Found) response if the request URI includes an allocated conference URI but the SIP URI or tel URL in the REFER-To header refers to a user who is not a participant of the referenced conference.

5.3.3
Conference event package

5.3.3.1
General

In addition to the procedures specified in subclause 5.3.3, the conference event package shall support the procedures specified in 3GPP TS 24.229 [5] appropriate to the functional entity in which the conference event package is implemented.

Editor's Note: This subclause includes general information about the conference event package

5.3.3.2
Subscription to conference state event package

5.3.3.2.1
User subscribes to the conference state event package 

Upon receipt of a SUBSCRIBE request that includes a conference URI in the request URI and the "conf" tag in the Event header, the conference event package shall

1)
check if the conference URI is allocated and perform the actions described in subclause 5.3.3.1.2 if it is not allocated; 

2)
perform the actions described in subclause 9.2.1. The following actions shall only be performed if the request can be authorized; and

3)
establish the subscription to the conference state event information as described in RFC 3265 [10] and draft-ietf-sipping-conference-package-00 [11].

5.3.3.2.2

Abnormal cases 

Upon receipt of an SUBSCRIBE request that includes a conference URI in the request URI, that is not allocated at the conference focus, the conference event package shall return a 604 (Does Not Exist Anywhere) response.

5.3.3.2
Leaving a conference

When generating a NOTIFY request with conference state event information that is destined to a subscriber, that has either left the conference or was removed from it, the conference event package shall, based on local policy, include in the NOTIFY request a Subscription-State header with the value "terminated". 

6
Protocol using SDP for conferencing

6.1
Introduction

6.2
Functional entities

6.2.1
User Equipment (UE)

For the purpose of SIP based conferences, the UE shall implement the role of a conference participant as described in subclause 6.3.1. 

6.2.2
Media Resource Function Controller (MRFC)

As the function split between the MRFC and the conferencing AS is out of scope of this document, the procedures for the MRFC are described together with those for the conferencing AS in subclause 5.2.2.

6.2.3
Conferencing Application Server (Conferencing AS)

As the function split between the conferencing AS and the MRFC is out of scope of this specification, only the procedures are described for a combined conferencing AS and MRFC. The AS and MRFC may either be collocated, or interoperate using a proprietary protocol and a proprietary functional split.

For the purpose of SIP-based conferences, the conferencing AS shall act as a conference focus, as described in subclause 6.3.2. The conferencing AS/MRFC may act as a conference participant as described in subclause 5.3.1.

6.2.4
Media Gateway Control Function (MGCF)

The MGCF implements the role of conference participant (see subclause 6.3.1).

6.3
Role

6.3.1
Conference participant

In addition to the procedures specified in subclause 6.3.1, the conference participant shall support the procedures specified in 3GPP TS 24.229 [5] appropriate to the functional entity in which the conference participant is implemented.

Editor's Note:
It is not expected that there are specific procedures for SDP usage at the conference participant for IMS conferencing.

6.3.2
Conference Focus

In addition to the procedures specified in subclause 6.3.2, the conference focus shall support the procedures specified in 3GPP TS 24.229 [5] appropriate to the functional entity in which the conference focus is implemented.

When the conference focus receives any SIP request or response containing SDP, the conference focus shall examine the media parameters in the received SDP. 

Provided that the INVITE request received by the conference focus contains an SDP offer including one or more "m=" media descriptions, the SDP answer shall 

- 
reflect the media capabilities and policies as available for the conference; and

-
contain a request confirmation for the result of the resource reservation at the originating end point for every "m=" media line if preconditions were required by the originator.

During session establishment procedure for a conference, SIP messages shall only contain SDP payload if that is intended to modify the session description.
For "video" and "audio" media types that utilize the RTP/RTCP, the conference focus shall specify the proposed bandwidth for each media stream utilizing the "b=" media descriptor in the SDP. For other media streams the "b=" media descriptor may be included. The value or absence of the "b=" parameter will affect the assigned QoS which is defined in 3GPP TS 29.208 [15].

The conference focus shall include the DTMF media format at the end of the "m=" media descriptor in the SDP for audio media flows that support both audio codec and DTMF payloads in RTP packets as described in RFC 2833 [16].
Upon receipt of a SDP answer or sending a SDP answer that changes the resource requirements for the conference, the conference focus shall provide the corresponding changes of conference resources.

Upon receipt of a SDP offer during conference creation, that confirms that the conference participant has reserved the required resources, the conference focus shall through-connect the conference resources.

9
Identified material for 3GPP documents other than 3GPP TS 24.147

Editor's Note: Thisclause holds material that has to be moved to 3GPP documentation other than 3GPP TS 24.147.

9.1
General

Editor's Note: Text needs to be added that clarifies, that the text in clause 9 needs to be aligned with the text of the document it finally gets shifted to. The text introduced here initially will be written specifically for the conference functionality.

Editor's Note: References within other subclauses to the material in clause 9 needs to be updated accordingly.

9.2
Material identified for 3GPP TS 24.229

9.2.1
Conference participant identity verification and request authorization

Editor's Note: 
This section shall be kept in-line with the section in the presence TR 29.841, that describes watcher identity verification and request authorization.

9.2.1.1
Conference participant identity verification at the conference focus

When the conference focus receives an initial request from a conference participant who is either

a) 
creating a conference; 

b) 
joining a conference; 

c) 
inviting another user to a conference;

d)
removing another conference participant from a conference; or

e)
subscribing to the conference event state of a conference;

the conference focus shall attempt to verify the identity of the conference participant prior to authorizing the request according to the procedures described in subclause 9.2.1.2.

When the conference focus receives an initial request that does not contain credentials, the conference focus shall:

NOTE: 
Mechanisms for transporting the credentials can include, among others, P-Asserted-Identity, Authorization header, digital signatures, S/MIME body, etc.

a) 
if a Privacy header is present in the initial request and the Privacy header value is set to "id" or "user", then the conference participant is considered as anonymous, and no further actions are required. The conference focus shall continue with
authorizing the users request according to the procedures described in 9.2.1.2;

b)
if there is no Privacy header present in the initial request, or if the Privacy header contains a value other than "id" or "user", then the conference focus shall check for the presence of a P-Asserted-Identity header in the initial request. Two cases exists:

i)
the initial request contains a P-Asserted-Identity header. This is typically the case when the user is located inside a trusted domain as defined by 3GPP TS 24.229 [5] subclause 4.4. In this case, the conference focus is aware of the identity of the conference participant and no extra actions are needed. The conference focus shall continue with authorization of the request according to the procedures described in 9.2.1.2;

ii)
the initial request does not contain a P-Asserted-Identity header. This is typically the case when the user is located outside a trusted domain as defined by 3GPP TS 24.229 [5] subclause 4.4. In this case, the conference focus does not have a verified identity of the conference participant. The conference focus shall check the From header of the initial request. If the From header value in the initial request is set to "Anonymous", then the conference participant and the request are considered as anonymous and no further actions are required. If the From header value does not indicate anonymity, then the conference focus shall challenge the conference participant by issuing a 401 (Unauthorized) response including a challenge as per procedures described in RFC 3261 [7].

When the conference focus receives an initial request that contains credentials but it does not contain a P-Asserted-Identity the conference focus shall check the correctness of the credentials. If the credentials are correct, then the conference focus shall consider the identity of the conference participant verified, and the conference focus shall continue with authorizing the conference participants request according to the procedures described in 9.2.1.2.

If the credentials are not correct, the conference focus may either re-challenge the conference participant (up to a predetermined maximum number of times predefined in the conference focus configuration data), or consider the conference participant as anonymous. If the conference participant is considered anonymous, the conference focus shall continue with the request authorization procedures described in subclause 9.2.1.2.

Editor's Note: It needs to be investigated whether the maximum number of times predefined in the conference focus configuration data creates a potential denial of service attack, as it requires the conference focus to keep states between different authentications trials.
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Figure 9.2.1-1: Conference participant identity verification flow at the conference focus

9.2.1.2
Authorization of a request 

Requests received by the conference focus from a conference participant can be for one of the following conference related functionalities:

a)
request for conference creation;

b)
request for joining a conference;

c)
request for inviting another user to the conference;

d)
request for removing another conference participant from the conference; or

d)
request for subscription to the conference event state.

Depending on the requested functionality, the conference focus has to perform specific actions after the request was authorized or not. This subclause only describes the authorization of a request, the actions to be taken if the authorization succeeds are described in:

a)
subclause 5.3.2.3 for conference creation;

b)
subclause 5.3.2.4 for joining a conference;

c) 
subclause 5.3.2.5 for inviting another user to a conference;

d)
subclause 5.3.2.6.2 for removing another conference participant from a conference; or

e) 
subclause 5.3.3.1 for subscription to the conference event state.

Once the conference focus has tried to verify the identity of the conference participant (see subclause 9.2.1.1), the conference focus either has a verified identity of the conference participant or it considers the conference participant as anonymous.

If the conference participant is considered anonymous, the conference focus shall check if the policy of the conference allows an anonymous request for the requested functionality. If the conference policy allows anonymous requests for the requested functionality then the conference focus shall perform the requested functionality, otherwise it shall not.

If the conference participant is identified by an identity, the conference focus shall apply the conference authorization policy of the conference to detect whether the particular conference participant is allowed to perform the requested functionality for the specific conference. The conference authorization policy may require a verified identity as a possible conference participant. If the request is authorized then the conference focus shall perform the requested functionality.

If the requested functionality is performed, the conference focus shall return a 2xx response to the conference participant.

If the requested functionality cannot be performed, the conference focus shall either:

-
reject the request according to the procedures of RFC 3261 [7] and RFC 3265 [10] e.g., by issuing a 403 (Forbidden) response; or

-
send a 200 (OK) response if the conference authorization policy requires a polite blocking (as defined in 3GPP TS 22.141 [7.53]) by sending a 200 (OK) response.

9.2.A
Profiles of IETF RFCs for 3GPP usage

Editor's note: It is intended that material from this clause will be added to Annex A of TS 24.229. 

Table A.4 of 3GPP TS 24.229 is modified with the following additional row:

	
	Extensions
	
	
	

	aa
	Subscriber to the Conferencing Event Package
	[7.82]
	O
	c31

	bb
	Notifier for the Conferencing Event Package
	[7.82]
	O
	c32

	
	
	
	
	

	c31
IF <UE> THEN o ELSE n/a

c32
IF <MRFC> THEN m ELSE n/a


Editor's note: The above items in <> require completion when the appropriate extensions are added to the roles table to support presence.

Table A.162 of 3GPP TS 24.229 is modified with the following additional row:

	
	Extensions
	
	
	

	cc
	Subscriber to the Conferencing Event Package
	n/a
	n/a
	n/a

	dd
	Notifier for the Conferencing Event Package
	n/a
	n/a
	n/a

	
	
	
	
	

	


A.3.2
User automatically creating a conference with a conference factory URI

A.3.2.1
User in home network

Material not included

10.
183 (Session Progress) response (MRFC/AS to S-CSCF) - see example in table A.3.2.1-13 (related to table A.3.2.1-6)

The MRFC determines the complete set of codecs that it is capable of supporting for this conference. It determines the intersection with those appearing in the SDP in the INVITE request.

The media stream capabilities of the destination are returned along the signalling path, in a 183 (Session Progress) provisional response (to 6).

Table A.3.2.1-10: 183 (Session Progress) response (MRFC/AS to S-CSCF)

SIP/2.0 183 Session Progress

Via: SIP/2.0/UDP scscf1.home1.net;branch=z9hG4bK332b23.1, SIP/2.0/UDP pcscf1.visited1.net;branch=z9hG4bK240f34.1, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]:1357;comp=sigcomp;branch=z9hG4bKnashds7

Record-Route: <sip:scscf1.home1.net;lr>, <sip:pcscf1.visited1.net;lr>

P-Asserted-Identity: "Conference Server" <sip:mrfc1.home1.net>

P-Charging-Vector: icid-value="AyretyU0dm+6O2IrT5tAFrbHLso=023551024"; orig-ioi=home1.net; term-ioi=home1.net

P-Charging-Function-Addresses: ccf=[5555::b99:c88:d77:e66]; ccf=[5555::a55:b44:c33:d22]; ecf=[5555::1ff:2ee:3dd:4cc]; ecf=[5555::6aa:7bb:8cc:9dd] 

Privacy: none

From: 

To: <sip:conference-factory1@mrfc1.home1.net>; tag=314159

Call-ID: 

CSeq: 

Require: 100rel

Contact: <sip:lmaa234269@mrfc1.home1.net >;isfocus
Allow: INVITE, ACK, CANCEL, BYE, PRACK, UPDATE, REFER, MESSAGE 

RSeq: 9021

Content-Type: application/sdp

Content-Length: (…)

v=0

o=- 2987933623 2987933623 IN IP6 5555::aaa:bbb:ccc:ddd

s=-

c=IN IP6 5555::eee:fff:aaa:bbb

t=0 0

m=video 10001 RTP/AVP 98 99

b=AS:75

a=curr:qos local none

a=curr:qos remote none

a=des:qos mandatory local sendrecv

a=des:qos mandatory remote sendrecv

a=conf:qos remote sendrecv

a=rtpmap:98 H263

a=fmtp:98 profile-level-id=0

a=rtpmap:99 MP4V-ES
m=audio 6544 RTP/AVP 97 96

b=AS:25.4

a=curr:qos local none

a=curr:qos remote none

a=des:qos mandatory local sendrecv

a=des:qos mandatory remote sendrecv

a=conf:qos remote sendrecv

a=rtpmap:97 AMR

a=fmtp:97 mode-set=0,2,5,7; maxframes=2

a=rtpmap:96 telephone-event

To:
a tag is added to the To header.

Contact:
contains the IP address or FQDN of the MRFC/AS and a temporary identifier of the conference being created in the user part. The URI for the allocated conference is not indicated yet. The "isfocus" feature parameter is included, as this temporary contact is still a conference URI.
SDP:
contains the set of codecs supported by the MRFC. It requests confirmation of the QoS preconditions for establishing the session.

P-Charging-Vector: 
The MRFC/AS inserts this header and populates the icid parameters with a unique value and populates the term-ioi parameter with the identifier of its own network.
P-Charging-Function-Address: The MRFC/AS stores the P-Charging-Function-Addresses header field to be passed to the S-CSCF.

Material not included

29.
200 (OK) response (MRFC/AS to S-CSCF) – see example in table A.3.2.1-29 (related to table A.3.2.1-6)

After the success modification of the session (26), the MRFC/AS sends a 200 (OK) response final response to the INVITE request (6) to the S-CSCF.

Table A.3.2.1-29: 200 (OK) response (MRFC/AS to S-CSCF)

SIP/2.0 200 OK

Via: SIP/2.0/UDP scscf1.home1.net;branch=z9hG4bK332b23.1, SIP/2.0/UDP pcscf1.visited1.net;branch=z9hG4bK240f34.1, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]:1357;comp=sigcomp;branch=z9hG4bKnashds7

Record-Route: <sip:scscf1.home1.net;lr>, <sip:pcscf1.visited1.net;lr>

From: 

To:

Call-ID: 

CSeq: 127 INVITE

Contact: <sip:conference1@mrfc1.home1.net>;isfocus

Content-Length:0

Contact:
contains the conference URI for the conference allocated at the MRFC/AS and the "isfocus" feature parameter. 

Remainder of subclause not included

A.3.2.2
User in different network

Material not included

13.
183 (Session Progress) response (MRFC/AS to I-CSCF) - see example in table A.3.2.2-13 (related to table A.3.2.2-9)

The MRFC determines the complete set of codecs that it is capable of supporting for this conference. It determines the intersection with those appearing in the SDP in the INVITE request.

The media stream capabilities of the destination are returned along the signalling path, in a 183 (Session Progress) provisional response (to 8).

Table A.3.2.2-13: 183 (Session Progress) response (MRFC/AS to I-CSCF)

SIP/2.0 183 Session Progress

Via: SIP/2.0/UDP icscf1.home2.net;branch=z9hG4bK32f432.1, SIP/2.0/UDP scscf1.home1.net;branch=z9hG4bK332b23.1, SIP/2.0/UDP pcscf1.visited1.net;branch=z9hG4bK240f34.1, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]:1357;comp=sigcomp;branch=z9hG4bKnashds7

Record-Route: <sip:scscf1.home1.net;lr>, <sip:pcscf1.visited1.net;lr>

P-Asserted-Identity: "Conference Server" <sip:mrfc1.home2.net>

P-Charging-Vector: icid-value="AyretyU0dm+6O2IrT5tAFrbHLso=023551024"; orig-ioi=home1.net; term-ioi=home2.net

P-Charging-Function-Addresses: ccf=[5555::b99:c88:d77:e66]; ccf=[5555::a55:b44:c33:d22]; ecf=[5555::1ff:2ee:3dd:4cc]; ecf=[5555::6aa:7bb:8cc:9dd]
Privacy: none

From: 

To: <sip:conference-factory1@home2.net>; tag=314159

Call-ID: 

CSeq: 

Require: 100rel

Contact: <sip:conference1@mrfc1.home2.net>;isfocus
Allow: INVITE, ACK, CANCEL, BYE, PRACK, UPDATE, REFER, MESSAGE 

RSeq: 9021

Content-Type: application/sdp

Content-Length: (…)

v=0

o=- 2987933623 2987933623 IN IP6 5555::aaa:bbb:ccc:ddd

s=-

c=IN IP6 5555::eee:fff:aaa:bbb

t=0 0

m=video 10001 RTP/AVP 98 99

b=AS:75

a=curr:qos local none

a=curr:qos remote none

a=des:qos mandatory local sendrecv

a=des:qos mandatory remote sendrecv

a=conf:qos remote sendrecv

a=rtpmap:98 H263

a=fmtp:98 profile-level-id=0

a=rtpmap:99 MP4V-ES
m=audio 6544 RTP/AVP 97 96

b=AS:25.4

a=curr:qos local none

a=curr:qos remote none

a=des:qos mandatory local sendrecv

a=des:qos mandatory remote sendrecv

a=conf:qos remote sendrecv

a=rtpmap:97 AMR

a=fmtp:97 mode-set=0,2,5,7; maxframes=2

a=rtpmap:96 telephone-event

To:
a tag is added to the To header.

Contact:
contains the conference URI for the conference allocated at the MRFC/AS and the "isfocus" feature parameter. 


SDP:
contains the set of codecs supported by the MRFC. It requests confirmation of the QoS preconditions for establishing the session.

P-Charging-Vector: 
The MRFC/AS inserts the originating IOI parameter received and populates the terminating IOI parameter with its own network.

P-Charging-Function-Addresses: The MRFC/AS inserts the P-Charging-Function-Addresses header field to be passed to the I-CSCF.

Material not included

33.
200 (OK) response (MRFC/AS to I-CSCF) – see example in table A.3.2.2-33 (related to table A.3.2.2-9)

After the success modification of the session (29), the MRFC/AS sends a 200 (OK) response final response to the INVITE request (8) to the I-CSCF.

Table A.3.2.2-33: 200 (OK) response (MRFC/AS to I-CSCF)

SIP/2.0 200 OK

Via: SIP/2.0/UDP icscf1.home2.net;branch=z9hG4bK32f432.1, SIP/2.0/UDP scscf1.home1.net;branch=z9hG4bK332b23.1, SIP/2.0/UDP pcscf1.visited1.net;branch=z9hG4bK240f34.1, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]:1357;comp=sigcomp;branch=z9hG4bKnashds7

Record-Route: <sip:scscf1.home1.net;lr>, <sip:pcscf1.visited1.net;lr>

From: 

To:

Call-ID: 

CSeq: 127 INVITE

Contact: <sip:conference1@mrfc1.home2.net>;isfocus

Content-Length:0

Contact:
contains the conference URI for the conference allocated at the MRFC/AS and the "isfocus" feature parameter. 

Remainder of subclause not included

A.4
Flows demonstrating a user joining a conference

A.4.1
Introduction

A.4.2
User calling into a conference

A.4.2.1 
User in a different network

A.4.2.1.1
Conference URI does not include a FQDN

Material not included

12.

183 (Session Progress) response (MRFC/AS to I-CSCF) - see example in table A.4.2.1.1-12 (related to table A.4.2.1.1-9)
The media stream capabilities of the conference are returned along the signalling path, in a 183 (Session Progress) provisional response (to 9).

Table A.4.2.1.1-12: 183 (Session Progress) response (MRFC/AS to I-CSCF)

SIP/2.0 183 Session Progress

Via: SIP/2.0/UDP icscf2_s.home2.net;branch=z9hG4bK871y12.1, SIP/2.0/UDP scscf1.home1.net;branch=z9hG4bK332b23.1, SIP/2.0/UDP pcscf1.visited1.net;branch=z9hG4bK240f34.1, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]:1357;comp=sigcomp;branch=z9hG4bKnashds7

Record-Route: <sip:scscf1.home1.net;lr>, <sip:pcscf1.visited1.net;lr>

P-Asserted-Identity: "Conference Server" <sip:mrfc1.home2.net>

P-Charging-Vector: icid-value="AyretyU0dm+6O2IrT5tAFrbHLso=023551024"; orig-ioi=home1.net; term-ioi=home2.net

P-Charging-Function-Addresses: ccf=[5555::b99:c88:d77:e66]; ccf=[5555::a55:b44:c33:d22]; ecf=[5555::1ff:2ee:3dd:4cc]; ecf=[5555::6aa:7bb:8cc:9dd]
Privacy: none

From: 

To: <sip:conference1@home2.net>; tag=314159

Call-ID: 

CSeq: 

Require: 100rel

Contact: <sip:conference1@home2.net>;isfocus
Allow: INVITE, ACK, CANCEL, BYE, PRACK, UPDATE, REFER, MESSAGE 

RSeq: 9021

Content-Type: application/sdp

Content-Length: (…)

v=0

o=- 2987933623 2987933623 IN IP6 5555::aaa:bbb:ccc:ddd

s=-

c=IN IP6 5555::eee:fff:aaa:bbb

t=0 0

m=video 10001 RTP/AVP 98 99

b=AS:75

a=curr:qos local none

a=curr:qos remote none

a=des:qos mandatory local sendrecv

a=des:qos mandatory remote sendrecv

a=conf:qos remote sendrecv

a=rtpmap:98 H263

a=fmtp:98 profile-level-id=0

a=rtpmap:99 MP4V-ES
m=audio 6544 RTP/AVP 97 96

b=AS:25.4

a=curr:qos local none

a=curr:qos remote none

a=des:qos mandatory local sendrecv

a=des:qos mandatory remote sendrecv

a=conf:qos remote sendrecv

a=rtpmap:97 AMR

a=fmtp:97 mode-set=0,2,5,7; maxframes=2

a=rtpmap:96 telephone-event

To:
a tag is added to the To header.

Contact:
contains the conference URI for the conference allocated at the MRFC/AS and the "isfocus" feature parameter.

SDP:
contains the set of codecs supported for this conference. It requests confirmation of the QoS preconditions for establishing the session.

P-Charging-Vector: 
The MRFC/AS inserts this header and populates the icid parameters with an unique value and the terminating Inter Operator Identifier (IOI) for the home network of the MRFC/AS and puts back the originating IOI.

P-Charging-Function-Addresses: The MRFC/AS populates the P-Charging-Function-Addresses header field to be passed to the I-CSCF.

Material not included

36.
200 (OK) response (MRFC/AS to I-CSCF) – see example in table A.4.2.1.1-36 (related to table A.4.2.1.1-9)

After the success modification of the session (32), the MRFC/AS sends a 200 (OK) response final response to the INVITE request (9) to the I-CSCF.

Table A.4.2.1.1-36: 200 (OK) response (MRFC/AS to I-CSCF)

SIP/2.0 200 OK

Via: SIP/2.0/UDP icscf2_s.home2.net;branch=z9hG4bK871y12.1, SIP/2.0/UDP scscf1.home1.net;branch=z9hG4bK332b23.1, SIP/2.0/UDP pcscf1.visited1.net;branch=z9hG4bK240f34.1, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]:1357;comp=sigcomp;branch=z9hG4bKnashds7

Record-Route: <sip:scscf1.home1.net;lr>, <sip:pcscf1.visited1.net;lr>

From: 

To:

Call-ID: 

CSeq: 127 INVITE

Contact: <sip:conference1@home2.net>;isfocus

Content-Length:0

Contact:
contains the conference URI for the conference allocated at the MRFC/AS and the "isfocus" feature parameter. 

Remainder of subclause not included

A.4.2.1.2
Conference URI includes a FQDN

Material not included

9.

183 (Session Progress) response (MRFC/AS to S-CSCF) - see example in table A.4.2.1.2-9 (related to table A.4.2.1.2-6)
The media stream capabilities of the conference are returned along the signalling path, in a 183 (Session Progress) provisional response (to 6).

Table A.4.2.1.2-9: 183 (Session Progress) response (MRFC/AS to S-CSCF)

SIP/2.0 183 Session Progress

Via: SIP/2.0/UDP scscf1.home1.net;branch=z9hG4bK332b23.1, SIP/2.0/UDP pcscf1.visited1.net;branch=z9hG4bK240f34.1, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]:1357;comp=sigcomp;branch=z9hG4bKnashds7

Record-Route: <sip:scscf1.home1.net;lr>, <sip:pcscf1.visited1.net;lr>

P-Charging-Vector: icid-value="AyretyU0dm+6O2IrT5tAFrbHLso=023551024"; orig-ioi=home1.net; term-ioi=home2.net

P-Charging-Function-Addresses: ccf=[5555::b99:c88:d77:e66]; ccf=[5555::a55:b44:c33:d22]; ecf=[5555::1ff:2ee:3dd:4cc]; ecf=[5555::6aa:7bb:8cc:9dd]
Privacy: none

From: 

To: <sip:conference1@mrfc2.home2.net>; tag=314159

Call-ID: 

CSeq: 

Require: 100rel

Contact: <sip:conference1@mrfc2.home2.net>;isfocus
Allow: INVITE, ACK, CANCEL, BYE, PRACK, UPDATE, REFER, MESSAGE 

RSeq: 9021

Content-Type: application/sdp

Content-Length: (…)

v=0

o=- 2987933623 2987933623 IN IP6 5555::1111:2222:3333:4444

s=-

c=IN IP6 5555::1111:2222:3333:4444

t=0 0

m=video 10001 RTP/AVP 98 99

b=AS:75

a=curr:qos local none

a=curr:qos remote none

a=des:qos mandatory local sendrecv

a=des:qos mandatory remote sendrecv

a=conf:qos remote sendrecv

a=rtpmap:98 H263

a=fmtp:98 profile-level-id=0

a=rtpmap:99 MP4V-ES
m=audio 6544 RTP/AVP 97 96

b=AS:25.4

a=curr:qos local none

a=curr:qos remote none

a=des:qos mandatory local sendrecv

a=des:qos mandatory remote sendrecv

a=conf:qos remote sendrecv

a=rtpmap:97 AMR

a=fmtp:97 mode-set=0,2,5,7; maxframes=2

a=rtpmap:96 telephone-event

To:
a tag is added to the To header.

Contact:
contains the conference URI for the conference allocated at the MRFC/AS and the "isfocus" feature parameter.

SDP:
contains the set of codecs supported for this conference. It requests confirmation of the QoS preconditions for establishing the session.

P-Charging-Vector: 
The MRFC/AS inserts this header and populates the icid parameters with an unique value and the terminating Inter Operator Identifier (IOI) for the home network of the MRFC/AS and puts back the originating IOI.

P-Charging-Function-Addresses: The MRFC/AS populates the P-Charging-Function-Addresses header field to be passed to the S-CSCF.
Editor's Note: It has to be investigated if the MRFC/AS includes a P-Asserted-Identity header. If it includes this header, it needs to be investigated which value needs to be populated in it.

Material not included

28.
200 (OK) response (MRFC/AS to S-CSCF) – see example in table A.4.2.1.2-28 (related to table A.4.2.1.2-7)

After the success modification of the session (25), the MRFC/AS sends a 200 (OK) response final response to the INVITE request (6) to the I-CSCF.

Table A.4.2.1.2-28: 200 (OK) response (MRFC/AS to S-CSCF)

SIP/2.0 200 OK

Via: SIP/2.0/UDP scscf1.home1.net;branch=z9hG4bK332b23.1, SIP/2.0/UDP pcscf1.visited1.net;branch=z9hG4bK240f34.1, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]:1357;comp=sigcomp;branch=z9hG4bKnashds7

Record-Route: <sip:scscf1.home1.net;lr>, <sip:pcscf1.visited1.net;lr>

From: 

To:

Call-ID: 

CSeq: 127 INVITE

Contact: <sip:conference1@mrfc2.home2.net>;isfocus

Content-Length:0

Contact:
contains the conference URI for the conference allocated at the MRFC/AS and the "isfocus" feature parameter. 

Remainder of subclause not included

A.4.3
User inviting another user to a conference

A.4.3.1 
User in a different network

A.4.3.1.1
User inviting another user to conference – sending REFER request

Material not included

2.
REFER request (UE to P-CSCF) - see example in table A.4.3.1.1-1


A UE has created a conference and learned the conference URI. Now the UE wants to invite another UE to that conference. 

Table A.4.3.1.1-1: REFER request (UE to P-CSCF)

REFER sip:user2_public1@home2.net SIP/2.0 

Via: SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]:1357;comp=sigcomp;branch=z9hG4bKnashds7

Max-Forwards: 70

Route: <sip:pcscf1.visited1.net:7531;lr;comp=sigcomp>, <sip:orig@scscf1.home1.net;lr>

P-Preferred-Identity: "John Doe" <sip:user1_public1@home1.net>

P-Access-Network-Info: 3GPP-UTRAN-TDD; utran-cell-id-3gpp=234151D0FCE11

Privacy: none

From: <sip:user1_public1@home1.net>; tag=171828

To: <sip:user2_public1@home2.net>

Call-ID: cb03a0s09a2sdfglkj490333

Cseq: 127 REFER

Require: sec-agree

Refer-To: <sip:conference1@mrfc1.home1.net;method=INVITE>

Proxy-Require: sec-agree

Security-Verify: ipsec-3gpp; q=0.1; alg=hmac-sha-1-96; spi-c=98765432; spi-s=87654321; port-c=8642; port-s=7531

Contact: <sip:[5555::aaa:bbb:ccc:ddd]:1357;comp=sigcomp>

Content-Length: 0

Request-URI:
contains the public user identity of UE#2.

Via:
contains the IP address or FQDN of the originating UE.

Route:
contains the P-CSCF address learnt during P-CSCF discovery, plus the elements from the Service-Route header from registration. The P-CSCF URI contains the port number learnt during the security agreement negotiation

Privacy:
the user does not require privacy, therefore the Privacy header is set to the value “none” as specified in RFC 3325 [17] and RFC 3323 [13].

P-Preferred-Identity: the user provides a hint about the identity to be used for this session.

From:
the user does not require privacy, the From header contains the value requested by the user.

To:
same as the Request-URI.

Cseq:
is a random starting number.

Refer-To:
contains the conference URI as learned during the conference establishment. Additionally the "method" uri parameter indicates that the other user is requested to send an INVITE request to this conference URI.

Security-Verify: 
Contains the security agreement as represented by the received Security-Server header.

Contact:
is a SIP URI that contains the IP address or FQDN of the originating UE.

The REFER request does not contain a body.

Remainder of subclause not included

A.4.3.1.2
User getting invited to a conference

Material not included

1.
REFER request (S-CSCF of UE#1 to I-CSCF) - see example in table A.4.3.1.2-1


REFER request is sent by the S-CSCF of UE#1 to UE#2 home network. S-SCSF of UE#1 has resolved the address of I-CSCF as the entry point to UE#2 home network. See subclause 6.3.3.1.1 for originating side of the call flow. 

Table A.4.3.1.2-1: REFER request (S-CSCF of UE#1 to I-CSCF)

REFER sip:user2_public1@home2.net SIP/2.0 

Via: SIP/2.0/UDP scscf1.home1.net;branch=z9hG4bK332b23.1, SIP/2.0/UDP pcscf1.visited1.net;branch=z9hG4bK240f34.1, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]:1357;comp=sigcomp;branch=z9hG4bKnashds7

Max-Forwards: 68

Record-Route: <sip:scscf1.home1.net;lr>, <sip:pcscf1.visited1.net;lr>

P-Asserted-Identity: "John Doe" <sip:user1_public1@home1.net>, <tel:+358-50-4821437>

P-Charging-Vector: icid-value="AyretyU0dm+6O2IrT5tAFrbHLso=123551024"; orig-ioi=home1.net
Privacy: none

From: <sip:user1_public1@home1.net>; tag=171828

To: <sip:user2_public1@home2.net>

Call-ID: cb03a0s09a2sdfglkj490333

Cseq: 127 REFER

Refer-To: <sip:conference1@mrfc1.home1.net;method=INVITE>

Contact: <sip:[5555::aaa:bbb:ccc:ddd]:1357;comp=sigcomp>

Content-Length: 0

Request-URI:
contains the public user identity of UE#2.

Via:
contains the IP addresses or FQDNs of visited nodes.

P-Asserted-Identity: The S-CSCF has inserted UE#1 TEL URL to the P-Asserted-Identity header in order that the TEL URL is known to the UE#2 home network.

P-Charging-Vector: The S-CSCF stores the originating Inter Operator Identifier (IOI) parameter received and replaces the originating Inter Operator Identifier (IOI) parameter of this header with the identifier of its own network . 
Privacy:
UE#1 does not require privacy, therefore the Privacy header is set to the value “none” as specified in RFC 3325 [17] and RFC 3323 [13].

From:
the user does not require privacy, the From header contains the value requested by the user.

To:
same as the Request-URI.

Cseq:
is a random starting number.

Refer-To:
contains the conference URI as learned during the conference establishment. Additionally the "method" uri parameter indicates that the other user is requested to send an INVITE request to this conference URI.

Contact:
is a SIP URI that contains the IP address or FQDN of the originating UE.

The REFER request does not contain a body.

Remainder of subclause not included

A.4.3.1.3
AS invites a user to a conference – AS routes directly to I-CSCF

Material not included

1.
INVITE request (MRFC/AS to I-CSCF) - see example in table A.4.3.1.3-1.

Furthermore, in this example, the MRFC/AS is capable of resolving the terminating users I-CSCF address for this request. As a result of a DNS query, it has received the address of the I-CSCF as the next hop.


The MRFC/AS wants to invite a user to a conferece. This may happen as a result of a CPCP request, or another user referring the invited user to the MRFC/AS.

The MRFC/AS determines the codecs that are applicable for this conference. It builds a SDP Offer containing bandwidth requirements and characteristics of each, and assigns local port numbers for each possible media flow. Multiple media flows may be offered, and for each media flow (m= line in SDP). In this example, there is only one codec per media offered.


For this example, it is assumed that MRFC/AS is willing to establish a multimedia session comprising a video stream and an audio stream. The video stream supports H.263. The audio stream supports the AMR codec.

Table A.4.3.1.3-1: INVITE request (MRFC/AS to I-CSCF)

INVITE sip:user2_public1@home2.net SIP/2.0

Via: SIP/2.0/UDP mrfc1.home1.net;branch=z9hG4bK23273846

Max-Forwards: 70

P-Asserted-Identity: <sip:conference1@mrfc1.home1.net>

P-Charging-Vector: icid-value="AyretyU0dm+6O2IrT5tAFrbHLso=023551024"; orig-ioi=home1.net 

Privacy: none

From: <sip:conference1@mrfc1.home1.net>;tag=171828

To: <sip:user2_public1@home2.net>

Call-ID: cb03a0s09a2sdfglkj490333 

Cseq: 127 INVITE

Require: precondition

Supported: 100rel

Contact: <sip:conference1@mrfc1.home1.net>;isfocus
Allow: INVITE, ACK, CANCEL, BYE, PRACK, UPDATE, REFER, MESSAGE
Content-Type: application/sdp 

Content-Length: (…)

v=0

o=- 2987933615 2987933615 IN IP6 5555::abc:def:abc:abc

s=-

c=IN IP6 5555::abc:def:abc:def 

t=0 0

m=video 10001 RTP/AVP 98

b=AS:75

a=curr:qos local none

a=curr:qos remote none

a=des:qos mandatory local sendrecv

a=des:qos none remote sendrecv

a=rtpmap:98 H263

a=fmtp:98 profile-level-id=0
m=audio 6544 RTP/AVP 97 96

b=AS:25.4

a=curr:qos local none

a=curr:qos remote none

a=des:qos mandatory local sendrecv

a=des:qos none remote sendrecv

a=rtpmap:97 AMR 

a=fmtp:97 mode-set=0,2,5,7; maxframes=2

a=rtpmap:96 telephone-event
Request-URI:
contains the public user identity of UE#2.

Via:
contains the FQDN of the MRFC/AS.

P-Asserted-Identity: contains the asserted identity as configured in the MRFC/AS.

Privacy:
the MRFC/AS does not require privacy, therefore the Privacy header is set to the value “none” as specified in RFC 3325 [17] and RFC 3323 [13].

P-Charging-Vector: the MRFC/AS inserts a unique icid-value, as well as the originating network identifier.

From:
contains the FQDN of the MRFC/AS.

To:
same as the Request-URI.

Cseq:
is a random starting number.

Contact:
contains the conference URI for the conference allocated at the MRFC/AS and the "isfocus" feature parameter. 


SDP
The SDP contains a set of codecs supported by the MRFC/AS for this conference.

Remainder of subclause not included

A.4.3.1.4
AS invites a user to a conference – AS sends REFER request to user

Material not included

1.
REFER request (MRFC/AS to S-CSCF) - see example in table A.4.3.1.4-1


The MRFC/AS wants to invite another user to a conference by sending a REFER request to that user. The MRFC/AS may issue the REFER request as a result of a CPCP action, for example.

Table A.4.3.1.4-1: REFER request (MRFC/AS to S-CSCF)

REFER sip: user2_public1@home2.net SIP/2.0 

Via: SIP/2.0/UDP mrfc1.home1.net;branch=z9hG4bK23273846

Max-Forwards: 70

Route: <sip:scscf1.home1.net;lr>

P-Asserted-Identity: <sip:conference1@mrfc1.home1.net>

P-Charging-Vector: icid-value="AyretyU0dm+6O2IrT5tAFrbHLso=023551024"; orig-ioi=home1.net

Privacy: none

From: <sip:conference1@mrfc1.home1.net>; tag=171828

To: <sip:user2_public1@home2.net>

Call-ID: cb03a0s09a2sdfglkj490333

Cseq: 127 REFER

Refer-To: <conference1@mrfc1.home1.net;method=INVITE>

Contact: <sip:conference1@mrfc1.home1.net>;isfocus
Content-Length: 0

Request-URI:
contains the public user identity of UE#2.

Via:
contains the FQDN of the MRFC/AS.

P-Asserted-Identity: contains the asserted identity as configured in the MRFC/AS.

P-Charging-Vector: The MRFC/AS inserts this header and populates the icid parameters with a globally unique value and includes the originating network identifier.

Privacy:
the MRFC/AS does not require privacy, therefore the Privacy header is set to the value “none” as specified in RFC 3325 [17] and RFC 3323 [13].

Route:
contains the S-CSCF address that is pre-configured at the MRFC/AS. As the MRFC/AS is not able to resolve the Request URI of the request, it first sends the request to the S-CSCF. 
From:
contains the URI allocated for the conferece the MRFC/AS is referring to.

To:
same as the Request-URI.

Cseq:
is a random starting number.

Refer-To:
contains the conference URI. Additionally the "method" uri parameter indicates that the UE#2 shall send an INVITE request to this URI.

Contact:
contains the conference URI for the conference allocated at the MRFC/AS and the "isfocus" feature parameter. 


The message does not contain a body.

Remainder of subclause not included

A.4.4
User requesting IMS to join another user

A.4.4.1 
User in a different network

Material not included

6.
202 (Accepted) response (MRFC/AS to S-CSCF) - see example in table A.4.4.1-6



The MRFC/AS indicates that it has received the REFER request by sending a 202 (Accepted) response. This means that MRFC/AS has accepted the REFER request and has begun to process the request. This does not mean, however, that the referred-to resource would have been contacted. 

Table A.4.4.1-6: 202 (Accepted) response (MRFC/AS to S-CSCF)

SIP/2.0 202 Accepted

Via: SIP/2.0/UDP scscf1.home1.net;branch=z9hG4bK332b23.1, SIP/2.0/UDP pcscf1.visited1.net;branch=z9hG4bK240f34.1, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]:1357;comp=sigcomp;branch=z9hG4bKnashds7

Record-Route: <sip:scscf1.home1.net;lr>, <sip:pcscf1.visited1.net;lr>

P-Asserted-Identity: <conference1@mrfc1.home1.net>

P-Charging-Vector: icid-value="AyretyU0dm+6O2IrT5tAFrbHLso=023551024"; orig-ioi=home1.net; term-ioi=home1.net

Privacy:none

From: <sip:user1_public1@home1.net>;tag=171828

To: <sip:conference1@mrfc1.home1.net>;tag=151170

Call-ID: cb03a0s09a2sdfglkj490333

CSeq: 127 REFER

Contact: <sip:conference1@mrfc1.home1.net>;isfocus
Content-Length:0

P-Asserted-Identity: contains the asserted identity as configured in the MRFC/AS

Contact:
contains the conference URI for the conference allocated at the MRFC/AS and the "isfocus" feature parameter. 

Material not included

10.
NOTIFY request (MRFC/AS to S-CSCF) - see example in table A.4.4.1-10


The MRFC/AS sends a NOTIFY request to inform the S-CSCF about the progress of the REFER request processing. The body of the NOTIFY request contains a fragment of the response as received by the notifying UE for the request that was initiated due to the REFER request. 

Table A.4.4.1-10: NOTIFY request (from MRFC/AS to S-CSCF)

NOTIFY sip:[5555::aaa:bbb:ccc:ddd]:1357;comp=sigcomp SIP/2.0

Via: SIP/2.0/UDP mrfc.home1.net;branch=z9hG4bK23273846

Max-Forwards: 70

Route: <sip:scscf1.home1.net;lr>, <sip:pcscf1.visited1.net;lr>

To: <sip:user1_public1@home1.net>;tag=171828

From: <sip:conference1@mrfc1.home1.net>;tag=151170

Call-ID: cb03a0s09a2sdfglkj490333

CSeq: 42 NOTIFY

Subscription-State: active;expires:7200

Event: refer 

Contact: <sip:conference1@mrfc1.home1.net>;isfocus
Content-Length: (…)

Content-Type: message/sipfrag

SIP/2.0 100 Trying

To:
matches the From field of the original REFER request.

From: 
matches the To field of the original REFER request.

Call-ID: 
matches the Call-ID of the original REFER request.

Contact:
contains the conference URI for the conference allocated at the MRFC/AS and the "isfocus" feature parameter. 

Remainder of subclause not included

A.5.2
User subscribing to the conference event package

A.5.2.1 
User in a different network

Material not included

5.
200 (OK) response (MRFC/AS to S-CSCF) – see example in table A.5.2.1-5 (related to table A.5.2.1-4)

The MRFC/AS performs the necessary authorisation checks on the originator to ensure that he/she is allowed to subscribe to this specific conference. In this example the conditions have been met, so the MRFC/AS acknowledges the SUBSCRIBE request (6) with a 200 (OK) response. 

Table A.5.2.1-5: 200 (OK) response (MRFC/AS to S-CSCF)

SIP/2.0 200 OK

Via: SIP/2.0/UDP scscf1.home1.net;branch=z9hG4bK351g45.1, SIP/2.0/UDP pcscf1.visited1.net;branch=z9hG4bK240f34.1, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]:1357;comp=sigcomp;branch=z9hG4bKnashds7

Record-Route: 

P-Charging-Vector: icid-value="AyretyU0dm+6O2IrT5tAFrbHLso=023551024"; orig-ioi=home1.net; term-ioi=home2.net

From: 

To: <sip:conference1@mrfc2.home2.net>;tag=151170

Call-ID: 

CSeq:

Event: 

Expires: 

Contact: <sip:conference1@mrfc2.home2.net>;isfocus
Content-Length: 

P-Charging-Vector: The MRFC/AS populates the identifier of its own network to the terminating Inter Operator Identifier (IOI) parameter of this header.
Contact:
contains the conference URI for the conference allocated at the MRFC/AS and the "isfocus" feature parameter. 

Material not included

8.
NOTIFY request (MRFC/AS to S-CSCF) – see example in table A.5.2.1-8 

The MRFC/AS generates a NOTIFY request that includes information about all participants that the subscribing user is allowed to see. The information about one participant includes 

- 
the SIP URI identifying the user;

-
the dialog state associated for that users attachment to the conference;

- 
the users status in the conference (active, declined, departed); and

- 
the users status in terms of receiving media in the conference.

Table A.5.2.1-8: NOTIFY request (MRFC/AS to S-CSCF)

NOTIFY sip:[5555::aaa:bbb:ccc:ddd]:1357;comp=sigcomp SIP/2.0

Via: SIP/2.0/UDP mrfc2.home2.net;branch=z9hG4bK348923.1

Max-Forwards: 70

P-Charging-Vector: icid-value="AyretyU0dm+6O2IrT5tAFrbHLso=123551024"; orig-ioi=home1.net
Route: <sip:scscf1.home1.net;lr>, <sip:pcscf1.visited1.net;lr>

From: <sip:conference1@mrfc2.home2.net>;tag=151170 

To: <sip:user1_public1@home1.net>;tag=31415

Call-ID: b89rjhnedlrfjflslj40a222

CSeq: 42 NOTIFY

Subscription-State: active ;expires=7200

Event: conference;recurse

Contact: <sip:conference1@mrfc2.home2.net>;isfocus
Content-Type: application/conference-info+xml

Content-Length: (...)

   <?xml version="1.0" encoding="UTF-8"?>

   <conference-info   version="0" 

                      state="full" 

                      entity="conference1@mrfc2.home2.net" 

                      xmlns="urn:ietf:params:xml:ns:conference-info">

     <user uri="sip:user1_public1@home1.net" display-name="John Doe">

       <status>active</status>

       <media-status>

         <media-stream media-type="audio"/>

       </media-status>

     </user>

     <user uri="sip:user3_public1@home3.net" display-name="Simon Moon">

       <status>active</status>

     </user>

   </conference-info>

P-Charging-Vector: The MRFC/AS populates the icid parameter with a globally unique value and populates the identifier of its own network to the terminating Inter Operator Identifier (IOI) parameter of this header.
From:
The tag of this field matches that of the To field in the received 200 (OK) response for the SUBSCRIBE request.

Contact:
contains the conference URI for the conference allocated at the MRFC/AS and the "isfocus" feature parameter. 

Content-Type:
Set to the value of the Accept header received in the SUBSCRIBE request. 


The message body in the NOTIFY request that carries the conference state information of the conference participants is formed as indicated in draft-ietf-sipping-conference-package-00 [7.82].

Remainder of subclause not included

A.6
Flows demonstrating a user leaving a conference

A.6.1
Introduction

A.6.2
User leaving the conference

A.6.2.1 
User in a different network

Material not included

9.
NOTIFY request (MRFC/AS to S-CSCF) – see example in table A.6.2.1-7 

The MRFC/AS generates a NOTIFY request to indicate that UE#1 has left the conference.

Table A.6.2.1-7: NOTIFY request (MRFC/AS to S-CSCF)

NOTIFY sip:[5555::aaa:bbb:ccc:ddd]:1357;comp=sigcomp SIP/2.0

Via: SIP/2.0/UDP mrfc1.home1.net;branch=z9hG4bK348923.1

Max-Forwards: 70

P-Charging-Vector: icid-value="AyretyU0dm+6O2IrT5tAFrbHLso=223551024"; orig-ioi=home1.net 

Route: <sip:scscf1.home1.net;lr>, <sip:pcscf1.visited1.net;lr>

From: <sip:conference1@mrfc1.home1.net>;tag=151170 

To: <sip:user1_public1@home1.net>;tag=31415

Call-ID: b89rjhnedlrfjflslj40a222

CSeq: 42 NOTIFY

Subscription-State: active ;expires=7200

Event: conference

Contact: <sip:conference1@mrfc1.home1.net>;isfocus
Content-Type: application/conference-info+xml

Content-Length: (...)

   <?xml version="1.0" encoding="UTF-8"?>

   <conference-info   version="0" 

                      state="full" 

                      entity="conference1@mrfc1.home1.net" 

                      xmlns="urn:ietf:params:xml:ns:conference-info">

     <user uri="sip:user1_public1@home1.net" display-name="John Doe">

       <status>departed</status>

       <media-status>

         <media-stream media-type="audio"/>

       </media-status>

     </user>

     <user uri="sip:user3_public1@home3.net" display-name="Simon Moon">

       <status>active</status>

     </user>

   </conference-info>

P-Charging-Vector: The MRFC/AS populates the icid parameter with a globally unique value and populates the identifier of its own network to the originating Inter Operator Identifier (IOI) parameter of this header.
P-Charging-Function-Addresses: The MRFC/AS populates the P-Charging-Function-Addresses header field to be passed to the S-CSCF.

From:
The tag of this field matches that of the To field in the received 200 (OK) response for the initial SUBSCRIBE request.

To:
The tag of this field matches the of the From field in the initial SUBSCRIBE request.

Call-ID:
Matches that of the initial SUBSCRIBE request.

Content-Type:
Set to the value of the Accept header received in the SUBSCRIBE request. 

Subscription-State:

Set to the value "active", as the user stays still subscribed to the conference state event package. The BYE request only terminates the session and the dialog created by the INVITE request, but not the subscription. 

Contact:
contains the conference URI for the conference allocated at the MRFC/AS and the "isfocus" feature parameter. 

Content-Type:
Set to the value of the Accept header received in the SUBSCRIBE request. 


The message body in the NOTIFY request that carries the conference state information of the conference participants is formed as indicated in draft-ietf-sipping-conference-package-00 [7.82].

Material not included

22.
NOTIFY request (MRFC/AS to S-CSCF) – see example in table A.6.2.1-20 

The MRFC/AS generates a NOTIFY request that confirms that the subscription to the conference event package is terminated. 

Table A.6.2.1-20: NOTIFY request (MRFC/AS to S-CSCF)

NOTIFY sip:[5555::aaa:bbb:ccc:ddd]:1357;comp=sigcomp SIP/2.0

Via: SIP/2.0/UDP mrfc1.home1.net;branch=z9hG4bK348923.1

Max-Forwards: 70

P-Charging-Vector: icid-value="AyretyU0dm+6O2IrT5tAFrbHLso=423551024"; orig-ioi=home1.net; 

P-Charging-Function-Addresses: ccf=[5555::b99:c88:d77:e66]; ccf=[5555::a55:b44:c33:d22]; ecf=[5555::1ff:2ee:3dd:4cc]; ecf=[5555::6aa:7bb:8cc:9dd]
Route: <sip:scscf1.home1.net;lr>, <sip:pcscf1.visited1.net;lr>

From: <sip:conference1@mrfc1.home1.net>;tag=151170 

To: <sip:user1_public1@home1.net>;tag=31415

Call-ID: b89rjhnedlrfjflslj40a222

CSeq: 43 NOTIFY

Subscription-State: terminated

Event: conference

Contact: <sip:conference1@mrfc1.home1.net>;isfocus
Content-Length: 0

P-Charging-Vector: The MRFC/AS populates the icid parameter with aglobally unique value and populates the identifier of its own network to the originating Inter Operator Identifier (IOI) parameter of this header.
P-Charging-Function-Addresses: The MRFC/AS populates the P-Charging-Function-Addresses header field to be passed to the S-CSCF.
From:
The tag of this field matches that of the To field in the received 200 (OK) response for the SUBSCRIBE request.

To:
The tag of this field matches the of the From field in the initial SUBSCRIBE request.

Call-ID:
Matches that of the initial SUBSCRIBE request.

Contact:
contains the conference URI for the conference allocated at the MRFC/AS and the "isfocus" feature parameter. 

Content-Type:
Set to the value of the Accept header received in the SUBSCRIBE request. 

Subscription-State: Value of “terminated” indicates that the UE has been unsubscribed from the conference event package.

Remainder of subclause not included
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