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1 Introduction

More detail is need in this procedure. In addition to that, Manual and Automatic selection modes must be supported and have been introduced in this proposal.

2 Conclusion

It is proposed to add to TS 24.234 the following text:

/* Beginning of addition*/

5.3 
3GPP WLAN PLMN Selection

5.3.1 
General

Editor's Note: Covers how WLAN UE performs WLAN PLMN selection.

The WLAN UE identifies itself to the WLAN  by inserting its NAI in EAP-Response/Identity message. In the case when the WLAN  cannot derive the 3GPP AAA Server or Proxy where to route the UE's EAP authentication signalling to, it is said that the WLAN  has no direct roaming relationship with the user's home network.

WLAN  uses realm part of NAI to route EAP authentication signalling to the Home 3GPP AAA server of the subscriber with whom the WLAN UE performs authentication. This procedure is out of the scope of this specification.

In the first EAP-Response/Identity message, the WLAN UE shall build the realm part of NAI in a way that it identifies the HPLMN. 
Editor's note: the above sentence may need to be modified according to SA2's discussions on whether VPLMN ID can also be used in initial identification (i.e. whether Decorated NAI can be included in initial EAP-Response/Identity message).
If the WLAN  can derive the 3GPP AAA server by using the realm, then there is no special processing in the UE for network selection and the WLAN  just forwards the EAP authentication signalling to the 3GPP AAA server.

If the WLAN  cannot derive the 3GPP AAA server by using the realm, then there is a need to WLAN PLMN selection in the UE. In this case the WLAN UE receives 'Supported PLMNs list' containing the PLMN IDs of the WLAN provider's roaming partners.
Upon reception of the 'Supported PLMNs list' in a FFS message (see draft-adrangi-eap-network-discovery-and-selection-00 [18]), the WLAN UE shall perform WLAN PLMN selection as as specified in 5.3.3. 
5.3.2 Network Advertisement

5.3.2.1 UE procedures 
Upon reception of a FFS message (see draft-adrangi-eap-network-discovery-and-selection-00 [18]) including the list of Supported PLMNs theWLAN UE shall:
· Perform WLAN PLMN selection according to 5.3.3
· Decorate NAI as specified in clause 4.2 and using the PLMN ID of the Selected PLMN
· Attempt to authenticate as specified in clause 6.1.1 and using the NAI determined in the prior step
If the Selected PLMN is HPLMN, then decoration is not necessary as HPLMN ID is already contained in the root NAI.
Editor's note: the possibility of using the Decorated NAI (i.e. the NAI decorated using VPLMN ID) at initial identification, is still under discussion in SA2. If agreed, this option will be added to clause 6.1. 
Editor's note: A new draft, "Network Discovery and Selection within the EAP Framework"[18], has been submited to IETF for network discovery and selection using EAP signalling. This TS is at the moment consistent with the recommendations included in this draft. Further changes are needed when the different options in the draft have been evaluated and after SA2's discussions on NAI decoration are completed. The draft includes two options for Network discovery information transfer:

· to push the Supported PLMNs list to the UE in the 1st Identity_request message. The UE decides whether to respond with Decorated NAI or Root NAI

· to push the Supported PLMN list to the UE in a  subsequent Identity_request message. The UE will use the Decorated NAI
5.3.3 Network selection
5.3.3.1 UE procedures
Upon successful completion of WLAN selection the WLAN UE may need to select a PLMN through which to authenticate, if more than one was available behind the chosen radio network.

The WLAN UE shall perform WLAN PLMN selection only after successful WLAN selection. WLAN PLMN selection procedure is completely independent of the result of the PLMN selection under other radio access technologies as specified in TS 23.122 [3]. 

The selection of  PLMNs within different radio access technologies than WLAN, is not part of  WLAN PLMN selection procedure.
The signal quality shall not be used as a parameter of  WLAN PLMN selection.
Editor's note: the selection is done in two steps - first WLAN and then PLMN. Once WLAN is selected then all PLMNs are received with the same signal quality.

Editor's Note: The format of the list of supported PLMNs and transport of the list from WLAN to the WLAN UE are FFS.


5.3.3.1.1 Automatic Network Selection Mode Procedure
The WLAN UE shall select and attempt to authenticate with a PLMN, in the following order:
i)
HPLMN; 
ii)
PLMNs in the "User Controlled PLMN Selector for WLAN access " data field in the WLAN UE (in priority order

iii)
PLMNs in the "Operator Controlled PLMN Selector for WLAN access ",if available, data field in the WLAN UE (in priority order); 
Editor's note: bullet iii may require changes to 31.102
Editor's note: the term WLAN UE is temporal in the TS until SA1 gives an indication of whether the list in iii shall be stored in the USIM or in the UE.
Editor's note: it is FFS what should be the behaviour of the WLAN UE when no suitable PLMN (according to the selection criteria above) is found.
If successful authentication is achieved, the WLAN UE shall indicate to the user the Selected PLMN.
5.3.3.1.2 Manual Network Selection Mode Procedure
The WLAN UE shall indicate to the user the PLMNs which are available, using as a basis the Supported PLMNs list received from WLAN AN. 

If displayed, PLMNs from the Supported PLMNs list shall be presented in the following order:

i)
HPLMN; 

ii)
PLMNs in the "User Controlled PLMN Selector for WLAN access" data field in the WLAN UE (in priority order); 

iii)
PLMNs in the "Operator Controlled PLMN Selector for WLAN access " data field in the WLAN UE (in priority order); 
Editor's note: bullet iii may require changes to 31.102. 
Editor's note: the term WLAN UE is temporal in the TS until SA1 gives an indication of whether the list in iii shall be stored in the USIM or in the UE.

Editor's note: it is FFS what should be the behaviour of the WLAN UE when no suitable PLMN (according to the selection criteria above) is found.
If a PLMN was selected before the procedure and if the user does not select a PLMN, the selected PLMN shall be the one that was selected before the PLMN selection procedure started. 
If successful authentication is achieved, the WLAN UE shall indicate the selected PLMN.
5.3.3.1.3 Other Automatic Network Selection Mode Procedures
The support of other additional automatic network selection modes is implementation specific.
5.4
List of forbidden PLMNs for WLAN access

TheWLAN UE shall contain a list of "Forbidden PLMNs for WLAN access". The list shall be removed at switch off. The list is defined in clause 7.3.
TheWLAN UE shall not use the "Forbidden PLMNs for WLAN access" available from other accesses for WLAN PLMN selection nor Authentication procedures. 
Upon reception of an EAP-Failure message in response to an EAP-Response/Identity message, the WLAN UE shall add the PLMN identity (which was use to decorate the NAI in EAP-Response/Identity) to the list.
Editor's note: there is no such an error cause in EAP-Authentication as 'WLAN services not allowed in this PLMN' only Authentication failure. The AAA server always handles the authentication and it is at home. The only possibility would be that the AAA proxy is not willing to give service (all PLMNs in network advertisement information are forbidden to the user).
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