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1 Introduction

In this contribution the general information of the MBMS session management is presented. The contribution moves text from the 5.1.2 sub clause to new sub clause in order to improve the readability and the structure of the TR.

2 Conclusion

It is proposed to agree the text added below to TR 29.846.

/* First change*/

5
MBMS session management
Editors Note: This section will describe general information, as well as the state models, procedures and protocols used to activate and deactivate MBMS contexts between the UE and the Core Network and between core network elements None of the text within this section shall be transferred directly to any specification unless explicitly stated. 

5.1
General
Editor’s Note: This section will contain the general information describing the function of the MBMS session management. The text within this section should be readily transferable to Section 6 of TS 24.008.

The function of the MBMS session management (MBMS-SM) is to support the MBMS service handling within the user terminal and network, which allows the user in the network to receive data from a specific MBMS source. The MBMS-SM comprises procedures for MBMS multicast context activation and deactivation. MBMS-SM procedures for identified access can only be performed if a GMM context has been established between the UE and the network. If no GMM context has been established, the MM sublayer has to initiate the establishment of a GMM context by use of the GMM procedures as described in chapter 4. After GMM context establishment, MBMS-SM uses services offered by GMM (see 3GPP TS 24.007 ). Ongoing MBMS-SM procedures are suspended during GMM procedure execution.

In UMTS only, integrity protected signalling is mandatory with one exception regarding emergency calls (see 3GPP TS 33.102 ). In UMTS only, all protocols shall use integrity protected signalling. Integrity protection of all MBMS-SM signalling messages is the responsibility of lower layers. It is the network which activates integrity protection. This is done using the security mode control procedure (3GPP TS 25.331 ).

/* Second change*/

5.3.1.2
Layer 3 multicast session activation

Editor’s Note: This section will describe the Layer 3 procedures for MBMS session activation including successful and failure scenarios. The text within this section should be readily transferable to Section 6 of TS 24.008.



3GPP


