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Introduction

A number of changes are proposed to Annex A of 24.841 to correct the usage of the P-Access-Network-Info header.

Note that a companion CR proposes editorial changes in this annex. Where this CR deletes material, then that overrides editorial changes made by the companion CR.

1. In subclause A.3.2.1, the P-Access-Network-Info header is missing from the requests sent in this flow from S-CSCF to Application server. As these two entities are both in the same network, and therefore part of the trust domain, the header is passed on.

2. In subclause A.3.2.1, the P-Access-Network-Info header is not valid in ACK requests, and has therefore been deleted.

3. In subclause A.3.2.2, the P-Access-Network-Info header is not valid in ACK requests, and has therefore been deleted.

4. In subclause A.4.2.1.1, the P-Access-Network-Info header is not valid in ACK requests, and has therefore been deleted.

5. In subclause A.4.3.1.1, the P-Access-Network-Info headers are missing from the 202 response flows coming from the remote user.

6. In subclause A.4.3.1.1, the P-Access-Network-Info headers are missing from the 200 response flows to the NOTIFY requests.

7. In subclause A.4.3.1.2, the P-Access-Network-Info header descriptions are missing below steps 7 and 8.

8. In subclause A.4.3.1.2, the P-Access-Network-Info headers are missing from the NOTIFY flows.

9. In subclause A.5.2.1, the P-Access-Network-Info header descriptions are missing below steps 1 and 2.

10. In subclause A.5.2.1, the P-Access-Network-Info header is missing from the requests sent in this flow from S-CSCF to Application server. As these two entities are both in the same network, and therefore part of the trust domain, the header is passed on.

11. In subclause A.5.2.1, the P-Access-Network-Info headers are missing from the 200 response flows to the NOTIFY requests.

12. In subclause A.6.2.1, the P-Access-Network-Info header descriptions are missing below steps 1 and 3.

13. In subclause A.6.2.1, the P-Access-Network-Info header is missing from the requests sent in this flow from S-CSCF to Application server. As these two entities are both in the same network, and therefore part of the trust domain, the header is passed on.

14. In subclause A.6.2.1, the P-Access-Network-Info headers are missing from the 200 response flows to the NOTIFY requests, and also from the SUBSCRIBE requests.

15. In subclause A.6.4.1, the P-Access-Network-Info header is missing entirely, and needs to be shown.

First change

A.3
Flows demonstrating the creation of a conference

A.3.1
Introduction

This subclause covers the flows that show how a user can create conferences at a MRFC/AS.  

A.3.2
User automatically creating a conference with a Conference Factory URI

A.3.2.1
User in home network
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Figure A.3.2.1-1: User automatically creating a conference with a conference factory URI – User in home network

Figure A.3.2.1-1 shows an IMS user creating a conference by using a conference-factory URI. The conference is created at a MRFC/AS of the users home network. 

The details of the flows are as follows: 

Material not shown

6.
INVITE (S-CSCF to MRFC/AS) - see example in table A.3.2.1-6


S-CSCF examines the media parameters based on the network operators policy. For this example, assume the subscriber is allowed requested parameters.

S-CSCF forwards the INVITE request to the MRFC/AS that is indicated in the host part of the request URI. The S-CSCF does not re-write the request URI.

Table A.3.2.1-6: INVITE request (S-CSCF to MRFC/AS)

INVITE sip:conference-factory1@mrfc1.home1.net SIP/2.0

Via: SIP/2.0/UDP scscf1.home1.net;branch=z9hG4bK332b23.1, SIP/2.0/UDP pcscf1.visited1.net;branch=z9hG4bK240f34.1, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]:1357;comp=sigcomp;branch=z9hG4bKnashds7

Max-Forwards: 68

Record-Route: <sip:scscf1.home1.net;lr>, <sip:pcscf1.visited1.net;lr>

P-Asserted-Identity: "John Doe" <sip:user1_public1@home1.net>, <tel:+358-50-4821437>

P-Access-Network-Info: 

P-Charging-Vector: icid-value="AyretyU0dm+6O2IrT5tAFrbHLso=023551024"; orig-ioi=home1.net

Privacy:

From: 

To: 

Call-ID: 

Cseq: 

Require:

Supported:

Contact: 

Content-Type: 

Content-Length: (...)

v=

o=

s=

c=

t=

m=

b=

a=

a=

a= 

a= 

a= 

a=

a=

m= 

b=

a= 

a= 

a= 

a= 

a= 

a= 

a= 

P-Asserted-Identity: The S-CSCF inserts the corresponding TEL URL to the P-Asserted-Identity header.

P-Charging-Vector: The S-CSCF adds the identifier of its own network to the originating Inter Operator Identifier (IOI) parameter of this header.

Material not shown

17.
PRACK (S-CSCF to MRFC/AS) – see example in table A.3.2.1-17

S-CSCF forwards the PRACK request to the MRFC/AS.

Table A.3.2.1-17: PRACK (S-CSCF to MRFC/AS)

PRACK sip:lmaa234269@mrfc1.home1.net SIP/2.0

Via: SIP/2.0/UDP scscf1.home1.net;branch=z9hG4bK332b23.1, SIP/2.0/UDP pcscf1.visited1.net;branch=z9hG4bK240f34.1, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]:1357;comp=sigcomp;branch=z9hG4bKnashds7

Max-Forwards: 68

P-Access-Network-Info: 

From: 

To: 

Call-ID: 

Cseq: 

Require:

RAck: 

Content-Type: 

Content-Length: 

v=

o=

s=

c=

t=

m=

b=

a=

a=

a=

a=

a=

a=

m=

b=

a=

a=

a=

a=

a=

a=

a=

Material not shown

24.
UPDATE (S-CSCF to MRFC/AS) - see example in table A.3.2.1-24

S-CSCF forwards the UPDATE request to MRFC/AS. 

Table A.3.2.1-24: UPDATE (S-CSCF to MRFC/AS)

UPDATE sip:lmaa234269@mrfc1.home1.net SIP/2.0

Via: SIP/2.0/UDP scscf1.home1.net;branch=z9hG4bK332b23.1, SIP/2.0/UDP pcscf1.visited1.net;branch=z9hG4bK240f34.1, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]:1357;comp=sigcomp;branch=z9hG4bKnashds7

Max-Forwards: 68

P-Access-Network-Info: 

From: 

To: 

Call-ID: 

Cseq: 

Content-Type: 

Content-Length: 

v=

o=

s=

c=

t=

m=

m=

m=

b=

a=

a=

a=

a=

a=

a=

m=

b=

a=

a=

a=

a=

a=

a=

a=

Material not shown

33.
ACK (UE to P-CSCF) – see example in table A.3.2.1-33

UE starts the media flow for this session, and responds to the 200 OK (32) with an ACK request sent to P-CSCF.

Table A.3.2.1-33: ACK (UE to P-CSCF)

ACK sip:conference1@mrfc1.home1.net:2342 SIP/2.0

Via: SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]:1357;comp=sigcomp;branch=z9hG4bKnashds7

Max-Forwards: 70


Route: <sip:pcscf1.visited1.net:7531;lr;comp=sigcomp>, <sip:scscf1.home1.net;lr>From: <sip:user1_public1@home1.net>; tag=171828

To: <sip:conference-factory1@mrfc1.home1.net>;tag=314159

Call-ID: cb03a0s09a2sdfglkj490333

Cseq: 127 ACK

Content-Length: 0


Cseq:
is required to be the same value as Cseq contained in original INVITE request [3].

34.
ACK (P-CSCF to S-CSCF) – see example in table A.3.2.1-34

P-CSCF forwards the ACK request to S-CSCF.

Table A.3.2.1-34: ACK (P-CSCF to S-CSCF)

ACK sip:conference1@mrfc1.home1.net:2342 SIP/2.0

Via: SIP/2.0/UDP pcscf1.visited1.net;branch=z9hG4bK240f34.1, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]:1357;comp=sigcomp;branch=z9hG4bKnashds7

Max-Forwards: 69


Route: <sip:scscf1.home1.net;lr>

From: 

To: 

Call-ID: 

Cseq: 

Content-Length: 


Remainder of subclause not shown

Next change

A.3.2.2
User in different network

Figure A.3.2.2-1 shows an IMS user creating a conference by using a conference-factory URI. The conference is created at a MRFC/AS located in a different network than user’s S-CSCF.
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Figure A.3.2.2-1: User automatically creating a conference with a conference factory URI – user in different network

The details of the flows are as follows: 

Material not shown

38.
ACK (UE to P-CSCF) – see example in table A.3.2.2-38

UE starts the media flow for this session, and responds to the 200 OK (32) with an ACK request sent to P-CSCF.

Table A.3.2.2-38: ACK (UE to P-CSCF)

ACK sip:conference1@mrfc1.home2.net SIP/2.0

Via: SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]:1357;comp=sigcomp;branch=z9hG4bKnashds7

Max-Forwards: 70


Route: <sip:pcscf1.visited1.net:7531;lr;comp=sigcomp>, <sip:scscf1.home1.net;lr>

From: <sip:user1_public1@home1.net>; tag=171828

To: <sip:conference-factory1@home2.net>;tag=314159

Call-ID: cb03a0s09a2sdfglkj490333

Cseq: 127 ACK

Content-Length: 0


Cseq:
is required to be the same value as Cseq contained in original INVITE request [3].

39.
ACK (P-CSCF to S-CSCF) – see example in table A.3.2.2-39

P-CSCF forwards the ACK request to S-CSCF.

Table A.3.2.2-39: ACK (P-CSCF to S-CSCF)

ACK sip:conference1@mrfc1.home2.net SIP/2.0

Via: SIP/2.0/UDP pcscf1.visited1.net;branch=z9hG4bK240f34.1, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]:1357;comp=sigcomp;branch=z9hG4bKnashds7

Max-Forwards: 69


Route: <sip:scscf1.home1.net;lr>

From: 

To: 

Call-ID: 

Cseq: 

Content-Length: 


Remaining material in subclause not shown.

Next change

A.4
Flows demonstrating a user joining a conference

A.4.1
Introduction

A.4.2
User calling into a conference

A.4.2.1 
User in a different network

A.4.2.1.1
Conference URI does not include a FQDN
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Figure A.4.2.1.1-1: User calling into a conference – user in a different network – conference URI does not include a FQDN

Figure A.4.2.1.1-1 shows an IMS user calling into a conference by using a conference URI. The focus of that conference is at a MRFC/AS which are located in another network. The conference URI in this example does not include a FQDN in the host part.

The details of the flows are as follows: 

Material not shown.

41.
ACK (UE to P-CSCF) – see example in table A.4.2.1.1-41

UE starts the media flow for this session, and responds to the 200 OK (40) with an ACK request sent to P-CSCF.

Table A.4.2.1.1-41: ACK (UE to P-CSCF)

ACK sip:conference1@home2.net:2342 SIP/2.0

Via: SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]:1357;comp=sigcomp;branch=z9hG4bKnashds7

Max-Forwards: 70


Route: <sip:pcscf1.visited1.net:7531;lr;comp=sigcomp>, <sip:scscf1.home1.net;lr>

From: <sip:user1_public1@home1.net>; tag=171828

To: <sip:conference1@home2.net>;tag=314159

Call-ID: cb03a0s09a2sdfglkj490333

Cseq: 127 ACK

Content-Length: 0


Cseq:
is required to be the same value as Cseq contained in original INVITE request [3].

42.
ACK (P-CSCF to S-CSCF) – see example in table A.4.2.1.1-42

P-CSCF forwards the ACK request to S-CSCF.

Table A.4.2.1.1-42: ACK (P-CSCF to S-CSCF)

ACK sip:conference1@home2.net:2342 SIP/2.0

Via: SIP/2.0/UDP pcscf1.visited1.net;branch=z9hG4bK240f34.1, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]:1357;comp=sigcomp;branch=z9hG4bKnashds7

Max-Forwards: 69


Route: <sip:scscf1.home1.net;lr>

From: 

To: 

Call-ID: 

Cseq: 

Content-Length: 

Remainder of subclause not shown.

A.4.2.1.2
Conference URI includes a FQDN
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Figure A.4.2.1.2-1: User calling into a conference – user in a different network – conference URI does include a FQDN

Figure A.4.2.1.2-1 shows an IMS user calling into a conference by using a conference URI. The focus of that conference is at a MRFC/AS which are located in another network. The conference URI in this example include a FQDN in the host part.

The details of the flows are as follows: 

Material not shown.

32.
ACK (UE to P-CSCF) – see example in table A.4.2.1.2-32

UE starts the media flow for this session, and responds to the 200 OK (31) with an ACK request sent to P-CSCF.

Table A.4.2.1.2-32: ACK (UE to P-CSCF)

ACK sip:conference1@mrfc2.home2.net:2342 SIP/2.0

Via: SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]:1357;comp=sigcomp;branch=z9hG4bKnashds7

Max-Forwards: 70


Route: <sip:pcscf1.visited1.net:7531;lr;comp=sigcomp>, <sip:scscf1.home1.net;lr>

From: <sip:user1_public1@home1.net>; tag=171828

To: <sip:conference1@mrfc2.home2.net>;tag=314159

Call-ID: cb03a0s09a2sdfglkj490333

Cseq: 127 ACK

Content-Length: 0


Cseq:
is required to be the same value as Cseq contained in original INVITE request [3].

33.
ACK (P-CSCF to S-CSCF) – see example in table A.4.2.1.2-33

P-CSCF forwards the ACK request to S-CSCF.

Table A.4.2.1.2-33: ACK (P-CSCF to S-CSCF)

ACK sip:conference1@mrfc2.home2.net:2342 SIP/2.0

Via: SIP/2.0/UDP pcscf1.visited1.net;branch=z9hG4bK240f34.1, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]:1357;comp=sigcomp;branch=z9hG4bKnashds7

Max-Forwards: 69


Route: <sip:scscf1.home1.net;lr>

From: 

To: 

Call-ID: 

Cseq: 

Content-Length: 

Remainder of subclause not shown.

A.4.3
User inviting another IMS user to a conference

A.4.3.1 
User in a different network

A.4.3.1.1
User inviting another user to conference – sending REFER request

Figure A.4.3.1.1-1 shows how UE#1 invites UE#2 to a conference by sending UE#2 a REFER message. UE#1 has created a conference by using the mechanisms described in Subclause 6.2, and UE#1 has learned the Conference URI that identifies this conference.
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Figure A.4.3.1.1-1: User inviting another user to a conference by sending a REFER to the other user.

The details of the flows are as follows: 

Material not shown

7.
202 Accepted (S-CSCF of UE#2 to I-CSCF) - see example in table A.4.3.1.1-5



UE#2 home network indicates that it has received the REFER request by sending a 202 Accepted response. This means that UE#2 home network has begun to process the request. This does not mean, however, that the referred-to resource would have been contacted. 

Table A.4.3.1.1-5: 202 Accepted (S-CSCF of UE#2 to I-CSCF)

SIP/2.0 202 Accepted

Via: SIP/2.0/UDP icscf2.home2.net;branch=z9hG4bK871y12.1, SIP/2.0/UDP scscf1.home1.net;branch=z9hG4bK332b23.1, SIP/2.0/UDP pcscf1.visited1.net;branch=z9hG4bK240f34.1, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]:1357;comp=sigcomp;branch=z9hG4bKnashds7

Record-Route: <sip:pcscf2.visited2.net;lr>, <sip:scscf2.home2.net;lr>, <sip:scscf1.home1.net;lr>, <sip:pcscf1.visited1.net;lr>

P-Asserted-Identity: "John Smith" <sip:user2_public1@home2.net>, <tel:+1-212-555-2222>

P-Access-Network-Info: 3GPP-UTRAN-TDD; utran-cell-id-3gpp=234151D0FCE11

P-Charging-Vector: icid-value=1234bcd9876e; icid-generated-at=[5555::f5f:e4e:d3d:c2c]; orig-ioi=home1.net; term-ioi=home2.net

P-Charging-Function-Addresses: ccf=[5555::b99:c88:d77:e66]; ccf=[5555::a55:b44:c33:d22]; ecf=[5555::1ff:2ee:3dd:4cc]; ecf=[5555::6aa:7bb:8cc:9dd]
Privacy:none

From: <sip:user1_public1@home1.net>;tag=171828

To: <sip:user2_public1@home2.net>;tag=151170

Call-ID: cb03a0s09a2sdfglkj490333

CSeq: 127 REFER

Contact: <sip:[5555::eee:fff:aaa:bbb]:8805;comp=sigcomp>
Content-Length:0

P-Access-Network-Info:
the UE provides the access-type and access-info, related to the serving access network.
8.
202 Accepted (I-CSCF to S-CSCF) - see example in Table A.4.3.1.1-6



I-CSCF forwards the response to the S-CSCF. 

Table A.4.3.1.1-6: 202 Accepted (I-CSCF to S-CSCF)

SIP/2.0 202 Accepted

Via: SIP/2.0/UDP scscf1.home1.net;branch=z9hG4bK332b23.1, SIP/2.0/UDP pcscf1.visited1.net;branch=z9hG4bK240f34.1, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]:1357;comp=sigcomp;branch=z9hG4bKnashds7

Record-Route: 

P-Asserted-Identity: 

P-Charging-Vector:

Privacy:  
From: 

To: 

Call-ID: 

CSeq: 

Contact:

Content-Length:

P-Access-Network-Info:
This header contains information from the UE. 

Material not included.

14.
200 OK (UE to P-CSCF) – see example in Table A.4.3.1.1-12.

The UE acknowledges the NOTIFY request with a 200 (OK) response to the P-CSCF.

Table A.4.3.1.1-12: 200 OK (UE to P-CSCF)

SIP/2.0 200 OK

Via: SIP/2.0/UDP pcscf1.visited1.net:7531;comp=sigcomp;branch=z9hG4bK23433.1, SIP/2.0/UDP scscf1.home1.net;branch=z9hG4bK23436s.1, SIP/2.0/UDP scscf2.home2.net;branch=z9hG4bK764z87.1, SIP/2.0/UDP pcscf2.visited2.net;branch=z9hG4bK234223.1, SIP/2.0/UDP [5555::eee:fff:aaa:bbb]:8805;comp=sigcomp;branch=z9hG4bK23dh42.1

P-Access-Network-Info: 3GPP-UTRAN-TDD; utran-cell-id-3gpp=234151D0FCE11
From:

To:

Call-ID:

CSeq:

Content-Length: 0

P-Access-Network-Info:
the UE provides the access-type and access-info, related to the serving access network.
15.
200 OK (P-CSCF to S-CSCF) – see example in Table A.4.3.1.1-13.

The P-CSCF forwads the 200 OK response to the S-CSCF.

Table A.4.3.1.1-13: 200 OK (P-CSCF to S-CSCF)

SIP/2.0 200 OK

Via: SIP/2.0/UDP scscf1.home1.net;branch=z9hG4bK23436s.1, SIP/2.0/UDP scscf2.home2.net;branch=z9hG4bK764z87.1, SIP/2.0/UDP pcscf2.visited2.net;branch=z9hG4bK234223.1, SIP/2.0/UDP [5555::eee:fff:aaa:bbb]:8805;comp=sigcomp;branch=z9hG4bK23dh42.1

P-Access-Network-Info:

From:

To:

Call-ID:

CSeq:

Content-Length: 0

P-Access-Network-Info:
This header contains information from the UE. 

Material not included.

21.
200 OK (UE to P-CSCF) – see example in Table A.4.3.1.1-18.

The UE acknowledges the NOTIFY request with a 200 (OK) response to the P-CSCF.

Table A.4.3.1.1-18: 200 OK (UE to P-CSCF)

SIP/2.0 200 OK

Via: SIP/2.0/UDP pcscf1.visited1.net:7531;comp=sigcomp;branch=z9hG4bK23433.1, SIP/2.0/UDP scscf1.home1.net;branch=z9hG4bK23436s.1, SIP/2.0/UDP scscf2.home2.net;branch=z9hG4bK23d244.1, SIP/2.0/UDP pcscf2.visited2.net;branch=z9hG4bK234223.1, SIP/2.0/UDP [5555::eee:fff:aaa:bbb]:8805;comp=sigcomp;branch=z9hG4bK23dh42.1

P-Access-Network-Info: 3GPP-UTRAN-TDD; utran-cell-id-3gpp=234151D0FCE11
From:

To:

Call-ID:

CSeq:

Content-Length: 0

P-Access-Network-Info:
the UE provides the access-type and access-info, related to the serving access network.
22.
200 OK (P-CSCF to S-CSCF) – see example in Table A.4.3.1.1-19.

The P-CSCF forwads the 200 OK response to the S-CSCF.

Table A.4.3.1.1-19: 200 OK (P-CSCF to S-CSCF)

SIP/2.0 200 OK

Via: SIP/2.0/UDP scscf1.home1.net;branch=z9hG4bK23436s.1, SIP/2.0/UDP scscf2.home2.net;branch=z9hG4bK23d244.1, SIP/2.0/UDP pcscf2.visited2.net;branch=z9hG4bK234223.1, SIP/2.0/UDP [5555::eee:fff:aaa:bbb]:8805;comp=sigcomp;branch=z9hG4bK23dh42.1

P-Access-Network-Info:

From:

To:

Call-ID:

CSeq:

Content-Length: 0

P-Access-Network-Info:
This header contains information from the UE. 

Remainder of subclause not included.

A.4.3.1.2
User getting invited to a conference

Figure A.4.3.1.2-1 shows how UE#2 gets invited to a conference by receiving a REFER message. The REFER contains the Conference URI where UE#2 should use when joining the conference. 
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Figure A.4.3.1.2-1: User getting invited to a conference by receiving a REFER.

The details of the flows are as follows: 

Material not shown.

7.
202 Accepted (UE#2 to P-CSCF) - see example in table A.4.3.1.2-5



UE# accepts the REFER request by sending a 202 Accepted response. 

Table A.4.3.1.2-5: 202 Accepted (UE#2 to P-CSCF)

SIP/2.0 202 Accepted

Via: SIP/2.0/UDP pcscf2.visited2.net:5088;comp=sigcomp;branch=z9hG4bK249354.1, SIP/2.0/UDP scscf2.home2.net;branch=z9hG4bK234974.3, SIP/2.0/UDP icscf2.home2.net;branch=z9hG4bK871y12.1, SIP/2.0/UDP scscf1.home1.net;branch=z9hG4bK332b23.1, SIP/2.0/UDP pcscf1.visited1.net;branch=z9hG4bK240f34.1, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]:1357;comp=sigcomp;branch=z9hG4bKnashds7

Record-Route: <sip:pcscf2.visited2.net:5088;lr;comp=sigcomp>, <sip:scscf2.home2.net;lr>, <sip:scscf1.home1.net;lr>, <sip:pcscf1.visited1.net;lr>

P-Access-Network-Info: 3GPP-UTRAN-TDD; utran-cell-id-3gpp=234151D0FCE11

Privacy=none
From: 

To: <sip:user2_public1@home2.net>;tag=151170

Call-ID: 

CSeq:

Contact: <sip:[5555::eee:fff:aaa:bbb]:8805;comp=sigcomp>
Content-Length:0

P-Access-Network-Info:
the UE provides the access-type and access-info, related to the serving access network.
To: 
UE#2 has appended the tag to the original To-header.

Contact:
Contains the UE#2 contact address.

8.
202 Accepted (P-CSCF to S-CSCF) - see example in Table A.4.3.1.2-6



P-CSCF forwards the response to the S-CSCF. 

Table A.4.3.1.2-6: 202 Accepted (P-CSCF to S-CSCF)

SIP/2.0 202 Accepted

Via: scscf2.home2.net;branch=z9hG4bK234974.3, SIP/2.0/UDP icscf2.home2.net;branch=z9hG4bK871y12.1, SIP/2.0/UDP scscf1.home1.net;branch=z9hG4bK332b23.1, SIP/2.0/UDP pcscf1.visited1.net;branch=z9hG4bK240f34.1, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]:1357;comp=sigcomp;branch=z9hG4bKnashds7

Record-Route: <sip:pcscf2.visited2.net;lr>, <sip:scscf2.home2.net;lr>, <sip:scscf1.home1.net;lr>, <sip:pcscf1.visited1.net;lr>
P-Asserted-Identity: "John Smith" <sip:user2_public1@home2.net 

P-Access-Network-Info: 

P-Charging-Vector: icid-value=1234bcd9876e; icid-generated-at=[5555::f5f:e4e:d3d:c2c]

Privacy:

From: 

To:

Call-ID: 

CSeq: 

Contact:

Content-Length:0

P-Access-Network-Info:
This header contains information from the UE. 

Record-Route:
The P-CSCF rewrites the Record-Route header field value to remove the port number used for the security association and the comp=sigcomp parameter from its own URI

Material not shown.

11.
NOTIFY (from UE#2 to P-CSCF) - see example in Table A.4.3.1.2-9


According to [RFC3515], UE#2 creates a subscription and sends a notification of the status of the refer.

Table A.4.3.1.2-9: NOTIFY (from UE#2 to P-CSCF)

NOTIFY sip:[5555::aaa:bbb:ccc:ddd]:1357;comp=sigcomp SIP/2.0

Via: SIP/2.0/UDP [5555::eee:fff:aaa:bbb]:8805;comp=sigcomp;branch=z9hG4bK23dh42.1

Max-Forwards: 70

Route: <sip:pcscf2.home2.net:5088;lr>,<sip:scscf2.home2.net;lr>, <sip:scscf1.home1.net;lr>, <sip:pcscf1.visited1.net;lr>

P-Access-Network-Info: 3GPP-UTRAN-TDD; utran-cell-id-3gpp=234151D0FCE11

To: <sip:user1_public1@home1.net>;tag=171828

From: <sip:user2_public1@home2.net>;tag=151170

Call-ID: cb03a0s09a2sdfglkj490333

CSeq: 42 NOTIFY

Subscription-State: active;expires:7200

Event: refer 

Contact: sip:[5555::eeee:ffff:aaaa:bbbb]:8805;comp=sigcomp

Content-Length: (…)

Content-Type: message/sipfrag

SIP/2.0 100 Trying 

P-Access-Network-Info:
the UE provides the access-type and access-info, related to the serving access network.
To:
matches the From field of the original REFER message.

From: 
matches the To field of the original REFER message.

Call-ID: 
matches the Call-ID of the original REFER message.

12.
NOTIFY (from P-CSCF to S-CSCF) - see example in Table A.4.3.1.2-10


P-CSCF forwards the message to S-CSCF.

Table: A.4.3.1.2-10: NOTIFY (from P-CSCF to S-CSCF)

NOTIFY sip:[5555::aaa:bbb:ccc:ddd]:1357;comp=sigcomp SIP/2.0

Via: SIP/2.0/UDP pcscf2.visited2.net;branch=z9hG4bK234223.1, SIP/2.0/UDP [5555::eee:fff:aaa:bbb]:8805;comp=sigcomp;branch=z9hG4bK23dh42.1

Max-Forwards: 69

Route: <sip:scscf2.home2.net;lr>, <sip:scscf1.home1.net;lr>, <sip:pcscf1.visited1.net;lr>

P-Access-Network-Info: 

To: 

From: 

Call-ID: 

CSeq: 

Subscription-State: 

Event: 

Contact: 

Content-Length: (…)

Content-Type: 

(...)

P-Access-Network-Info:
This header contains information from the UE. 

Material not shown.

18.
NOTIFY (from UE#2 to P-CSCF) - see example in Table A.4.3.1.2-15.


P-SCSF receives a NOTIFY from UE#2 indicating the status of the refer. 

Table A.4.3.1.2-15: NOTIFY (from UE#2 to P-CSCF)

NOTIFY sip:[5555::aaa:bbb:ccc:ddd]:1357;comp=sigcomp SIP/2.0

Via: SIP/2.0/UDP [5555::eee:fff:aaa:bbb]:8805;comp=sigcomp;branch=z9hG4bK23dh42.1

Max-Forwards: 70

Route: <sip:pcscf2.visited2.net:5088;lr>,<sip:scscf2.home2.net;lr>, <sip:scscf1.home1.net;lr>, <sip:pcscf1.visited1.net;lr>

P-Access-Network-Info: 3GPP-UTRAN-TDD; utran-cell-id-3gpp=234151D0FCE11

To: <sip:user1_public1@home1.net>; tag=171828

From: <sip:user2_public1@home2.net>;tag=151170

Call-ID: cb03a0s09a2sdfglkj490333

CSeq: 43 NOTIFY

Subscription-State: terminated

Event: refer 

Contact: 

Content-Length: (…)

Content-Type: message/sipfrag

SIP/2.0 200 OK

P-Access-Network-Info:
the UE provides the access-type and access-info, related to the serving access network.
To:
matches the From field of the original REFER message.

From: 
matches the To field of the original REFER message.

Call-ID: 
matches the Call-ID of the original REFER message.

Subscription-State: indicates that the implicit subscription to the REFER event has been terminated.

19. NOTIFY (from P-CSCF to S-CSCF) - see example in Table A.4.3.1.2-16.


P-CSCF forwards the message to S-CSCF.

Table A.4.3.1.2-16: NOTIFY (from P-CSCF to S-CSCF)

NOTIFY sip:[5555::aaa:bbb:ccc:ddd]:1357;comp=sigcomp SIP/2.0

Via: SIP/2.0/UDP pcscf2.visited2.net;branch=z9hG4bK234223.1, SIP/2.0/UDP [5555::eee:fff:aaa:bbb]:8805;comp=sigcomp;branch=z9hG4bK23dh42.1

Max-Forwards: 69

Route: <sip:scscf2.home2.net;lr>, <sip:scscf1.home1.net;lr>, <sip:pcscf1.visited1.net;lr>

P-Access-Network-Info: 

To: 

From: 

Call-ID: 

CSeq: 

Subscription-State: 

Event: 

Contact: 

Content-Length: (…)

Content-Type: 

(...)

P-Access-Network-Info:
This header contains information from the UE. 

Remainder of subclause not shown

Next change

A.5
Flows demonstrating a user subscribing to the conference event package

A.5.1
Introduction

A.5.2
User subscribing to the conference state event package

A.5.2.1 
User in a different network
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Figure A.5.2.1-1: User subscribing to conference state event package – user in a different network

Figure A.5.2.1-1 shows an IMS user subscribing to the conference state event for a specific conference that is provided at a MRFC/AS located in another network. The conference URI, which is used for subscription to the conference event package, does include a FQDN in the host part in this example.

The details of the flows are as follows: 

1.
SUBSCRIBE (UE to P-CSCF) - see example in table A.5.2.1-1


A user agent wants to get informed about the state of a certain conference, the involved users and their related media states. The conference is identified by a conference URI. In order to initiate a subscription to the MRFC/AS, the UE generates a SUBSCRIBE request containing the 'conference' event, together with the length of time this periodic subscription should last. For this example it is assumed that the UE is only interested in information about "membership" and "basic media".

Table A.5.2.1-1: SUBSCRIBE (UE to P-CSCF)

SUBSCRIBE sip:conference1@mrfc2.home2.net SIP/2.0

Via: SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]:1357;comp=sigcomp;branch=z9hG4bKnashds7

Max-Forwards: 70

P-Access-Network-Info: 3GPP-UTRAN-TDD; utran-cell-id-3gpp=234151D0FCE11

Route: <sip:pcscf1.visited1.net:7531;lr;comp=sigcomp>, <sip:orig@scscf1.home1.net;lr>

P-Preferred-Identity: <sip:user1_public1@home1.net>

Privacy: none

From: <sip:user1_public1@home1.net>;tag=31415

To: <sip:conference1@mrfc2.home2.net>

Call-ID: b89rjhnedlrfjflslj40a222

CSeq: 61 SUBSCRIBE

Require: sec-agree

Proxy-Require: sec-agree
Security-Verify: ipsec-3gpp; q=0.1; alg=hmac-sha-1-96; spi=87654321; port1=7531
Event: conference;recurse;type="membership,basic-media"

Expires: 7200

Accept: application/conference-info+xml

Contact: <sip:[5555::aaa:bbb:ccc:ddd]:1357;comp=sigcomp>

Content-Length: 0

Request-URI:
contains the conference URI.

P-Access-Network-Info:
the UE provides the access-type and access-info, related to the serving access network.
Route:
The Route header is populated with the service route from registration.

Privacy:
the user does not require privacy, therefore the Privacy header is set to the value “none” as specified in RFC 3325 [17] and RFC 3323 [13].

P-Preferred-Identity: the user provides a hint about the identity to be used for this session.

From:
the user does not require privacy, the From header contains the value requested by the user.

Event:
This field is populated with the value 'conference;recurse;type="membership,basic-media"' to specify the use of the conference state event package and to indicate that also the participants of conferences that act as participants to this conference shall be listed. The type parameter is used to indicate what conference information is requested.

Accept:
This field is populated with the value 'application/conference-info+xml'.

To:
same as the Request-URI.

Contact:
is a SIP URI that contains the IP address or FQDN of the originating UE.

2.
SUBSCRIBE (P-CSCF to S-CSCF) - see example in table A.5.2.1-2

The P-CSCF adds itself to the Record-Route header and Via header. As the request is forwarded to an interface that is not compressed, the own P-CSCF SIP URI does not contain the "comp=sigcomp" parameter.


The P-CSCF removes the Security-Verify header and associated "sec-agree" option-tags prior to forwarding the request. As the Proxy-Require header is empty, it removes this header completely.


The SUBSCRIBE request is forwarded to the S-CSCF.

Table A.5.2.1-2: SUBSCRIBE (P-CSCF to S-CSCF)

SUBSCRIBE sip:conference1@mrfc2.home2.net SIP/2.0

Via: SIP/2.0/UDP pcscf1.visited1.net;branch=z9hG4bK240f34.1, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]:1357;comp=sigcomp;branch=z9hG4bKnashds7

P-Access-Network-Info: 

Max-Forwards: 69

P-Asserted-Identity: <sip:user1_public1@home1.net> 

P-Charging-Vector: icid-value="AyretyU0dm+6O2IrT5tAFrbHLso=023551024"
Privacy: 

Route: <sip:orig@scscf1.home1.net;lr>

Record-Route: <sip:pcscf1.visited1.net;lr>

From: 

To: 

Call-ID: 

CSeq: 

Event:

Expires: 

Accept:

Contact:

Content-Length:

P-Access-Network-Info:
This header contains information from the UE. 

P-Asserted-Identity: P-CSCF inserts the SIP URI in the P-Asserted-Identity header field and it also removes P-Preferred-Identity header field. 

P-Charging-Vector: The P-CSCF inserts this header and populates the icid parameters with a globally unique value
3.
Evaluation of initial filter criteria

S-CSCF validates the service profile of this subscriber and evaluates the initial filter criteria.

4.
SUBSCRIBE (S-CSCF to MRFC/AS) - see example in table A.5.2.1-4
S-CSCF forwards the SUBSCRIBE request to the MRFC/AS based on the request URI of the SUBSCRIBE request. The S-CSCF does not re-write the request URI.

Table A.5.2.1-4: SUBSCRIBE request (S-CSCF to MRFC/AS)

SUBSCRIBE sip:conference1@mrfc2.home2.net SIP/2.0

Via: SIP/2.0/UDP scscf1.home1.net;branch=z9hG4bK351g45.1, SIP/2.0/UDP pcscf1.visited1.net;branch=z9hG4bK240f34.1, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]:1357;comp=sigcomp;branch=z9hG4bKnashds7

P-Access-Network-Info: 

Max-Forwards: 67

P-Asserted-Identity: 

P-Charging-Vector: icid-value="AyretyU0dm+6O2IrT5tAFrbHLso=023551024"; orig-ioi=home1.net

Privacy:

Record-Route: <sip:scscf1.home1.net;lr>, <sip:pcscf1.visited1;lr>

From: 

To: 

Call-ID: 

CSeq: 

Event:

Expires: 

Accept:

Contact:

Content-Length: 

P-Charging-Vector: The S-CSCF adds the identifier of its own network to the originating Inter Operator Identifier (IOI) parameter of this header.
Material not shown

11.
200 OK (UE to P-CSCF) – see example in table A.5.2.1-11 (related to table A.5.2.1-10)

The UE acknowledges the NOTIFY request with a 200 (OK) response to the P-CSCF.

Table A.5.2.1-11: 200 OK (UE to P-CSCF)

SIP/2.0 200 OK

Via: SIP/2.0/UDP pcscf1.visited1.net;branch=z9hG4bK240f34.1, SIP/2.0/UPD scscf1.home1.net;branch=z9hG4bK332b23.1, SIP/2.0/UDP mrfc2.home2.net;branch=z9hG4bK348923.1

P-Access-Network-Info: 3GPP-UTRAN-TDD; utran-cell-id-3gpp=234151D0FCE11

From:

To:

Call-ID:

CSeq:

Content-Length: 0

P-Access-Network-Info:
the UE provides the access-type and access-info, related to the serving access network.
12.
200 OK (P-CSCF to S-CSCF) – see example in table A.5.2.1-12

P-CSCF forwards the 200 (OK) response to the S-CSCF.

Table A.5.2.1-12: 200 OK (I-CSCF to S-CSCF)

SIP/2.0 200 OK

Via: SIP/2.0/UPD scscf1.home1.net;branch=z9hG4bK332b23.1, SIP/2.0/UDP mrfc2.home2.net;branch=z9hG4bK348923.1

P-Access-Network-Info: 

From:

To:

Call-ID:

CSeq:

Content-Length: 

P-Access-Network-Info:
This header contains information from the UE. 

13.
200 OK (S-CSCF to MRFC/AS) – see example in table A.5.2.1-13

S-CSCF forwards the 200 (OK) response to the MRFC/AS.

Table A.5.2.1-13: 200 OK (S-CSCF to MRFC/AS)

SIP/2.0 200 OK

Via: SIP/2.0/UDP mrfc2.home2.net;branch=z9hG4bK348923.1

P-Access-Network-Info: 

From:

To:

Call-ID:

CSeq:

Content-Length: 

Next change

A.6
Flows demonstrating a user leaving a conference

A.6.1
Introduction

A.6.2
User leaving the conference

A.6.2.1 
User in a different network

Figure A.6.2.1-1 shows an IMS user leaving a conference. The example shows the flow for the user, who crated the conference with a conference-factory URI. For this example it is assume that the user is subscribed to the conference state event package at the MRFC/AS.
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Figure A.6.2.1-1. User leaving a conference

The details of the flows are as follows.

1. BYE (UE to P-CSCF) – see example in Table A.6.2.1-1

A user agent wants to leave a conference. For this purpose the user agent sends a BYE message to the P-CSCF with the Conference-URI as the Request-URI.


Table A.6.2.1-1: BYE (UE to P-CSCF)

BYE sip:conference1@mrfc1.home1.net SIP/2.0

Via: SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]:1357;comp=sigcomp;branch=z9hG4bKnashds7

Max-Forwards: 70

Route: <sip:pcscf1.visited1.net:7531;lr;comp=sigcomp>, <sip:orig@scscf1.home1.net;lr>

P-Access-Network-Info: 3GPP-UTRAN-TDD; utran-cell-id-3gpp=234151D0FCE11

From: <sip:user1_public1@home1.net>; tag=171828

To: <sip:conference-factory1@mrfc1.home1.net>; tag=314159

Call-ID: cb03a0s09a2sdfglkj490333 

Require: sec-agree

Proxy-Require: sec-agree

Security-Verify: ipsec-3gpp; q=0.1; alg=hmac-sha-1-96; spi=87654321; port1=7531

Cseq: 153 BYE


Content-Length: 0

Request-URI:
contains the value of the Conference-URI as learned during conference creation.

P-Access-Network-Info:
the UE provides the access-type and access-info, related to the serving access network.
Via:
contains the IP address or FQDN of the originating UE.

To:
contains the conference-factory URI, that was used by this user to create the conference.

From:/To:/Call-ID:
the example contents of the From header, the To header and Call-ID header are used to identify the session being cleared, and therefore are identical to those of the previously received response for that session, so that they include any tag parameters.

CSeq:
the content of the Cseq header must have a higher sequence number than the previous transaction. Here it is assumed that a Cseq value no greater than 152 has been previously used.

2.
Remove resource reservation


The P-CSCF removes the authorization for resources that had previously been issued for this endpoint for this session. This step will also result in a release indication to the GPRS subsystem to confirm that the IP bearers associated with the session have been deleted. 

3.
BYE (P-CSCF to S-CSCF) - see example in table A.6.2.1-2

The P-CSCF removes the Security-Verify header, and the sec-agree tag from the Require and Proxy-Require headers. As the Require and Proxy-Require headers are empty, it removes these headers completely.


Table A.6.2.1-2: BYE (P-CSCF to S-CSCF)

BYE sip:conference1@mrfc1.home1.net SIP/2.0

Via: SIP/2.0/UDP pcscf1.visited1.net;branch=z9hG4bK240f34.1, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]:1357;comp=sigcomp;branch=z9hG4bKnashds7

Max-Forwards: 69

Route: <sip:orig@scscf1.home1.net;lr>

P-Access-Network-Info:

From:

To: 

Call-ID: 

Cseq: 

Content-Length: 0

P-Access-Network-Info:
This header contains information from the UE. 

4.
BYE (S-CSCF to MRFC/AS) - see example in table A.6.2.1-3

The S-CSCF forwards the BYE to the MRFC/AS.


Table A.6.2.1-3: BYE (S-CSCF to MFRC/AS)

BYE sip:conference1@mrfc1.home1.net SIP/2.0

Via: SIP/2.0/UDP scscf1.home1.net;branch=z9hG4bK332b23.1, SIP/2.0/UDP pcscf1.visited1.net;branch=z9hG4bK240f34.1, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]:1357;comp=sigcomp;branch=z9hG4bKnashds7

Max-Forwards: 68

P-Access-Network-Info:

From:

To: 

Call-ID: 

Cseq:


Content-Length:

Material not included.

13.
200 OK (UE to P-CSCF) – see example in table A.6.2.1-11 (related to table A.6.2.1-10)

The UE acknowledges the NOTIFY request with a 200 (OK) response to the P-CSCF.

Table A.6.2.1-11: 200 OK (UE to P-CSCF)

SIP/2.0 200 OK

Via: SIP/2.0/UDP pcscf1.visited1.net:7531;comp=sigcomp;branch=z9hG4bK240f34.1, SIP/2.0/UPD scscf1.home1.net;branch=z9hG4bK332b23.1, SIP/2.0/UDP mrfc1.home1.net;branch=z9hG4bK348923.1

P-Access-Network-Info: 3GPP-UTRAN-TDD; utran-cell-id-3gpp=234151D0FCE11
From:

To:

Call-ID:

CSeq:

Content-Length: 0

P-Access-Network-Info:
the UE provides the access-type and access-info, related to the serving access network.
14.
200 OK (P-CSCF to S-CSCF) – see example in table A.6.2.1-12

P-CSCF forwards the 200 (OK) response to the S-CSCF.

Table A.6.2.1-12: 200 OK (P-CSCF to S-CSCF)

SIP/2.0 200 OK

Via: SIP/2.0/UPD scscf1.home1.net;branch=z9hG4bK332b23.1, SIP/2.0/UDP mrfc1.home1.net;branch=z9hG4bK348923.1

P-Access-Network-Info:
From:

To:

Call-ID:

CSeq:

Content-Length: 

P-Access-Network-Info:
This header contains information from the UE. 

15.
200 OK (S-CSCF to MRFC/AS) – see example in table A.6.2.1-13

S-CSCF forwards the 200 (OK) response to the MRFC/AS.

Table A.6.2.1-13: 200 OK (S-CSCF to MRFC/AS)

SIP/2.0 200 OK

Via: SIP/2.0/UDP mrfc1.home1.net;branch=z9hG4bK348923.1

P-Access-Network-Info:
From:

To:

Call-ID:

CSeq:

Content-Length:

16.
SUBSCRIBE (UE to P-CSCF) - see example in table A.6.2.1-14


User agent wants to terminate the subscription to the conference state event package. Therefore, it sends a SUBSCRIBE request to the P-CSCF with Expires: value of 0.

Table A.6.2.1-14: SUBSCRIBE (UE to P-CSCF)

SUBSCRIBE sip:conference1@mrfc1.home1.net SIP/2.0

Via: SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]:1357;comp=sigcomp;branch=z9hG4bKnashds7

Max-Forwards: 70

Route: <sip:pcscf1.visited1.net:7531;lr;comp=sigcomp>, <sip:orig@scscf1.home1.net;lr>

P-Access-Network-Info: 3GPP-UTRAN-TDD; utran-cell-id-3gpp=234151D0FCE11
Privacy: none

From: <sip:user1_public1@home1.net>;tag=31415

To: <sip:conference1@mrfc1.home1.net>;tag=151170

Call-ID: b89rjhnedlrfjflslj40a222

CSeq: 62 SUBSCRIBE

Event: conference

Expires: 0

Content-Length: 0

Request-URI:
contains the conference URI.

Route:
The Route header is populated with the recorded route that was recorded during the initial subscription.

P-Access-Network-Info:
the UE provides the access-type and access-info, related to the serving access network.
Privacy:
the user does not require privacy, therefore the Privacy header is set to the value “none” as specified in RFC 3325 [17] and RFC 3323 [13].

From:
The tag value in this header field matches that of the initial SUBSCRIBE.

To:
The tag value in this header field matches that of the 200 OK to the intial SUBSCRIBE.

Call-ID:
Matches that of the initial SUBSCRIBE.

Event:
Identifies the event notification package.

Exprires:
A value of 0 indicates that the UE would like to unsubscribe from the notification service.

17.
SUBSCRIBE (P-CSCF to S-CSCF) - see example in table A.6.2.1-15

The SUBSCRIBE request is forwarded to the S-CSCF.

Table A.6.2.1-15: SUBSCRIBE (P-CSCF to S-CSCF)

SUBSCRIBE sip:conference1@mrfc1.home1.net SIP/2.0

Via: SIP/2.0/UDP pcscf1.visited1.net;branch=z9hG4bK240f34.1, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]:1357;comp=sigcomp;branch=z9hG4bKnashds7

Max-Forwards: 69

Privacy: 

Route: <sip:orig@scscf1.home1.net;lr>

P-Access-Network-Info:
From: 

To: 

Call-ID: 

CSeq: 

Event:

Expires: 

P-Access-Network-Info:
This header contains information from the UE. 

18.
SUBSCRIBE (S-CSCF to MRFC/AS) - see example in table A.6.2.1-16

The SUBSCRIBE request is forwarded to the MRFC/AS.

Table A.6.2.1-16: SUBSCRIBE (S-CSCF to MRFC/AS)

SUBSCRIBE sip:conference1@mrfc1.home1.net SIP/2.0

Via: SIP/2.0/UDP scscf1.home1.net;branch=z9hG4bK351g45.1, SIP/2.0/UDP pcscf1.visited1.net;branch=z9hG4bK240f34.1, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]:1357;comp=sigcomp;branch=z9hG4bKnashds7

Max-Forwards: 68

P-Access-Network-Info:
Privacy: 

From: 

To: 

Call-ID: 

CSeq: 

Event:

Expires: 

Material not included.

25.
200 OK (UE to P-CSCF) – see example in table A.6.2.1-23 (related to table A.6.2.1-22)

The UE acknowledges the NOTIFY request with a 200 (OK) response to the P-CSCF.

Table A.6.2.1-23: 200 OK (UE to P-CSCF)

SIP/2.0 200 OK

Via: SIP/2.0/UDP pcscf1.visited1.net:7531;comp=sigcomp;branch=z9hG4bK240f34.1, SIP/2.0/UPD scscf1.home1.net;branch=z9hG4bK332b23.1, SIP/2.0/UDP mrfc1.home1.net;branch=z9hG4bK348923.1

P-Access-Network-Info: 3GPP-UTRAN-TDD; utran-cell-id-3gpp=234151D0FCE11
From:

To:

Call-ID:

CSeq:

Content-Length: 0

P-Access-Network-Info:
the UE provides the access-type and access-info, related to the serving access network.
26.
200 OK (P-CSCF to S-CSCF) – see example in table A.6.2.1-24

P-CSCF forwards the 200 (OK) response to the S-CSCF.

Table A.6.2.1-24: 200 OK (P-CSCF to S-CSCF)

SIP/2.0 200 OK

Via: SIP/2.0/UPD scscf1.home1.net;branch=z9hG4bK332b23.1, SIP/2.0/UDP mrfc1.home1.net;branch=z9hG4bK348923.1

P-Access-Network-Info:
From:

To:

Call-ID:

CSeq:

Content-Length: 

P-Access-Network-Info:
This header contains information from the UE. 

27.
200 OK (S-CSCF to MRFC/AS) – see example in table A.6.2.1-25

S-CSCF forwards the 200 (OK) response to the MRFC/AS.

Table A.6.2.1-25: 200 OK (S-CSCF to MRFC/AS)

SIP/2.0 200 OK

Via: SIP/2.0/UDP mrfc1.home1.net;branch=z9hG4bK348923.1

P-Access-Network-Info:
From:

To:

Call-ID:

CSeq:

Content-Length:

Next change

A.6.4
MRFC/AS drops a user from a conference

A.6.4.1 
User in a different network

Figure A.6.4.1-1 shows an MRFC/AS dropping a user from a conference.
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Figure A.6.4.1-1. MRFC/AS dropping a user from a conference

The details of the flows are as follows.

Material not shown.

5.
200 OK (UE to P-CSCF) - see example in table A.6.4.1-4

After successfully releasing the resources from the MRFP, the MRFC/AS sends a 200 OK message to the S-CSCF.

Table A.6.4.1-4: 200 OK (UE to P-CSCF)

SIP/2.0 200 OK
Via: SIP/2.0/UDP pcscf1.visited1.net;branch=z9hG4bK240f34.1, SIP/2.0/UDP scscf1.home1.net;branch=z9hG4bK332b23.1, SIP/2.0/UDP mrfc1.home1.net;branch=z9hG4bK348923.1
P-Access-Network-Info: 3GPP-UTRAN-TDD; utran-cell-id-3gpp=234151D0FCE11
From:

To: 

Call-ID: 

Cseq:


Content-Length: 0

P-Access-Network-Info:
the UE provides the access-type and access-info, related to the serving access network.
6.
200 OK (P-CSCF to S-CSCF) - see example in table A.6.4.1-5
P-CSCF forwards the 200 OK to the S-CSCF.

Table A.6.4.1-5: 200 OK (P-CSCF to S-CSCF)

SIP/2.0 200 OK
Via: SIP/2.0/UDP scscf1.home1.net;branch=z9hG4bK332b23.1, SIP/2.0/UDP mrfc1.home1.net;branch=z9hG4bK348923.1
P-Access-Network-Info:
From:

To: 

Call-ID: 

Cseq:


Content-Length: 0

P-Access-Network-Info:
This header contains information from the UE. 

7.
200 OK (S-CSCF to MRFC/AS) - see example in table A.6.4.1-6
S-CSCF forwards the message to the MRFC/AS.

Table A.6.4.1-6: 200 OK (S-CSCF to MRFC/AS)

SIP/2.0 200 OK
Via: SIP/2.0/UDP mrfc1.home1.net;branch=z9hG4bK348923.1

P-Access-Network-Info:
From:

To: 

Call-ID: 

Cseq:


Content-Length: 0

8.
H.248 interaction to release resources

MRFC/AS interacts with the MRFP to release the resources reserved for UE#1 in this conference.

9.
Event notification messages 
The MRFC/AS also terminates the user's subscription to the conference state event package. The message flow is identical to messages 6.5.2.1-22 to 6.5.2.1-27 in subclause 6.5.2.1. for an user leaving a conference.



















3GPP


_1122193968.vsd

_1123651617.vsd

_1123912276.vsd
UE#1�

P-CSCF�

MRFP�

MRFC/AS�

S-CSCF�

1. INVITE�

2. 100 Trying�

3. INVITE�

4. 100 Trying�

Visited Network


�

UE#1 Home Network



�

9. INVITE�

11. H.248 interaction to create conference connection resources for UE#1�

13. 183 Session Progress�

14. 183 Session Progress�

15. Authorize QoS resources�

16. 183 Session Progress�

17. PRACK�

18. Resource Reservation�

19. PRACK�

24. 200 OK�

22. 200 OK�

26. 200 OK�

6. INVITE�

7. 100 Trying�

20. PRACK�

27. UPDATE�

28. UPDATE�

29. UPDATE�

33. 200 OK�

34. 200 OK�

35. 200 OK�

5. Evaluation of initial Filter Criteria�

37. 200 OK�

38. 200 OK�

40. 200 OK�

41. ACK�

42. ACK�

43. ACK�

23. H.248 interaction to modify conference connection resources for UE#1�

32. H.248 interaction to connect through conference connection resources for UE#1�

39. Approval of QoS Commit�

I-CSCF�

database�

MRFC/AS Home Network


�

10. 100 Trying�

8. PSI location query�

12. 183 Session Progress�

21. PRACK�

25. 200 OK�

30. UPDATE�

31. 200 OK�

36. 200 OK�

44. ACK�


_1123911994.vsd
UE#1�

P-CSCF�

MRFC/AS�

S-CSCF�

1. SUBSCRIBE�

8. NOTIFY�

9. NOTIFY�

10. NOTIFY�

Visited Network


�

UE#1 Home Network



�

12. 200 OK�

13. 200 OK�

5. 200 OK�

7. 200 OK�

11. 200 OK�

3. Evaluation of initial Filter Criteria�

MRFC/AS Home Network


�

4. SUBSCRIBE�

6. 200 OK�

2. SUBSCRIBE�


_1122466519.vsd

_1122711007.vsd

_1116055271.vsd
UE#1�

P-CSCF�

MRFP�

MRFC/AS�

S-CSCF�

1. INVITE�

2. 100 Trying�

3. INVITE�

4. 100 Trying�

Visited Network


�

UE#1 Home Network



�

6. INVITE�

8. H.248 interaction to create conference connection resources for UE#1�

9. 183 Session Progress�

10. 183 Session Progress�

11. Authorize QoS resources�

12. 183 Session Progress�

13. PRACK�

14. Resource Reservation�

15. PRACK�

17. 200 OK�

20. 200 OK�

16. PRACK�

21. UPDATE�

22. UPDATE�

23. UPDATE�

26. 200 OK�

27. 200 OK�

5. Evaluation of initial Filter Criteria�

28. 200 OK�

29. 200 OK�

31. 200 OK�

32. ACK�

33. ACK�

34. ACK�

18. H.248 interaction to modify conference connection resources for UE#1�

25. H.248 interaction to connect through conference connection resources for UE#1�

30. Approval of QoS Commit�

MRFC/AS Home Network


�

7. 100 Trying�

19. 200 OK�

24. 200 OK�


_1122193056.vsd

_1110882679.vsd
UE#1�

P-CSCF�

S-CSCF�

MRFC/AS�

MRFP�

1. INVITE�

2. 100 Trying�

3. INVITE�

4. 100 Trying�

Home Network


�

Visited Network


�

8. Allocate Conference URI�

22. UPDATE�

23. UPDATE�

24. UPDATE�

25. 200 OK�

19. H.248 interaction to modify conference connection resources for UE#1�

26. H.248 interaction to connect through conference connection resources for UE#1�

9. H.248 interaction to create conference connection resources for UE#1�

10. 183 Session Progress�

11. 183 Session Progress�

12. Authorize QoS resources�

13. 183 Session Progress�

14. PRACK�

15. Resource Reservation�

16. PRACK�

27. 200 OK�

18. 200 OK�

20. 200 OK�

21. 200 OK�

28. 200 OK�

5. Evaluation of initial Filter Criteria�

31. Approval of QoS Commit�

29. 200 OK�

30. 200 OK�

32. 200 OK�

33. ACK�

34. ACK�

35. ACK�

6. INVITE�

7. 100 Trying�

17. PRACK�


