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· For Security-Client and Security-Verify the condition in the Profile Table for PUBLISH request is incorrectly set to A/30. It must be set to A/37 ' security mechanism agreement for the session initiation protocol'

***** 1st Change *****

A.2.1.4.10A
PUBLISH method

Editor's note: The base draft does not yet contain an analysis of header usage within this method, and therefore this clause will have to be reviewed and completed when such an analysis is available.

Prerequisite A.5/15A – PUBLISH request

Table A.104A: Supported headers within the PUBLISH request

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	Allow
	[8.26] 20.5
	o
	o
	[8.26] 20.5
	m
	m

	2
	Allow-Events
	[8.28] 8.2.2
	c1
	c1
	[8.28] 8.2.2
	c2
	c2

	3
	Authorization
	[8.26] 20.7
	c3
	c3
	[8.26] 20.7
	c3
	c3

	4
	Call-ID
	[8.26] 20.8
	m
	m
	[8.26] 20.8
	m
	m

	4A
	Call-Info
	[8.26] 20.9
	o
	o
	[8.26] 20.9
	o
	o

	4C
	Content-Disposition
	[8.26] 20.11
	o
	o
	[8.26] 20.11
	m
	m

	4D
	Content-Encoding
	[8.26] 20.12
	o
	o
	[8.26] 20.12
	m
	m

	4E
	Content-Language
	[8.26] 20.13
	o
	o
	[8.26] 20.13
	m
	m

	6
	Content-Length
	[8.26] 20.14
	m
	m
	[8.26] 20.14
	m
	m

	7
	Content-Type
	[8.26] 20.15
	m
	m
	[8.26] 20.15
	m
	m

	8
	Cseq
	[8.26] 20.16
	m
	m
	[8.26] 20.16
	m
	m

	9
	Date
	[8.26] 20.17
	c4
	c4
	[8.26] 20.17
	m
	m

	10
	Event
	[8.28] 8.2.1
	m
	m
	[8.28] 8.2.1
	m
	m

	11
	Expires
	[8.70] 3.6
	o (note 1)
	o (note 1)
	[8.70] 3.6
	m
	m

	12
	From
	[8.26] 20.20
	m
	m
	[8.26] 20.20
	m
	m

	12A
	In-Reply-To
	[8.26] 20.21
	o
	o
	[8.26] 20.21
	o
	o

	13
	Max-Forwards
	[8.26] 20.22
	o
	o
	[8.26] 20.22
	n/a
	n/a

	14
	MIME-Version
	[8.26] 20.24
	o
	o
	[8.26] 20.24
	m
	m

	15
	Organization
	[8.26] 20.25
	o
	o
	[8.26] 20.25
	o
	o

	15A
	P-Access-Network-Info
	[8.52] 4.4
	c15
	c16
	[8.52] 4.4
	c15
	c17

	15B
	P-Asserted-Identity
	[8.34] 9.1
	n/a
	n/a
	[8.34] 9.1
	c11
	c11

	15C
	P-Called-Party-ID
	[8.52] 4.2
	x
	x
	[8.52] 4.2
	c13
	c13

	15D
	P-Charging-Function-Addresses
	[8.52] 4.5
	c20
	c21
	[8.52] 4.5
	c20
	c21

	15E
	P-Charging-Vector
	[8.52] 4.6
	c18
	c19
	[8.52] 4.6
	c18
	c19

	15F
	P-Preferred-Identity
	[8.34] 9.2
	c11
	c7
	[8.34] 9.2
	n/a
	n/a

	15G
	P-Visited-Network-ID
	[8.52] 4.3
	x (note 3)
	x
	[8.52] 4.3
	c14
	n/a

	15C
	Priority
	[8.26] 20.26
	o
	o
	[8.26] 20.26
	o
	o

	15D
	Privacy
	[8.33] 4.2
	c12
	c12
	[8.33] 4.2
	c12
	c12

	16
	Proxy-Authorization
	[8.26] 20.28
	c5
	c5
	[8.26] 20.28
	n/a
	n/a

	17
	Proxy-Require
	[8.26] 20.29
	o
	n/a
	[8.26] 20.29
	n/a
	n/a

	19A
	Reply-To
	[8.26] 20.31
	o
	o
	[8.26] 20.31
	o
	o

	20
	Require
	[8.26] 20.32
	o
	o
	[8.26] 20.32
	m
	m

	21
	Route
	[8.26] 20.34
	m
	m
	[8.26] 20.34
	n/a
	n/a

	21A
	Security-Client
	[8.48] 2.3.1
	c9
	c9
	[8.48] 2.3.1
	n/a
	n/a

	21B
	Security-Verify
	[8.48] 2.3.1
	c10
	c10
	[8.48] 2.3.1
	n/a
	n/a

	21C
	Subject
	[8.26] 20.36
	o
	o
	[8.26] 20.36
	o
	o

	22
	Supported
	[8.26] 20.37, [8.26] 7.1
	o
	o
	[8.26] 20.37, [8.26] 7.1
	m
	m

	23
	Timestamp
	[8.26] 20.38
	c6
	c6
	[8.26] 20.38
	m
	m

	24
	To
	[8.26] 20.39
	m
	m
	[8.26] 20.39
	m
	m

	25
	User-Agent
	[8.26] 20.41
	o
	o
	[8.26] 20.41
	o
	o

	26
	Via
	[8.26] 20.42
	m
	m
	[8.26] 20.42
	m
	m

	c1:
IF A.4/20 THEN o ELSE n/a - - SIP specific event notification extension.

c2:
IF A.4/20 THEN m ELSE n/a - - SIP specific event notification extension.

c3:
IF A.4/7 THEN m ELSE n/a - - authentication between UA and UA.

c4:
IF A.4/11 THEN o ELSE n/a - - insertion of date in requests and responses.

c5:
IF A.4/8A THEN m ELSE n/a - - authentication between UA and proxy.

c6:
IF A.4/6 THEN o ELSE n/a - - timestamping of requests.

c7:
IF A.3/1 AND A.4/25 THEN o ELSE n/a - - UE and private extensions to the Session Initiation Protocol (SIP) for asserted identity within trusted networks.

c9:
IF A.4/37 THEN o ELSE n/a - - security mechanism agreement for the session initiation protocol (note 2).

c10:
IF A.4/37 THEN m ELSE n/a - - security mechanism agreement for the session initiation protocol.

c11:
IF A.4/25 THEN o ELSE n/a - - private extensions to the Session Initiation Protocol (SIP) for asserted identity within trusted networks.

c12:
IF A.4/26 THEN o ELSE n/a - - a privacy mechanism for the Session Initiation Protocol (SIP).

c13:
IF A.4/32 THEN o ELSE n/a - - the P-Called-Party-ID extension.

c14:
IF A.4/33 THEN o ELSE n/a - - the P-Visited-Network-ID extension.

c15:
IF A.4/34 THEN o ELSE n/a - - the P-Access-Network-Info header extension.

c16:
IF A.4/34 AND A.3/1 THEN m ELSE n/a - - the P-Access-Network-Info header extension and UE.

c17:
IF A.4/34 AND (A.3/7A OR A.3/7D) THEN m ELSE n/a - - the P-Access-Network-Info header extension and AS acting as terminating UA or AS acting as third-party call controller.

c18:
IF A.4/36 THEN o ELSE n/a - - the P-Charging-Vector header extension.

c19:
IF A.4/36 THEN m ELSE n/a - - the P-Charging-Vector header extension.

c20:
IF A.4/35 THEN o ELSE n/a - - the P-Charging-Function-Addresses header extension.

c21:
IF A.4/35 THEN m ELSE n/a - - the P-Charging-Function-Addresses header extension.

	NOTE 1:
The strength of this requirement is RECOMMENDED rather than OPTIONAL.

NOTE 2:
Support of this header in this method is dependent on the security mechanism and the security architecture which is implemented. 

NOTE 3:
The strength of this requirement in RFC 3455 [52] is SHOULD NOT, rather than MUST NOT.


***** Next Change ***** 

A.2.2.4.10A
PUBLISH method

Editor's note: The base draft does not yet contain an analysis of header usage within this method, and therefore this clause will have to be reviewed and completed when such an analysis is available.

Prerequisite A.163/15A - - PUBLISH request

Table A.260A: Supported headers within the PUBLISH request

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	Allow
	[8.26] 20.5
	m
	m
	[8.26] 20.5
	i
	i

	4
	Call-ID
	[8.26] 20.8
	m
	m
	[8.26] 20.8
	m
	m

	4A
	Call-Info
	[8.26] 24.9
	m
	m
	[8.26] 24.9
	c4
	c4

	5
	Content-Disposition
	[8.26] 20.11
	m
	m
	[8.26] 20.11
	i
	i

	5A
	Content-Encoding
	[8.26] 20.12
	m
	m
	[8.26] 20.12
	i
	i

	5B
	Content-Language
	[8.26] 20.13
	m
	m
	[8.26] 20.13
	i
	i

	6
	Content-Length
	[8.26] 20.14
	m
	m
	[8.26] 20.14
	m
	m

	7
	Content-Type
	[8.26] 20.15
	m
	m
	[8.26] 20.15
	i
	i

	8
	Cseq
	[8.26] 20.16
	m
	m
	[8.26] 20.16
	m
	m

	9
	Date
	[8.26] 20.17
	m
	m
	[8.26] 20.17
	c2
	c2

	10
	Event
	[8.70] 3.6
	m
	m
	[8.70] 3.6
	m
	m

	11
	Expires
	[8.26] 20.19
	m
	m
	[8.26] 20.19
	i
	i

	12
	From
	[8.26] 20.20
	m
	m
	[8.26] 20.20
	m
	m

	12A
	In-Reply-To
	[8.26] 20.21
	m
	m
	[8.26] 20.21
	i
	i

	13
	Max-Forwards
	[8.26] 20.22
	m
	m
	[8.26] 20.22
	m
	m

	14
	MIME-Version
	[8.26] 20.24
	m
	m
	[8.26] 20.24
	i
	i

	15
	Organization
	[8.26] 20.25
	m
	m
	[8.26] 20.25
	c3
	c3

	15A
	P-Access-Network-Info
	[8.52] 4.4
	c23
	c23
	[8.52] 4.4
	c24
	c24

	15B
	P-Asserted-Identity
	[8.34] 9.1
	c10
	c10
	[8.34] 9.1
	c11
	c11

	15C
	P-Called-Party-ID
	[8.52] 4.2
	c14
	c14
	[8.52] 4.2
	c15
	c16

	15D
	P-Charging-Function-Addresses
	[8.52] 4.5
	c21
	c21
	[8.52] 4.5
	c22
	c22

	15E
	P-Charging-Vector
	[8.52] 4.6
	c19
	c19
	[8.52] 4.6
	c20
	c20

	15F
	P-Preferred-Identity
	[8.34] 9.2
	x
	x
	[8.34] 9.2
	c9
	c9

	15G
	P-Visited-Network-ID
	[8.52] 4.3
	c17
	n/a
	[8.52] 4.3
	c18
	n/a

	15H
	Priority
	[8.26] 20.26
	m
	m
	[8.26] 20.26
	i
	i

	15I
	Privacy
	[8.33] 4.2
	c12
	c12
	[8.33] 4.2
	c13
	c13

	16
	Proxy-Authorization
	[8.26] 20.28
	m
	m
	[8.26] 20.28
	c7
	c7

	17
	Proxy-Require
	[8.26] 20.29
	m
	m
	[8.26] 20.29
	m
	m

	19A
	Reply-To
	[8.26] 20.31
	m
	m
	[8.26] 20.31
	i
	i

	20
	Require
	[8.26] 20.32
	m
	m
	[8.26] 20.32
	c5
	c5

	21
	Route
	[8.26] 20.34
	m
	m
	[8.26] 20.34
	m
	m

	21A
	Security-Client
	[8.48] 2.3.1
	x
	x
	[8.48] 2.3.1
	c25
	c25

	21B
	Security-Verify
	[8.48] 2.3.1
	x
	x
	[8.48] 2.3.1
	c26
	c26

	21C
	Subject
	[8.26] 20.36
	m
	m
	[8.26] 20.36
	i
	i

	22
	Supported
	[8.26] 20.37
	m
	m
	[8.26] 20.37
	c6
	c6

	23
	Timestamp
	[8.26] 20.38
	m
	m
	[8.26] 20.38
	i
	i

	24
	To
	[8.26] 20.39
	m
	m
	[8.26] 20.39
	m
	m

	25
	User-Agent
	[8.26] 20.41
	m
	m
	[8.26] 20.41
	i
	i

	26
	Via
	[8.26] 20.42
	m
	m
	[8.26] 20.42
	m
	m

	c2:
IF A.162/9 THEN m ELSE i - - insertion of date in requests and responses.

c3:
IF A.162/19A OR A.162/19B THEN m ELSE i - - reading, adding or concatenating the Organization header.

c4:
IF A.162/19C OR A.162/19D THEN m ELSE i - - reading, adding or concatenating the Call-Info header.

c5:
IF A.162/11 OR A.162/13 THEN m ELSE i - - reading the contents of the Require header before proxying the request or response or adding or modifying the contents of the Require header before proxying the request or response for methods other than REGISTER.

c6:
IF A.162/16 THEN m ELSE i - - reading the contents of the Supported header before proxying the response.

c7:
IF A.162/8A THEN m ELSE i - - authentication between UA and proxy.

c9:
IF A.162/30A THEN m ELSE n/a - - act as first entity within the trust domain for asserted identity.

c10:
IF A.162/30 THEN m ELSE n/a - - extensions to the Session Initiation Protocol (SIP) for asserted identity within trusted networks.

c11:
IF A.162/30A or A.162/30B THEN m ELSE i - - extensions to the Session Initiation Protocol (SIP) for asserted identity within trusted networks or subsequent entity within trust network that can route outside the trust network.

c12:
IF A.162/31 THEN m ELSE n/a - - a privacy mechanism for the Session Initiation Protocol (SIP).

c13:
IF A.162/31D OR A.162/31G THEN m ELSE IF A.162/31C THEN i ELSE n/a - - application of the privacy option "header" or application of the privacy option "id" or passing on of the Privacy header transparently.

c14:
IF A.162/37 THEN m ELSE n/a - - the P-Called-Party-ID header extension.

c15:
IF A.162/37 THEN i ELSE n/a - - the P-Called-Party-ID header extension.

c16:
IF A.162/37 AND A.3/2 THEN m ELSE IF A.162/37 AND A.3/3 THEN i ELSE n/a - - the P-Called-Party-ID header extension and P-CSCF or I-CSCF.

c17:
IF A.162/38 THEN m ELSE n/a - - the P-Visited-Network-ID header extension.

c18:
IF A.162/39 THEN m ELSE i - - reading, or deleting the P-Visited-Network-ID header before proxying the request or response.

c19:
IF A.162/45 THEN m ELSE n/a - - the P-Charging-Vector header extension.

c20:
IF A.162/46 THEN m ELSE IF A.162/45 THEN i ELSE n/a - - adding, deleting, reading or modifying the P-Charging-Vector header before proxying the request or response or the P-Charging-Vector header extension.

c21:
IF A.162/44 THEN m ELSE n/a - - the P-Charging-Function-Addresses header extension.

c22:
IF A.162/44A THEN m ELSE IF A.162/44 THEN i ELSE n/a - - adding, deleting or  reading the P-Charging-Function-Addresses header before proxying the request or response, or the P-Charging-Function-Addresses header extension.

c23:
IF A.162/43 THEN x ELSE IF A.162/41 THEN m ELSE n/a - - act as subsequent entity within trust network for access network information that can route outside the trust network, the P-Access-Network-Info header extension.

c24:
IF A.162/43 THEN m ELSE IF A.162/41 THEN i ELSE n/a - - act as subsequent entity within trust network for access network information that can route outside the trust network, the P-Access-Network-Info header extension.

c25:
IF A.4/37 THEN o ELSE n/a - - security mechanism agreement for the session initiation protocol (note).

c26:
IF A.4/37 THEN m ELSE n/a - - security mechanism agreement for the session initiation protocol.

	NOTE:
Support of this header in this method is dependent on the security mechanism and the security architecture which is implemented.





3GPP


