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Introduction

The following issues are identified and changes proposed:

1. In the fourth paragraph there is a statement that indicates the 3GPP AAA proxy is outside the scope of this specification. This could be taken to imply that the roaming scenarion defined in 3GPP TS 23.234 is not covered. The statement is therefore modified to indicate that the 3GPP AAA proxy is transparent to signalling within the scope of this specification. Note that if this paragraph is retained in its existing form, then at least the "," is inappropriate for separating the two parts of this paragraph.

2. The final paragraph, while correct, introduces concepts that do not appear to be relevant to the scope and therefore it is proposed to delete this paragraph. 

3. A number of editorial changes are also introduced.

Proposal 1

1
Scope

The present document specifies the WLAN AN selection, WLAN PLMN selection, WLAN Authentication and WLAN Access Authorization procedures used for the interworking of the 3GPP System and WLAN ANs.

The present document is applicable to the WLAN User Equipment (UE) and the network. In this technical specification the network includes the WLAN AN and  3GPP network.  

WLAN AN selection and WLAN PLMN selection are performed between the WLAN UE and the WLAN AN. 

Authentication signalling is transported through 3GPP AAA proxies in roaming situations. The 3GPP AAA proxy is transparent to signalling within the scope of this specification.

WLAN authentication and authorization signalling is carried between WLAN-UE and WLAN AN by WLAN Access Technology specific protocols. The transport of WLAN authentication signalling in the PLMN networks is done over Wr/Ws reference point as defined in 3GPP TS 29.234 [6].

These procedures are defined in terms of EAP messages which are encapsulated in RADIUS and/or Diameter frames in the Wr/Ws reference point. Details of the security framework for the end-to-end WLAN authentication are covered in 3GPP TS 33.234 [7].  The transport of the end-to-end WLAN authentication signalling between WLAN AN and 3GPP network are covered in 3GPP TS 29.234 [6].
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