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Introduction

The work item IMSCOOP introduces terminology to be used that is independent of the access network.

It is proposed that this terminology is adopted in other specifications. This proposal makes appropriate modifications to 24.847.

In summary the following changes are made:

1. "serving access network" is replaced with "serving IP-CAN";

2. "GPRS access network information" is replaced with "access network charging information".

Information within the tables is still GPRS specific, but these tables are examples.

The abbreviation and the term are defined in the main part of the document.

Proposal

Add the following material to subclause 3.1 Definitions:

For the purposes of the present document, the following terms and definitions given in 3GPP TS 23.228 [7] subclause 4.3.3.1 and subclause 4.6 apply:

IP-Connectivity Access Network (IP-CAN)

Add the following material to clause 3.2 Abbreviations:

IP-CAN
IP-Connectivity Access Network

Change the following clauses as shown:


A.3.2
User automatically creating a conference with a Conference Factory URI

A.3.2.1
User in home network

[not included]

1.
INVITE (UE to P-CSCF) - see example in table A.3.2.1-1


A user agent wants to create a conference. For this purpose the user agent is aware of a conference-factory URI that was obtained by means outside this specification (e.g. due to pre-configuration or via other protocols, such as http)


The UE determines the complete set of codecs that it is capable of supporting for this conference. It builds a SDP Offer containing bandwidth requirements and characteristics of each, and assigns local port numbers for each possible media flow. Multiple media flows may be offered, and for each media flow (m= line in SDP), there may be multiple codec choices offered.


For this example, it is assumed that UE#1 is willing to establish a multimedia session comprising a video stream and an audio stream. The video stream supports two codecs, either H.263 or MPEG-4 Visual. The audio stream supports the AMR codec.
UE sends the INVITE request to the P-CSCF.

Table A.3.2.1-1: INVITE (UE to P-CSCF)

INVITE sip:conference-factory1@mrfc1.home1.net SIP/2.0

Via: SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]:1357;comp=sigcomp;branch=z9hG4bKnashds7

Max-Forwards: 70

Route: <sip:pcscf1.visited1.net:7531;lr;comp=sigcomp>, <sip:orig@scscf1.home1.net;lr>

P-Preferred-Identity: "John Doe" <sip:user1_public1@home1.net>

P-Access-Network-Info: 3GPP-UTRAN-TDD; utran-cell-id-3gpp=234151D0FCE11

Privacy: none

From: <sip:user1_public1@home1.net>; tag=171828

To: <sip:conference-factory1@mrfc1.home1.net>

Call-ID: cb03a0s09a2sdfglkj490333 

Cseq: 127 INVITE

Require: precondition, sec-agree

Proxy-Require: sec-agree

Supported: 100rel

Security-Verify: ipsec-3gpp; q=0.1; alg=hmac-sha-1-96; spi=87654321; port1=7531

Contact: <sip:[5555::aaa:bbb:ccc:ddd]:1357;comp=sigcomp>

Allow: INVITE, ACK, CANCEL, BYE, PRACK, UPDATE, REFER, MESSAGE
Content-Type: application/sdp 

Content-Length: (…)

v=0

o=- 2987933615 2987933615 IN IP6 5555::aaa:bbb:ccc:ddd

s=-

c=IN IP6 5555::aaa:bbb:ccc:ddd 

t=0 0

m=video 3400 RTP/AVP 98 99

b=AS:75

a=curr:qos local none

a=curr:qos remote none

a=des:qos mandatory local sendrecv

a=des:qos none remote sendrecv

a=rtpmap:98 H263

a=fmtp:98 profile-level-id=0
a=rtpmap:99:MPVMP4V-ES
m=audio 3456 RTP/AVP 97 96

b=AS:25.4

a=curr:qos local none

a=curr:qos remote none

a=des:qos mandatory local sendrecv

a=des:qos none remote sendrecv

a=rtpmap:97 AMR 

a=fmtp:97 mode-set=0,2,5,7; maxframes=2

a=rtpmap:96 telephone-event
Request-URI:
contains the conference factory URI.

Via:
contains the IP address or FQDN of the originating UE.

Route:
contains the P-CSCF address learnt during P-CSCF discovery, plus the elements from the Service-Route header from registration. The P-CSCF URI contains the port number learnt during the security agreement negotiation

Privacy:
the user does not require privacy, therefore the Privacy header is set to the value “none” as specified in RFC 3325 [17] and RFC 3323 [13].

P-Preferred-Identity: the user provides a hint about the identity to be used for this session.

P-Access-Network-Info: the UE provides the access-type and access-info, related to the serving IP-CAN as specified in sub-clause ' Additional coding rules for P-Access-Network-Info header', in 3GPP TS 24.229 [16].

From:
the user does not require privacy, the From header contains the value requested by the user.

To:
same as the Request-URI.

Cseq:
is a random starting number.

Security-Verify: 
Contains the security agreement as represented by the received Security-Server header.

Contact:
is a SIP URI that contains the IP address or FQDN of the originating UE.

SDP
The SDP contains a set of codecs supported by UE#1 and desired by the user at UE#1 for this session.

[not included]

14.
PRACK (UE to P-CSCF) - see example in table A.3.2.1-14

The UE determines which media flows should be used for this session, and which codecs should be used for each of those media flows. If there was any change in media flows, or if there was more than one choice of codec for a media flow, then UE includes a new SDP offer in the PRACK message sent to the MRFC/AS.


For this example, assume the UE chooses H.263 as the codec to use for the single video stream. Therefore, UE#1 sends a new SDP offer in the PRACK request.

Table A.3.2.1-14: PRACK (UE to P-CSCF)

PRACK sip:lmaa234269@mrfc1.home1.net SIP/2.0

Via: SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]:1357;comp=sigcomp;branch=z9hG4bKnashds7

Max-Forwards: 70

P-Access-Network-Info: 3GPP-UTRAN-TDD; utran-cell-id-3gpp=234151D0FCE11

Route: <sip:pcscf1.visited1.net:7531;lr;comp=sigcomp>, <sip:scscf1.home1.net;lr> From: <sip:user1_public1@home1.net>; tag=171828

To: <sip:conference-factory1@mrfc1.home1.net>;tag=314159

Call-ID: cb03a0s09a2sdfglkj490333

Cseq: 128 PRACK

Require: precondition, sec-agree

Proxy-Require: sec-agree

Security-Verify: ipsec-3gpp; q=0.1; alg=hmac-sha-1-96; spi=87654321; port1=7531

RAck: 9021 127 INVITE

Content-Type: application/sdp 

Content-Length: (…)

v=0

o=- 2987933615 2987933616 IN IP6 5555::aaa:bbb:ccc:ddd

s=-

c=IN IP6 5555::aaa:bbb:ccc:ddd

t=0 0

m=video 3400 RTP/AVP 98

b=AS:75

a=curr:qos local none

a=curr:qos remote none

a=des:qos mandatory local sendrecv

a=des:qos mandatory remote sendrecv

a=rtpmap:98 H263

a=fmtp:98 profile-level-id=0
m=audio 3456 RTP/AVP 97 96

b=AS:25.4

a=curr:qos local none

a=curr:qos remote none

a=des:qos mandatory local sendrecv

a=des:qos mandatory remote sendrecv

a=rtpmap:97 AMR

a=fmtp:97 mode-set=0,2,5,7; maxframes=2

a=rtpmap:96 telephone-event

Request-URI:
takes the value of the Contact header of the received 183 Session Progress response.

Via:
takes the value of either the IP address or FQDN of the originating UE.

P-Access-Network-Info: the UE provides the access-type and access-info, related to the serving IP-CAN as specified in sub-clause ' Additional coding rules for P-access-network-info header', in 3GPP TS 24.229 [5].

From:/To:/Call-ID: copied from the 183 Session Progress response so that they include any tag parameter.

Cseq:
takes a higher value than that in the previous request.

Security-Verify: 
Contains the security agreement as represented by the received Security-Server header.

[not included]

22.
UPDATE (UE to P-CSCF) – see example in table A.3.2.1-22

When the resource reservation is completed, UE sends the UPDATE request to the MRFC/AS, via the signalling path established by the INVITE request.

Table A.3.2.1-22: UPDATE (UE to P-CSCF)

UPDATE sip:lmaa234269@mrfc1.home1.net SIP/2.0

Via: SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]:1357;comp=sigcomp;branch=z9hG4bKnashds7

Max-Forwards: 70

Route: <sip:pcscf1.visited1.net:7531;lr;comp=sigcomp>, <sip:scscf1.home1.net;lr>

P-Access-Network-Info: 3GPP-UTRAN-TDD; utran-cell-id-3gpp=234151D0FCE11

From: <sip:user1_public1@home1.net>; tag=171828

To: <sip:conference-factory1@mrfc1.home1.net>;tag=314159

Call-ID: cb03a0s09a2sdfglkj490333

Cseq: 129 UPDATE

Require: sec-agree

Proxy-Require: sec-agree

Security-Verify: ipsec-3gpp; q=0.1; alg=hmac-sha-1-96; spi=87654321; port1=7531

Content-Type: application/sdp 

Content-Length: (…)

v=0

o=- 2987933615 2987933617 IN IP6 5555::aaa:bbb:ccc:ddd

s=-

c=IN IP6 5555::aaa:bbb:ccc:ddd

t=0 0

m=video 0 RTP/AVP 98

b=AS:75

a=curr:qos local sendrecv

a=curr:qos remote none

a=des:qos mandatory local sendrecv

a=des:qos mandatory remote sendrecv

a=rtpmap:98 H263

a=fmtp:98 profile-level-id=0

m=audio 3456 RTP/AVP 97 96

b=AS:25.4

a=curr:qos local sendrecv

a=curr:qos remote none

a=des:qos mandatory local sendrecv

a=des:qos mandatory remote sendrecv

a=rtpmap:97 AMR

a=fmtp:97 mode-set=0,2,5,7; maxframes=2

a=rtpmap:96 telphone-event

Request-URI:
takes the value of the Contact header of the received 183 Session Progress response.

Via:
takes the value of either the IP address or FQDN of the originating UE.

P-Access-Network-Info: the UE provides the access-type and access-info, related to the serving IP-CAN as specified in sub-clause ' Additional coding rules for P-access-network-info header', in 3GPP TS 24.229 [16].

From:/To:/Call-ID: copied from the 183 Session Progress response so that they include any tag parameters.

Cseq:
takes a higher value than that in the previous request.

Security-Verify: 
Contains the security agreement as represented by the received Security-Server header.


The SDP indicates that the resource reservation was successful in the local segment.

23.
UPDATE (P-CSCF to S-CSCF) – see example in table A.3.2.1-23

The P-CSCF removes the Security-Verify header and associated "sec-agree" option-tags prior to forwarding the request. As the Require and Proxy-Require headers are empty, it removes these headers completely.


The P-CSCF forwards the UPDATE request to S-CSCF.

Table A.3.2.1-23: UPDATE (P-CSCF to S-CSCF)

UPDATE sip:lmaa234269@mrfc1.home1.net SIP/2.0

Via: SIP/2.0/UDP pcscf1.visited1.net;branch=z9hG4bK240f34.1, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]:1357;comp=sigcomp;branch=z9hG4bKnashds7

Max-Forwards: 69

P-Access-Network-Info: 

P-Charging-Vector: icid-value="AyretyU0dm+6O2IrT5tAFrbHLso=023551024"; ggsn=[5555::4b4:3c3:2d2:1e1]; pdp-sig=no; gcid=723084371; auth-token=43876559; flow-id=3

Route: <sip:scscf1.home1.net;lr>

From: 

To: 

Call-ID: 

Cseq: 

Content-Type: 

Content-Length: 

v=

o=

s=

c=

t=

m=

m=

m=

b=

a=

a=

a=

a=

a=

a=

m=

b=

a=

a=

a=

a=

a=

a=

a=

P-Access-Network-Info: this header contains information from the UE.

P-Charging-Vector: The P-CSCF added the access network charging information to this header, which is removed and stored by the S-CSCF.

[not included]

33.
ACK (UE to P-CSCF) – see example in table A.3.2.1-33

UE starts the media flow for this session, and responds to the 200 OK (32) with an ACK request sent to P-CSCF.

Table A.3.2.1-33: ACK (UE to P-CSCF)

ACK sip:conference1@mrfc1.home1.net:2342 SIP/2.0

Via: SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]:1357;comp=sigcomp;branch=z9hG4bKnashds7

Max-Forwards: 70

P-Access-Network-Info: 3GPP-UTRAN-TDD; utran-cell-id-3gpp=234151D0FCE11

Route: <sip:pcscf1.visited1.net:7531;lr;comp=sigcomp>, <sip:scscf1.home1.net;lr>From: <sip:user1_public1@home1.net>; tag=171828

To: <sip:conference-factory1@mrfc1.home1.net>;tag=314159

Call-ID: cb03a0s09a2sdfglkj490333

Cseq: 127 ACK

Content-Length: 0

P-Access-Network-Info: the UE provides the access-type and access-info, related to the serving IP-CAN as specified in sub-clause ' Additional coding rules for P-access-network-info header', in 3GPP TS 24.229 [16].
Cseq:
is required to be the same value as Cseq contained in original INVITE request [3].

[not included]

A.3.2.2
User in different network

[not included]

1.
INVITE (UE to P-CSCF) - see example in table A.3.2.2-1


A user agent wants to create a conference to a MRFC/AS in other network. For this purpose the user agent is aware of a conference-factory URI that was obtained by means outside this specification (e.g. due to pre-configuration or via other protocols, such as http)


The UE determines the complete set of codecs that it is capable of supporting for this conference. It builds a SDP Offer containing bandwidth requirements and characteristics of each, and assigns local port numbers for each possible media flow. Multiple media flows may be offered, and for each media flow (m= line in SDP), there may be multiple codec choices offered.


For this example, it is assumed that UE#1 is willing to establish a multimedia session comprising a video stream and an audio stream. The video stream supports two codecs, either H.263 or MPEG-4 Visual. The audio stream supports the AMR codec.
UE sends the INVITE request to the P-CSCF.

Table A.3.2.2-1: INVITE (UE to P-CSCF)

INVITE sip:conference-factory@home2.net SIP/2.0

Via: SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]:1357;comp=sigcomp;branch=z9hG4bKnashds7

Max-Forwards: 70

Route: <sip:pcscf1.visited1.net:7531;lr;comp=sigcomp>, <sip:orig@scscf1.home1.net;lr>

P-Preferred-Identity: "John Doe" <sip:user1_public1@home1.net>

P-Access-Network-Info: 3GPP-UTRAN-TDD; utran-cell-id-3gpp=234151D0FCE11

Privacy: none

From: <sip:user1_public1@home1.net>; tag=171828

To: <sip:conference-factory@home2.net>

Call-ID: cb03a0s09a2sdfglkj490333 

Cseq: 127 INVITE

Require: precondition, sec-agree

Proxy-Require: sec-agree

Supported: 100rel

Security-Verify: ipsec-3gpp; q=0.1; alg=hmac-sha-1-96; spi=87654321; port1=7531

Contact: <sip:[5555::aaa:bbb:ccc:ddd]:1357;comp=sigcomp>

Allow: INVITE, ACK, CANCEL, BYE, PRACK, UPDATE, REFER, MESSAGE
Content-Type: application/sdp 

Content-Length: (…)

v=0

o=- 2987933615 2987933615 IN IP6 5555::aaa:bbb:ccc:ddd

s=-

c=IN IP6 5555::aaa:bbb:ccc:ddd 

t=0 0

m=video 3400 RTP/AVP 98 99

b=AS:75

a=curr:qos local none

a=curr:qos remote none

a=des:qos mandatory local sendrecv

a=des:qos none remote sendrecv

a=rtpmap:98 H263

a=fmtp:98 profile-level-id=0
a=rtpmap:99:MPVMP4V-ES
m=audio 3456 RTP/AVP 97 96

b=AS:25.4

a=curr:qos local none

a=curr:qos remote none

a=des:qos mandatory local sendrecv

a=des:qos none remote sendrecv

a=rtpmap:97 AMR 

a=fmtp:97 mode-set=0,2,5,7; maxframes=2

a=rtpmap:96 telephone-event
Request-URI:
contains the conference factory URI.

Via:
contains the IP address or FQDN of the originating UE.

Route:
contains the P-CSCF address learnt during P-CSCF discovery, plus the elements from the Service-Route header from registration. The P-CSCF URI contains the port number learnt during the security agreement negotiation

Privacy:
the user does not require privacy, therefore the Privacy header is set to the value “none” as specified in RFC 3325 [17] and RFC 3323 [13].

P-Preferred-Identity: the user provides a hint about the identity to be used for this session.

P-Access-Network-Info: the UE provides the access-type and access-info, related to the serving IP-CAN as specified in sub-clause ' Additional coding rules for P-Access-Network-Info header', in 3GPP TS 24.229 [16].

From:
the user does not require privacy, the From header contains the value requested by the user.

To:
same as the Request-URI.

Cseq:
is a random starting number.

Security-Verify: 
Contains the security agreement as represented by the received Security-Server header.

Contact:
is a SIP URI that contains the IP address or FQDN of the originating UE.

SDP
The SDP contains a set of codecs supported by UE#1 and desired by the user at UE#1 for this session.

[not included]

18.
PRACK (UE to P-CSCF) - see example in table A.3.2.2-18

The UE determines which media flows should be used for this session, and which codecs should be used for each of those media flows. If there was any change in media flows, or if there was more than one choice of codec for a media flow, then UE includes a new SDP offer in the PRACK message sent to the MRFC/AS.


For this example, assume the UE chooses H.263 as the codec to use for the single video stream. Therefore, UE#1 sends a new SDP offer in the PRACK request.

Table A.3.2.2-18: PRACK (UE to P-CSCF)

PRACK sip:conference1@mrfc1.home2.net SIP/2.0

Via: SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]:1357;comp=sigcomp;branch=z9hG4bKnashds7

Max-Forwards: 70

P-Access-Network-Info: 3GPP-UTRAN-TDD; utran-cell-id-3gpp=234151D0FCE11

Route: <sip:pcscf1.visited1.net:7531;lr;comp=sigcomp>, <sip:scscf1.home1.net;lr> 

From: <sip:user1_public1@home1.net>; tag=171828

To: <sip:conference-factory1@home2.net>;tag=314159

Call-ID: cb03a0s09a2sdfglkj490333

Cseq: 128 PRACK

Require: precondition, sec-agree

Proxy-Require: sec-agree

Security-Verify: ipsec-3gpp; q=0.1; alg=hmac-sha-1-96; spi=87654321; port1=7531

RAck: 9021 127 INVITE

Content-Type: application/sdp 

Content-Length: (…)

v=0

o=- 2987933615 2987933616 IN IP6 5555::aaa:bbb:ccc:ddd

s=-

c=IN IP6 5555::aaa:bbb:ccc:ddd

t=0 0

m=video 3400 RTP/AVP 98

b=AS:75

a=curr:qos local none

a=curr:qos remote none

a=des:qos mandatory local sendrecv

a=des:qos mandatory remote sendrecv

a=rtpmap:98 H263

a=fmtp:98 profile-level-id=0
m=audio 3456 RTP/AVP 97 96

b=AS:25.4

a=curr:qos local none

a=curr:qos remote none

a=des:qos mandatory local sendrecv

a=des:qos mandatory remote sendrecv

a=rtpmap:97 AMR

a=fmtp:97 mode-set=0,2,5,7; maxframes=2

a=rtpmap:96 telephone-event

Request-URI:
takes the value of the Contact header of the received 183 Session Progress response.

Via:
takes the value of either the IP address or FQDN of the originating UE.

P-Access-Network-Info: the UE provides the access-type and access-info, related to the serving IP-CAN as specified in sub-clause ' Additional coding rules for P-access-network-info header', in 3GPP TS 24.229 [5].

From:/To:/Call-ID: copied from the 183 Session Progress response so that they include any tag parameter.

Cseq:
takes a higher value than that in the previous request.

Security-Verify: 
Contains the security agreement as represented by the received Security-Server header.

[not included]

26.
UPDATE (UE to P-CSCF) – see example in table A.3.2.2-26

When the resource reservation is completed, UE sends the UPDATE request to the MRFC/AS, via the signalling path established by the INVITE request.

Table A.3.2.2-26: UPDATE (UE to P-CSCF)

UPDATE sip:conference1@mrfc1.home2.net SIP/2.0

Via: SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]:1357;comp=sigcomp;branch=z9hG4bKnashds7

Max-Forwards: 70

Route: <sip:pcscf1.visited1.net:7531;lr;comp=sigcomp>, <sip:scscf1.home1.net;lr>

P-Access-Network-Info: 3GPP-UTRAN-TDD; utran-cell-id-3gpp=234151D0FCE11

From: <sip:user1_public1@home1.net>; tag=171828

To: <sip:conference-factory1@home2.net>;tag=314159

Call-ID: cb03a0s09a2sdfglkj490333

Cseq: 129 UPDATE

Require: sec-agree

Proxy-Require: sec-agree

Security-Verify: ipsec-3gpp; q=0.1; alg=hmac-sha-1-96; spi=87654321; port1=7531

Content-Type: application/sdp 

Content-Length: (…)

v=0

o=- 2987933615 2987933617 IN IP6 5555::aaa:bbb:ccc:ddd

s=-

c=IN IP6 5555::aaa:bbb:ccc:ddd

t=0 0

m=video 0 RTP/AVP 98

b=AS:75

a=curr:qos local sendrecv

a=curr:qos remote none

a=des:qos mandatory local sendrecv

a=des:qos mandatory remote sendrecv

a=rtpmap:98 H263

a=fmtp:98 profile-level-id=0

m=audio 3456 RTP/AVP 97 96

b=AS:25.4

a=curr:qos local sendrecv

a=curr:qos remote none

a=des:qos mandatory local sendrecv

a=des:qos mandatory remote sendrecv

a=rtpmap:97 AMR

a=fmtp:97 mode-set=0,2,5,7; maxframes=2

a=rtpmap:96 telphone-event

Request-URI:
takes the value of the Contact header of the received 183 Session Progress response.

Via:
takes the value of either the IP address or FQDN of the originating UE.

P-Access-Network-Info: the UE provides the access-type and access-info, related to the serving IP-CAN as specified in sub-clause ' Additional coding rules for P-access-network-info header', in 3GPP TS 24.229 [16].

From:/To:/Call-ID: copied from the 183 Session Progress response so that they include any tag parameters.

Cseq:
takes a higher value than that in the previous request.

Security-Verify: 
Contains the security agreement as represented by the received Security-Server header.


The SDP indicates that the resource reservation was successful in the local segment.

27.
UPDATE (P-CSCF to S-CSCF) – see example in table A.3.2.2-27

The P-CSCF removes the Security-Verify header and associated "sec-agree" option-tags prior to forwarding the request. As the Require and Proxy-Require headers are empty, it removes these headers completely.


The P-CSCF forwards the UPDATE request to S-CSCF.

Table A.3.2.2-27: UPDATE (P-CSCF to S-CSCF)

UPDATE sip:conferece1@mrfc1.home2.net SIP/2.0

Via: SIP/2.0/UDP pcscf1.visited1.net;branch=z9hG4bK240f34.1, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]:1357;comp=sigcomp;branch=z9hG4bKnashds7

Max-Forwards: 69

P-Access-Network-Info: 

P-Charging-Vector: icid-value="AyretyU0dm+6O2IrT5tAFrbHLso=023551024"; ggsn=[5555::4b4:3c3:2d2:1e1]; pdp-sig=no; gcid=723084371; auth-token=43876559; flow-id=3

Route: <sip:scscf1.home1.net;lr>

From: 

To: 

Call-ID: 

Cseq: 

Content-Type: 

Content-Length: 

v=

o=

s=

c=

t=

m=

m=

m=

b=

a=

a=

a=

a=

a=

a=

m=

b=

a=

a=

a=

a=

a=

a=

a=

P-Access-Network-Info: this header contains information from the UE.

P-Charging-Vector: The P-CSCF added the access network charging information to this header, which is removed and stored by the S-CSCF.

[not included]

38.
ACK (UE to P-CSCF) – see example in table A.3.2.2-38

UE starts the media flow for this session, and responds to the 200 OK (32) with an ACK request sent to P-CSCF.

Table A.3.2.2-38: ACK (UE to P-CSCF)

ACK sip:conference1@mrfc1.home2.net SIP/2.0

Via: SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]:1357;comp=sigcomp;branch=z9hG4bKnashds7

Max-Forwards: 70

P-Access-Network-Info: 3GPP-UTRAN-TDD; utran-cell-id-3gpp=234151D0FCE11

Route: <sip:pcscf1.visited1.net:7531;lr;comp=sigcomp>, <sip:scscf1.home1.net;lr>

From: <sip:user1_public1@home1.net>; tag=171828

To: <sip:conference-factory1@home2.net>;tag=314159

Call-ID: cb03a0s09a2sdfglkj490333

Cseq: 127 ACK

Content-Length: 0

P-Access-Network-Info: the UE provides the access-type and access-info, related to the serving IP-CAN as specified in sub-clause ' Additional coding rules for P-access-network-info header', in 3GPP TS 24.229 [16].
Cseq:
is required to be the same value as Cseq contained in original INVITE request [3].

[not included]

A.3.3
User automatically creating a conference with a Conference URI

A.3.3.1
User in home network

A.3.4
User creating a conference by manually dialing into the IMS

A.3.4.1
User in home network

A.3.5 
User creating a conference from two existing connections (Three-way session), users in different networks

A.3.5.1

User in home network

Editor's Note: This section shows how a Three-way session (see 3GPP TS 23.228, section 5.11.A.3.3) can be established

A.4
Flows demonstrating a user joining a conference

A.4.1
Introduction

A.4.2
User calling into a conference

A.4.2.1 
User in a different network

A.4.2.1.1
Conference URI does not include a FQDN

[not included]

1.
INVITE (UE to P-CSCF) - see example in table A.4.2.1.1-1


A user agent wants to join a conference. For this purpose the user agent is aware of the related conference URI that was obtained by means outside this specification (e.g. via other protocols, such as http)


The UE determines the complete set of codecs that it is capable of supporting for this conference. It builds a SDP Offer containing bandwidth requirements and characteristics of each, and assigns local port numbers for each possible media flow. Multiple media flows may be offered, and for each media flow (m= line in SDP), there may be multiple codec choices offered.


For this example, it is assumed that UE#1 is willing to establish a multimedia session comprising a video stream and an audio stream. The video stream supports two codecs, either H.263 or MPEG-4 Visual. The audio stream supports the AMR codec.capable of sending two simultaneous video streams, either H261 or
UE sends the INVITE request to the P-CSCF.

Table A.4.2.1.1-1: INVITE (UE to P-CSCF)

INVITE sip:conference1@home2.net SIP/2.0

Via: SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]:1357;comp=sigcomp;branch=z9hG4bKnashds7

Max-Forwards: 70

Route: <sip:pcscf1.visited1.net:7531;lr;comp=sigcomp>, <sip:orig@scscf1.home1.net;lr>

P-Preferred-Identity: "John Doe" <sip:user1_public1@home1.net>

P-Access-Network-Info: 3GPP-UTRAN-TDD; utran-cell-id-3gpp=234151D0FCE11

Privacy: none

From: <sip:user1_public1@home1.net>; tag=171828

To: <sip:conference1@home2.net>

Call-ID: cb03a0s09a2sdfglkj490333 

Cseq: 127 INVITE

Require: precondition, sec-agree

Proxy-Require: sec-agree

Supported: 100rel

Security-Verify: ipsec-3gpp; q=0.1; alg=hmac-sha-1-96; spi=87654321; port1=7531

Contact: <sip:[5555::aaa:bbb:ccc:ddd]:1357;comp=sigcomp>

Allow: INVITE, ACK, CANCEL, BYE, PRACK, UPDATE, REFER, MESSAGE
Content-Type: application/sdp 

Content-Length: (…)

v=0

o=- 2987933615 2987933615 IN IP6 5555::aaa:bbb:ccc:ddd

s=-

c=IN IP6 5555::aaa:bbb:ccc:ddd 

t=0 0

m=video 3400 RTP/AVP 98 99

b=AS:75

a=curr:qos local none

a=curr:qos remote none

a=des:qos mandatory local sendrecv

a=des:qos none remote sendrecv

a=rtpmap:98 H263

a=fmtp:98 profile-level-id=0
a=rtpmap:99:MPVMP4V-ES
m=audio 3456 RTP/AVP 97 96

b=AS:25.4

a=curr:qos local none

a=curr:qos remote none

a=des:qos mandatory local sendrecv

a=des:qos none remote sendrecv

a=rtpmap:97 AMR 

a=fmtp:97 mode-set=0,2,5,7; maxframes=2

a=rtpmap:96 telephone-event
Request-URI:
contains the conference URI.

Via:
contains the IP address or FQDN of the originating UE.

Route:
contains the P-CSCF address learnt during P-CSCF discovery, plus the elements from the Service-Route header from registration. The P-CSCF URI contains the port number learnt during the security agreement negotiation

Privacy:
the user does not require privacy, therefore the Privacy header is set to the value “none” as specified in RFC 3325 [17] and RFC 3323 [13].

P-Preferred-Identity: the user provides a hint about the identity to be used for this session.

P-Access-Network-Info: the UE provides the access-type and access-info, related to the serving IP-CAN as specified in sub-clause ' Additional coding rules for P-Access-Network-Info header', in 3GPP TS 24.229 [16].

From:
the user does not require privacy, the From header contains the value requested by the user.

To:
same as the Request-URI.

Cseq:
is a random starting number.

Security-Verify: 
Contains the security agreement as represented by the received Security-Server header.

Contact:
is a SIP URI that contains the IP address or FQDN of the originating UE.

SDP
The SDP contains a set of codecs supported by UE#1 and desired by the user at UE#1 for this session.

[not included]

17.
PRACK (UE to P-CSCF) - see example in table A.4.2.1.1-17

The UE determines which media flows should be used for this session, and which codecs should be used for each of those media flows. If there was any change in media flows, or if there was more than one choice of codec for a media flow, then UE includes a new SDP offer in the PRACK message sent to the MRFC/AS.


For this example, assume the UE chooses H.263 as the codec to use for the single video stream. Therefore, UE#1 sends a new SDP offer in the PRACK request.

Table A.4.2.1.1-17: PRACK (UE to P-CSCF)

PRACK sip:conference1@home2.net SIP/2.0

Via: SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]:1357;comp=sigcomp;branch=z9hG4bKnashds7

Max-Forwards: 70

P-Access-Network-Info: 3GPP-UTRAN-TDD; utran-cell-id-3gpp=234151D0FCE11

Route: <sip:pcscf1.visited1.net:7531;lr;comp=sigcomp>, <sip:scscf1.home1.net;lr> 

From: <sip:user1_public1@home1.net>; tag=171828

To: <sip:conference1@home2.net>;tag=314159

Call-ID: cb03a0s09a2sdfglkj490333

Cseq: 128 PRACK

Require: precondition, sec-agree

Proxy-Require: sec-agree

Security-Verify: ipsec-3gpp; q=0.1; alg=hmac-sha-1-96; spi=87654321; port1=7531

RAck: 9021 127 INVITE

Content-Type: application/sdp 

Content-Length: (…)

v=0

o=- 2987933615 2987933616 IN IP6 5555::aaa:bbb:ccc:ddd

s=-

c=IN IP6 5555::aaa:bbb:ccc:ddd

t=0 0

m=video 3400 RTP/AVP 98

b=AS:75

a=curr:qos local none

a=curr:qos remote none

a=des:qos mandatory local sendrecv

a=des:qos mandatory remote sendrecv

a=rtpmap:98 H263

a=fmtp:98 profile-level-id=0
m=audio 3456 RTP/AVP 97 96

b=AS:25.4

a=curr:qos local none

a=curr:qos remote none

a=des:qos mandatory local sendrecv

a=des:qos mandatory remote sendrecv

a=rtpmap:97 AMR

a=fmtp:97 mode-set=0,2,5,7; maxframes=2

a=rtpmap:96 telephone-event

Request-URI:
takes the value of the Contact header of the received 183 Session Progress response.

Via:
takes the value of either the IP address or FQDN of the originating UE.

P-Access-Network-Info: the UE provides the access-type and access-info, related to the serving IP-CAN as specified in sub-clause ' Additional coding rules for P-access-network-info header', in 3GPP TS 24.229 [5].

From:/To:/Call-ID: copied from the 183 Session Progress response so that they include any tag parameter.

Cseq:
takes a higher value than that in the previous request.

Security-Verify: 
Contains the security agreement as represented by the received Security-Server header.

[not included]

27.
UPDATE (UE to P-CSCF) – see example in table A.4.2.1.1-27

When the resource reservation is completed, UE sends the UPDATE request to the MRFC/AS, via the signalling path established by the INVITE request.

Table A.4.2.1.1-27: UPDATE (UE to P-CSCF)

UPDATE sip:conference1@home2.net SIP/2.0

Via: SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]:1357;comp=sigcomp;branch=z9hG4bKnashds7

Max-Forwards: 70

Route: <sip:pcscf1.visited1.net:7531;lr;comp=sigcomp>, <sip:scscf1.home1.net;lr>

P-Access-Network-Info: 3GPP-UTRAN-TDD; utran-cell-id-3gpp=234151D0FCE11

From: <sip:user1_public1@home1.net>; tag=171828

To: <sip:conference1@home2.net>;tag=314159

Call-ID: cb03a0s09a2sdfglkj490333

Cseq: 129 UPDATE

Require: sec-agree

Proxy-Require: sec-agree

Security-Verify: ipsec-3gpp; q=0.1; alg=hmac-sha-1-96; spi=87654321; port1=7531

Content-Type: application/sdp 

Content-Length: (…)

v=0

o=- 2987933615 2987933617 IN IP6 5555::aaa:bbb:ccc:ddd

s=-

c=IN IP6 5555::aaa:bbb:ccc:ddd

t=0 0

m=video 0 RTP/AVP 98

b=AS:75

a=curr:qos local sendrecv

a=curr:qos remote none

a=des:qos mandatory local sendrecv

a=des:qos mandatory remote sendrecv

a=rtpmap:98 H263

a=fmtp:98 profile-level-id=0

m=audio 3456 RTP/AVP 97 96

b=AS:25.4

a=curr:qos local sendrecv

a=curr:qos remote none

a=des:qos mandatory local sendrecv

a=des:qos mandatory remote sendrecv

a=rtpmap:97 AMR

a=fmtp:97 mode-set=0,2,5,7; maxframes=2

a=rtpmap:96 telphone-event

Request-URI:
takes the value of the Contact header of the received 183 Session Progress response.

Via:
takes the value of either the IP address or FQDN of the originating UE.

P-Access-Network-Info: the UE provides the access-type and access-info, related to the serving IP-CAN as specified in sub-clause ' Additional coding rules for P-access-network-info header', in 3GPP TS 24.229 [16].

From:/To:/Call-ID: copied from the 183 Session Progress response so that they include any tag parameters.

Cseq:
takes a higher value than that in the previous request.

Security-Verify: 
Contains the security agreement as represented by the received Security-Server header.


The SDP indicates that the resource reservation was successful in the local segment.

28.
UPDATE (P-CSCF to S-CSCF) – see example in table A.4.2.1.1-28

The P-CSCF removes the Security-Verify header and associated "sec-agree" option-tags prior to forwarding the request. As the Require and Proxy-Require headers are empty, it removes these headers completely.


The P-CSCF forwards the UPDATE request to S-CSCF.

Table A.4.2.1.1-28: UPDATE (P-CSCF to S-CSCF)

UPDATE sip:conference1@home2.net SIP/2.0

Via: SIP/2.0/UDP pcscf1.visited1.net;branch=z9hG4bK240f34.1, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]:1357;comp=sigcomp;branch=z9hG4bKnashds7

Max-Forwards: 69

P-Access-Network-Info: 

P-Charging-Vector: icid-value="AyretyU0dm+6O2IrT5tAFrbHLso=023551024"; ggsn=[5555::4b4:3c3:2d2:1e1]; pdp-sig=no; gcid=723084371; auth-token=43876559; flow-id=3

Route: <sip:scscf1.home1.net;lr>

From: 

To: 

Call-ID: 

Cseq: 

Content-Type: 

Content-Length: 

v=

o=

s=

c=

t=

m=

m=

m=

b=

a=

a=

a=

a=

a=

a=

m=

b=

a=

a=

a=

a=

a=

a=

a=

P-Access-Network-Info: this header contains information from the UE.

P-Charging-Vector: The P-CSCF added the access network charging information to this header, which is removed and stored by the S-CSCF.

[not included]

41.
ACK (UE to P-CSCF) – see example in table A.4.2.1.1-41

UE starts the media flow for this session, and responds to the 200 OK (40) with an ACK request sent to P-CSCF.

Table A.4.2.1.1-41: ACK (UE to P-CSCF)

ACK sip:conference1@home2.net:2342 SIP/2.0

Via: SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]:1357;comp=sigcomp;branch=z9hG4bKnashds7

Max-Forwards: 70

P-Access-Network-Info: 3GPP-UTRAN-TDD; utran-cell-id-3gpp=234151D0FCE11

Route: <sip:pcscf1.visited1.net:7531;lr;comp=sigcomp>, <sip:scscf1.home1.net;lr>

From: <sip:user1_public1@home1.net>; tag=171828

To: <sip:conference1@home2.net>;tag=314159

Call-ID: cb03a0s09a2sdfglkj490333

Cseq: 127 ACK

Content-Length: 0

P-Access-Network-Info: the UE provides the access-type and access-info, related to the serving IP-CAN as specified in sub-clause ' Additional coding rules for P-access-network-info header', in 3GPP TS 24.229 [16].
Cseq:
is required to be the same value as Cseq contained in original INVITE request [3].

[not included]

A.4.2.1.2
Conference URI includes a FQDN

[not included]

13.
PRACK (UE to P-CSCF) - see example in table A.4.2.1.2-13

The UE determines which media flows should be used for this session, and which codecs should be used for each of those media flows. If there was any change in media flows, or if there was more than one choice of codec for a media flow, then UE includes a new SDP offer in the PRACK message sent to the MRFC/AS.


For this example, assume the UE chooses H.263 as the codec to use for the single video stream. Therefore, UE#1 sends a new SDP offer in the PRACK request.

Table A.4.2.1.2-13: PRACK (UE to P-CSCF)

PRACK sip:conference1@mrfc2.home2.net SIP/2.0

Via: SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]:1357;comp=sigcomp;branch=z9hG4bKnashds7

Max-Forwards: 70

P-Access-Network-Info: 3GPP-UTRAN-TDD; utran-cell-id-3gpp=234151D0FCE11

Route: <sip:pcscf1.visited1.net:7531;lr;comp=sigcomp>, <sip:scscf1.home1.net;lr> 

From: <sip:user1_public1@home1.net>; tag=171828

To: <sip:conference1@mrfc2.home2.net>;tag=314159

Call-ID: cb03a0s09a2sdfglkj490333

Cseq: 128 PRACK

Require: precondition, sec-agree

Proxy-Require: sec-agree

Security-Verify: ipsec-3gpp; q=0.1; alg=hmac-sha-1-96; spi=87654321; port1=7531

RAck: 9021 127 INVITE

Content-Type: application/sdp 

Content-Length: (…)

v=0

o=- 2987933615 2987933616 IN IP6 5555::aaa:bbb:ccc:ddd

s=-

c=IN IP6 5555::aaa:bbb:ccc:ddd

t=0 0

m=video 3400 RTP/AVP 98

b=AS:75

a=curr:qos local none

a=curr:qos remote none

a=des:qos mandatory local sendrecv

a=des:qos mandatory remote sendrecv

a=rtpmap:98 H263

a=fmtp:98 profile-level-id=0
m=audio 3456 RTP/AVP 97 96

b=AS:25.4

a=curr:qos local none

a=curr:qos remote none

a=des:qos mandatory local sendrecv

a=des:qos mandatory remote sendrecv

a=rtpmap:97 AMR

a=fmtp:97 mode-set=0,2,5,7; maxframes=2

a=rtpmap:96 telephone-event

Request-URI:
takes the value of the Contact header of the received 183 Session Progress response.

Via:
takes the value of either the IP address or FQDN of the originating UE.

P-Access-Network-Info: the UE provides the access-type and access-info, related to the serving IP-CAN as specified in sub-clause ' Additional coding rules for P-access-network-info header', in 3GPP TS 24.229 [5].

From:/To:/Call-ID: copied from the 183 Session Progress response so that they include any tag parameter.

Cseq:
takes a higher value than that in the previous request.

Security-Verify: 
Contains the security agreement as represented by the received Security-Server header.

14.
Resource Reservation

After determining the final media streams in step #13, UE initiates the reservation procedures for the resources needed for this session.

[not included]

22.
UPDATE (P-CSCF to S-CSCF) – see example in table A.4.2.1.2-22

The P-CSCF removes the Security-Verify header and associated "sec-agree" option-tags prior to forwarding the request. As the Require and Proxy-Require headers are empty, it removes these headers completely.


The P-CSCF forwards the UPDATE request to S-CSCF.

Table A.4.2.1.2-22: UPDATE (P-CSCF to S-CSCF)

UPDATE sip:conference1@mrfc2.home2.net SIP/2.0

Via: SIP/2.0/UDP pcscf1.visited1.net;branch=z9hG4bK240f34.1, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]:1357;comp=sigcomp;branch=z9hG4bKnashds7

Max-Forwards: 69

P-Access-Network-Info: 

P-Charging-Vector: icid-value="AyretyU0dm+6O2IrT5tAFrbHLso=023551024"; ggsn=[5555::4b4:3c3:2d2:1e1]; pdp-sig=no; gcid=723084371; auth-token=43876559; flow-id=3

Route: <sip:scscf1.home1.net;lr>

From: 

To: 

Call-ID: 

Cseq: 

Content-Type: 

Content-Length: 

v=

o=

s=

c=

t=

m=

m=

m=

b=

a=

a=

a=

a=

a=

a=

m=

b=

a=

a=

a=

a=

a=

a=

a=

P-Access-Network-Info: this header contains information from the UE.

P-Charging-Vector: The P-CSCF added the access network charging information to this header, which is removed and stored by the S-CSCF.

[not included]

32.
ACK (UE to P-CSCF) – see example in table A.4.2.1.2-32

UE starts the media flow for this session, and responds to the 200 OK (31) with an ACK request sent to P-CSCF.

Table A.4.2.1.2-32: ACK (UE to P-CSCF)

ACK sip:conference1@mrfc2.home2.net:2342 SIP/2.0

Via: SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]:1357;comp=sigcomp;branch=z9hG4bKnashds7

Max-Forwards: 70

P-Access-Network-Info: 3GPP-UTRAN-TDD; utran-cell-id-3gpp=234151D0FCE11

Route: <sip:pcscf1.visited1.net:7531;lr;comp=sigcomp>, <sip:scscf1.home1.net;lr>

From: <sip:user1_public1@home1.net>; tag=171828

To: <sip:conference1@mrfc2.home2.net>;tag=314159

Call-ID: cb03a0s09a2sdfglkj490333

Cseq: 127 ACK

Content-Length: 0

P-Access-Network-Info: the UE provides the access-type and access-info, related to the serving IP-CAN as specified in sub-clause ' Additional coding rules for P-access-network-info header', in 3GPP TS 24.229 [16].
Cseq:
is required to be the same value as Cseq contained in original INVITE request [3].

[not included]

A.4.3
User inviting another IMS user to a conference

A.4.3.1 
User in a different network

A.4.3.1.1
User inviting another user to conference – sending REFER request

[not included]

2.
REFER (UE to P-CSCF) - see example in table A.4.3.1.1-1


A user agent has created a conference and learned the conference URI. Now the user agent wants to invite another user agent to that conference. 

Table A.4.3.1.1-1: REFER (UE to P-CSCF)

REFER sip:user2_public1@home2.net SIP/2.0 

Via: SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]:1357;comp=sigcomp;branch=z9hG4bKnashds7

Max-Forwards: 70

Route: <sip:pcscf1.visited1.net:7531;lr;comp=sigcomp>, <sip:orig@scscf1.home1.net;lr>

P-Preferred-Identity: "John Doe" <sip:user1_public1@home1.net>

P-Access-Network-Info: 3GPP-UTRAN-TDD; utran-cell-id-3gpp=234151D0FCE11

Privacy: none

From: <sip:user1_public1@home1.net>; tag=171828

To: <sip:user2_public1@home2.net>

Call-ID: cb03a0s09a2sdfglkj490333

Cseq: 127 REFER

Require: sec-agree

Refer-To: <sip:conference1@mrfc1.home1.net;isfocus;method=INVITE>

Proxy-Require: sec-agree

Security-Verify: ipsec-3gpp; q=0.1; alg=hmac-sha-1-96; spi=87654321; port1=7531

Contact: <sip:[5555::aaa:bbb:ccc:ddd]:1357;comp=sigcomp>

Content-Length: 0

Request-URI:
contains the public user identity of UE#2.

Via:
contains the IP address or FQDN of the originating UE.

Route:
contains the P-CSCF address learnt during P-CSCF discovery, plus the elements from the Service-Route header from registration. The P-CSCF URI contains the port number learnt during the security agreement negotiation

Privacy:
the user does not require privacy, therefore the Privacy header is set to the value “none” as specified in RFC 3325 [17] and RFC 3323 [13].

P-Preferred-Identity: the user provides a hint about the identity to be used for this session.

P-Access-Network-Info: the UE provides the access-type and access-info, related to the serving IP-CAN as specified in sub-clause ' Additional coding rules for P-Access-Network-Info header', in 3GPP TS 24.229 [16].

From:
the user does not require privacy, the From header contains the value requested by the user.

To:
same as the Request-URI.

Cseq:
is a random starting number.

Refer-To:
contains the conference URI as learned during the conference establishment, including the isfocus parameter. Additionally the method parameter indicates that the other user shall send an INVITE request to this conference URI.

Security-Verify: 
Contains the security agreement as represented by the received Security-Server header.

Contact:
is a SIP URI that contains the IP address or FQDN of the originating UE.

The message does not contain a body.

[remainder not shown]
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