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Introduction

The publish draft has now been transferred to the IETF SIPPING group, and a new version issued as a result. It is therefore necessary to revise 24.841 in accordance with the provisions of this revised draft.

The changes may be summarized as follows:

1. For all references to the draft, change of title, filename, version number and date.

2. The change in title of draft also results in changes to the name of the major capability in subclause 8.3.

3. A new header field Etag has been defined in section 7.3.1 of the draft. At the last meeting, this was appropriately included in the Annex A flows showing the PUBLISH method. The SIP profile was not updated. It is mandatory for a UA to be able to send and receive this header in a 200 (OK) response. Proxies do not need to be able to do anything with the contents of this header, so it is mandatory for a proxy to be able to send this header, and irrelevant for a proxy to receive this header, in a 200 (OK) response.

4. A new header field If-Match has been defined in section 7.3.2 of the draft. At the last meeting, this was appropriately included in the Annex A flows showing the PUBLISH method. The SIP profile was not updated. It is optional for a UA to be able to send this header in a PUBLISH request and mandatory to be able to receive this header in a PUBLISH request. Proxies do not need to be able to do anything with the contents of this header, so it is mandatory for a proxy to be able to send this header, and irrelevant for a proxy to receive this header, in a PUBLISH request. Note that the procedures require the header not to be included in the first PUBLISH request of a sequence, because the value contained is dependent on the first received value in an Etag header; the profile does not need to reflect this.

5. For the Expires header field, the procedures in the publish draft now have new references – it has been chosen to take the reference to table 1 (subclause 7.1.1) in the publish draft, as there is no better explicit reference. The Expires references have been made consistent throughout, and now reference RFC 3261 (where the syntax definition still is, and the publish draft, in all locations.

6. The draft defines the use of the Min-Expires header field (previously only used in the REGISTER method) for use in a 423 response. Tables therefore need to be added for the 423 response in subclause 8.3. In addition to the reference to RFC 3261, the reference taken for this header is to the ESC procedures in subclause 6 of the draft. While this is a response unique to the PUBLISH request, it is not considered necessary to show an example of this flow in Annex A.

7. A new 412 (Precondition Failed) response has been added, as defined in section 7.2.1. This therefore needs to be added to the profiles in subclause 8.3. The response code carries no special headers, and therefore the general response code table applies for this response. It does however need to be added to the main status code tables, with a conditional specifying its use only in PUBLISH method. These tables therefore need to be transferred across from 24.229. While this is a response unique to the PUBLISH request, it is not considered necessary to show an example of this flow in Annex A.

8. The publish draft now does not define what bodies are contained. A PUBLISH request normally contains a body, but it is for other specifications to define what that body is. A PUBLISH response does not contain a body. Therefore the body entries in the profile cannot be completed from this draft.

9. The draft defines a new term EPA (Event Publication Agent). This should be used in the text in order to define which requirements of the draft need to be implemented in the Presence User Agent, and as such should also be added to the definitions clause and the abbreviations clause.

10. The draft defines a new term ESC (Event State Compositor). This should be used in the text in order to define which requirements of the draft need to be implemented in the Presence Server, and as such should also be added to the definitions clause and the abbreviations clause.

11. The proxy entry for the Authorization header has been omitted, and it should be included (occurs only in PUBLISH request. Analysis of this header does raise the question of whether this header would ever be used by a 3GPP application server, whether a Presence Server or not? For this contribution, it has been retained for 3GPP use in identical fashion to the IETF specification.

12. The user agent entry for the Error-Info header has been omitted from the 405 response, and is is now included.

13. It is mandatory for the UA to include a Max-Forwards header in a request, so the status is changed.

Proposal
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3.1
Definitions

For the purposes of the present document, the terms and definitions defined in 3GPP TS 21.905 [1] and 3GPP TS 22.141 [2] and the following apply:

Resource List Server (RLS):
a functional entity that stores grouped lists of watched presentities and enables a watcher application to subscribe to the presence of multiple presentities using a single transaction.

Presence Network Agent (PNA):
a network-located element that collects and sends network-related presence information on behalf of the presentity to a PS.

Presence Server (PS):
a network entity responsible for managing presence information on behalf of a presence entity. 

Presence User Agent (PUA):
a terminal or network located element that collects and sends user-related presence information to a PS on behalf of a principal.

Subscription authorisation policy: a policy that determines which watchers are allowed to subscribe to a presentity's presence information. The subscription authorisation policy also determines to which tuples of the presentity's presence information the watcher has access.

For the purposes of the present document, the following terms and definitions from RFC 2778 [7] apply:

Presentity
For the purposes of the present document, the following terms and definitions from draft-ietf-sip-publish-00 [13] apply:

Event Publication Agent (EPA)

Event State Compositor (ESC)
Next change

3.2
Abbreviations

For the purposes of the present document, the abbreviations in 3GPP TS 21.905 [1] and 3GPP TS 22.141 [2] and the following apply:

CN
Core Network

CSCF
Call Session Control Function

CPIM
Common Profile for Instant Messaging

EPA
Event Publication Agent

ESC
Event State Compositor

HSS
Home Subscriber Server

I-CSCF
Interrogating CSCF

IM
IP Multimedia

IP
Internet Protocol

P-CSCF
Proxy CSCF

PIDF
Presence Information Data Format

PNA
Presence Network Agent

PS
Presence Server

PSI
Public Service Identity

PUA
Presence User Agent

RLMI
Resource List Meta-Information

RLS
Resource List Server

S-CSCF
Serving CSCF

SIP
Session Initiation Protocol

UE
User Equipment

XML
eXtensible Markup Language

Next change

5.3.1.1
Publication of presence information

When the PUA intends to publish its own view of the presentity’s presence information it shall generate a PUBLISH request by acting as an Event Publication Agent (EPA) in accordance with draft-ietf-sip-publish-00 [13].

The PUA shall implement the "application/cpim-pidf+xml" content type as described in draft-ietf-impp-cpim-pidf-08 [11] together with the PIDF extensions defined in draft-ietf-simple-rpid-00 [16] and draft-ietf-simple-cipid-00 [22].

The PUA shall implement draft-lonnfors-simple-prescaps-ext-01 [15] in order to be able to include SIP Caller preferences and Callee capabilities extensions in the presence document.

Editor’s Note: The reference above needs to be kept up-to-date based on whether the SIMPLE WG agrees the way forward for the solution including SIP Caller preferences and Callee capabilities extensions in the presence document.
The UE shall update the presence information, either 600 seconds before the publication expiration time if the publication period indicated from the Presence Server in the response to the PUBLISH request was for greater than 1200 seconds, or when half of the time has expired if the publication period was for 1200 seconds or less, unless the UE has determined that an update to the presence information is not required.

Next change

5.3.3.2
Publication acceptance of presence information

When the AS acts as a PS and receives a PUBLISH request, the AS shall first verify the identity of the source of the PUBLISH request as described in subclause 8.1

 cl8subscribeauth 8.2, then perform authorization according to subclause 5.3.4.1. In case of successful publishing, the AS shall act as an Event State Compositor (ESC) and generate a response in accordance with draft-ietf-sip-publish-00 [13].

Next change

8.3
Profiles of IETF RFCs for 3GPP usage

Editor's note: It is intended that material from this clause will be added to Annex A of TS 24.229. 

Editor's Note: this clause describes the PUBLISH method. 

Table A.4 of 3GPP TS 24.229 is modified with the following additional row:

	
	Extensions
	
	
	

	
	
	
	
	

	xx
	Session initiation protocol extension for event state publication?
	[8.70]
	o
	c20

	
	
	
	
	

	c20:
IF (<AS> AND <presence server>) OR (<user equipment> AND <presence user agent>) THEN m ELSE IF <user equipment> AND NOT <presence user agent> THEN o ELSE n/a


Editor's note: The above items in <> require completion when the appropriate extensions are added to the roles table to support presence.

Table A.5 of 3GPP TS 24.229 is modified with the following additional rows:

	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	

	15A
	PUBLISH request
	[8.70] 3
	c20
	c20
	[8.70] 3
	c20
	c20

	15B
	PUBLISH response
	[8.70] 3
	c20
	c20
	[8.70] 3
	c20
	c20

	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	

	c20:
IF A.4/xx THEN m ELSE n/a


Table A.5 of 3GPP TS 24.229 is modified with the following additional rows:

Table A.6: Supported status-codes 

	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	

	22A
	412 (Precondition Failed)
	[8.70] 7.2.1
	c20
	c20
	[8.70] 7.2.1
	c20
	c20

	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	

	c20:
IF A.4/xx THEN m ELSE n/a


A new subclause A.2.1.4.10A is added.

A.2.1.4.10A
PUBLISH method

Editor's note: The base draft does not yet contain an analysis of header usage within this method, and therefore this clause will have to be reviewed and completed when such an analysis is available.

Prerequisite A.5/15A – PUBLISH request

Table A.104A: Supported headers within the PUBLISH request

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	Allow
	[8.26] 20.5
	o
	o
	[8.26] 20.5
	m
	m

	2
	Allow-Events
	[8.28] 8.2.2
	c1
	c1
	[8.28] 8.2.2
	c2
	c2

	3
	Authorization
	[8.26] 20.7
	c3
	c3
	[8.26] 20.7
	c3
	c3

	4
	Call-ID
	[8.26] 20.8
	m
	m
	[8.26] 20.8
	m
	m

	4A
	Call-Info
	[8.26] 20.9
	o
	o
	[8.26] 20.9
	o
	o

	4C
	Content-Disposition
	[8.26] 20.11
	o
	o
	[8.26] 20.11
	m
	m

	4D
	Content-Encoding
	[8.26] 20.12
	o
	o
	[8.26] 20.12
	m
	m

	4E
	Content-Language
	[8.26] 20.13
	o
	o
	[8.26] 20.13
	m
	m

	6
	Content-Length
	[8.26] 20.14
	m
	m
	[8.26] 20.14
	m
	m

	7
	Content-Type
	[8.26] 20.15
	m
	m
	[8.26] 20.15
	m
	m

	8
	Cseq
	[8.26] 20.16
	m
	m
	[8.26] 20.16
	m
	m

	9
	Date
	[8.26] 20.17
	c4
	c4
	[8.26] 20.17
	m
	m

	10
	Event
	[8.28] 8.2.1
	m
	m
	[8.28] 8.2.1
	m
	m

	11
	Expires
	[8.26] 20.19, [8.70] 7.1.1
	o (note 1)
	o (note 1)
	[8.26] 20.19, [8.70] 7.1.1
	m
	m

	12
	From
	[8.26] 20.20
	m
	m
	[8.26] 20.20
	m
	m

	12A
	If-Match
	[8.70] 7.3.2
	o
	o
	[8.70] 7.3.2
	m
	m

	12B
	In-Reply-To
	[8.26] 20.21
	o
	o
	[8.26] 20.21
	o
	o

	13
	Max-Forwards
	[8.26] 20.22
	m
	m
	[8.26] 20.22
	n/a
	n/a

	14
	MIME-Version
	[8.26] 20.24
	o
	o
	[8.26] 20.24
	m
	m

	15
	Organization
	[8.26] 20.25
	o
	o
	[8.26] 20.25
	o
	o

	15A
	P-Access-Network-Info
	[8.52] 4.4
	c15
	c16
	[8.52] 4.4
	c15
	c17

	15B
	P-Asserted-Identity
	[8.34] 9.1
	n/a
	n/a
	[8.34] 9.1
	c11
	c11

	15C
	P-Called-Party-ID
	[8.52] 4.2
	x
	x
	[8.52] 4.2
	c13
	c13

	15D
	P-Charging-Function-Addresses
	[8.52] 4.5
	c20
	c21
	[8.52] 4.5
	c20
	c21

	15E
	P-Charging-Vector
	[8.52] 4.6
	c18
	c19
	[8.52] 4.6
	c18
	c19

	15F
	P-Preferred-Identity
	[8.34] 9.2
	c11
	c7
	[8.34] 9.2
	n/a
	n/a

	15G
	P-Visited-Network-ID
	[8.52] 4.3
	x (note 3)
	x
	[8.52] 4.3
	c14
	n/a

	15C
	Priority
	[8.26] 20.26
	o
	o
	[8.26] 20.26
	o
	o

	15D
	Privacy
	[8.33] 4.2
	c12
	c12
	[8.33] 4.2
	c12
	c12

	16
	Proxy-Authorization
	[8.26] 20.28
	c5
	c5
	[8.26] 20.28
	n/a
	n/a

	17
	Proxy-Require
	[8.26] 20.29
	o
	n/a
	[8.26] 20.29
	n/a
	n/a

	19A
	Reply-To
	[8.26] 20.31
	o
	o
	[8.26] 20.31
	o
	o

	20
	Require
	[8.26] 20.32
	o
	o
	[8.26] 20.32
	m
	m

	21
	Route
	[8.26] 20.34
	m
	m
	[8.26] 20.34
	n/a
	n/a

	21A
	Security-Client
	[8.48] 2.3.1
	c9
	c9
	[8.48] 2.3.1
	n/a
	n/a

	21B
	Security-Verify
	[8.48] 2.3.1
	c10
	c10
	[8.48] 2.3.1
	n/a
	n/a

	21C
	Subject
	[8.26] 20.36
	o
	o
	[8.26] 20.36
	o
	o

	22
	Supported
	[8.26] 20.37, [8.26] 7.1
	o
	o
	[8.26] 20.37, [8.26] 7.1
	m
	m

	23
	Timestamp
	[8.26] 20.38
	c6
	c6
	[8.26] 20.38
	m
	m

	24
	To
	[8.26] 20.39
	m
	m
	[8.26] 20.39
	m
	m

	25
	User-Agent
	[8.26] 20.41
	o
	o
	[8.26] 20.41
	o
	o

	26
	Via
	[8.26] 20.42
	m
	m
	[8.26] 20.42
	m
	m

	c1:
IF A.4/20 THEN o ELSE n/a - - SIP specific event notification extension.

c2:
IF A.4/20 THEN m ELSE n/a - - SIP specific event notification extension.

c3:
IF A.4/7 THEN m ELSE n/a - - authentication between UA and UA.

c4:
IF A.4/11 THEN o ELSE n/a - - insertion of date in requests and responses.

c5:
IF A.4/8A THEN m ELSE n/a - - authentication between UA and proxy.

c6:
IF A.4/6 THEN o ELSE n/a - - timestamping of requests.

c7:
IF A.3/1 AND A.4/25 THEN o ELSE n/a - - UE and private extensions to the Session Initiation Protocol (SIP) for asserted identity within trusted networks.

c9:
IF A.4/30 THEN o ELSE n/a - - security mechanism agreement for the session initiation protocol (note 2).

c10:
IF A.4/30 THEN m ELSE n/a - - security mechanism agreement for the session initiation protocol.

c11:
IF A.4/25 THEN o ELSE n/a - - private extensions to the Session Initiation Protocol (SIP) for asserted identity within trusted networks.

c12:
IF A.4/26 THEN o ELSE n/a - - a privacy mechanism for the Session Initiation Protocol (SIP).

c13:
IF A.4/32 THEN o ELSE n/a - - the P-Called-Party-ID extension.

c14:
IF A.4/33 THEN o ELSE n/a - - the P-Visited-Network-ID extension.

c15:
IF A.4/34 THEN o ELSE n/a - - the P-Access-Network-Info header extension.

c16:
IF A.4/34 AND A.3/1 THEN m ELSE n/a - - the P-Access-Network-Info header extension and UE.

c17:
IF A.4/34 AND (A.3/7A OR A.3/7D) THEN m ELSE n/a - - the P-Access-Network-Info header extension and AS acting as terminating UA or AS acting as third-party call controller.

c18:
IF A.4/36 THEN o ELSE n/a - - the P-Charging-Vector header extension.

c19:
IF A.4/36 THEN m ELSE n/a - - the P-Charging-Vector header extension.

c20:
IF A.4/35 THEN o ELSE n/a - - the P-Charging-Function-Addresses header extension.

c21:
IF A.4/35 THEN m ELSE n/a - - the P-Charging-Function-Addresses header extension.

	NOTE 1:
The strength of this requirement is RECOMMENDED rather than OPTIONAL.

NOTE 2:
Support of this header in this method is dependent on the security mechanism and the security architecture which is implemented. 

NOTE 3:
The strength of this requirement in RFC 3455 [52] is SHOULD NOT, rather than MUST NOT.


Prerequisite A.5/15A - - PUBLISH request

Table A.104B: Supported message bodies within the PUBLISH request

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	
	
	
	
	
	
	


Prerequisite A.5/15B - - PUBLISH response

Table A.104C: Supported headers within the PUBLISH response - all remaining status-codes

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	Call-ID
	[8.26] 20.8
	m
	m
	[8.26] 20.8
	m
	m

	1A
	Call-Info
	[8.26] 24.9
	o
	o
	[8.26] 24.9
	m
	m

	1B
	Content-Disposition
	[8.26] 20.11
	o
	o
	[8.26] 20.11
	m
	m

	2
	Content-Encoding
	[8.26] 20.12
	o
	o
	[8.26] 20.12
	m
	m

	3
	Content-Language
	[8.26] 20.13
	o
	o
	[8.26] 20.13
	m
	m

	4
	Content-Length
	[8.26] 20.14
	m
	m
	[8.26] 20.14
	m
	m

	5
	Content-Type
	[8.26] 20.15
	m
	m
	[8.26] 20.15
	m
	m

	6
	Cseq
	[8.26] 20.16
	m
	m
	[8.26] 20.16
	m
	m

	7
	Date
	[8.26] 20.17
	c1
	c1
	[8.26] 20.17
	m
	m

	8
	From
	[8.26] 20.20
	m
	m
	[8.26] 20.20
	m
	m

	9
	MIME-Version
	[8.26] 20.24
	o
	o
	[8.26] 20.24
	m
	m

	10
	Organization
	[8.26] 20.25
	o
	o
	[8.26] 20.25
	o
	o

	10A
	P-Access-Network-Info
	[8.52] 4.4
	c5
	c6
	[8.52] 4.4
	c5
	c7

	10B
	P-Asserted-Identity
	[8.34] 9.1
	n/a
	n/a
	[8.34] 9.1
	c3
	c3

	10C
	P-Charging-Function-Addresses
	[8.52] 4.5
	c10
	c11
	[8.52] 4.5
	c10
	c11

	10D
	P-Charging-Vector
	[8.52] 4.6
	c8
	c9
	[8.52] 4.6
	c8
	c9

	10E
	P-Preferred-Identity
	[8.34] 9.2
	c3
	x
	[8.34] 9.2
	n/a
	n/a

	10F
	Privacy
	[8.33] 4.2
	c4
	c4
	[8.33] 4.2
	c4
	c4

	10G
	Require
	[8.26] 20.32
	m
	m
	[8.26] 20.32
	m
	m

	10H
	Server
	[8.26] 20.35
	o
	o
	[8.26] 20.35
	o
	o

	11
	Timestamp
	[8.26] 20.38
	m
	m
	[8.26] 20.38
	c2
	c2

	12
	To
	[8.26] 20.39
	m
	m
	[8.26] 20.39
	m
	m

	12A
	User-Agent
	[8.26] 20.41
	m
	m
	[8.26] 20.41
	i
	i

	13
	Via
	[8.26] 20.42
	m
	m
	[8.26] 20.42
	m
	m

	14
	Warning
	[8.26] 20.43
	o
	o
	[8.26] 20.43
	o
	o

	c1:
IF A.4/11 THEN o ELSE n/a - - insertion of date in requests and responses.

c2:
IF A.4/6 THEN m ELSE n/a - - timestamping of requests.

c3:
IF A.4/25 THEN o ELSE n/a - - private extensions to the Session Initiation Protocol (SIP) for asserted identity within trusted networks.

c4:
IF A.4/26 THEN o ELSE n/a - - a privacy mechanism for the Session Initiation Protocol (SIP).

c5:
IF A.4/34 THEN o ELSE n/a - - the P-Access-Network-Info header extension.

c6:
IF A.4/34 AND A.3/1 THEN m ELSE n/a - - the P-Access-Network-Info header extension and UE.

c7:
IF A.4/34 AND (A.3/7A OR A.3/7D) THEN m ELSE n/a - - the P-Access-Network-Info header extension and AS acting as terminating UA or AS acting as third-party call controller.

c8:
IF A.4/36 THEN o ELSE n/a - - the P-Charging-Vector header extension.

c9:
IF A.4/36 THEN m ELSE n/a - - the P-Charging-Vector header extension.

c10:
IF A.4/35 THEN o ELSE n/a - - the P-Charging-Function-Addresses header extension.

c11:
IF A.4/35 THEN m ELSE n/a - - the P-Charging-Function-Addresses header extension.

	NOTE:
For a 606 (Not Acceptable Here) response, this status is RECOMMENDED rather than OPTIONAL.


Prerequisite A.5/15B - - PUBLISH response

Prerequisite: A.6/7 - - 200 (OK)

Table A.104D: Supported headers within the PUBLISH response

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	Allow
	[8.26] 20.5
	o
	o
	[8.26] 20.5
	m
	m

	2
	Authentication-Info
	[8.26] 20.6
	c1
	c1
	[8.26] 20.6
	c2
	c2

	3
	Etag
	[8.70] 7.3.1
	m
	m
	[8.70] 7.3.1
	m
	m

	4
	Expires
	[8.26] 20.19, [8.70] 7.1.1
	m
	m
	[8.26] 20.19, [8.70] 7.1.1
	m
	m

	8
	Supported
	[8.26] 20.37
	m
	m
	[8.26] 20.37
	m
	m

	c1:
IF A.4/7 THEN o ELSE n/a - - authentication between UA and UA.

c2:
IF A.4/7 THEN m ELSE n/a - - authentication between UA and UA.


Prerequisite A.5/15B - - PUBLISH response

Prerequisite: A.6/8 OR A.6/9 OR A.6/10 OR A.6/11 OR A.6/12 OR A.6/35 - - 3xx or 485 (Ambiguous)

Table A.104E: Supported headers within the PUBLISH response

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	Allow
	[8.26] 20.5
	o
	o
	[8.26] 20.5
	m
	m

	2
	Contact
	[8.26] 20.10
	o (note)
	o
	[8.26] 20.10
	m
	m

	3
	Error-Info
	[8.26] 20.18
	o
	o
	[8.26] 20.18
	o
	o

	7
	Supported
	[8.26] 20.37
	m
	m
	[8.26] 20.37
	m
	m

	NOTE:
The strength of this requirement is RECOMMENDED rather than OPTIONAL.


Prerequisite A.5/15B - - PUBLISH response

Prerequisite: A.6/8 OR A.6/9 OR A.6/10 OR A.6/11OR A.6/12 – 401 (Unauthorized)

Table A.104F: Supported headers within the PUBLISH response

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	Allow
	[8.26] 20.5
	o
	o
	[8.26] 20.5
	m
	m

	2
	Error-Info
	[8.26] 20.18
	o
	o
	[8.26] 20.18
	o
	o

	4
	Proxy-Authenticate
	[8.26] 20.27
	c1
	c1
	[8.26] 20.27
	c1
	c1

	7
	Supported
	[8.26] 20.37
	m
	m
	[8.26] 20.37
	m
	m

	10
	WWW-Authenticate
	[8.26] 20.44
	m
	m
	[8.26] 20.44
	m
	m

	c1:
IF A.5/7 THEN m ELSE n/a - - support of authentication between UA and UA.


Prerequisite A.5/15B - - PUBLISH response

Prerequisite: A.6/17 OR A.6/23 OR A.6/30 OR A.6/36 OR A.6/42 OR A.6/45 OR A.6/50 OR A.6/51 - - 404, 413, 480, 486, 500, 503, 600, 603

Table A.104G: Supported headers within the PUBLISH response

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	Allow
	[8.26] 20.5
	o
	o
	[8.26] 20.5
	m
	m

	3
	Error-Info
	[8.26] 20.18
	o
	o
	[8.26] 20.18
	o
	o

	6
	Retry-After
	[8.26] 20.33
	o
	o
	[8.26] 20.33
	o
	o

	8
	Supported
	[8.26] 20.37
	m
	m
	[8.26] 20.37
	m
	m


Prerequisite A.5/15B - - PUBLISH response

Prerequisite: A.6/18 - - 405 (Method Not Allowed)

Table A.104H: Supported headers within the PUBLISH response

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	2
	Allow
	[8.26] 20.5
	m
	m
	[8.26] 20.5
	m
	m

	3
	Error-Info
	[8.26] 20.18
	o
	o
	[8.26] 20.18
	o
	o

	6
	Supported
	[8.26] 20.37
	m
	m
	[8.26] 20.37
	m
	m


Prerequisite A.5/15B - - PUBLISH response

Prerequisite: A.6/20 - - 407 (Proxy Authentication Required)

Table A.104I: Supported headers within the PUBLISH response

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	Allow
	[8.26] 20.5
	o
	o
	[8.26] 20.5
	m
	m

	2
	Error-Info
	[8.26] 20.18
	o
	o
	[8.26] 20.18
	o
	o

	4
	Proxy-Authenticate
	[8.26] 20.27
	c1
	c1
	[8.26] 20.27
	c1
	c1

	7
	Supported
	[8.26] 20.37
	m
	m
	[8.26] 20.37
	m
	m

	8
	WWW-Authenticate
	[8.26] 20.44
	o
	o
	[8.26] 20.44
	o
	o

	c1:
IF A.5/7 THEN m ELSE n/a - - support of authentication between UA and UA.


Prerequisite A.5/15B - - PUBLISH response

Prerequisite: A.6/25 - - 415 (Unsupported Media Type)

Table A.104J: Supported headers within the PUBLISH response

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	Accept
	[8.26] 20.1
	o.1
	o.1
	[8.26] 20.1
	m
	m

	2
	Accept-Encoding
	[8.26] 20.2
	o.1
	o.1
	[8.26] 20.2
	m
	m

	3
	Accept-Language
	[8.26] 20.3
	o.1
	o.1
	[8.26] 20.3
	m
	m

	3A
	Allow
	[8.26] 20.5
	o
	o
	[8.26] 20.5
	m
	m

	4
	Error-Info
	[8.26] 20.18
	o
	o
	[8.26] 20.18
	o
	o

	
	
	
	
	
	
	
	

	8
	Supported
	[8.26] 20.37
	m
	m
	[8.26] 20.37
	m
	m

	o.1
At least one of these capabilities is supported.


Prerequisite A.5/15B - - PUBLISH response

Prerequisite: A.6/27 - - 420 (Bad Extension)

Table A.104K: Supported headers within the PUBLISH response

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	Allow
	[8.26] 20.5
	o
	o
	[8.26] 20.5
	m
	m

	3
	Error-Info
	[8.26] 20.18
	o
	o
	[8.26] 20.18
	o
	o

	7
	Supported
	[8.26] 20.37
	m
	m
	[8.26] 20.37
	m
	m

	8
	Unsupported
	[8.26] 20.40
	m
	m
	[8.26] 20.40
	m
	m


Prerequisite A.5/15B - - PUBLISH response

Prerequisite: A.6/28 OR A.6/41A - - 421 (Extension Required), 494 (Security Agreement Required)

Table A.104L: Supported headers within the PUBLISH response

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	Allow
	[8.26] 20.5
	o
	o
	[8.26] 20.5
	m
	m

	2
	Error-Info
	[8.26] 20.18
	o
	o
	[8.26] 20.18
	o
	o

	3
	Security-Server
	[8.48] 2
	x
	x
	[8.48] 2
	c1
	c1

	3
	Supported
	[8.26] 20.37
	m
	m
	[8.26] 20.37
	m
	m

	c1:
IF A.4/30 THEN m ELSE n/a - - security mechanism agreement for the session initiation protocol.


Prerequisite A.5/15B - - REGISTER response

Prerequisite: A.6/29 - - 423 (Interval Too Brief)

Table A.104M: Supported headers within the PUBLISH response

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	Allow
	[8.26] 20.5
	o
	o
	[8.26] 20.5
	m
	m

	3
	Error-Info
	[8.26] 20.18
	o
	
	[8.26] 20.18
	o
	

	5
	Min-Expires
	[8.26] 20.23, [8.70] 6
	m
	m
	[8.26] 20.23, [8.70] 6
	m
	m

	8
	Supported
	[8.26] 20.37
	m
	m
	[8.26] 20.37
	m
	m


Prerequisite A.5/15B - - PUBLISH response

Prerequisite: A.6/34 - - 484 (Address Incomplete)

Table A.104N: Supported headers within the PUBLISH response

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	Allow
	[8.26] 20.5
	o
	o
	[8.26] 20.5
	m
	m

	3
	Error-Info
	[8.26] 20.18
	o
	o
	[8.26] 20.18
	o
	o

	7
	Supported
	[8.26] 20.37
	m
	m
	[8.26] 20.37
	m
	m


Prerequisite A.5/15B - - PUBLISH response

Prerequisite: A.6/39 - - 489 (Bad Event)

Table A.104O: Supported headers within the PUBLISH response

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	0A
	Allow
	[8.26] 20.5
	o
	o
	[8.26] 20.5
	m
	m

	1
	Allow-Events
	[8.28] 8.2.2
	m
	m
	[8.28] 8.2.2
	m
	m

	3
	Error-Info
	[8.26] 20.18
	o
	o
	[8.26] 20.18
	o
	o

	
	
	
	
	
	
	
	


Prerequisite A.5/15B - - PUBLISH response

Table A.104P: Supported message bodies within the PUBLISH response

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	
	
	
	
	
	
	


Table A.162 of 3GPP TS 24.229 is modified with the following additional row:

	
	Extensions
	
	
	

	
	
	
	
	

	xx
	Session initiation protocol extension for event state publication
	[8.70]
	o
	m

	
	
	
	
	

	


Table A.163 of 3GPP TS 24.229 is modified with the following additional rows:

	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	

	15A
	PUBLISH request
	[8.70] 3
	c20
	c20
	[8.70] 3
	c20
	c20

	15B
	PUBLISH response
	[8.70] 3
	c20
	c20
	[8.70] 3
	c20
	c20

	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	

	c20:
IF A.4/xx THEN m ELSE n/a


Table A.164 of 3GPP TS 24.229 is modified with the following additional rows:

Table A.164: Supported status-codes 

	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	

	22A
	412 (Precondition Failed)
	[8.70] 7.2.1
	c20
	c20
	[8.70] 7.2.1
	c20
	c20

	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	

	c20:
IF A.4/xx THEN m ELSE n/a


A new subclause A.2.2.4.10A is added.

A.2.2.4.10A
PUBLISH method

Editor's note: The base draft does not yet contain an analysis of header usage within this method, and therefore this clause will have to be reviewed and completed when such an analysis is available.

Prerequisite A.163/15A - - PUBLISH request

Table A.260A: Supported headers within the PUBLISH request

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	Allow
	[8.26] 20.5
	m
	m
	[8.26] 20.5
	i
	i

	3
	Authorization
	[8.26] 20.7
	m
	m
	[8.26] 20.7
	i
	i

	4
	Call-ID
	[8.26] 20.8
	m
	m
	[8.26] 20.8
	m
	m

	4A
	Call-Info
	[8.26] 24.9
	m
	m
	[8.26] 24.9
	c4
	c4

	5
	Content-Disposition
	[8.26] 20.11
	m
	m
	[8.26] 20.11
	i
	i

	5A
	Content-Encoding
	[8.26] 20.12
	m
	m
	[8.26] 20.12
	i
	i

	5B
	Content-Language
	[8.26] 20.13
	m
	m
	[8.26] 20.13
	i
	i

	6
	Content-Length
	[8.26] 20.14
	m
	m
	[8.26] 20.14
	m
	m

	7
	Content-Type
	[8.26] 20.15
	m
	m
	[8.26] 20.15
	i
	i

	8
	Cseq
	[8.26] 20.16
	m
	m
	[8.26] 20.16
	m
	m

	9
	Date
	[8.26] 20.17
	m
	m
	[8.26] 20.17
	c2
	c2

	10
	Event
	[8.70] 3.6
	m
	m
	[8.70] 3.6
	m
	m

	11
	Expires
	[8.26] 20.19, [8.70] 7.1.1
	m
	m
	[8.26] 20.19, [8.70] 7.1.1
	i
	i

	12
	From
	[8.26] 20.20
	m
	m
	[8.26] 20.20
	m
	m

	12A
	If-Match
	[8.70] 7.3.2
	m
	m
	[8.70] 7.3.2
	i
	i

	12B
	In-Reply-To
	[8.26] 20.21
	m
	m
	[8.26] 20.21
	i
	i

	13
	Max-Forwards
	[8.26] 20.22
	m
	m
	[8.26] 20.22
	m
	m

	14
	MIME-Version
	[8.26] 20.24
	m
	m
	[8.26] 20.24
	i
	i

	15
	Organization
	[8.26] 20.25
	m
	m
	[8.26] 20.25
	c3
	c3

	15A
	P-Access-Network-Info
	[8.52] 4.4
	c23
	c23
	[8.52] 4.4
	c24
	c24

	15B
	P-Asserted-Identity
	[8.34] 9.1
	c10
	c10
	[8.34] 9.1
	c11
	c11

	15C
	P-Called-Party-ID
	[8.52] 4.2
	c14
	c14
	[8.52] 4.2
	c15
	c16

	15D
	P-Charging-Function-Addresses
	[8.52] 4.5
	c21
	c21
	[8.52] 4.5
	c22
	c22

	15E
	P-Charging-Vector
	[8.52] 4.6
	c19
	c19
	[8.52] 4.6
	c20
	c20

	15F
	P-Preferred-Identity
	[8.34] 9.2
	x
	x
	[8.34] 9.2
	c9
	c9

	15G
	P-Visited-Network-ID
	[8.52] 4.3
	c17
	n/a
	[8.52] 4.3
	c18
	n/a

	15H
	Priority
	[8.26] 20.26
	m
	m
	[8.26] 20.26
	i
	i

	15I
	Privacy
	[8.33] 4.2
	c12
	c12
	[8.33] 4.2
	c13
	c13

	16
	Proxy-Authorization
	[8.26] 20.28
	m
	m
	[8.26] 20.28
	c7
	c7

	17
	Proxy-Require
	[8.26] 20.29
	m
	m
	[8.26] 20.29
	m
	m

	19A
	Reply-To
	[8.26] 20.31
	m
	m
	[8.26] 20.31
	i
	i

	20
	Require
	[8.26] 20.32
	m
	m
	[8.26] 20.32
	c5
	c5

	21
	Route
	[8.26] 20.34
	m
	m
	[8.26] 20.34
	m
	m

	21A
	Security-Client
	[8.48] 2.3.1
	x
	x
	[8.48] 2.3.1
	c25
	c25

	21B
	Security-Verify
	[8.48] 2.3.1
	x
	x
	[8.48] 2.3.1
	c26
	c26

	21C
	Subject
	[8.26] 20.36
	m
	m
	[8.26] 20.36
	i
	i

	22
	Supported
	[8.26] 20.37
	m
	m
	[8.26] 20.37
	c6
	c6

	23
	Timestamp
	[8.26] 20.38
	m
	m
	[8.26] 20.38
	i
	i

	24
	To
	[8.26] 20.39
	m
	m
	[8.26] 20.39
	m
	m

	25
	User-Agent
	[8.26] 20.41
	m
	m
	[8.26] 20.41
	i
	i

	26
	Via
	[8.26] 20.42
	m
	m
	[8.26] 20.42
	m
	m

	c2:
IF A.162/9 THEN m ELSE i - - insertion of date in requests and responses.

c3:
IF A.162/19A OR A.162/19B THEN m ELSE i - - reading, adding or concatenating the Organization header.

c4:
IF A.162/19C OR A.162/19D THEN m ELSE i - - reading, adding or concatenating the Call-Info header.

c5:
IF A.162/11 OR A.162/13 THEN m ELSE i - - reading the contents of the Require header before proxying the request or response or adding or modifying the contents of the Require header before proxying the request or response for methods other than REGISTER.

c6:
IF A.162/16 THEN m ELSE i - - reading the contents of the Supported header before proxying the response.

c7:
IF A.162/8A THEN m ELSE i - - authentication between UA and proxy.

c9:
IF A.162/30A THEN m ELSE n/a - - act as first entity within the trust domain for asserted identity.

c10:
IF A.162/30 THEN m ELSE n/a - - extensions to the Session Initiation Protocol (SIP) for asserted identity within trusted networks.

c11:
IF A.162/30A or A.162/30B THEN m ELSE i - - extensions to the Session Initiation Protocol (SIP) for asserted identity within trusted networks or subsequent entity within trust network that can route outside the trust network.

c12:
IF A.162/31 THEN m ELSE n/a - - a privacy mechanism for the Session Initiation Protocol (SIP).

c13:
IF A.162/31D OR A.162/31G THEN m ELSE IF A.162/31C THEN i ELSE n/a - - application of the privacy option "header" or application of the privacy option "id" or passing on of the Privacy header transparently.

c14:
IF A.162/37 THEN m ELSE n/a - - the P-Called-Party-ID header extension.

c15:
IF A.162/37 THEN i ELSE n/a - - the P-Called-Party-ID header extension.

c16:
IF A.162/37 AND A.3/2 THEN m ELSE IF A.162/37 AND A.3/3 THEN i ELSE n/a - - the P-Called-Party-ID header extension and P-CSCF or I-CSCF.

c17:
IF A.162/38 THEN m ELSE n/a - - the P-Visited-Network-ID header extension.

c18:
IF A.162/39 THEN m ELSE i - - reading, or deleting the P-Visited-Network-ID header before proxying the request or response.

c19:
IF A.162/45 THEN m ELSE n/a - - the P-Charging-Vector header extension.

c20:
IF A.162/46 THEN m ELSE IF A.162/45 THEN i ELSE n/a - - adding, deleting, reading or modifying the P-Charging-Vector header before proxying the request or response or the P-Charging-Vector header extension.

c21:
IF A.162/44 THEN m ELSE n/a - - the P-Charging-Function-Addresses header extension.

c22:
IF A.162/44A THEN m ELSE IF A.162/44 THEN i ELSE n/a - - adding, deleting or  reading the P-Charging-Function-Addresses header before proxying the request or response, or the P-Charging-Function-Addresses header extension.

c23:
IF A.162/43 THEN x ELSE IF A.162/41 THEN m ELSE n/a - - act as subsequent entity within trust network for access network information that can route outside the trust network, the P-Access-Network-Info header extension.

c24:
IF A.162/43 THEN m ELSE IF A.162/41 THEN i ELSE n/a - - act as subsequent entity within trust network for access network information that can route outside the trust network, the P-Access-Network-Info header extension.

c25:
IF A.4/30 THEN o ELSE n/a - - security mechanism agreement for the session initiation protocol (note).

c26:
IF A.4/30 THEN m ELSE n/a - - security mechanism agreement for the session initiation protocol.

	NOTE:
Support of this header in this method is dependent on the security mechanism and the security architecture which is implemented.


Prerequisite A.163/15A - - PUBLISH request

Table A.260B: Supported message bodies within the PUBLISH request

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	
	
	
	
	
	
	


Prerequisite A.163/15B - - PUBLISH response

Table A.260C: Supported headers within the PUBLISH response - all remaining status-codes

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	Call-ID
	[8.26] 20.8
	m
	m
	[8.26] 20.8
	m
	m

	1A
	Call-Info
	[8.26] 24.9
	m
	m
	[8.26] 24.9
	c3
	c3

	1B
	Content-Disposition
	[8.26] 20.11
	m
	m
	[8.26] 20.11
	i
	i

	2
	Content-Encoding
	[8.26] 20.12
	m
	m
	[8.26] 20.12
	i
	i

	3
	Content-Language
	[8.26] 20.13
	m
	m
	[8.26] 20.13
	i
	i

	4
	Content-Length
	[8.26] 20.14
	m
	m
	[8.26] 20.14
	m
	m

	5
	Content-Type
	[8.26] 20.15
	m
	m
	[8.26] 20.15
	i
	i

	6
	Cseq
	[8.26] 20.16
	m
	m
	[8.26] 20.16
	m
	m

	7
	Date
	[8.26] 20.17
	m
	m
	[8.26] 20.17
	c1
	c1

	8
	From
	[8.26] 20.20
	m
	m
	[8.26] 20.20
	m
	m

	9
	MIME-Version
	[8.26] 20.24
	m
	m
	[8.26] 20.24
	i
	i

	10
	Organization
	[8.26] 20.25
	m
	m
	[8.26] 20.25
	c2
	c2

	10A
	P-Access-Network-Info
	[8.52] 4.4
	c13
	c13
	[8.52] 4.4
	c14
	c14

	10B
	P-Asserted-Identity
	[8.34] 9.1
	c5
	c5
	[8.34] 9.1
	c6
	c6

	10C
	P-Charging-Function-Addresses
	[8.52] 4.5
	c11
	c11
	[8.52] 4.5
	c12
	c12

	10D
	P-Charging-Vector
	[8.52] 4.6
	c9
	n/a
	[8.52] 4.6
	c10
	n/a

	10E
	P-Preferred-Identity
	[8.34] 9.2
	x
	x
	[8.34] 9.2
	c4
	n/a

	10F
	Privacy
	[8.33] 4.2
	c7
	c7
	[8.33] 4.2
	c8
	c8

	10G
	Require
	[8.26] 20.32
	m
	m
	[8.26] 20.32
	c15
	c15

	10H
	Server
	[8.26] 20.35
	m
	m
	[8.26] 20.35
	i
	i

	11
	Timestamp
	[8.26] 20.38
	m
	m
	[8.26] 20.38
	i
	i

	12
	To
	[8.26] 20.39
	m
	m
	[8.26] 20.39
	m
	m

	12A
	User-Agent
	[8.26] 20.41
	m
	m
	[8.26] 20.41
	i
	i

	13
	Via
	[8.26] 20.42
	m
	m
	[8.26] 20.42
	m
	m

	14
	Warning
	[8.26] 20.43
	m
	m
	[8.26] 20.43
	i
	i

	c1:
IF A.162/9 THEN m ELSE i - - insertion of date in requests and responses.

c2:
IF A.162/19A OR A.162/19B THEN m ELSE i - - reading, adding or concatenating the Organization header.

c3:
IF A.162/19C OR A.162/19D THEN m ELSE i - - reading, adding or concatenating the Call-Info header.

c4:
IF A.162/30A THEN m ELSE n/a - - act as first entity within the trust domain for asserted identity.

c5:
IF A.162/30 THEN m ELSE n/a - - extensions to the Session Initiation Protocol (SIP) for asserted identity within trusted networks.

c6:
IF A.162/30A or A.162/30B THEN m ELSE i - - extensions to the Session Initiation Protocol (SIP) for asserted identity within trusted networks or subsequent entity within trust network that can route outside the trust network.

c7:
IF A.162/31 THEN m ELSE n/a - - a privacy mechanism for the Session Initiation Protocol (SIP).

c8:
IF A.162/31D OR A.162/31G THEN m ELSE IF A.162/31C THEN i ELSE n/a - - application of the privacy option "header" or application of the privacy option "id" or passing on of the Privacy header transparently.

c9:
IF A.162/45 THEN m ELSE n/a - - the P-Charging-Vector header extension.

c10:
IF A.162/46 THEN m ELSE IF A.162/45 THEN i ELSE n/a - - adding, deleting, reading or modifying the P-Charging-Vector header before proxying the request or response or the P-Charging-Vector header extension.

c11:
IF A.162/44 THEN m ELSE n/a - - the P-Charging-Function-Addresses header extension.

c12:
IF A.162/44A THEN m ELSE IF A.162/44 THEN i ELSE n/a - - adding, deleting or  reading the P-Charging-Function-Addresses header before proxying the request or response, or the P-Charging-Function-Addresses header extension.

c13:
IF A.162/43 THEN x ELSE IF A.162/41 THEN m ELSE n/a - - act as subsequent entity within trust network for access network information that can route outside the trust network, the P-Access-Network-Info header extension.

c14:
IF A.162/43 THEN m ELSE IF A.162/41 THEN i ELSE n/a - - act as subsequent entity within trust network for access network information that can route outside the trust network, the P-Access-Network-Info header extension.

c15:
IF A.162/11 OR A.162/13 THEN m ELSE i - - reading the contents of the Require header before proxying the request or response or adding or modifying the contents of the Require header before proxying the request or response for methods other than REGISTER.


Prerequisite A.163/15B - - PUBLISH response

Prerequisite: A.164/7 - - 200 (OK)

Table A.260D: Supported headers within the PUBLISH response

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	Allow
	[8.26] 20.5
	m
	m
	[8.26] 20.5
	i
	i

	2
	Authentication-Info
	[8.26] 20.6
	m
	m
	[8.26] 20.6
	i
	i

	3
	Etag
	[8.70] 7.3.1
	m
	m
	[8.70] 7.3.1
	i
	i

	4
	Expires
	[8.26] 20.19, [8.70] 3.5
	m
	m
	[8.26] 20.19, [8.70] 3.5
	i
	i

	8
	Supported
	[8.26] 20.37
	m
	m
	[8.26] 20.37
	i
	i

	c3:
IF A.162/15 THEN m ELSE i - - the requirement to be able to use separate URIs in the upstream direction and downstream direction when record routeing.


Prerequisite A.163/15B - - PUBLISH response

Prerequisite: A.164/8 OR A.164/9 OR A.164/10 OR A.164/11 OR A.164/12 OR A.164/35 - - 3xx or 485 (Ambiguous)

Table A.260E: Supported headers within the PUBLISH response

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	Allow
	[8.26] 20.5
	m
	m
	[8.26] 20.5
	i
	i

	2
	Contact
	[8.26] 20.10
	m
	m
	[8.26] 20.10
	c1
	c1

	3
	Error-Info
	[8.26] 20.18
	m
	m
	[8.26] 20.18
	i
	i

	7
	Supported
	[8.26] 20.37
	m
	m
	[8.26] 20.37
	i
	i

	c1:
IF A.162/19E THEN m ELSE i - - deleting Contact headers.


Prerequisite A.163/15B - - PUBLISH response

Prerequisite: A.164/8 OR A.164/9 OR A.164/10 OR A.164/11 OR A.164/12 - - 401 (Unauthorized)

Table A.260F: Supported headers within the PUBLISH response

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	Allow
	[8.26] 20.5
	m
	m
	[8.26] 20.5
	i
	i

	2
	Error-Info
	[8.26] 20.18
	m
	m
	[8.26] 20.18
	i
	i

	4
	Proxy-Authenticate
	[8.26] 20.27
	m
	m
	[8.26] 20.27
	m
	m

	7
	Supported
	[8.26] 20.37
	m
	m
	[8.26] 20.37
	i
	i

	10
	WWW-Authenticate
	[8.26] 20.44
	m
	m
	[8.26] 20.44
	i
	i


Prerequisite A.163/15B - - PUBLISH response

Prerequisite: A.164/17 OR A.164/23 OR A.164/30 OR A.164/36 OR A.164/42 OR A.164/45 OR A.164/50 OR A.164/51 - - 404, 413, 480, 486, 500, 503, 600, 603

Table A.260G: Supported headers within the PUBLISH response

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	Allow
	[8.26] 20.5
	m
	m
	[8.26] 20.5
	i
	i

	3
	Error-Info
	[8.26] 20.18
	m
	m
	[8.26] 20.18
	i
	i

	6
	Retry-After
	[8.26] 20.33
	m
	m
	[8.26] 20.33
	i
	i

	8
	Supported
	[8.26] 20.37
	m
	m
	[8.26] 20.37
	i
	i


Prerequisite A.163/15B - - PUBLISH response

Prerequisite: A.164/18 -- 405 (Method Not Allowed)

Table A.260H: Supported headers within the PUBLISH response

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	2
	Allow
	[8.26] 20.5
	m
	m
	[8.26] 20.5
	i
	i

	3
	Error-Info
	[8.26] 20.18
	m
	m
	[8.26] 20.18
	i
	i

	7
	Supported
	[8.26] 20.37
	m
	m
	[8.26] 20.37
	i
	i


Prerequisite A.163/15B - - PUBLISH response

Prerequisite: A.164/20 - - 407 (Proxy Authentication Required)

Table A.260I: Supported headers within the PUBLISH response

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	Allow
	[8.26] 20.5
	m
	m
	[8.26] 20.5
	i
	i

	2
	Error-Info
	[8.26] 20.18
	m
	m
	[8.26] 20.18
	i
	i

	4
	Proxy-Authenticate
	[8.26] 20.27
	m
	m
	[8.26] 20.27
	m
	m

	7
	Supported
	[8.26] 20.37
	m
	m
	[8.26] 20.37
	i
	i

	10
	WWW-Authenticate
	[8.26] 20.44
	m
	m
	[8.26] 20.44
	i
	i


Prerequisite A.163/15B - - PUBLISH response

Prerequisite: A.164/25 -- 415 (Unsupported Media Type)

Table A.260J: Supported headers within the PUBLISH response

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	Accept
	[8.26] 20.1
	m
	m
	[8.26] 20.1
	i
	i

	2
	Accept-Encoding
	[8.26] 20.2
	m
	m
	[8.26] 20.2
	i
	i

	3
	Accept-Language
	[8.26] 20.3
	m
	m
	[8.26] 20.3
	i
	i

	3A
	Allow
	[8.26] 20.5
	m
	m
	[8.26] 20.5
	i
	i

	4
	Error-Info
	[8.26] 20.18
	m
	m
	[8.26] 20.18
	i
	i

	8
	Supported
	[8.26] 20.37
	m
	m
	[8.26] 20.37
	i
	i


Prerequisite A.163/15B - - PUBLISH response

Prerequisite: A.164/27 - - 420 (Bad Extension)

Table A.260K: Supported headers within the PUBLISH response

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	Allow
	[8.26] 20.5
	m
	m
	[8.26] 20.5
	i
	i

	3
	Error-Info
	[8.26] 20.18
	m
	m
	[8.26] 20.18
	i
	i

	7
	Supported
	[8.26] 20.37
	m
	m
	[8.26] 20.37
	i
	i

	8
	Unsupported
	[8.26] 20.40
	m
	m
	[8.26] 20.40
	c3
	c3

	c3:
IF A.162/18 THEN m ELSE i - - reading the contents of the Unsupported header before proxying the 420 response to a method other than REGISTER.


Prerequisite A.163/15B - - PUBLISH response

Prerequisite: A.164/28 OR A.164/41A - - 421 (Extension Required), 494 (Security Agreement Required)

Table A.260L: Supported headers within the PUBLISH response

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	Allow
	[8.26] 20.5
	o
	o
	[8.26] 20.5
	m
	m

	2
	Error-Info
	[8.26] 20.18
	o
	o
	[8.26] 20.18
	o
	o

	3
	Security-Server
	[8.48] 2
	c1
	c1
	[8.48] 2
	n/a
	n/a

	3
	Supported
	[8.26] 20.37
	m
	m
	[8.26] 20.37
	m
	m

	c1:
IF A.162/35 THEN m ELSE n/a - - security mechanism agreement for the session initiation protocol.


Prerequisite A.163/15B - - PUBLISH response

Prerequisite: A.164/29 - - 423 (Interval Too Brief)

Table A.260M: Supported headers within the PUBLISH response

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	Allow
	[8.26] 20.5
	m
	m
	[8.26] 20.5
	i
	i

	3
	Error-Info
	[8.26] 20.18
	o
	
	[8.26] 20.18
	o
	

	5
	Min-Expires
	[8.26] 20.23, [8.70] 6
	m
	m
	[8.26] 20.23, [8.70] 6
	i
	i

	8
	Supported
	[8.26] 20.37
	m
	m
	[8.26] 20.37
	i
	i


Prerequisite A.163/15B - - PUBLISH response

Prerequisite: A.164/34 - - 484 (Address Incomplete)

Table A.260N: Supported headers within the PUBLISH response

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	Allow
	[8.26] 20.5
	m
	m
	[8.26] 20.5
	i
	i

	3
	Error-Info
	[8.26] 20.18
	m
	m
	[8.26] 20.18
	i
	i

	7
	Supported
	[8.26] 20.37
	m
	m
	[8.26] 20.37
	i
	i


Prerequisite A.163/15B - - PUBLISH response

Prerequisite: A.164/39 - - 489

Table A.260O: Supported headers within the PUBLISH response

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	0A
	Allow
	[8.26] 20.5
	m
	m
	[8.26] 20.5
	i
	i

	1
	Allow-Events
	[8.28] 8.2.2
	m
	m
	[8.28] 8.2.2
	i
	i

	3
	Error-Info
	[8.26] 20.18
	m
	m
	[8.26] 20.18
	i
	i


Prerequisite A.163/17 - - PUBLISH response

Table A.260P: Supported message bodies within the PUBLISH response

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
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A.4
Flows demonstrating how presentities update presence information

A.4.1
Introduction

A.4.2
Initial publication or modification of presence information by IMS UE

A.4.2.1
Successful publication
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Figure A.4.2.1-1: IMS UE publishing presence information

Figure A.4.2.1-1 shows an IMS UE publishing or modifying already existing presence information about an IMS based presentity. The details of the flows as follows:

1.
PUBLISH request (UE to P-CSCF) - see example in table A.4.2.1-1

A Presence User Agent (PUA) in a UE wishes to publish presence information. To initiate the publication, the UE generates a PUBLISH request according to draft-ietf-sip-publish-00 [13] containing the presence information that it wishes to publish.

Table A.4.2.1-1: PUBLISH request (UE to P-CSCF)

PUBLISH sip:user1_public1@home1.net SIP/2.0

Via: SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]:1357;comp=sigcomp;branch=z9hG4bKnashds7

Max-Forwards: 70

P-Access-Network-Info: 3GPP-UTRAN-TDD; utran-cell-id-3gpp=234151D0FCE11

Route: <sip:pcscf1.visited1.net:7531;lr;comp=sigcomp>, <sip:orig@scscf1.home1.net;lr>

P-Preferred-Identity: <sip:user1_public1@home1.net>

Privacy: none

From: <sip:user1_public1@home1.net>;tag=31415

To: <sip:user1_public1@home1.net>

Call-ID: b89rjhnedlrfjflslj40a222

CSeq: 61 PUBLISH

Require: sec-agree

Proxy-Require: sec-agree

Security-Verify: ipsec-3gpp; q=0.1; alg=hmac-sha-1-96; spi=87654321; port1=7531
Event: presence

Expires: 7200

Content-Type: application/cpim-pidf+xml

Content-Length: (...)

<?xml version="1.0" encoding="UTF-8"?>

   <presence xmlns="urn:ietf:params:xml:ns:pidf"

             xmlns:es="urn:ietf:params:xml:ns:pidf:rpid-status"

             xmlns:et="urn:ietf:params:xml:ns:pidf:rpid-tuple"

             xmlns:pcp="urn:ietf:params:xml:ns:simple-prescaps-ext"

             entity="pres:user2_public1@home2.net">

     <note>I'm in a boring meeting</note>

     <tuple id="a8098a.672364762364">

       <et:class>sip</et:class>

       <et:type>service</et:type>

       <status>

         <basic>open</basic>

         <es:activity>meeting</es:meeting>

         <es:placetype until="2003-08-27T17:30:00Z">office</es:placetype>

         <es:privacy>quiet</es:privacy>

         <es:idle>2003-08-27T10:43:00Z</es:idle>

       </status>

       <contact priority="0.8">sip:user2_public1@home2.net</contact>

       <pcp:prescaps>

         <pcp:feature name="Media">

            <pcp:value>voice</pcp:value>

         </pcp:feature>

         <pcp:feature name="Mobility">

            <pcp:value>mobile</pcp:value>

         </pcp:feature>

       </pcp:prescaps>

       <note xml:lang="en">Don't Disturb Please!</note>

       <note xml:lang="fr">Ne derangez pas, s'il vous plait</note>

       <timestamp>2003-08-27T11:49:29Z</timestamp>

     </tuple>

     <tuple id="jklhgf9788934774.78">

        <et:class>assistant</et:class>

        <et:type>presentity</et:type>

       <status>

         <basic>open</basic>

         <es:relationship>assistant</es:relationship>

       </status>

       <contact priority="1.0">tel:+1-212-555-2222</contact>

       <note>She's my secretary</note>

       <timestamp>2003-08-27T11:49:29Z</timestamp>

     </tuple>

     <note>I'll be in Tokyo next week</note>

   </presence>

Request-URI:
Public user identity whose presence information the PUA intends to publish. 

Privacy:
the user does not require privacy, therefore the Privacy header is set to the value "none" as specified in RFC 3325 [10] and RFC 3323 [9].

P-Preferred-Identity:
the user provides a hint about the identity to be used.
From:
This field is populated with the SIP URI that contains the logical representation (FQDN) for the entity sending the PUBLISH request.

Event:
This field is populated with the value 'presence' to specify the use of the presence package.

To:
Same as the Request-URI.

Content-Type:
Set to the value 'application/cpim-pidf+xml'.

The message body in the PUBLISH request that carries the publisher's presence update state is formed as indicated in draft-ietf-impp-cpim-pidf-08 [11].

Editor’s Note: PIDF document might require extensions to take into account publications from multiple terminals.

2.
PUBLISH request (P-CSCF to S-CSCF) - see example in table A.4.2.1-2

P-CSCF looks up the serving network information for the public user identity that was stored during the registration procedure. The PUBLISH request is forwarded to the S-CSCF. A Route header is inserted into PUBLISH request. The information for the Route header is taken from the service route determined during registration.

Table A.4.2.1-2: PUBLISH request (P-CSCF to S-CSCF)

PUBLISH sip:user1_public1@home1.net SIP/2.0 

Via: SIP/2.0/UDP pcscf1.home1.net;branch=z9hG4bK240f34.1, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]:1357;comp=sigcomp;branch=z9hG4bKnashds7

P-Access-Network-Info:

Max-Forwards: 69

P-Asserted-Identity: <sip:user1_public1@home1.net>

Privacy: 

Route: <sip:orig@scscf1.home1.net;lr>


From: 

To: 

Call-ID: 

CSeq: 

Event:

Expires: 

Content-Type:

Content-Length:

(…)

P-Asserted-Identity:
The P-CSCF inserts the SIP URI in the P-Asserted-Identity header field and it also removes P-Preferred-Identity header field.

Route:
The Route header is populated with the service route from registration.

3.
Evaluation of initial filter criteria


S-CSCF#1 validates the service profile of this subscriber and evaluates the initial filter criteria. For user1_public1@home1.net S-CSCF#1 has originating initial Filter Criteria with Service Points of Interest of Method = PUBLISH AND Event = 'presence' AND To = 'sip:user1_public1@home1.net' that informs the S-CSCF to route the PUBLISH request to the Application Server ps.home1.net.

4.
PUBLISH (S-CSCF to PS) - see example in table A.4.2.1-4


The S-CSCF#1 forwards the PUBLISH request to the PS.

Table A.4.2.1-4: PUBLISH (S-CSCF to PS)

PUBLISH sip:user1_public1@home1.net SIP/2.0

Via: SIP/2.0/UDP scscf1.home1.net;branch=z9hG4bK351g45.1, SIP/2.0/UDP pcscf1.home1.net;branch=z9hG4bK240f34.1, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]:1357;comp=sigcomp;branch=z9hG4bKnashds7

Max-Forwards: 68

P-Asserted-Identity: 

Privacy:

Route: <sip:ps.home1.net;lr>, <sip:scscf1.home1.net;lr>

From: 

To: 

Call-ID: 

CSeq: 

Event:

Expires: 

Content-Type:

Content-Length: 

(…)

5.
Authorisation of publisher


The PS performs the necessary authorisation checks on the originator to ensure it is allowed to publish the presentity's presence information. In this example all privacy conditions are met, so the PS sends a 200 (OK) response to the S-CSCF.

NOTE:
In the case where the privacy/authorisation checks failed, then a necessary 2xx or 4xx response would be sent to the S-CSCF. The selection of the correct response code depends on the presentity's authorisation policy document.

6.
200 (OK) response (PS to S-CSCF) - see example in table A.4.2.1-6


The PS sends the response to S-CSCF#1.

Table A.4.2.1-6: 200 (OK) response (PS to S-CSCF)

SIP/2.0 200 OK

Via: SIP/2.0/UDP scscf1.home1.net;branch=z9hG4bK351g45.1, SIP/2.0/UDP pcscf1.home1.net;branch=z9hG4bK240f34.1, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]:1357;comp=sigcomp;branch=z9hG4bKnashds7

From: 

To: <sip:user1_public1@home1.net>;tag=151170

Call-ID: 

CSeq:

Expires:

ETag: 1

Content-Length: 0

ETag:
This field is populated with a locally unique entity-tag to associate further publication refreshments of this event state segment

7.
200 (OK) response (S-CSCF to P-CSCF) - see example in table A.4.2.1-7


S-CSCF#1 forwards the response to P-CSCF#1.

Table A.4.2.1-7: 200 (OK) response (S-CSCF to P-CSCF)

SIP/2.0 200 OK

Via: SIP/2.0/UDP pcscf1.home1.net;branch=z9hG4bK240f34.1, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]:1357;comp=sigcomp;branch=z9hG4bKnashds7

From: 

To: 

Call-ID: 

CSeq:

Expires:

ETag:

Content-Length: 

8.
200 (OK) response (P-CSCF to UE) - see example in table A.4.2.1-6


P-CSCF#1 forwards the response to the PUA in the UE.

Table A.4.2.1-8: 200 (OK) response (P-CSCF to UE)

SIP/2.0 200 OK

Via: SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]:1357;comp=sigcomp;branch=z9hG4bKnashds7

From: 

To: 

Call-ID: 

CSeq:

Expires:

ETag:

Content-Length: 

Next change

A.4.3
Refreshing of presence information by IMS UE

A.4.3.1
Successful refresh
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Figure A.4.3.1-1 IMS UE updating presence information

Figure A.4.3.1-1 shows an IMS UE refreshing the presence information about an IMS based presentity. The details of the flows as follows:

1.
PUBLISH request (UE to P-CSCF) – see example in table A.4.3.1-1

A Presence User Agent (PUA) in a UE wishes to already existing presence information. To initiate the publication, the UE generates a PUBLISH request according to draft-ietf-sip-publish-00 [13] containing the presence information that it wishes to publish.

Table A.4.3.1-1: PUBLISH request (UE to P-CSCF)

PUBLISH sip:user1_public1@home1.net SIP/2.0

Via: SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]:1357;comp=sigcomp;branch=z9hG4bKnashds7

Max-Forwards: 70

P-Access-Network-Info: 3GPP-UTRAN-TDD; utran-cell-id-3gpp=234151D0FCE11

Route: <sip:pcscf1.visited1.net:7531;lr;comp=sigcomp>, <sip:orig@scscf1.home1.net;lr>

P-Preferred-Identity: <sip:user1_public1@home1.net>

Privacy: none

From: <sip:user1_public1@home1.net>;tag=31415

To: <sip:user1_public1@home1.net>

Call-ID: b89rjhnedlrfjflslj40a222

CSeq: 61 PUBLISH

Require: sec-agree

Proxy-Require: sec-agree

Security-Verify: ipsec-3gpp; q=0.1; alg=hmac-sha-1-96; spi=87654321; port1=7531
Event: presence

If-Match: 1

Expires: 7200

Content-Length: 0

Request-URI:
Public user identity whose presence information the PUA intends to publish. 

Privacy:
the user does not require privacy, therefore the Privacy header is set to the value "none" as specified in RFC 3325 [10] and RFC 3323 [9].

P-Preferred-Identity:
the user provides a hint about the identity to be used.
From:
This field is populated with the SIP URI that contains the logical representation (FQDN) for the entity sending the PUBLISH request.

Event:
This field is populated with the value 'presence' to specify the use of the presence package.

To:
Same as the Request-URI.

If-Match: 
This field is populated with the entity-tag earlier provided by the PS in the ETag header field to be used as a versioning precondition to the PUBLISH refresh.

Editor's Note: PIDF document might require extensions to take into account publications from multiple terminals.

2.
PUBLISH request (P-CSCF to S-CSCF) – see example in table A.4.3.1-2

P-CSCF looks up the serving network information for the public user identity that was stored during the registration procedure. The PUBLISH request is forwarded to the S-CSCF. A Route header is inserted into PUBLISH request. The information for the Route header is taken from the service route determined during registration.

Table A.4.3.1-2: PUBLISH request (P-CSCF to S-CSCF)

PUBLISH sip:user1_public1@home1.net SIP/2.0 

Via: SIP/2.0/UDP pcscf1.home1.net;branch=z9hG4bK240f34.1, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]:1357;comp=sigcomp;branch=z9hG4bKnashds7

P-Access-Network-Info:

Max-Forwards: 69

P-Asserted-Identity: <sip:user1_public1@home1.net>

Privacy: 

Route: <sip:orig@scscf1.home1.net;lr>


From: 

To: 

Call-ID: 

CSeq: 

Event:

If-Match:

Expires: 

Content-Length:

P-Asserted-Identity:
The P-CSCF inserts the SIP URI in the P-Asserted-Identity header field and it also removes P-Preferred-Identity header field.

Route:
The Route header is populated with the service route from registration.

3.
Evaluation of initial filter criteria


S-CSCF#1 validates the service profile of this subscriber and evaluates the initial filter criteria. For user1_public1@home1.net S-CSCF#1 has originating initial Filter Criteria with Service Points of Interest of Method = PUBLISH AND Event = 'presence' AND To = 'sip:user1_public1@home1.net' that informs the S-CSCF to route the PUBLISH request to the Application Server ps.home1.net.

4.
PUBLISH (S-CSCF to PS) – see example in table A.4.3.1-4


The S-CSCF#1 forwards the PUBLISH request to the PS.

Table A.4.3.1-4: PUBLISH (S-CSCF to PS)

PUBLISH sip:user1_public1@home1.net SIP/2.0

Via: SIP/2.0/UDP scscf1.home1.net;branch=z9hG4bK351g45.1, SIP/2.0/UDP pcscf1.home1.net;branch=z9hG4bK240f34.1, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]:1357;comp=sigcomp;branch=z9hG4bKnashds7

Max-Forwards: 68

P-Asserted-Identity: 

Privacy:

Route: <sip:ps.home1.net;lr>, <sip:scscf1.home1.net;lr>

From: 

To: 

Call-ID: 

CSeq: 

Event:

If-Match:

Expires: 

Content-Length: 

5.
Authorisation of publisher


The PS performs the necessary authorisation checks on the originator to ensure it is allowed to publish the presentity's presence information. In this example all privacy conditions are met, so the PS sends a 200 (OK) response to the S-CSCF.

NOTE:
In the case where the privacy/authorisation checks failed, then a necessary 2xx or 4xx response would be sent to the S-CSCF. The selection of the correct response code depends on the presentity's authorisation policy document.

6.
200 (OK) response (PS to S-CSCF) - see example in table A.4.3.1-6


The PS sends the response to S-CSCF#1.

Table A.4.3.1-6: 200 (OK) response (PS to S-CSCF)

SIP/2.0 200 OK

Via: SIP/2.0/UDP scscf1.home1.net;branch=z9hG4bK351g45.1, SIP/2.0/UDP pcscf1.home1.net;branch=z9hG4bK240f34.1, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]:1357;comp=sigcomp;branch=z9hG4bKnashds7

From: 

To: <sip:user1_public1@home1.net>;tag=151170

Call-ID: 

CSeq:

Expires:

ETag: 1

Content-Length: 0

ETag:
This field is populated with the entity-tag received in the If-Match header field of the PUBLISH request.

7.
200 (OK) response (S-CSCF to P-CSCF) - see example in table A.4.3.1-7


S-CSCF#1 forwards the response to P-CSCF#1.

Table A.4.3.1-7: 200 (OK) response (S-CSCF to P-CSCF)

SIP/2.0 200 OK

Via: SIP/2.0/UDP pcscf1.home1.net;branch=z9hG4bK240f34.1, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]:1357;comp=sigcomp;branch=z9hG4bKnashds7

From: 

To: 

Call-ID: 

CSeq:

Expires:

ETag: 1

Content-Length: 

8.
200 (OK) response (P-CSCF to UE) - see example in table A.4.3.1-6


P-CSCF#1 forwards the response to the PUA in the UE.

Table A.4.3.1-8: 200 (OK) response (P-CSCF to UE)

SIP/2.0 200 OK

Via: SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]:1357;comp=sigcomp;branch=z9hG4bKnashds7

From: 

To: 

Call-ID: 

CSeq:

Expires:

ETag: 1

Content-Length: 

Next change
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