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1 Introduction

In the CN1#30 the skeleton of the TS for WLAN interworking procedures was agreed under document N1-030915. This document is taken as a basis for future additions.

In this contribution, an introduction to the 3GPP WLAN Interworking System, the functionalities of the different network elements and reference points are presented. In addition to that, the usage of UE identities in different scenarios is presented.

2 Conclusion

It is proposed to add to TS 24.xxx the following text:

/* Beginning of addition*/

4
General 

4.1 3GPP WLAN Interworking System

The 3GPP AAA server  is located in the home network and it is responsible for access control. The 3GPP network interfaces to other 3GPP networks, WLANs, via the Wr interface. 

The Wr reference point is defined in 3GPP TS 23.234 [4]. It is based in IETF Diameter Base Protocol or RADIUS. EAP authentication is transported over Wr reference point by Diameter Extensible Authentication protocol (EAP) or RADIUS.

The Ws reference point is defined in 3GPP TS 23.234 [4]. It is based in IETF Diameter Base Protocol with EAP application [12]. EAP authentication is transported over Ws reference point by Diameter Extensible Authentication protocol (EAP).

The Wx reference point is defined in 3GPP TS 23.234 [4]. It is based in either MAP or Diameter as defined in 3GPP TS 29.234 [6].

The WLAN-UE shall be equiped with an UICC (or SIM card) in order to access the WLAN interworking service. 

The 3GPP proxy AAA relays access control (authentication and access authorization) signalling to the home 3GPP AAA server. The functionality of the AAA proxy is outside the scope of this specification and it is defined in 3GPP TS 29.234 [6].

The 3GPP AAA Server procedures covered in this specification are: 

· Authentication of  the 3GPP subscriber based on the SIM/USIM credentials. 

· Access authorization of the 3GPP subscriber based on the WLAN access authorization information retrieved from HLR/HSS or given by the operator. 

Editor's note: Figure 1 in Annex B shows the WLAN access control model applicable to this specification. Figure 2 in Annex B shows the Network Selection model applicable to this specification. 
Other functionalities of the 3GPP AAA server that are covered in 3GPP TS 29.234 [6] are:

· Retrieval of authentication information and subscriber profile (including subscriber's authorization information) from the HLR/HSS of the 3GPP subscriber's home 3GPP network.

· Communication of authorization information to the WLAN potentially via AAA proxies.

· Registration of  its (the 3GPP AAA server) address or name with the HLR/HSS for each authenticated and authorized 3GPP subscriber. 

· Initiation of the Purge procedure when the 3GPP AAA server deletes the information of a subscriber. 

· Possibly  acting a also as a AAA proxy.
4.2 UE Identity

4.2.1 WLAN UE Identities

WLAN UEs use Network Access Identifier (NAI) as identification towards the 3GPP WLAN AAA server. NAI is composed of a username part and a realm part. The NAI realm name shall be in the form of an Internet domain name as specified in RFC 1035 [10], the NAI username part format shall comply with draft-arkko-pppext-eap-aka [13] and draft-haverinen-pppext-eap-sim [14]. 

The WLAN UE shall build the realm part of NAI as specified in TS 23.234 [4] and shall use it in identification responses.

4.2.1.1 Authenticating directly to HPLMN (Non roaming scenario)

By default for EAP-SIM and EAP-AKA full authentication, the UE shall derive the NAI realm from the IMSI as specified in TS 23.234 [4]. 

4.2.1.2 Authenticating to HPLMN via VPLMN (Roaming scenario)

Upon reception of network advertisement information from the WLAN AN, the WLAN UE identifies that WLAN PLMN selection shall be performed as specified in subclause 5.3. In this case, the realm part of NAI is built as specified below.

The UE shall build the NAI realm in the same manner as specified above in chapter 4.2.1.1 for the non-roaming scenario, but using the PLMN ID of the selected VPLMN instead of the PLMN ID from IMSI. 

The NAI username part shall be built in a way that it includes information about the HPLMN. The construction of the username part of the new NAI is FFS.

Editor's Note:
In the roaming case, the WLAN AN uses the realm part of NAI to locate the 3GPP AAA Proxy .The 3GPP AAA Proxy uses the username part of NAI to find the Home AAA server of the subscriber with whom the WLAN UE performs authentication. The 3GPP AAA server uses the username part of the NAI to locate the profile of the subscriber

/* End of addition*/
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