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6.5
Protocol control information compression

Protocol control information compression is an optional SNDCP feature.

Negotiation of the supported algorithms and their parameters is carried out between MS and SGSN using the SNDCP XID parameters (see clause 8).

6.5.1
Negotiation of multiple protocol control information compression types

Each SNDCP entity that supports protocol control information compression shall be able to negotiate one or several protocol control information compression entities with the compression field format shown in figure 7. The negotiation shall be carried out using the XID parameter negotiation specified in subclause 6.8. The initiating entity defines a set of requested compression entities, together with the algorithm and parameters for each compression entity. The set of entities and their algorithms and parameters shall be transmitted to the peer entity. The peer entity responds with the set of negotiated entities and their algorithms and parameters. The peer entity shall select the proposed parameter values or other appropriate values for the negotiated entities. If more than one protocol control information compression algorithms for a specific NSAPI is proposed during the XID negotiation then the receiving peer entity shall only choose one algorithm for that NSAPI.
6.5.1.1
Format of the protocol control information compression field

	Bit
	8
	7
	6
	5
	4
	3
	2
	1

	Octet 1
	P
	X
	X
	Entity number

	Octet 2
	X
	X
	X
	Algorithm type

	Octet 3
	Length=n-3

	Octet 4
	PCOMP1
	PCOMP2

	…
	…
	…

	Octet x
	High-order octet

	…
	…

	Octet n
	Low-order octet


Figure 7: Protocol control information compression field format for SNDCP XID negotiation

6.5.1.1.1
Spare bit (X)
The X bit shall be set to 0 by the transmitting SNDCP entity and shall be ignored by the receiving SNDCP entity.

6.5.1.1.2
Propose bit (P)

The P bit shall be set to 1 if a new compression entity is being proposed, otherwise it shall be set to 0. If the P bit is set to 1, then all octets shall be included, otherwise octet 2 and octets 4 to x‑1 shall not be included. If the P bit is set to 1, then only enough number of octets shall be included to contain the number of PCOMP values needed by the corresponding compression algorithm (e.g. PCOMP3 and PCOMP4 shall not be included if the number of PCOMP values needed by a compression algorithm is one or two). If an odd number of PCOMP values are used by a compression algorithm, then the last PCOMP value shall be set to 0 in the compression field by the transmitting SNDCP entity, and it shall be ignored by the receiving SNDCP entity.

6.5.1.1.3
Entity number

The entity number shall be used to identify a protocol control information compression entity on a SAPI. The entity number shall be assigned using the following rules:

-
The entity number shall be an integer from 0 to 31.

-
The entity number shall be assigned independently on each of the SAPIs.

-
An entity number shall be in one of the three states: unassigned, selected, or assigned.

-
When a new compression entity is to be proposed, an unassigned entity number shall become selected. If there is no unassigned entity number left, the compression entity shall not be proposed.

-
A selected entity number shall become assigned if the corresponding proposed compression entity is created as a result of the XID negotiation, otherwise it shall become unassigned.

-
An assigned entity number shall become unassigned when the corresponding compression entity is deleted as a result of an XID negotiation, or upon the receipt of the LL-RESET.indication primitive.

-
In the case of a collision (see subclause 6.2.1.4) in which an entity number is currently selected:

-
If the selected entity number is included with the P bit set to 0 in the incoming SNDCP XID block, then it shall be assumed that the peer SNDCP entity agreed to the creation of the proposed entity but the response was lost. Therefore the selected entity number shall become assigned, any selected PCOMP and DCOMP values for the algorithm of the entity shall become assigned, and the compression entity shall be created, before the incoming SNDCP XID block is processed. After the incoming SNDCP XID block is processed, the compression entity shall be negotiated again if necessary, as defined in subclause 6.2.1.4.

-
Otherwise (i.e. if the selected entity number is not included, or is included with the P bit set to 1 in the incoming SNDCP XID block), the selected entity number shall become unassigned, and any selected PCOMP and DCOMP values for the algorithm of the entity shall become unassigned, before the incoming SNDCP XID block, if any, is processed. Following the collision resolution procedure, the originally-proposed compression entity shall be proposed again (i.e. the originally-proposed compression entity shall not be considered created even if the originally-selected entity number is proposed in the incoming SNDCP XID block) by sending the appropriate primitive (LL‑ESTABLISH.request or LL‑XID.request). The originally-selected entity number, PCOMP and DCOMP values shall be used for the compression entity being re-proposed if they are unassigned, otherwise a new entity number, PCOMP or DCOMP value shall be selected.

-
In the case of a collision in which an entity number is currently assigned:

-
If the peer SNDCP entity proposes a new compression entity with the same entity number, then it shall be assumed that the peer SNDCP entity negotiated the deletion of the entity but the response was lost, and the entity number is being reused. Therefore the original compression entity shall be deleted, the entity number shall become unassigned, PCOMP and DCOMP values shall be unassigned if necessary (see subclause 6.5.1.1.5), and then the proposed compression entity shall be responded to as usual.

-
Otherwise (i.e. if the assigned entity number is not included, or is included with the P bit set to 0 in the incoming SNDCP XID block), the usual rules regarding collision handling shall apply.

-
In the case of a collision in which a PCOMP or DCOMP value is currently assigned to a compression algorithm:

-
If the peer SNDCP entity proposes a new compression entity with the same PCOMP or DCOMP assigned to a different algorithm, then it shall be assumed that the peer SNDCP entity negotiated the deletion of all entities using the algorithm to which the PCOMP or DCOMP value was assigned, but the response was lost, and the PCOMP or DCOMP value is being reused. Therefore, all compression entities using that algorithm shall be deleted, all corresponding entity numbers shall become unassigned, and all PCOMP or DCOMP values assigned to the algorithm shall become unassigned, and then the proposed compression entity shall be responded to as usual.

-
Otherwise (i.e. if the assigned PCOMP or DCOMP is not included, or is included and assigned to the same algorithm), the usual rules regarding collision handling shall apply.

6.5.1.1.4
Algorithm type

Table 4 show the list of protocol control information compression algorithms supported by the SNDCP layer. When new compression algorithms are needed for SNDCP, table 4 shall be updated.

Table 4: List of protocol control information compression algorithms supported by SNDCP

	Compression algorithm
	Algorithm type (Range 0 to 31)

	RFC 1144
	0

	RFC 2507
	1

	-
	Other values Reserved


6.5.1.1.5
PCOMP

One or more PCOMP values shall be assigned dynamically to a compression algorithm, based on the negotiation of the XID parameters for protocol control information compression. Each of the assigned PCOMP values denotes one compressed frame type of that compression algorithm.

The assignment of the PCOMP values follows the following general rules:

-
PCOMP shall be an integer from 0 to 15.

-
PCOMP value 0 is reserved permanently for no compression.

-
PCOMP shall be assigned independently on each of the SAPIs.

-
An assigned PCOMP value applies to all NSAPIs mapped to the same SAPI.

-
PCOMP values shall be assigned to compression algorithms, not to compression entities (i.e. the same PCOMP value(s) shall be used by different compression entities on the same SAPI using the same compression algorithm).

-
A PCOMP value shall be in one of the three states: unassigned, selected, or assigned.

-
When a new compression entity is to be proposed, and if PCOMP values have not yet been assigned to the corresponding compression algorithm, then the appropriate number of unassigned PCOMP values shall be selected. If there is not enough unassigned PCOMP values left, the compression entity shall not be proposed.

-
A selected PCOMP value shall become assigned if the corresponding proposed compression entity is created as a result of the XID negotiation, otherwise it shall become unassigned.

-
An assigned PCOMP value shall become unassigned when the corresponding compression algorithm is no longer in use by any compression entity, or upon the receipt of the LL‑RESET.indication primitive.

-
In the case of a collision (see subclause 6.2.1.4), the handling of PCOMP values shall be in accordance with subclause 6.5.1.1.3.

While transferring data, the compressed frame type for an N‑PDU is conveyed in the PCOMP field of the SNDCP header of the first SN‑PDU belonging to the N‑PDU. Any successfully negotiated algorithm may be used for compression of an N‑PDU.

6.5.1.2
Resetting compression entities following SNDCP XID negotiation

The LL‑Establish primitives shall be used for the negotiation of protocol control information compression if:

-
one or more parameters, excluding the applicable NSAPIs, of existing compression entities used with acknowledged peer-to-peer LLC operation are changed by the originator of the negotiation; or

-
one or more NSAPIs are removed, by the originator of the negotiation, from existing compression entities used with acknowledged peer-to-peer LLC operation, except when all NSAPIs using the compression entity are removed, or when LLC is already in ADM.

Otherwise, either the LL‑Establish primitives or the LL‑XID primitives may be used.

If the LL‑XID primitives are used for XID negotiation, then in addition to restrictions specified elsewhere in the present document, the following parameters of the protocol control information compression entities are non-negotiable by the responding SNDCP entity:

-
any parameter of existing compression entities used with acknowledged peer-to-peer LLC operation.

If one or more parameters, other than the applicable NSAPIs, of a compression entity used with unacknowledged peer-to-peer LLC operation are changed, the compression entity shall be reset locally upon completion of the SNDCP XID negotiation.

6.5.1.3
Parameters for compression entities

On negotiating a compression entity, not all the parameters of the entity have to be specified. If a parameter is to be included, all the preceding parameters shall also be specified, and the length field shall be set to the sum of the lengths of all the parameters specified. If any of the parameters is not specified, the rules in subclause 6.8.2 shall apply.

6.6
Data compression

Data compression is an optional SNDCP feature. Data compression applies to both SN‑DATA and SN‑UNITDATA primitives.

Data compression, if used, shall be performed on the entire N‑PDU, including the possibly compressed protocol control information.

Figure 8 shows an example how the SNDCP functions may be used. Several NSAPIs may use a common data compression entity, i.e. the same compression algorithm and the same dictionary. Separate data compression entities shall be used for acknowledged (SN‑DATA) and unacknowledged (SN‑UNITDATA) data transfer. Several NSAPIs may be associated with one SAPI, i.e. they may use the same QoS profile.
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Figure 8: An example for the usage of NSAPIs, SNDCP functions, and SAPIs

6.6.1
Negotiation of multiple data compression types

Each SNDCP entity that supports data compression shall be able to negotiate one or several data compression entities with the compression field format shown in figure 9. The negotiation shall be carried out using the XID parameter negotiation specified in subclause 6.8. The initiating entity defines a set of requested compression entities, together with the algorithm and parameters for each compression entity. The set of entities and their algorithms and parameters shall be transmitted to the peer entity. The peer entity responds with the set of negotiated entities and their algorithms and parameters. The peer entity shall select the proposed parameter values or other appropriate values for the negotiated entities. If more than one data compression algorithms for a specific NSAPI is proposed during the XID negotiation then the receiving peer entity shall only choose one algorithm for that NSAPI.

6.6.1.1
Format of the data compression field

	Bit
	8
	7
	6
	5
	4
	3
	2
	1

	Octet 1
	P
	X
	X
	Entity number

	Octet 2
	X
	X
	X
	Algorithm type

	Octet 3
	Length=n-3

	Octet 4
	DCOMP1
	DCOMP2

	…
	…
	…

	Octet x
	High-order octet

	…
	…

	Octet n
	Low-order octet


Figure 9: Data compression field format for SNDCP XID negotiation

6.6.1.1.1
Spare bit (X)
The X bit shall be set to 0 by the transmitting SNDCP entity and shall be ignored by the receiving SNDCP entity.

6.6.1.1.2
Propose bit (P)

The P bit shall be set to 1 if a new compression entity is being proposed, otherwise it shall be set to 0. If the P bit is set to 1, then all octets shall be included, otherwise octet 2 and octets 4 to x-1 shall not be included. If the P bit is set to 1, then only enough number of octets shall be included to contain the number of DCOMP values needed by the corresponding compression algorithm (e.g. DCOMP3 and DCOMP4 shall not be included if the number of DCOMP values needed by a compression algorithm is one or two). If an odd number of DCOMP values are used by a compression algorithm, then the last DCOMP value shall be set to 0 in the compression field by the transmitting SNDCP entity, and it shall be ignored by the receiving SNDCP entity.

6.6.1.1.3
Entity number

The entity number shall be used to identify a data compression entity on a SAPI. See subclause 6.5.1.1.3 for the rules for assigning entity numbers. The assignment of entity numbers for protocol control information compression entities and data compression entities shall be independent.

6.6.1.1.4
Algorithm type

Table 6a shows the list of data compression algorithms supported by the SNDCP layer. When new compression algorithms are needed for SNDCP, table 6a shall be updated.

Table 6a: List of data compression algorithms supported by SNDCP

	Data compression algorithm
	Algorithm type

(Range 0-31)

	V.42 bis
	0

	V.44
	1

	-
	Other values Reserved


6.6.1.1.5
DCOMP

One or more DCOMP values shall be assigned dynamically to a compression algorithm, based on the negotiation of the XID parameters for data compression. Each of the assigned DCOMP values denotes one compressed frame type of that compression algorithm.

The assignment of the DCOMP values shall follow the rules for the assignment of PCOMP values in subclause 6.5.1.1.5.

While transferring data, the compressed frame type for an N‑PDU is conveyed in the DCOMP field of the SNDCP header of the first SN‑PDU belonging to the N‑PDU. Any successfully negotiated algorithm may be used for compression of an N‑PDU.

6.6.1.2
Resetting compression entities following SNDCP XID negotiation

The LL‑Establish primitives shall be used for the negotiation of data compression if:

-
one or more parameters, excluding the applicable NSAPIs, of existing compression entities used with acknowledged peer-to-peer LLC operation are changed by the originator of the negotiation; or

-
one or more NSAPIs are removed, by the originator of the negotiation, from existing compression entities used with acknowledged peer-to-peer LLC operation, except when all NSAPIs using the compression entity are removed, or when LLC is already in ADM.

Otherwise, either the LL‑Establish primitives or the LL‑XID primitives may be used.

If the LL‑XID primitives are used for XID negotiation, then in addition to restrictions specified elsewhere in the present document, the following parameters of the data compression entities are non-negotiable by the responding SNDCP entity:

-
any parameter of existing compression entities used with acknowledged peer-to-peer LLC operation.

If one or more parameters, other than the applicable NSAPIs, of a compression entity used with unacknowledged peer-to-peer LLC operation are changed, the compression entity shall be reset locally upon completion of the SNDCP XID negotiation.

6.6.1.3
Parameters for compression entities

On negotiating a compression entity, not all the parameters of the entity have to be specified. If a parameter is to be included, all the preceding parameters shall also be specified, and the length field shall be set to the sum of the lengths of all the parameters specified. If any of the parameters is not specified, the rules in subclause 6.8.2 shall apply.
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