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Introduction

Several new messages and procedures have been introduced within MBMS in order to allow for MBMS service reception. These are outlined within section 5 of the technical report. This contribution expands on the work created within SA2 to start to create stage-3 type text for MBMS.

A new subsection has been added underneath the stage 2 flow within section 5, with “24.008 style text” in order to facilitate easy transfer to the actual specifications. This contribution primarily deals with introducing overview text for layer 3 MBMS procedures along with a proposed state model, and normative text for successful and unsuccessful activation procedures. 

Proposal

It is proposed to discuss and agree the text added below to TS29.846.

5

MBMS Session Activation / Deactivation
Editors Note: This section will describe the procedures and protocols used to activate and deactivate multicast PDP contexts between the UE and the Core Network and between core network elements. None of the text within this section shall be transferred directly to any specification. 

5.1 MBMS Multicast Service Activation

Figure 1 shows the Multicast mode end to end service activation flow for MBMS. The activation procedure registers the user in the network to enable the reception of data from a specific multicast service. The procedure establishes UE specific MBMS contexts in the UE, SGSN and GGSN for each activated multicast service. 

New UE to CN messages requiring definition are shown in red within the diagram.  
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Figure 1. Activation of an MBMS Multicast service.

1. The UE activates a default, typically best-effort PDP context if not already established. This can be a PDP context used for basic IP services like WAP or Internet access, or it might be the signalling PDP context used for IMS access.

2. The UE sends an IGMP (IPv4) or MLD (IPv6) Join message over the default PDP context to signal its interest in receiving a particular multicast service identified by an IP multicast address.

3. This signaling between GGSN and BMSC is FFS. It may be per user service access authorization.
4. The GGSN receives the IGMP Join request and sends an MBMS notification request to the SGSN. 

5. The SGSN requests the UE to activate an MBMS context. This message will include the offered IP multicast address, along with an Access Point Name (APN), which has been received from GGSN.

6. The UE checks for the validity of the request to activate the service, and if valid, creates an MBMS UE context, and sends an Activate MBMS Context Request to the SGSN. This message will include the IP multicast address which the UE wants to join/activate, and an APN. 

7. Security Functions may be performed, e.g. to authenticate the UE. 

8. The SGSN creates an UE specific MBMS PDP context and sends Create MBMS Context Requests to the GGSN. 
9. This signaling between GGSN and BMSC is FFS. It may be per user service access authorization and/or signaling of the GGSNs interest to receive the MBMS service data (per service and not per user). Also the GGSN or another network entity may perform a subscription check for the requested MBMS multicast service identified by the IP multicast address and APN.
10. The GGSN creates an MBMS PDP context for the UE and sends Create MBMS Context Response to the SGSN.
11. The SGSN sends an Activate MBMS Context Accept to the UE. 

5.x.1 Layer 3 Multicast Session Activation
The main function of the MBMS session management (MBMS-SM) is to support the MBMS service handling within the user terminal and network, which allows the user in the network to receive data from a specific MBMS source. The MBMS-SM comprises procedures for MBMS context activation and deactivation. MBMS-SM procedures for identified access can only be performed if a GMM context has been established between the UE and the network. If no GMM context has been established, the MM sublayer has to initiate the establishment of a GMM context by use of the GMM procedures as described in chapter 4. After GMM context establishment, MBMS-SM uses services offered by GMM (see 3GPP TS 24.007 [20]). Ongoing MBMS-SM procedures are suspended during GMM procedure execution.
In UMTS only, integrity protected signalling is mandatory with one exception regarding emergency calls (see subclause 4.1.1.1.1 of the present document and in general, see 3GPP TS 33.102 [5a]). In UMTS only, all protocols shall use integrity protected signalling. Integrity protection of all MBMS-SM signalling messages is the responsibility of lower layers. It is the network which activates integrity protection. This is done using the security mode control procedure (3GPP TS 25.331 [23c]).

5.x.1.1
Session management states

Note : The text in this subclause is intended to be copied directly to 24.008 when the text is fully agreed.
5.x.1.1.1 MBMS Session management states in the UE

5.x.1.1.1.1
MBMS-INACTIVE

This state indicates that no MBMS context exists.

5.x.1.1.1.2
MBMS-ACTIVE-PENDING

This state exists when MBMS context activation has been requested by the UE.

5.x.1.1.1.3
MBMS-ACTIVE

This state indicates that the MBMS context is active. 

5. x.1.1.2 MBMS Session management states on the network side

5.x.1.1.2.1
MBMS-INACTIVE

This state indicates that the MBMS context is not active.

5.x.1.1.2.2
MBMS-ACTIVE-PENDING

This state exists when the MBMS context activation when the network has requested the UE to initiate MBMS context activation.

5.x.1.1.2.3
MBMS-ACTIVE

This state indicates that the MBMS context is active.

5.x.1.2
Multicast Session Management procedures

5.x.1.2.1
MBMS context activation

The purpose of this procedure is to establish an MBMS context between the UE and the network for a specific IP Multicast Address on a specific NSAPI. Each IP Multicast address may uniquely be described by one MBMS UE context in the UE or MBMS Bearer Context in the network. The UE shall only initiate the MBMS context activation when requested by the network, however the trigger for the activation request by the network is initiated by the UE at the application layer. (see 3GPP TS 23.246 [REF]) 

5.x.1.2.1.1
Successful MBMS context activation 

In order to request MBMS context activation, the network sends a REQUEST MBMS CONTEXT ACTIVATION message to the UE, enters the state MBMS-ACTIVE-PENDING and starts timer T3385. The message contains the IP multicast address, APN and Linked NSAPI. 

Upon receipt of a REQUEST MBMS CONTEXT ACTIVATION message, the UE shall validate the message by verifying the NSAPI given in the Linked NSAPI IE to be one of the active PDP context(s), and send an ACTIVATE MBMS CONTEXT REQUEST, enter state MBMS ACTIVE-PENDING and start timer T3380. The message contains the IP mutlicast address and APN which should be the same as IP Mulitcast address and APN requested by the network in the REQUEST MBMS CONTEXT ACTIVATION message. 

Upon receipt of the ACTIVATE MBMS CONTEXT REQUEST message, the network shall stop timer T3385, and may reply with an ACTIVATE MBMS CONTEXT ACCEPT message. 

Upon receipt of the message ACTIVATE MBMS CONTEXT ACCEPT the MS shall stop timer T3380, shall enter the state MBMS-ACTIVE 
5.x.1.2.1.2
Unsuccessful MBMS context activation requested by the UE

Upon receipt of an ACTIVATE MBMS CONTEXT REQUEST message the network may reject the MS initiated MBMS context activation by sending an ACTIVATE MBMS CONTEXT REJECT message to the MS. The message shall contain a cause code that typically indicates one of the following causes:

# 8:
Operator Determined Barring;

# 26:
insufficient resources;

# 27:
missing or unknown APN;

# 29:
user authentication failed;

# 30:
activation rejected by GGSN;

# 31:
activation rejected, unspecified;

# 32:
service option not supported;

# 33:
requested service option not subscribed;

# 34:
service option temporarily out of order;

# 35: NSAPI already used. The network shall not send this cause code (see note 1); or

# 95 - 111:
protocol errors.

NOTE 1:
 Pre-R99 network may send this cause code.

Upon receipt of an ACTIVATE MBMS CONTEXT REJECT message, the MS shall stop timer T3380 and enter/remain in state MBMS-INACTIVE.

5.x.1.2.1.3
Unsuccessful MBMS context activation requested by the network

Upon receipt of the REQUEST MBMS CONTEXT ACTIVATION message, the UE may reject the network requested MBMS context activation by sending the REQUEST MBMS CONTEXT ACTIVATION REJECT message to the network. The message contains the same TI as included in the REQUEST MBMS CONTEXT ACTIVATION and an additional cause code that typically indicates one of the following causes


# 26: insufficient resources;


# 31: activation rejected, unspecified;


# 40: feature not supported; or


# 95 - 111: protocol errors.

The network shall stop timer T3385 and enter state MBMS-INACTIVE.
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