3GPP TSG-CN1 Meeting #30
Tdoc N1-030591

San Diego, California, USA,   19 – 23 May 2003
Source:
Nokia

Title:
Rework of Profile Tables

Agenda item:
7.6 Other IMS Issues

Document for:
DISCUSSION and APPROVAL

Introduction

This contribution proposes major changes to the 24.229 Profile Tables. It summarizes the discussions that took place during the last weeks on this issue and can be seen as a guideline to understand the changes proposed in the following documents:

· N1-030592 / CR# 371
"Profile Tables – Transparency"

· N1-030593 / CR# 372
"Profile Tables – Terminology"

· N1-030594 / CR# 373
"Profile Tables – Restructure" 

· N1-030595 / CR# 374
"Profile Tables – Informative PDU Parameters"

· N1-030596 / CR# 375
"Profile Tables – Major Capability Corrections"

· N1-030597 / CR# 376
"Profile Tables – Deletion of Elements not used in 24.229"

· N1-030603 / CR# 
"Profile Tables – Further Corrections"

Discussion

During the last weeks several discussions about the 24.229 Profile Tables occurred. It became clear that some major changes to these tables would be required and that those can only be done during CN1#30 meeting, as this is the last chance to change 24.229 before the "deep-freezing" of Rel-5 specifications. 

The following issues were raised:

Transparency

For some readers of the Profile Tables it was not quite clear, if and to which extend IMS CSCFs are transparent for unknown SIP extensions.  Unknown SIP extensions can be:

· unknown SIP messages (requests and responses)

· unknown SIP headers

· unknown parameters to existing headers

· unknown bodies

1. IMS CSCFs are defined as SIP proxies. RFC 3261 states, that SIP proxies do not act on unknown SIP extensions and pass them on transparently. See for example RFC 3261, section 16.3, bullet 1, second paragraph, where it is said:

This protocol is designed to be extended.  Future extensions may define new methods and header fields at any time.  An element MUST NOT refuse to proxy a request because it contains a method or header field it does not know about.

If IMS CSCFs would not be transparent for further SIP extensions, they would break a basic functionality of SIP Proxies.

2. In order to enable easy service creation, CSCFs must be transparent. Additional services can be provided by SIP extensions that are implemented only in the UE and a specific AS. The IMS network should be completely transparent for these extensions.

3. In order to achieve forward compatibility, CSCFs must be transparent. Services used in later releases will use SIP extensions that are not known by earlier releases. These Services will only involve functionality at the UE and the AS. 

An example for this is the Presence Service, which is introduced in Release 6 and which makes use of the PUBLISH method. The PUBLISH method needs to be understood only in the UE and the AS, it requires no additional CSCF functionality. 

If the CSCFs would not be transparent, the Presence service:

· could not be used until the S-CSCF of the user is updated to Rel-6, although no Presence specific functions are needed there;

· could not be used until all P-CSCFs in the networks, with which the operator has roaming agreements are updated to Rel-6, although no Presence specific functions are needed there.

4. It was said that charging can only be applied in CSCFs to known elements, therefore elements that are not known could not be charged properly. 

Unknown extensions can exist due to two different reasons:


a. Extensions for Services provided by the network – in this case the AS, that applies the services should provide also the charging capability, else every service needs to be understood (i.e. implemented) into the S-CSCF.

b. Extensions that are exchanged between users – those are a major capability of SIP and should not prevented. The CSCFs already have means to restrict the SIP initiated sessions to certain codecs and media-types (media policing by means of 488 responses). In this case, only the unknown codecs are rejected. Similar generic mechanisms could be introduced in the future, but it should not be required that all future extensions have to be understood by the network elements.

5. The "i" status code in the Profile Tables was understood by some readers in a way, that all headers and messages for which a CSCF is transparent need to be listed in the Profile Tables. 

Due to this it is proposed to state for the 24.229 profile tables

a) that IMS CSCFs are acting as SIP proxies for unknown SIP extensions, i.e. they let them pass through transparently

b) that only those SIP elements are listed in the tables which are used by 24.229. Therefore the tables and entries related to the INFO and REFER method can be crossed out. Furthermore the meaning of the "i" status code should changed sot that it is only there to show that a element which is referenced in 24.229 is handled transparently. All other elements will anyhow be handled transparently by the CSCFs.

Terminology / Readability

During the CN1 Conference Call on the rework of the Profile Tables, a presentation was held in order to clarify the background of the terminology used in the Profile Tables. Although this introduction was very helpful, it is still very complicated for inexperienced readers to interpret the meaning of the tables.

In order to fully understand the currently used terminology in the Profile Tables, a reader is supposed to be familiar with the concepts introduced in 

· ISO/IEC 9646-1 / ITU-T X.290 "Conformance testing methodology. General concepts" 

· ISO/IEC 9646-7 / ITU-T X.296 "Conformance testing methodology. ICS proformas"

Most of the readers of 24.229 that are known to the contributors of this document are not familiar with these standards and it seems rather odd to require every reader of the main IMS Protocol Specification document to be aware of the content of all referenced SIP RFCs and in addition to this with the conformance testing methodology, although the later is nowhere else used for SIP or IMS.

Most of the readers of 24.229 have an IETF / SIP background and therefore the document should be readable for them without any further knowledge. Only by doing this 24.229 becomes acceptable by developers who are familiar with the SIP protocol. 

Therefore it is proposed to change the terminology used in the Profile Tables in a way, that they are understandable for readers with a IETF / SIP background. 

Complexity and Contradictions

The current SIP and SDP Profile in 24.229 consists of more than 330 tables, which is 66% of the normative text of the specification. CN1 formed all working assumptions based on the call flows in 24.228 and the written text in the main part of 24.229. It was always assumed within CN1 that reading the main part of the document and the referenced CRs should be sufficient to be able to understand and implement SIP for the IMS.

The introduction to Annex A (Profile Tables) states, that if there is a contradiction between the written text of an RFC or the written text in 24.229 and the content of the tables, the text takes precedence. Due to this it becomes clear, that the tables are meant as an alternative representation of the facts that are already stated in the protocol. 

The tables in their current form include already contradictions within themselves (or statements that were interpreted by the writer of this discussion paper as a contradiction), for example:

Table A.4 (Major Capabilities – UE Role)

Items 3 and 4: "Client / Server behaviour for INVITE requests" are indicated as "o"ptional, but item 14: "reliability of provisional responses in SIP" is marked as "m"andatory. Now, reliability of provisional responses can only be applied to responses of the INVITE request – this means that

i) either the indication of "o" for the INVITE request is wrong

ii) or the indication of "m" for the 100rel extension is wrong

iii) or this has to be understood in a different way – then the table cannot be regarded as useful, as it does not reflect the major capabilities in a way that it can be understood without further interpretation

Such contradictions / problems in interpretation can be found in more than one place in the profile tables. Due to the huge amount of tables it is rather complicated to trace down all the problems that are currently within the profiles. 

Furthermore X.296 states, that tables including PDU parameters are not mandatory to be included in a profile. Most of the tables in 24.229 (over 330) are PDU parameter tables.

Therefore it is proposed to make the PDU parameter tables optional, in order to avoid as much contradictions of normative text as possible (as said, they are anyhow optional)

Extendibility

It was questioned whether the profile tables should include all SIP extensions that will be used by IMS in the future. For example, if SIP extensions are introduced for Rel-6 (e.g. PUBLISH method), should they be listed in the 24.229 profile tables?

It is currently under discussion in CN1 if IMS services / service enabling mechanisms need to be specified in 24.229 or if they could be put into an extra specification. During the discussions about the Profile Tables it was said, that such service-related specifications could not be created, as all extensions to the Profile Tables must be included into the 24.229 Profile.

This requirement seems to create unnecessary restrictions and should therefore not be followed further. The Profile Tables must not dictate where IMS Services need to be specified. 

Therefore it is proposed to state in the Annex of 24.229, that extensions to these tables can be made in other specifications that describe the usage of SIP or specific SIP extensions in the IMS.

Proposal

The following changes to the 24.229 Profile Tables and CN1 working assumptions are proposed. All these changes are independent of each other, i.e. if one or more of them is not accepted, the others are not affected (besides editorial revisions):

1. Within the Rel-5 version of 24.229, Annex A should include a clear statement that all CSCFs are regarded as SIP Proxies and that they therefore treat unknown SIP extensions transparently.
This is reflected in tdoc N1-030592

2. The terminology used within the 24.229 profile tables should be changed in order to make the text readable for people that are not familiar with the related ISO/ITU standards for ICS and Profiles. 
This is reflected in tdoc N1-030593

3. Annex A of 24.229 should be re-structured in the following way:

A.1 – Introduction

A.2 – Major Capabilities

A.2.1 – UE SIP Major Capabilities

A.2.2 – Proxy SIP Major Capabilities

A.2.3 – UE SDP Major Capabilities

A.2.4 – Proxy SDP Major Capabilities

A.3 – Message content

A.3.1 – UE SIP message content

A.3.2 – Proxy SIP message content

A.3.3 – UE SDP message content

A.3.4 – Proxy SDP message content

This is reflected in tdoc N1-030594

4. The PDU parameters / Message Content tables should become informative.
This is reflected in tdoc N1-030595

5. A statement should be added saying, that extensions to the Profile Tables could be made in other specifications in the future.
This is reflected in tdoc N1-030592

6. SIP Extensions that are not used in the normative text of 24.229 should be crossed out of the Profile Tables. This specifically applies for the INFO and the REFER method related tables and entries.
This is reflected in tdoc N1-030597

