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1. Introduction

In 24.229 the profile tables mandate that the UEs willing to connect to IMS shall support a set of SIP extensions. While mandating some of the extensions is justified, some other extensions need not be mandatorily supported in all circumstances.

Terminals may be used in the future for real-time and/or non-real time services. In case a terminal will only be used for non-real time services, some of the extensions currently mandatory in TS 24.229 are not necessarily needed. E.g., a terminal capable only for setting up messaging sessions, gaming sessions or using SUBSCRIBE/NOTIFY for presence document download/upload, will not need to implement RFC3312 (Integration of Resource Management and SIP).

The following is an analysis of the required SIP extensions found in table A.4:

1. Reliability of provisional responses in SIP (RFC3262)

Reliable provisional responses are only allowed to be sent to an INVITE request. The support for reliability of provisional responses is important for real-time session setup cases, and its absence is not critical for a terminal making use of only non real-time services. 

2. Integration of resource management and SIP (RFC3312). The support for this extension is only mandatory in case resources need to be reserved for the session to be set up. For non real-time services this is not the case.

3. SIP UPDATE method (RFC3311). The purpose of this extension is to convey progress of the call before the INVITE request is answered. Its support is not critical for terminals not making use of real-time services.

4. SIP extensions for media authorization (RFC3313). This extension is used to integrate QoS admission control with call signalling. If admission control is not needed for a specific media stream, then the support for this extension is unnecessary for terminals making use of such media streams.

5. SIP specific event notification (RFC3265). The use of this method is mandatory for all UEs after a successful registration to IMS. 

6. The use of NOTIFY to establish a dialog. Same as 5.

7. SIP extension header field for registering non-adjacent contacts (RFC3327). This extension is needed to set up a path between the UA and its registrar during the registration process. As registration to IMS is mandatory, the support for this extension is also mandatory.

8. Private extension to SIP for Network Asserted Identity within Trusted Networks (RFC3325). This extension header field is used by the P-CSCF to convey information about the identity of the sender towards the S-CSCF and by the UE to provide a hint for its identity to be inserted by the network. As providing the hint is not mandatory for the UEs and the usage of P-Asserted-Identity by UEs is not encouraged, the support for this extension should be optional.

9. A Privacy mechanism for SIP (RFC3323). AS the inclusion of the Pricay header in requests is not mandated for the UEs, the support for this feature should be optional.

10. A messaging mechanism for SIP (RFC3428). The support for this extension shall be mandatory for all UEs willing to make use of the MESSAGE method.

11. SIP extension for Service Route Discovery (draft-ietf-sip-svrtdisco). This extension field is used in REGISTER requests by the registrar to convey the service path to the UE. The usage of this header field is mandatory in IMS.

12. Compressing SIP (RFC3320, draft-ietf-sipping-sigcomp-sip-dictionary and draft-ietf-sip-compression). As UEs may access IMS using air interface the usage of compression is mandatory.

There are a few extensions not listed in table A.4:

13. SIP event package for registration (draft-ietf—sipping-reg-event). The UE is mandated to subscribe to its registration event package after a successful registration. The support of this shall be mandatory for the UE.

14. Security Mechanism Agreement for SIP Sessions (RFC3329). The mechanism described in the RFC is used in IMS to negotiate the security mechanism and parameters to use. The support and usage of this mechanism is mandatory for a UE.

15. HTTP Digest Authentication using AKA (RFC3310). The mechanism described in the RFC is used by the UEs for authentication, its support and usage is therefore mandated.

16. Private extensions for SIP for 3GPP (RFC3455). The inclusion of the P-Access-Network-Info header into REGISTER requests is mandated in IMS. Therefore the support of this extension is mandatory.

17. Offer Answer model with SDP (RFC3264). A UE not supporting this mechanism will not be able to set up sessions, therefore the support of this mechanism should be mandated.

18. Grouping of media lines (RFC3388). TS24.229 mandates that in case the UE receives grouping indication, it has to proceed accordingly.  It is therefore believed that the support of these extensions is mandatory.

Proposal:

1) It is proposed to agree the following principles:

2) Include extensions 13-18 into the profile tables and indicate their mandatory support for UEs.

3) For extensions listed in bullet points 1, 2, 3, 4 indicate a condition in the profile tables that their support is mandatory for the UEs only in case of real-time service usage.

4) For extensions listed in bullet points 8 and 9 make their usage optional for UEs.

If the above principles are agreed, Nokia is willing to bring in a CR implementing the necessary changes.

NOTE: in case the above is agreed, changes to main body of 24.229 (section 6.1) are also needed.




3GPP


