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Introduction

This CR proposes text describing the usage of the PUBLISH request at the UE.

Proposed changes to 24.841:

7.2.1
Procedures at the UE

Editor’s Note: this clause describes: the usage of PUBLISH request in IMS; when a PUA publishes

Editor’s note: the clause describes: the behaviour for fetching presence information; the behaviour for subscribing for presence information; providing full state or partial state notifications.

Editor’s Note: this clause describes how the watchers subscribe and get notified of the presencelist event package and how the PLS collects the information.

Editor’s Note: this clause describes how the watcher information is collected by the Presence Server and provided to the presentity

Editor’s Note: this clause describes how the watchers can set filters in SUBSCRIBE requests.
Editor’s Note: this clause describes: the details (syntax/semantics) of the authorisation policy definitions; the usage of watcherinfo template package in IMS; the details how the authorisation policy is uploaded to Presence Server; the details how groups can be referenced; multiple value concept.
7.2.1.x
Updating of Presence Information

A PUA in a UE can publish or update its presence information.

On sending a PUBLISH request, the UE shall populate the header fields as follows:
a)
the Request-URI and To headers shall contain the public user identity for whose presence information the PUA is publishing.
b)  the From header shall contain the public user identity of the entity sending the request;

c)
the Event header shall contain the value “presence” event package;

d)
the Class header shall contain the value “mobile”; and
e)
the Stream header shall contain a globally unique token that identifies the stream of publications.

If the PUA wishes to publish different event states depending on the watcher, then the PUA includes a Facet header.  The header contains a list of name-addr(s) indicating the intended target watcher or group of watchers that this event state is being published for.  The use of wildcard (*) indicates that the event state is intended for all watchers.
Afterwards it shall send out the so generated PUBLISH request.

Upon receipt of a 2xx response to the PUBLISH request, the UE shall store the information for the established dialog and the expiration time as indicated in the Expires header of the received response.

The UE shall automatically re-publish if the expiration time, as indicated in the Expires header of the 2xx response to the PUBLISH request, has run out and the public user identity is still registered.
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