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1.1
Scope of the Technical Specification

The procedures currently described in this TS are for the call control of circuit-switched connections, session management for GPRS services, mobility management and radio resource management for circuit-switched and GPRS services.

3GPP TS 24.010 contains functional procedures for support of supplementary services.

3GPP TS 24.011 contains functional procedures for support of point-to-point short message services.

3GPP TS 24.012 contains functional description of short message - cell broadcast.

3GPP TS 44.060 [76] contains procedures for radio link control and medium access control (RLC/MAC) of packet data physical channels.

3GPP TS 44.071 [23a] contains functional descriptions and procedures for support of location services.

NOTE:
"layer 3" includes the functions and protocols described in the present document. The terms "data link layer" and "layer 2" are used interchangeably to refer to the layer immediately below layer 3.

2
References

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

· References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.

· For a specific reference, subsequent revisions do not apply.

· For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.

[1]
Void.

[2]
Void.

[2a]
3GPP TR 21.905 "Vocabulary for 3GPP Specifications"

[3]
3GPP TS 22.002: "Circuit Bearer Services (BS) supported by a Public Land Mobile Network (PLMN)".

[4]
3GPP TS 22.003: "Teleservices supported by a Public Land Mobile Network (PLMN)".

[5]
3GPP TS 42.009: " Security aspects".
[5a]
3GPP TS 33.102: "3G security; Security architecture".
[6]
3GPP TS 22.011: "Service accessibility".

[7]
3GPP TS 42.017: " Subscriber Identity Modules (SIM); Functional characteristics".

[8]
3GPP TS 22.101: "Service aspects; Service principles".
[8a]
3GPP TS 22.001: "Principles of circuit telecommunication services supported by a Public Land Mobile Network (PLMN)".
[8b]
3GPP TS 23.038: "Alphabets and language-specific information".
[9]
3GPP TS 23.101: "General UMTS Architecture".
[9a]
3GPP TS 23.108: "Mobile radio interface layer 3 specification core network protocols; Stage 2 (structured procedures)".
[10]
3GPP TS 23.003: "Numbering, addressing and identification".

[11]
3GPP TS 43.013: "Discontinuous Reception (DRX) in the GSM system".

[12]
3GPP TS 23.014: "Support of Dual Tone Multi-Frequency (DTMF) signalling".

[12a]
Void.

[13]
3GPP TS 43.020: "Security-related network functions".

[14]
3GPP TS 23.122: "Non-Access-Stratum functions related to Mobile Station (MS) in idle mode".

[15]
3GPP TS 24.002: "GSM-UMTS Public Land Mobile Network (PLMN) access reference configuration".

[16]
3GPP TS 44.003: "Mobile Station - Base Station System (MS - BSS) interface; Channel structures and access capabilities".

[17]
3GPP TS 44.004: "Layer 1; General requirements".

[18]
3GPP TS 44.005: "Data Link (DL) layer; General aspects".

[19]
3GPP TS 44.006: "Mobile Station - Base Station System (MS - BSS) interface; Data Link (DL) layer specification".
[19a]
3GPP TS 25.321: "Medium Access Control (MAC) protocol specification".

[19b]
3GPP TS 25.322: "Radio Link Control (RLC)  protocol specification".

[19c]
3GPP TS 25.413: "UTRAN Iu interface RANAP signalling".
[20]
3GPP TS 24.007: "Mobile radio interface signalling layer 3; General aspects".

[21]
3GPP TS 24.010: "Mobile radio interface layer 3; Supplementary services specification; General aspects".

[22]
3GPP TS 24.011: "Point-to-Point (PP) Short Message Service (SMS) support on mobile radio interface".

[23]
3GPP TS 24.012: "Short Message Service Cell Broadcast (SMSCB) support on the mobile radio interface".

[23a]
3GPP TS 44.071: "Location Services (LCS); Mobile radio interface layer 3 specification."

[23b]
3GPP TS 44.031 "Location Services LCS); Mobile Station (MS) - Serving Mobile Location Centre (SMLC); Radio Resource LCS Protocol (RRLP)".

[23c]
3GPP TS 25.331: "Radio Resource Control (RRC) protocol specification"

[24]
3GPP TS 24.080: " Mobile radio Layer 3 supplementary service specification; Formats and coding".

[25]
3GPP TS 24.081: "Line identification supplementary services; Stage 3".

[26]
3GPP TS 24.082: "Call Forwarding (CF) supplementary services; Stage 3".

[27]
3GPP TS 24.083: "Call Waiting (CW) and Call Hold (HOLD) supplementary services; Stage 3".

[28]
3GPP TS 24.084: "MultiParty (MPTY) supplementary services; Stage 3".

[29]
3GPP TS 24.085: "Closed User Group (CUG) supplementary services; Stage 3".

[30]
3GPP TS 24.086: "Advice of Charge (AoC) supplementary services; Stage 3".

[31]
3GPP TS 24.088: "Call Barring (CB) supplementary services; Stage 3".

[32]
3GPP TS 45.002: "Multiplexing and multiple access on the radio path".

[33]
3GPP TS 45.005: "Radio transmission and reception".

[34]
3GPP TS 45.008: "Radio subsystem link control".

[35]
3GPP TS 45.010: "Radio subsystem synchronization".

[36]
3GPP TS 27.001: "General on Terminal Adaptation Functions (TAF) for Mobile Stations (MS)".

[37]
3GPP TS 29.002: "Mobile Application Part (MAP) specification".

[38]
3GPP TS 29.007: "General requirements on interworking between the Public Land Mobile Network (PLMN) and the Integrated Services Digital Network (ISDN) or Public Switched Telephone Network (PSTN)".

[39]
3GPP TS 51.010: "Mobile Station (MS) conformance specification".

[40]
3GPP TS 51.021: "GSM radio aspects base station system equipment specification".

[41]
ISO/IEC 646 (1991): "Information technology - ISO 7-bit coded character set for information interchange".

[42]
ISO/IEC 6429: "Information technology - Control functions for coded character sets".

[43]
ISO 8348 (1987): "Information technology -- Open Systems Interconnection -- Network Service Definition".
[44]
ITU-T Recommendation E.163: "Numbering plan for the international telephone service".

[45]
ITU-T Recommendation E.164: "The international public telecommunication numbering plan".

[46]
ITU-T Recommendation E.212: "The international identification plan for mobile terminals and mobile users".

[47]
ITU-T Recommendation F.69 (1993): "The international telex service - Service and operational provisions of telex destination codes and telex network identification codes".

[48]
ITU-T Recommendation I.330: "ISDN numbering and addressing principles".

[49]
ITU-T Recommendation I.440 (1989): "ISDN user-network interface data link layer - General aspects".

[50]
ITU-T Recommendation I.450 (1989): "ISDN user-network interface layer 3 General aspects".

[51]
ITU-T Recommendation I.500 (1993): "General structure of the ISDN interworking recommendations".

[52]
ITU-T Recommendation T.50: "International Reference Alphabet (IRA) (Formerly International Alphabet No. 5 or IA5) - Information technology - 7-bit coded character set for information interchange".

[53]
ITU Recommendation Q.931: ISDN user-network interface layer 3 specification for basic control".

[54]
ITU-T Recommendation V.21: "300 bits per second duplex modem standardized for use in the general switched telephone network".

[55]
ITU-T Recommendation V.22: "1200 bits per second duplex modem standardized for use in the general switched telephone network and on point-to-point 2-wire leased telephone-type circuits".

[56]
ITU-T Recommendation V.22bis: "2400 bits per second duplex modem using the frequency division technique standardized for use on the general switched telephone network and on point-to-point 2-wire leased telephone-type circuits".

[57]
Void.

[58]
ITU-T Recommendation V.26ter: "2400 bits per second duplex modem using the echo cancellation technique standardized for use on the general switched telephone network and on point-to-point 2-wire leased telephone-type circuits".

[59]
ITU-T Recommendation V.32: "A family of 2-wire, duplex modems operating at data signalling rates of up to 9600 bit/s for use on the general switched telephone network and on leased telephone-type circuits".

[60]
ITU-T Recommendation V.110: "Support by an ISDN of data terminal equipments with V-Series type interfaces".

[61]
ITU-T Recommendation V.120: "Support by an ISDN of data terminal equipment with V-Series type interfaces with provision for statistical multiplexing".

[62]
ITU-T Recommendation X.21: "Interface between Data Terminal Equipment (DTE) and Data Circuit-terminating Equipment (DCE) for synchronous operation on public data networks".

[63]
Void.

[64]
Void.

[65]
ITU-T Recommendation X.30: "Support of X.21, X.21 bis and X.20 bis based Data Terminal Equipments (DTEs) by an Integrated Services Digital Network (ISDN)".

[66]
ITU-T Recommendation X.31: "Support of packet mode terminal equipment by an ISDN".

[67]
Void.

[68]
Void.

[69]
ITU-T Recommendation X.121: "International numbering plan for public data networks".

[70]
ETSI ETS 300 102-1: "Integrated Services Digital Network (ISDN); User-network interface layer 3; Specifications for basic call control".

[71]
ETSI ETS 300 102-2: "Integrated Services Digital Network (ISDN); User-network interface layer 3; Specifications for basic call control; Specification Description Language (SDL) diagrams".

[72]
ISO/IEC 10646: "Information technology -- Universal Multiple-Octet Coded Character Set (UCS)".

[73]
3GPP TS 22.060: "General Packet Radio Service (GPRS); Service Description; Stage 1".

[74]
3GPP TS 23.060: "General Packet Radio Service (GPRS); Service Description; Stage 2".

[75]
3GPP TS 43.064: "General Packet Radio Service (GPRS); Overall description of the GPRS radio interface; Stage 2".

[76]
3GPP TS 44.060: "General Packet Radio Service (GPRS); Mobile Station (MS) - Base Station System (BSS) interface; Radio Link Control/Medium Access Control (RLC/MAC) protocol".

[77]
IETF RFC 1034: "Domain names - concepts and facilities".

[78]
3GPP TS 44.065: "Mobile Station (MS) - Serving GPRS Support Node (SGSN); Subnetwork Dependent Convergence Protocol (SNDCP)".
[78a]
3GPP TS 44.064: "Mobile Station - Serving GPRS Support Node (MS-SGSN) Logical Link Control (LLC) Layer  Specification".
[79]
ITU Recommendation I.460: "Multiplexing, rate adaption and support of existing interfaces".

[80]
3GPP TS 26.111: "Codec for Circuit Switched Multimedia Telephony Service; Modifications to H.324".

[81]
3GPP TS 23.107: "Quality of Service (QoS) concept and architecture".

[82]
3GPP TS 43.022: "Functions related to Mobile Station (MS) in idle mode and group receive mode".
[82a]
3GPP TS 25.304: "UE Procedures in Idle Mode and Procedures for Cell Reselection in Connected Mode". 
[83]
3GPP TS 26.103: "Speech Codec List for GSM and UMTS".

[84]
3GPP TS 44.018: "Mobile radio interface layer 3 specification, Radio Resource Control Protocol".

[85]
3GPP TS 48.008: "Mobile-services Switching Centre – Base Station System (MSC – BSS) interface; layer 3 specification".

[86]
3GPP TS 48.018: "General Packet Radio Service (GPRS); Base Station System (BSS) - Serving GPRS Support Node (SGSN); BSS GPRS Protocol (BSSGP)".

[87]
3GPP TS 43.055: "Dual Transfer Mode (DTM); Stage 2".

[88]
3GPP TS 23.067: "enhanced Multi-Level Precedence and Pre-emption service (eMLPP); Stage 2".

[88a]
3GPP TS 23.093: "Technical realization of Completion of Calls to Busy Subscriber (CCBS); Stage 2".
[89]
3GPP TS 22.042: "Network Identity and Time Zone (NITZ), Stage 1".

[90]
3GPP TS 23.040: "Technical realization of Short Message Service (SMS)".

[91]
3GPP TS 44.056: "GSM Cordless Telephony System (CTS), (Phase 1) CTS Radio Interface Layer 3 Specification".

[92]
3GPP TS 23.205: "Bearer-independent circuit-switched core network; Stage 2".
4.4.4.7
Location updating not accepted by the network

If the location updating cannot be accepted the network sends a LOCATION UPDATING REJECT message to the mobile station. The mobile station receiving a LOCATION UPDATING REJECT message shall stop the timer T3210, store the reject cause, start T3240, enter state LOCATION UPDATING REJECTED await the release of the RR connection triggered by the network, and for all causes except #12, #14 and #15 deletes the list of "equivalent PLMNs".

Upon the release of the RR connection the mobile station shall take the following actions depending on the stored reject cause:

# 2:
(IMSI unknown in HLR);

# 3:
(Illegal MS); or

# 6:
(Illegal ME).


The mobile station shall set the update status to ROAMING NOT ALLOWED (and store it in the SIM according to subclause 4.1.2.2), and delete any TMSI, stored LAI and ciphering key sequence number and shall consider the SIM as invalid for non-GPRS services until switch-off or the SIM is removed.

# 11:
(PLMN not allowed);


The mobile station shall delete any LAI, TMSI and ciphering key sequence number stored in the SIM, reset the attempt counter, set the update status to ROAMING NOT ALLOWED (and store it in the SIM according to subclause 4.1.2.2). The mobile station shall store the PLMN identity in the "forbidden PLMN list".


The MS shall perform a PLMN selection when back to the MM IDLE state according to 3GPP TS 23.122 [14].

# 12:
(Location Area not allowed);


The mobile station shall delete any LAI, TMSI and ciphering key sequence number stored in the SIM, reset the attempt counter, set the update status to ROAMING NOT ALLOWED (and store it in the SIM according to subclause 4.1.2.2). 

 
The mobile station shall store the LAI in the list of "forbidden location areas for regional provision of service". 

 
The MS shall perform a cell selection when back to the MM IDLE state according to 3GPP TS 43.022 and 3GPP TS 25.304.

# 13:
(Roaming not allowed in this location area).

 
The mobile station shall reset the attempt counter, set the update status to ROAMING NOT ALLOWED (and store it in the SIM according to clause 4.1.2.2). 

 
The mobile station shall store the LAI in the list of "forbidden location areas for roaming".

 
The mobile station shall perform a PLMN selection instead of a cell selection when back to the MM IDLE state according to 3GPP TS 23.122 [14].

# 15:
(No Suitable Cells In Location Area).

 
The mobile station shall reset the attempt counter, set the update status to ROAMING NOT ALLOWED (and store it in the SIM according to clause 4.1.2.2).


The mobile station shall store the LAI in the list of "forbidden location areas for roaming".

 
The mobile station shall search for a suitable cell in another location area in the same PLMN according to 3GPP TS 43.022 and 3GPP TS 25.304.

Other values are considered as abnormal cases and the specification of the mobile station behaviour in those cases is given in subclause 4.4.4.9.

4.5.1.5
MM connection establishment for emergency calls

A MM connection for an emergency call may be established in all states of the mobility management sublayer which allow MM connection establishment for a normal originating call. In addition, establishment may be attempted in all service states where a cell is selected (see subclause 4.2.2) but not in the MM CONNECTION ACTIVE state (GROUP TRANSMIT MODE) state. However, as a network dependent option, a MM connection establishment for emergency call may be rejected in some of the states.

When a user requests an emergency call establishment the mobile station will send a CM SERVICE REQUEST message to the network with a CM service type information element indicating emergency call establishment. If the network does not accept the emergency call request, e.g., because IMEI was used as identification and this capability is not supported by the network, the network will reject the request by returning a CM SERVICE REJECT message to the mobile station.

The reject cause information element indicates the reason for rejection. The following cause values may apply:

#3


"Illegal MS"

#4


"IMSI unknown in VLR"

#5


"IMEI not accepted"

#6


"Illegal ME"

#17
"Network failure"

#22
"Congestion"

#32
"Service option not supported"

#34
"Service option temporarily out of order"

With the above defined exceptions, the procedures described for MM connection establishment in subclauses 4.5.1.1 and 4.5.1.2 shall be followed.

NOTE:
Normally, the mobile station will be identified by an IMSI or a TMSI. However, if none of these identifiers is available in the mobile station, then the mobile station shall use the IMEI for identification purposes. The network may in that case reject the request by returning a CM SERVICE REJECT message with reject cause:
 #5
"IMEI not accepted".

4.5.1.6.1
Call re-establishment, initiation by the mobile station

NOTE:
The network is unable to initiate call re-establishment.

If at least one request to re-establish an MM connection is received from a CM entity as a response to the indication that the MM connection is interrupted (see subclause 4.5.2.3.) the mobile station initiates the call re-establishment procedure. If several CM entities request re-establishment only one re-establishment procedure is initiated. If any CM entity requests re-establishment, then re-establishment of all transactions belonging to all Protocol Discriminators that permit Call Re-establishment shall be attempted.

Upon request of a CM entity to re-establish an MM connection the MM sublayer requests the RR sublayer to establish an RR connection and enters MM sublayer state WAIT FOR REESTABLISH. This request contains an establishment cause and a CM RE-ESTABLISHMENT REQUEST message. When the establishment of an RR connection is indicated by the RR sublayer, the MM sublayer of the mobile station starts timer T3230, gives an indication to all CM entities that are being re-established, and remains in the MM sublayer state WAIT FOR REESTABLISH.

The CM RE-ESTABLISHMENT REQUEST message contains the

-
mobile identity according to subclause 10.5.1.4;

-
mobile station classmark 2;

-
ciphering key sequence number.

NOTE:
Whether or not a CM entity can request re-establishment depends upon the Protocol Discriminator. The specifications for Short Message Service (3GPP TS 24.011), Call Independent Supplementary Services (3GPP TS 24.010 [21]) and Location Services (3GPP TS 44.071 [23a]) do not currently specify any re-establishment procedures.

Upon receiving a CM RE-ESTABLISHMENT REQUEST message, the network shall analyse its content. Depending on the type of request, the network may start any of the MM common procedures and RR procedures.

The network may initiate the classmark interrogation procedure, for example, to obtain further information on the mobile station's encryption capabilities.

The identification procedure (see subclause 4.3.3) may be invoked.

The network may invoke the authentication procedure (see subclause 4.3.2).

In GSM, the network decides if the security mode setting procedure shall be invoked (see 3GPP TS 44.018 [84] subclause 3.4.7).

An indication from the RR sublayer that the security mode setting procedure is completed, or reception of a CM SERVICE ACCEPT message, shall be treated as a service acceptance indication by the mobile station. 

In UMTS, the network decides if the security mode control procedure shall be invoked (see 3GPP TS 25.331 [23c]). An indication from the RR sublayer that the security mode control procedure is completed, or reception of a CM SERVICE ACCEPT message, shall be treated as a service acceptance indication by the mobile station.

The MM connection re-establishment is completed, timer T3230 shall be stopped, all CM entities associated with the re-establishment shall be informed, and MM sublayer state MM CONNECTION ACTIVE is re-entered. All the MM connections are considered to be active.

If the network cannot associate the re-establishment request with any existing call for that mobile station, a CM SERVICE REJECT message is returned with the reject cause:

#38
"call cannot be identified"

If call re-establishment cannot be performed for other reasons, a CM SERVICE REJECT is returned, the appropriate reject cause may be any of the following (see annex G):

# 4


"IMSI unknown in VLR";

# 6


"illegal ME";

#17
"network failure";

#22
"congestion";

#32
"service option not supported";

#34
"service option temporarily out of order".

Whatever the reject cause a mobile station receiving a CM SERVICE REJECT as a response to the CM RE-ESTABLISHMENT REQUEST shall stop T3230, release all MM connections and proceed as described in subclause 4.5.3.1. In addition:

-
if cause value #4 is received, the mobile station deletes any TMSI, LAI and ciphering key sequence number in the SIM, changes the update status to NOT UPDATED (and stores it in the SIM according to subclause 4.1.2.2), and enters the MM sublayer state WAIT FOR NETWORK COMMAND. If subsequently the RR connection is released or aborted, this will force the mobile station to initiate a normal location updating). The CM re-establishment request shall not be memorized during the location updating procedure.

-
if cause value #6 is received, the mobile station deletes any TMSI, LAI and ciphering key sequence number in the SIM, changes the update status to ROAMING NOT ALLOWED (and stores it in the SIM according to subclause 4.1.2.2), and enters the MM sublayer state WAIT FOR NETWORK COMMAND. The MS shall consider the SIM as invalid for non-GPRS services until switch-off or the SIM is removed.

4.7.1.7
Intersystem change between GSM and UMTS

For the UMTS to GSM and GSM to UMTS intersystem change the following cases can be distinguished: 

a)
Intersystem change between cells belonging to different RA's:


The procedures executed by the MS depends on the network mode of operation in the old and new RA. If a change of the network operation mode has occurred in the new RA, then the MS shall behave as specified in subclause 4.7.1.6. If no change of the network operation mode has occurred in the new RA, then the MS shall initiate the normal or combined RA update procedure depending on the network operation mode in the current RA.

b)
Intersystem change between cells belonging to the same RA:


If the READY timer is running in the MS in GSM or the MS is in PMM-CONNECTED mode in UMTS, then the MS shall perform a normal or combined RA update procedure depending on the network mode of operation in the current RA.

If the READY timer is not running in the MS in GSM or the MS is in PMM-IDLE mode in UMTS, then the MS shall not perform a RA update procedure (as long as the MS stays within the same RA) until up-link user data or signalling information needs to be sent from the MS to the network.

-
If the MS is in the same access network, GSM or UMTS, as when it last sent user data or signalling messages, the procedures defined for that access system shall be followed. This shall be sending of an LLC PDU in a GSM cell or initiating the SERVICE REQUEST procedure in a UMTS cell.

-
If the MS is in a different access network, GSM or UMTS, as when it last sent user data or signalling messages, the normal or combined RA update procedure shall be performed depending on the network operation mode in the current RA, before the sending of user data or signalling messages. If the signalling message is a DETACH REQUEST containing cause "power off", the RA update procedure need not to be performed.

-
If the periodic routing area update timer expires the MS shall initiate the periodic RA update procedure.

 
If the READY timer is not running in the network in GSM or the network is in PMM-IDLE mode in UMTS, then the network shall page the MS if down-link user data or signalling information needs to be sent from the network to the MS. This shall include both GSM and UMTS cells.

-
If the MS receives the paging indication in the same access network, GSM or UMTS, as when it last sent user data or signalling information, the MS shall send any LLC PDU in a GSM cell or shall initiate the SERVICE REQUEST procedure indicating service type "paging response" in a UMTS cell.

-
If the MS receives the paging indication in a different access network, GSM or UMTS, as when it last sent user data or signalling information, the normal or combined RA update procedure shall be performed depending on the network operation mode in the current RA.

c) Intersystem handover from GSM to UMTS during a CS connection:

After the successful completion of the handover from an GSM cell to an UMTS cell, an MS which has performed the GPRS suspension procedure in Gb mode (see 3GPP TS 44.018 [84]) (i.e. an MS in MS operation mode B or an DTM MS in a GSM cell that does not support DTM) shall perform a normal RA update procedure in the UMTS cell in order to resume the GPRS services in the network, before sending any other signalling messages or user data.

4.7.3.1.4
GPRS attach not accepted by the network

If the attach request cannot be accepted by the network, an ATTACH REJECT message is transferred to the MS. The MS receiving the ATTACH REJECT message, stops timer T3310 and for all causes except #12, #14 and #15 deletes the list of "equivalent PLMNs".

The MS shall then take one of the following actions depending upon the reject cause:

# 3

(Illegal MS);

# 6

(Illegal ME);


The MS shall set the GPRS update status to GU3 ROAMING NOT ALLOWED (and shall store it according to subclause 4.1.3.2) and shall delete any P-TMSI, P-TMSI signature, RAI and GPRS ciphering key sequence number. The new GMM state is GMM-DEREGISTERED. The SIM shall be considered as invalid for GPRS services until switching off or the SIM is removed.


If the MS is IMSI attached, the MS shall in addition set the update status to U3 ROAMING NOT ALLOWED, shall delete any TMSI, LAI and ciphering key sequence number. The SIM shall be considered as invalid also for non-GPRS services until switching off or the SIM is removed.

# 7

(GPRS services not allowed);


The MS shall set the GPRS update status to GU3 ROAMING NOT ALLOWED (and shall store it according to subclause 4.1.3.2) and shall delete any P-TMSI, P-TMSI signature, RAI and GPRS ciphering key sequence number. The SIM shall be considered as invalid for GPRS services until switching off or the SIM is removed. The new state is GMM-DEREGISTERED.

# 8

(GPRS services and non-GPRS services not allowed);


The MS shall set the GPRS update status to GU3 ROAMING NOT ALLOWED (and shall store it according to subclause 4.1.3.2) and shall delete any P-TMSI, P-TMSI signature, RAI and GPRS ciphering key sequence number. The new GMM state is GMM-DEREGISTERED.


The MS shall set the update status to U3 ROAMING NOT ALLOWED, shall delete any TMSI, LAI and ciphering key sequence number. The SIM shall be considered as invalid for GPRS and non-GPRS services until switching off or the SIM is removed. 

# 11
(PLMN not allowed);


The MS shall delete any RAI, P-TMSI, P-TMSI signature, and GPRS ciphering key sequence number stored, shall set the GPRS update status to GU3 ROAMING NOT ALLOWED (and shall store it according to subclause 4.1.3.2), shall reset the GPRS attach attempt counter and shall change to state GMM-DEREGISTERED.


The MS shall store the PLMN identity in the "forbidden PLMN list".

If no RR connection exists, the MS shall perform the following additional actions immediately. If the MS is operating in MS operation mode A and an RR connection exists, the MS shall perform these actions when the RR connection is subsequently released:

-
If the MS is IMSI attached, the MS shall set the update status to U3 ROAMING NOT ALLOWED, shall delete any TMSI, LAI and ciphering key sequence number and shall reset the location update attempt counter. The new MM state is MM IDLE.

-
The MS shall perform a PLMN selection according to 3GPP TS 23.122 [14].

# 12
(Location area not allowed);

The MS shall delete any RAI, P-TMSI, P-TMSI signature and GPRS ciphering key sequence number, shall set the GPRS update status to GU3 ROAMING NOT ALLOWED (and shall store it according to clause 4.1.3.2) and shall reset the attach attempt counter. The state is changed to GMM-DEREGISTERED.LIMITED-SERVICE.

The mobile station shall store the LAI in the list of "forbidden location areas for regional provision of service".

If no RR connection exists, the MS shall perform the following additional actions immediately. If the MS is operating in MS operation mode A and an RR connection exists, the MS shall perform these actions when the RR connection is subsequently released:

-
If the MS is IMSI attached, the MS shall set the update status to U3 ROAMING NOT ALLOWED, shall delete any TMSI, LAI and ciphering key sequence number and shall reset the location update attempt counter. The new MM state is MM IDLE.

-
The MS shall perform a cell selection according to 3GPP TS 43.022 and 3GPP TS 25.304.

# 13
(Roaming not allowed in this location area);


The MS shall delete any RAI, P-TMSI, P-TMSI signature and GPRS ciphering key sequence number, shall set the GPRS update status to GU3 ROAMING NOT ALLOWED (and shall store it according to clause 4.1.3.2) and shall reset the attach attempt counter. The state is changed to GMM-DEREGISTERED.LIMITED-SERVICE or optionally to GMM-DEREGISTERED.PLMN-SEARCH.


The MS shall store the LAI in the list of "forbidden location areas for roaming". 

If no RR connection exists, the MS shall perform the following additional actions immediately. If the MS is operating in MS operation mode A and an RR connection exists, the MS shall perform these actions when the RR connection is subsequently released:

-
If the MS is IMSI attached, the MS shall set the update status to U3 ROAMING NOT ALLOWED, shall delete any TMSI, LAI and ciphering key sequence number and shall reset the location update attempt counter. The new MM state is MM IDLE.

-
The MS shall perform a PLMN selection according to 3GPP TS 23.122 [14].

# 14
(GPRS services not allowed in this PLMN);

The MS shall delete any RAI, P-TMSI, P-TMSI signature, and GPRS ciphering key sequence number stored, shall set the GPRS update status to GU3 ROAMING NOT ALLOWED (and shall store it according to subclause 4.1.3.2) and shall change to state GMM-DEREGISTERED.

The MS shall store the PLMN identity in the "forbidden PLMNs for GPRS service" list. A GPRS MS operating in MS operation mode C shall perform a PLMN selection instead of a cell selection.

A GPRS MS operating in MS operation mode A or B in network operation mode II or III, is still IMSI attached for CS services in the network. 

# 15
(No Suitable Cells In Location Area);

The MS shall delete any RAI, P-TMSI, P-TMSI signature and GPRS ciphering key sequence number, shall set the GPRS update status to GU3 ROAMING NOT ALLOWED(and shall store it according to clause 4.1.3.2) and shall reset the attach attempt counter. The state is changed to GMM-DEREGISTERED.LIMITED-SERVICE.

The MS shall store the LAI in the list of "forbidden location areas for roaming".

If no RR connection exists, the MS shall perform the following additional actions immediately. If the MS is operating in MS operation mode A and an RR connection exists, the MS shall perform these actions when the RR connection is subsequently released:

-
If the MS is IMSI attached, the MS shall set the update status to U3 ROAMING NOT ALLOWED, shall delete any TMSI, LAI and ciphering key sequence number and shall reset the location update attempt counter. The new MM state is MM IDLE.

-
The MS shall search for a suitable cell in another location area in the same PLMN according to 3GPP TS 43.022 and 3GPP TS 25.304.

Other values are considered as abnormal cases. The specification of the MS behaviour in those cases is specified in subclause 4.7.3.1.5.

4.7.3.2.4
Combined GPRS attach not accepted by the network

If the attach request can neither be accepted by the network for GPRS nor for non-GPRS services, an ATTACH REJECT message is transferred to the MS. The MS receiving the ATTACH REJECT message stops timer T3310, and for all causes except #12, #14 and #15 deletes the list of "equivalent PLMNs".

The MS shall then take one of the following actions depending upon the reject cause:

# 3

(Illegal MS);

# 6

(Illegal ME), or

# 8

(GPRS services and non-GPRS services not allowed);


The MS shall set the GPRS update status to GU3 ROAMING NOT ALLOWED (shall store it according to subclause 4.1.3.2) and shall delete any P-TMSI, P-TMSI signature, RAI and GPRS ciphering key sequence number. The new GMM state is GMM-DEREGISTERED. The new MM state is MM IDLE.


The MS shall set the update status to U3 ROAMING NOT ALLOWED, shall delete any TMSI, LAI and ciphering key sequence number. The SIM shall be considered as invalid for GPRS and non-GPRS services until switching off or the SIM is removed. 

# 7

(GPRS services not allowed);


The MS shall set the GPRS update status to GU3 ROAMING NOT ALLOWED (and shall store it according to subclause 4.1.3.2) and shall delete any P-TMSI, P-TMSI signature, RAI and GPRS ciphering key sequence number. The SIM shall be considered as invalid for GPRS services until switching off or the SIM is removed. The new GMM state is GMM-DEREGISTERED; the MM state is MM IDLE. A GPRS MS operating in MS operation mode A shall then perform an IMSI attach for non-GPRS services by use of the MM IMSI attach procedure; a GPRS MS operating in MS operation mode B shall then perform an IMSI attach for non-GPRS services by use of the MM IMSI attach procedure.

# 11
(PLMN not allowed);


The MS shall delete any RAI, P-TMSI, P-TMSI signature and GPRS ciphering key sequence number stored, shall set the GPRS update status to GU3 ROAMING NOT ALLOWED (and shall store it according to subclause 4.1.3.2), shall reset the routing area updating attempt counter and reset the GPRS attach attempt counter and changes to state GMM-DEREGISTERED.


The MS shall set the update status to U3 ROAMING NOT ALLOWED, reset the location update attempt counter and shall delete any TMSI, LAI and ciphering key sequence number. The new MM state is MM IDLE. 


The MS shall store the PLMN identity in the "forbidden PLMN list".


The MS shall perform a PLMN selection according to 3GPP TS 23.122 [14].

# 12
(Location area not allowed);

The MS shall delete any RAI, P-TMSI, P-TMSI signature GPRS ciphering key sequence number, shall set the GPRS update status to GU3 ROAMING NOT ALLOWED(and shall store it according to clause 4.1.3.2) and shall reset the attach attempt counter. The state is changed to GMM-DEREGISTERED.LIMITED-SERVICE.


The MS shall set the update status to U3 ROAMING NOT ALLOWED, reset the location update attempt counter and shall delete any TMSI, LAI and ciphering key sequence number. The new MM state is MM IDLE. 

The MS shall store the LAI in the list of "forbidden location areas for regional provision of service".

The MS shall perform a cell selection according to 3GPP TS 43.022 and 3GPP TS 25.304.

# 13
(Roaming not allowed in this location area);


The MS shall delete any RAI, P-TMSI, P-TMSI signature and GPRS ciphering key sequence number, shall set the GPRS update status to GU3 ROAMING NOT ALLOWED(and shall store it according to clause 4.1.3.2) and shall reset the attach attempt counter. The state is changed to GMM-DEREGISTERED.LIMITED-SERVICE or optionally to GMM-DEREGISTERED.PLMN-SEARCH.


The MS shall set the update status to U3 ROAMING NOT ALLOWED, reset the location update attempt counter and shall delete any TMSI, LAI and ciphering key sequence number. The new MM state is MM IDLE. 


The mobile station shall store the LAI in the list of "forbidden location areas for roaming". 


The MS shall perform a PLMN selection according to 3GPP TS 23.122 [14].

# 14
(GPRS services not allowed in this PLMN);

The MS shall delete any RAI, P-TMSI, P-TMSI signature, and GPRS ciphering key sequence number stored, shall set the GPRS update status to GU3 ROAMING NOT ALLOWED (and shall store it according to subclause 4.1.3.2) and shall change to state GMM-DEREGISTERED. 

The MS shall store the PLMN identity in the "forbidden PLMNs for GPRS service" list.

A GPRS MS operating in MS operation mode A or B shall then perform an IMSI attach for non-GPRS services by use of the MM IMSI attach procedure. 

# 15
(No Suitable Cells In Location Area);

The MS shall delete any RAI, P-TMSI, P-TMSI signature and GPRS ciphering key sequence number, shall set the GPRS update status to GU3 ROAMING NOT ALLOWED(and shall store it according to clause 4.1.3.2) and shall reset the attach attempt counter. The state is changed to GMM-DEREGISTERED.LIMITED-SERVICE. 


The MS shall set the update status to U3 ROAMING NOT ALLOWED, reset the location update attempt counter and shall delete any TMSI, LAI and ciphering key sequence number. The new MM state is MM IDLE. 

The MS shall store the LAI in the list of "forbidden location areas for roaming".

The MS shall search for a suitable cell in another location area in the same PLMN according to 3GPP TS 43.022 and 3GPP TS 25.304.

Other values are considered as abnormal cases. The specification of the MS behaviour in those cases is specified in subclause 4.7.3.2.5. 

4.7.4.2.2
Network initiated GPRS detach procedure completion by the MS

When receiving the DETACH REQUEST message and the detach type IE indicates "re-attach required", the MS shall deactivate the PDP contexts and deactivate the logical link(s), if any. The MS shall then send a DETACH ACCEPT message to the network and shall change state to GMM-DEREGISTERED. The MS shall, after the completion of the GPRS detach procedure, initiate a GPRS attach procedure. The MS should also activate PDP context(s) to replace any previously active PDP contexts.

NOTE:
In some cases, user interaction may be required and then the MS cannot activate the PDP context(s) automatically.

A GPRS MS operating in MS operation mode A or B in network operation mode I, which receives an DETACH REQUEST message with detach type indicating "re-attach required" or "re-attach not required" and no cause code, is only detached for GPRS services in the network.

When receiving the DETACH REQUEST message and the detach type IE indicates "IMSI detach", the MS shall not deactivate the PDP contexts. The MS shall set the MM update status to U2 NOT UPDATED. A MS in operation mode A or B in network operation mode I may send a DETACH ACCEPT message to the network, and shall re-attach to non-GPRS service by performing the combined routing area updating procedure according to subclause 4.7.5.2, sending a ROUTING AREA UPDATE REQUEST message with Update type IE indicating "combined RA/LA updating with IMSI attach". A MS in operation mode C, or in MS operation mode A or B in network operation mode II or III, shall send a DETACH ACCEPT message to the network.

If the detach type IE indicates "IMSI detach", or "re-attach required" then the MS shall ignore the cause code if received.

If the detach type information element value indicates "re-attach required" or "re-attach not required" and the MS is attached for GPRS and non-GPRS services and the network operates in network operation mode I, then if in the MS the timer T3212 is not already running, the timer T3212 shall be set to its initial value and restarted.

When receiving the DETACH REQUEST message and the detach type IE indicates "re-attach not required" and the cause code is not "#2 (IMSI unknown in HLR)", the MS shall deactivate the PDP contexts and deactivate the logical link(s), if any. The MS shall then send a DETACH ACCEPT message to the network and shall change state to GMM-DEREGISTERED.

If the detach type IE indicates "re-attach not required", then, depending on the received cause code, the MS shall act as follows:

# 2

(IMSI unknown in HLR);


The MS shall set the update status to U3 ROAMING NOT ALLOWED and shall delete any TMSI, LAI and ciphering key sequence number. The new MM state is MM IDLE. The SIM shall be considered as invalid for non-GPRS services until switching off or the SIM is removed.


A GPRS MS operating in MS operation mode A or B in network operation mode I, is still IMSI attached for GPRS services in the network.

# 3

(Illegal MS);

# 6

(Illegal ME);


The MS shall set the GPRS update status to GU3 ROAMING NOT ALLOWED (and shall store it according to subclause 4.1.3.2) and shall delete any P-TMSI, P-TMSI signature, RAI and GPRS ciphering key sequence number. The new GMM state is GMM-DEREGISTERED. The SIM shall be considered as invalid for GPRS services until switching off or the SIM is removed.


A GPRS MS operating in MS operation mode A or B shall in addition set the update status to U3 ROAMING NOT ALLOWED, shall delete any TMSI, LAI and ciphering key sequence number. The SIM shall be considered as invalid also for non-GPRS services until switching off or the SIM is removed. 

# 7

(GPRS services not allowed);


The MS shall set the GPRS update status to GU3 ROAMING NOT ALLOWED (and shall store it according to subclause 4.1.3.2) and shall delete any P-TMSI, P-TMSI signature, RAI and GPRS ciphering key sequence number. The SIM shall be considered as invalid for GPRS services until switching off or the SIM is removed. The new state is GMM-DEREGISTERED.


A GPRS MS operating in MS operation mode A or B in network operation mode I shall set the timer T3212 to its initial value and restart it, if it is not already running.


A GPRS MS operating in MS operation mode A or B in network operation mode I, is still IMSI attached for CS services in the network.

# 8

(GPRS services and non-GPRS services not allowed);


The MS shall set the GPRS update status to GU3 ROAMING NOT ALLOWED (and shall store it according to subclause 4.1.3.2) and shall delete any P-TMSI, P-TMSI signature, RAI and GPRS ciphering key sequence number. The new GMM state is GMM-DEREGISTERED. 


The MS shall set the update status to U3 ROAMING NOT ALLOWED, shall delete any TMSI, LAI and ciphering key sequence number. The SIM shall be considered as invalid for GPRS and non-GPRS services until switching off or the SIM is removed.

# 11
(PLMN not allowed);


The MS shall delete any RAI or LAI, P-TMSI, P-TMSI signature and GPRS ciphering key sequence number, shall set the GPRS update status to GU3 ROAMING NOT ALLOWED (and shall store it according to subclause 4.1.3.2). The new GMM state is GMM-DEREGISTERED.


The MS shall store the PLMN identity in the "forbidden PLMN list".


If no RR connection exists, the MS shall perform the following additional actions immediately. If the MS is operating in MS operation mode A and an RR connection exists, the MS shall perform these actions when the RR connection is subsequently released:

-
A GPRS MS operating in MS operation mode A or B shall set the update status to U3 ROAMING NOT ALLOWED and shall delete any TMSI, LAI and ciphering key sequence number. The new MM state is MM IDLE. 

-
The MS shall perform a PLMN selection according to 3GPP TS 23.122 [14].

# 12
(Location area not allowed);

The MS shall delete any RAI, P-TMSI, P-TMSI signature GPRS ciphering key sequence number, shall set the GPRS update status to GU3 ROAMING NOT ALLOWED(and shall store it according to clause 4.1.3.2) and shall reset the attach attempt counter. The state is changed to GMM-DEREGISTERED.LIMITED-SERVICE.

The MS shall store the LAI in the list of "forbidden location areas for regional provision of service".

If no RR connection exists, the MS shall perform the following additional actions immediately. If the MS is operating in MS operation mode A and an RR connection exists, the MS shall perform these actions when the RR connection is subsequently released:

-
If the MS is IMSI attached, the MS shall set the update status to U3 ROAMING NOT ALLOWED, shall delete any TMSI, LAI and ciphering key sequence number and shall reset the location update attempt counter. The new MM state is MM IDLE.

-
The MS shall perform a cell selection according to 3GPP TS 43.022 and 3GPP TS 25.304.

# 13
(Roaming not allowed in this location area);


The MS shall delete any RAI, P-TMSI, P-TMSI signature and GPRS ciphering key sequence number, shall set the GPRS update status to GU3 ROAMING NOT ALLOWED (and shall store it according to clause 4.1.3.2) and shall reset the attach attempt counter. The state is changed to GMM-DEREGISTERED.LIMITED-SERVICE or optionally to GMM-DEREGISTERED.PLMN-SEARCH.


The MS shall store the LAI in the list of "forbidden location areas for roaming".

If no RR connection exists, the MS shall perform the following additional actions immediately. If the MS is operating in MS operation mode A and an RR connection exists, the MS shall perform these actions when the RR connection is subsequently released:

-
If the MS is IMSI attached, the MS shall set the update status to U3 ROAMING NOT ALLOWED, shall delete any TMSI, LAI and ciphering key sequence number and shall reset the location update attempt counter. The new MM state is MM IDLE.

-
The MS shall perform a PLMN selection according to 3GPP TS 23.122 [14].

# 14
(GPRS services not allowed in this PLMN);

The MS shall delete any RAI, P-TMSI, P-TMSI signature, and GPRS ciphering key sequence number stored, shall set the GPRS update status to GU3 ROAMING NOT ALLOWED (and shall store it according to subclause 4.1.3.2) and shall change to state GMM-DEREGISTERED. 

The MS shall store the PLMN identity in the "forbidden PLMNs for GPRS service" list.

A GPRS MS operating in MS operation mode A or B in network operation mode I shall set the timer T3212 to its initial value and restart it, if it is not already running.

A GPRS MS operating in MS operation mode A or B, is still IMSI attached for CS services in the network.

# 15
(No Suitable Cells In Location Area);

The MS shall delete any RAI, P-TMSI, P-TMSI signature and GPRS ciphering key sequence number, shall set the GPRS update status to GU3 ROAMING NOT ALLOWED(and shall store it according to clause 4.1.3.2) and shall reset the attach attempt counter. The state is changed to GMM-DEREGISTERED.LIMITED-SERVICE.

The MS shall store the LAI in the list of "forbidden location areas for roaming".

If no RR connection exists, the MS shall perform the following additional actions immediately. If the MS is operating in MS operation mode A and an RR connection exists, the MS shall perform these actions when the RR connection is subsequently released:

-
If the MS is IMSI attached, the MS shall set the update status to U3 ROAMING NOT ALLOWED, shall delete any TMSI, LAI and ciphering key sequence number and shall reset the location update attempt counter. The new MM state is MM IDLE.

-
The MS shall search for a suitable cell in another location area in the same PLMN according to 3GPP TS 43.022 and 3GPP TS 25.304.

Other cause values shall not impact the update status. Further actions of the MS are implementation dependent.

4.7.5.1.4
Normal and periodic routing area updating procedure not accepted by the network

If the routing area updating cannot be accepted, the network sends a ROUTING AREA UPDATE REJECT message to the MS. An MS that receives a ROUTING AREA UPDATE REJECT message, stops timer T3330, and for all causes except #12, #14 and #15 deletes the list of "equivalent PLMNs".

The MS shall then take different actions depending on the received reject cause value:

# 3

(Illegal MS);

# 6

(Illegal ME);


The MS shall set the GPRS update status to GU3 ROAMING NOT ALLOWED (and shall store it according to subclause 4.1.3.2) and enter the state GMM-DEREGISTERED. Furthermore, it shall delete any P-TMSI, P-TMSI signature, RAI and GPRS ciphering key sequence number and shall consider the SIM as invalid for GPRS services until switching off or the SIM is removed.


If the MS is IMSI attached, the MS shall set the update status to U3 ROAMING NOT ALLOWED, shall delete any TMSI, LAI and ciphering key sequence number. The SIM shall be considered as invalid also for non-GPRS services until switching off or the SIM is removed.

# 7

(GPRS services not allowed);


The MS shall set the GPRS update status to GU3 ROAMING NOT ALLOWED (and shall store it according to subclause 4.1.3.2.9) and shall delete any P-TMSI, P-TMSI signature, RAI and GPRS ciphering key sequence number. The SIM shall be considered as invalid for GPRS services until switching off or the SIM is removed. The new state is GMM-DEREGISTERED.


If the update type is "periodic updating" a GPRS MS operating in MS operation mode A or B in networkoperation mode I shall set the timer T3212 to its initial value and restart it, if it is not already running.

# 9

(MS identity cannot be derived by the network);


The MS shall set the GPRS update status to GU2 NOT UPDATED (and shall store it according to subclause 4.1.3.2), enter the state GMM-DEREGISTERED, and shall delete any P-TMSI, P-TMSI signature, RAI and GPRS ciphering key sequence number. Subsequently, the MS may automatically initiate the GPRS attach procedure.

# 10
(Implicitly detached);


The MS shall change to state GMM-DEREGISTERED.NORMAL-SERVICE. The MS shall then perform a new attach procedure. The MS should also activate PDP context(s) to replace any previously active PDP contexts.

NOTE:
In some cases, user interaction may be required and then the MS cannot activate the PDP context(s) automatically.

# 11
(PLMN not allowed);

-
The MS shall delete any RAI, P-TMSI, P-TMSI signature and GPRS ciphering key sequence number, shall set the GPRS update status to GU3 ROAMING NOT ALLOWED (and shall store it according to subclause 4.1.3.2) and enter the state GMM-DEREGISTERED.


The MS shall store the PLMN identity in the "forbidden PLMN list".


If no RR connection exists, the MS shall perform the following additional actions immediately. If the MS is operating in MS operation mode A and an RR connection exists, the MS shall perform these actions when the RR connection is subsequently released:

-
If the MS is IMSI attached, the MS shall set the update status to U3 ROAMING NOT ALLOWED and shall delete any TMSI, LAI and ciphering key sequence number and shall reset the location update attempt counter. The new MM state is MM IDLE.

-
The MS shall perform a PLMN selection according to 3GPP TS 23.122 [14].

# 12
(Location area not allowed);

The MS shall delete any RAI, P-TMSI, P-TMSI signature and GPRS ciphering key sequence number, shall set the GPRS update status to GU3 ROAMING NOT ALLOWED (and shall store it according to clause 4.1.3.2), shall reset the routing area updating attempt counter and shall change to state GMM-DEREGISTERED.LIMITED-SERVICE.

The mobile station shall store the LAI in the list of "forbidden location areas for regional provision of service".

If no RR connection exists, the MS shall perform the following additional actions immediately. If the MS is operating in MS operation mode A and an RR connection exists, the MS shall perform these actions when the RR connection is subsequently released:

-
If the MS is IMSI attached, the MS shall set the update status to U3 ROAMING NOT ALLOWED, shall delete any TMSI, LAI and ciphering key sequence number and shall reset the location update attempt counter. The new MM state is MM IDLE.

-
The MS shall perform a cell selection according to 3GPP TS 43.022 and 3GPP TS 25.304.

# 13
(Roaming not allowed in this location area);


The MS shall set the GPRS update status to GU3 ROAMING NOT ALLOWED (and shall store it according to clause 4.1.3.2) shall reset the routing area updating attempt counter and shall change to state GMM-REGISTERED.LIMITED-SERVICE.


The MS shall store the LAI in the list of "forbidden location areas for roaming".

If no RR connection exists, the MS shall perform the following additional actions immediately. If the MS is operating in MS operation mode A and an RR connection exists, the MS shall perform these actions when the RR connection is subsequently released:

-
If the MS is IMSI attached, the MS shall set the update status to U3 ROAMING NOT ALLOWED and shall reset the location update attempt counter. The new MM state is MM IDLE.

-
The MS shall perform a PLMN selection according to 3GPP TS 23.122 [14].

# 14
(GPRS services not allowed in this PLMN);

The MS shall delete any RAI, P-TMSI, P-TMSI signature, and GPRS ciphering key sequence number stored, shall set the GPRS update status to GU3 ROAMING NOT ALLOWED (and shall store it according to subclause 4.1.3.2) and shall change to state GMM-DEREGISTERED.

The MS shall store the PLMN identity in the "forbidden PLMNs for GPRS service" list. A GPRS MS operating in MS operation mode C shall perform a PLMN selection instead of a cell selection.

If the update type is "periodic updating" a GPRS MS operating in MS operation mode A or B in network operation mode I shall set the timer T3212 to its initial value and restart it, if it is not already running.

A GPRS MS operating in MS operation mode A or B in network operation mode II or III, is still IMSI attached for CS services in the network.

# 15
(No Suitable Cells In Location Area);


The MS shall set the GPRS update status to GU3 ROAMING NOT ALLOWED (and shall store it according to clause 4.1.3.2) shall reset the routing area updating attempt counter and shall change to state GMM-REGISTERED.LIMITED-SERVICE.

The MS shall store the LAI in the list of "forbidden location areas for roaming".

If no RR connection exists, the MS shall perform the following additional actions immediately. If the MS is operating in MS operation mode A and an RR connection exists, the MS shall perform these actions when the RR connection is subsequently released:

-
If the MS is IMSI attached, the MS shall set the update status to U3 ROAMING NOT ALLOWED and shall reset the location update attempt counter. The new MM state is MM IDLE.

-
The MS shall search for a suitable cell in another location area in the same PLMN according to 3GPP TS 43.022 and 3GPP TS 25.304.

Other values are considered as abnormal cases. The specification of the MS behaviour in those cases is described in subclause 4.7.5.1.5.

4.7.5.2.3
Combined routing area updating procedure accepted by the network

Depending on the value of the update result IE received in the ROUTING AREA UPDATE ACCEPT message, two different cases can be distinguished:

Case 1)
The update result IE value indicates "combined RA/LA": Routing and location area 
updating is successful;

Case 2)
The update result IE value indicates "RA only": Routing area updating is successful, but 
location area updating is not successful.

A ROUTING AREA UPDATE COMPLETE message shall be returned to the network if the ROUTING AREA UPDATE ACCEPT message contains:

-
a P-TMSI and/or a TMSI; and/or

-
Receive N‑PDU Numbers (see 3GPP TS 44.065 [78] and 3GPP TS 25.322). 

In the latter case, the Receive N‑PDU Numbers that are valid in the MS shall be included in the ROUTING AREA UPDATE COMPLETE message.

In UMTS, the network should prolong the PS signalling connection if the mobile station has indicated a follow-on request pending in ROUTING AREA UPDATE REQUEST. The network may also prolong the PS signalling connection without any indication from the mobile terminal.

4.7.5.2.4
Combined routing area updating not accepted by the network

If the combined routing area updating cannot be accepted, the network sends a ROUTING AREA UPDATE REJECT message to the MS. An MS that receives a ROUTING AREA UPDATE REJECT message stops timer T3330, enters state MM IDLE, and for all causes except #12, #14 and #15 deletes the list of "equivalent PLMNs".

The MS shall then take different actions depending on the received reject cause:

# 3


(Illegal MS);

# 6


(Illegal ME), or

# 8


(GPRS services and non GPRS services not allowed);


The MS shall set the GPRS update status to GU3 ROAMING NOT ALLOWED and the update status to U3 ROAMING NOT ALLOWED (and shall store it according to subclause 4.1.3.2) and enter the state GMM-DEREGISTERED. Furthermore, it shall delete any P-TMSI, P-TMSI signature, TMSI, RAI, LAI, ciphering key sequence number and GPRS ciphering key sequence number and shall consider the SIM as invalid for GPRS and non GPRS services until switching off or the SIM is removed.

# 7


(GPRS services not allowed);


The MS shall set the GPRS update status to GU3 ROAMING NOT ALLOWED (and shall store it according to subclause 4.1.3.2) and shall delete any P-TMSI, P-TMSI signature, RAI and GPRS ciphering key sequence number. The SIM shall be considered as invalid for GPRS services until switching off or the SIM is removed. The new state is GMM-DEREGISTERED. If in the MS the timer T3212 is not already running, the timer shall be set to its initial value and restarted.


A GPRS MS operating in MS operation mode A or B in network operation mode I, is still IMSI attached for CS services in the network. and shall then proceed with the appropriate MM specific procedure according to the MM service state.

# 9


(MS identity cannot be derived by the network);


The MS shall set the GPRS update status to GU2 NOT UPDATED (and shall store it according to subclause 4.1.3.2), enter the state GMM-DEREGISTERED, and shall delete any P-TMSI, P-TMSI signature, RAI and GPRS ciphering key sequence number. Subsequently, the MS may automatically initiate the GPRS attach procedure.


A GPRS MS operating in MS operation mode A or B in network operation mode I, is still IMSI attached for CS services in the network.

# 10
(Implicitly detached);


A GPRS MS operating in MS operation mode A or B in network operation mode I, is IMSI detached for both GPRS and CS services in the network.


The MS shall change to state GMM-DEREGISTERED.NORMAL-SERVICE. The MS shall then perform a new attach procedure. The MS should also activate PDP context(s) to replace any previously active PDP contexts.

NOTE:
In some cases, user interaction may be required and then the MS cannot activate the PDP context(s) automatically.

# 11
(PLMN not allowed);


The MS shall set the GPRS update status to GU3 ROAMING NOT ALLOWED and the update status to U3 ROAMING NOT ALLOWED (and shall store it according to subclause 4.1.3.2) and enter the state GMM-DEREGISTERED. Furthermore, it shall delete any P-TMSI, P-TMSI signature, TMSI, RAI, LAI, ciphering key sequence number GPRS ciphering key sequence number, and reset the location update attempt counter.


The MS shall store the PLMN identity in the "forbidden PLMN list".


The MS shall then perform a PLMN selection according to 3GPP TS 23.122 [14].

# 12
(Location area not allowed);

The MS shall delete any RAI, P-TMSI, P-TMSI signature and GPRS ciphering key sequence number, shall set the GPRS update status to GU3 ROAMING NOT ALLOWED (and shall store it according to clause 4.1.3.2), shall reset the routing area updating attempt counter and shall change to state GMM-DEREGISTERED.LIMITED-SERVICE.

The MS shall in addition set the update status to U3 ROAMING NOT ALLOWED, shall delete any TMSI, LAI and ciphering key sequence number and shall reset the location update attempt counter. The new MM state is MM IDLE.

The mobile station shall store the LAI in the list of "forbidden location areas for regional provision of service".

The MS shall perform a cell selection according to 3GPP TS 43.022 and 3GPP TS 25.304.

# 13
(Roaming not allowed in this location area);


The MS shall set the GPRS update status to GU3 ROAMING NOT ALLOWED (and shall store it according to clause 4.1.3.2), shall reset the routing area updating attempt counter and shall change to state GMM-REGISTERED.LIMITED-SERVICE.

 
The MS shall in addition set the update status to U3 ROAMING NOT ALLOWED and shall reset the location update attempt counter. The new MM state is MM IDLE.


The MS shall store the LAI in the list of "forbidden location areas for roaming". 

 
The MS shall perform a PLMN selection according to 3GPP TS 23.122 [14].

# 14
(GPRS services not allowed in this PLMN);

The MS shall delete any RAI, P-TMSI, P-TMSI signature, and GPRS ciphering key sequence number stored, shall set the GPRS update status to GU3 ROAMING NOT ALLOWED (and shall store it according to subclause 4.1.3.2) and shall change to state GMM-DEREGISTERED. If in the MS the timer T3212 is not already running, the timer shall be set to its initial value and restarted.

The MS shall store the PLMN identity in the "forbidden PLMNs for GPRS service" list.

A GPRS MS operating in MS operation mode A or B in network operation mode I, is still IMSI attached for CS services in the network and shall then proceed with the appropriate MM specific procedure according to the MM service state.

# 15
(No Suitable Cells In Location Area);


The MS shall set the GPRS update status to GU3 ROAMING NOT ALLOWED (and shall store it according to clause 4.1.3.2), shall reset the routing area updating attempt counter and shall change to state GMM-REGISTERED.LIMITED-SERVICE.


The MS shall in addition set the update status to U3 ROAMING NOT ALLOWED and shall reset the location update attempt counter. The new MM state is MM IDLE.

 
The MS shall store the LAI in the list of "forbidden location areas for roaming".

 
The MS shall search for a suitable cell in another location area in the same PLMN according to 3GPP TS 43.022 and 3GPP TS 25.304.

Other values are considered as abnormal cases. The specification of the MS behaviour in those cases is described in subclause 4.7.5.2.5.

4.7.6.3
P-TMSI reallocation completion by the network

Upon receipt of the P-TMSI REALLOCATION COMPLETE message, the network stops the timer T3350 and considers both the old and the new P-TMSI and the corresponding P-TMSI signatures as valid until the old P-TMSI can be considered as invalid by the network (see subclause 4.7.1.5).

In GSM, the GMM layer shall notify the LLC layer that the P-TMSI has been changed (see 3GPP TS 44.064 [78a]).

4.7.7.2
Authentication and ciphering response by the MS

In GSM, a MS that is attached to GPRS shall be ready to respond upon an AUTHENTICATION AND CIPHERING REQUEST message at any time. 

In UMTS, an MS that is attached to GPRS shall be ready to respond upon an AUTHENTICATION AND CIPHERING REQUEST message at any time whilst a PS signalling connection exists.

A MS which does not support the UMTS authentication algorithm shall ignore the Authentication Parameter AUTN IE if included in the AUTHENTICATION AND CIPHERING REQUEST message and perform the GSM authentication challenge. It shall not perform the authentication of the network described in 4.7.7.5.1.

In a GSM authentication challenge, if the AUTHENTICATION AND CIPHERING REQUEST message includes the authentication parameters RAND and GPRS CKSN, then upon receipt of the message, the MS processes the challenge information and sends an AUTHENTICATION AND CIPHERING RESPONSE message to the network. The value of the received A&C reference number information element shall be copied into the A&C reference number information element in the AUTHENTICATION AND CIPHERING RESPONSE message. A GSM authentication challenge will result in the SIM passing a SRES and a GPRS GSM ciphering key to the ME. The new GPRS GSM ciphering key calculated from the challenge information shall overwrite the previous one and any previously stored GPRS UMTS ciphering and GPRS UMTS integrity keys shall be deleted. The calculated GSM ciphering key shall be stored on the SIM together with the GPRS ciphering key sequence number before the AUTHENTICATION AND CIPHERING RESPONSE message is transmitted.

In a UMTS authentication challenge, if the AUTHENTICATION AND CIPHERING REQUEST message includes the UMTS authentication parameters GPRS CKSN, RAND and AUTN, then upon receipt of the message, the MS verifies the AUTN parameter and if this is accepted, the MS processes the challenge information and sends an AUTHENTICATION AND CIPHERING RESPONSE message to the network. The value of the received A&C reference number information element shall be copied into the A&C reference number information element in the AUTHENTICATION AND CIPHERING RESPONSE message. A UMTS authentication challenge will result in the SIM passing a RES, a GPRS UMTS ciphering key, a GPRS UMTS integrity key and a GPRS GSM ciphering key to the ME. The new GPRS UMTS ciphering key, GPRS UMTS integrity key and GPRS GSM ciphering key calculated from the challenge information shall overwrite the previous ones. The new GPRS UMTS ciphering key, GPRS UMTS integrity key and GPRS GSM ciphering key shall be stored on the SIM together with the GPRS ciphering key sequence number before the AUTHENTICATION AND CIPHERING RESPONSE message is transmitted. 

In UMTS, an MS capable of UMTS only shall ignore the Ciphering Algorithm IE in the AUTHENTICATION AND CIPHERING REQUEST message. An MS capable of both UMTS and GSM shall store the received value in the Ciphering Algorithm IE in the AUTHENTICATION AND CIPHERING REQUEST message in order to use it at an inter system change from UMTS to GSM.

If the AUTHENTICATION AND CIPHERING REQUEST message does not include neither the GSM authentication parameters (RAND and GPRS CKSN) nor the UMTS authentication parameters (RAND, AUTN and GPRS CKSN), then upon receipt of the message, the MS replies by sending an AUTHENTICATION AND CIPHERING RESPONSE message to the network.

In GSM, the GMM layer shall notify the LLC layer if ciphering shall be used or not and if yes which GSM ciphering algorithm and GPRS GSM ciphering key that shall be used (see 3GPP TS 44.064 [78a]).

A mobile station supporting UMTS authentication challenge shall support the following procedure: 

In order to avoid a synchronisation failure, if the same RAND is received twice, the mobile station shall store the received RAND and the RES returned from the SIM in the volatile memory and compare it with any subsequently received RAND values, until the RAND value stored in the mobile station is deleted. If the stored RAND value is equal to the new received value in the AUTHENTICATION & CIPHERING REQUEST message, then the mobile station shall not pass the RAND to the SIM, but shall immediately send the AUTHENTICATION & CIPHERING RESPONSE message with the stored RES. If there is no valid stored RAND in the mobile station or the stored RAND is different from the new received value in the AUTHENTICATION & CIPHERING REQUEST message, the mobile station shall pass the RAND to the SIM, shall override any previously stored RAND and RES with the new ones and reset and restart timer T3316.

The RAND and RES values stored in the mobile station shall be deleted:

-
upon receipt of a SECURITY MODE COMMAND (Iu mode only) or AUTHENTICATION & CIPHERING REJECT message;

-
upon expiry of timer T3316; or

-
if the mobile station enters the GMM states GMM-DEREGISTERED or GMM-NULL.

4.7.7.3
Authentication and ciphering completion by the network

Upon receipt of the AUTHENTICATION AND CIPHERING RESPONSE message, the network stops the timer T3360 and checks the validity of the response (see 3GPP TS 43.020 [13] and 3GPP TS 33.102). For this, it may use the A&C reference number information element within the AUTHENTICATION AND CIPHERING RESPONSE message to determine whether the response is correlating to the last request that was sent.

In GSM, the GMM layer shall notify the LLC sublayer if ciphering shall be used or not and if yes which algorithm and GPRS GSM ciphering key that shall be used (see 3GPP TS 44.064 [78a]). 

Upon receipt of the AUTHENTICATION AND CIPHERING FAILURE message, the network stops the timer T3360. In Synch failure case, the core network may renegotiate with the HLR/AuC and provide the MS with new authentication parameters.

4.7.7.8
Handling of keys at intersystem change from UMTS to GSM

At an intersystem change from UMTS to GSM, ciphering may be started (see 3GPP TS 44.064 [78a]) without any new authentication and ciphering procedure. Deduction of the appropriate security key for ciphering in GSM, depends on the current GSM/UMTS security context stored in the MS and the network.

The ME shall handle the GPRS GSM ciphering key according to table 4.7.7.8.1.

Before any initial GMM message is sent in the new cell in GSM, the GMM layer in the MS shall notify the LLC layer if ciphering shall be used or not. If yes, the GPRS GSM ciphering key and the applicable ciphering algorithm according to the stored Ciphering Algorithm IE in the MS shall also be indicated to the LLC layer (see 3GPP TS 44.064 [78a]).

Table 4.7.7.8.1/3GPP TS 24.008: Intersystem change from UMTS to GSM

	Security context established in MS and network in UMTS 


	At intersystem change to GSM:

	GSM security context


	An ME shall apply the GPRS GSM cipher key received from the GSM security context residing in the SIM.



	UMTS security context


	An ME shall apply the GPRS GSM cipher key derived by the SIM from the GPRS UMTS cipher key and the GPRS UMTS integrity key.


NOTE
A SIM with UMTS security context, passes the GPRS UMTS ciphering key, the GPRS UMTS integrity key and the derived GPRS GSM ciphering key to the ME independent on the current radio access being UMTS or GSM.

4.7.13.4
Service request procedure not accepted by the network

If the Service request cannot be accepted, the network returns a SERVICE REJECT message to the mobile station. An MS that receives a SERVICE REJECT message stops timer T3317. The MS shall then take different actions depending on the received reject cause value:

# 3


(Illegal MS); or

# 6


(Illegal ME);

-
The MS shall set the GPRS update status to GU3 ROAMING NOT ALLOWED (and shall store it according to subclause 4.1.3.2) and enter the state GMM-DEREGISTERED. Furthermore, it shall delete any P-TMSI, P-TMSI signature, RAI and GPRS ciphering key sequence number and shall consider the SIM as invalid for GPRS services until switching off or the SIM is removed.

-
A GPRS MS operating in MS operation mode A shall in addition set the update status to U3 ROAMING NOT ALLOWED, shall delete any TMSI, LAI and ciphering key sequence number. The SIM shall be considered as invalid also for non-GPRS services until switching off or the SIM is removed.

# 7


(GPRS services not allowed);

-
The MS shall set the GPRS update status to GU3 ROAMING NOT ALLOWED (and shall store it according to subclause 4.1.3.2.9) and shall delete any P-TMSI, P-TMSI signature, RAI and GPRS ciphering key sequence number. The SIM shall be considered as invalid for GPRS services until switching off or the SIM is removed. The new state is GMM-DEREGISTERED. 

# 9


(MS identity cannot be derived by the network);

-
The MS shall set the GPRS update status to GU2 NOT UPDATED (and shall store it according to subclause 4.1.3.2), enter the state GMM-DEREGISTERED, and shall delete any P-TMSI, P-TMSI signature, RAI and GPRS ciphering key sequence number. Subsequently, the MS may automatically initiate the GPRS attach procedure. 

# 10
(Implicitly detached);

-
The MS shall change to state GMM-DEREGISTERED.NORMAL-SERVICE. The MS shall then perform a new attach procedure. The MS should also activate PDP context(s) to replace any previously active PDP contexts.

NOTE:
In some cases, user interaction may be required and then the MS cannot activate the PDP context(s) automatically.

# 11
(PLMN not allowed);

-
The MS shall delete any RAI, P-TMSI, P-TMSI signature and GPRS ciphering key sequence number, shall set the GPRS update status to GU3 ROAMING NOT ALLOWED (and shall store it according to subclause 4.1.3.2) and enter the state GMM-DEREGISTERED.

· The MS shall store the PLMN identity in the "forbidden PLMN list".

-
If no RR connection exists, the MS shall perform the following additional actions immediately. If the MS is operating in MS operation mode A and an RR connection exists, the MS shall perform these actions when the RR connection is subsequently released:

-
A GPRS MS operating in MS operation mode A shall set the update status to U3 ROAMING NOT ALLOWED and shall delete any TMSI, LAI and ciphering key sequence number. The new MM state is MM IDLE.

-
The MS shall perform a PLMN selection according to 3GPP TS 23.122 [14].

# 12
(Location area not allowed);

-
The MS shall delete any RAI, P-TMSI, P-TMSI signature and GPRS ciphering key sequence number, shall set the GPRS update status to GU3 ROAMING NOT ALLOWED (and shall store it according to subclause 4.1.3.2) and shall change to state GMM-DEREGISTERED.LIMITED-SERVICE.

-
The mobile station shall store the LAI in the list of "forbidden location areas for regional provision of service".

-
If no RR connection exists, the MS shall perform the following additional actions immediately. If the MS is operating in MS operation mode A and an RR connection exists, the MS shall perform these actions when the RR connection is subsequently released:

-
If the MS is IMSI attached, the MS shall set the update status to U3 ROAMING NOT ALLOWED, shall delete any TMSI, LAI and ciphering key sequence number and shall reset the location update attempt counter. The new MM state is MM IDLE.

-
The MS shall perform a cell selection according to 3GPP TS 43.022 and 3GPP TS 25.304.

# 13
(Roaming not allowed in this location area);

-
The MS shall set the GPRS update status to GU3 ROAMING NOT ALLOWED (and shall store it according to subclause 4.1.3.2) and shall change to state GMM-REGISTERED.LIMITED-SERVICE.

-
The MS shall store the LAI in the list of "forbidden location areas for roaming".

-
If no RR connection exists, the MS shall perform the following additional actions immediately. If the MS is operating in MS operation mode A and an RR connection exists, the MS shall perform these actions when the RR connection is subsequently released:

-
If the MS is IMSI attached, the MS shall set the update status to U3 ROAMING NOT ALLOWED and shall reset the location update attempt counter. The new MM state is MM IDLE.

-
The MS shall perform a PLMN selection according to 3GPP TS 23.122 [14].

# 15
(No Suitable Cells In Location Area);

-
The MS shall set the GPRS update status to GU3 ROAMING NOT ALLOWED (and shall store it according to subclause 4.1.3.2) and shall change to state GMM-REGISTERED.LIMITED-SERVICE.

· The MS shall store the LAI in the list of "forbidden location areas for roaming".

-
If no RR connection exists, the MS shall perform the following additional actions immediately. If the MS is operating in MS operation mode A and an RR connection exists, the MS shall perform these actions when the RR connection is subsequently released:

-
If the MS is IMSI attached, the MS shall set the update status to U3 ROAMING NOT ALLOWED and shall reset the location update attempt counter. The new MM state is MM IDLE.

-
The MS shall search for a suitable cell in another location area in the same PLMN according to 3GPP TS 43.022 and 3GPP TS 25.304.

# 40
(No PDP context activated)

· The MS shall deactivate locally all active PDP contexts and the MS shall enter the state GMM-REGISTERED.NORMAL-SERVICE. The MS may also activate PDP context(s) to replace any previously active PDP contexts. 

NOTE:
In some cases, user interaction may be required and then the MS cannot activate the PDP context(s) automatically.

Other values are considered as abnormal cases. The specification of the MS behaviour in those cases is described in subclause 4.7.13.5. 

5.2.1.10
Call queuing at mobile originating call establishment


If an idle traffic channel is not available at the assignment instant, the network may place the traffic channel request in a queue. Calls arriving when all positions in the queue are occupied shall be cleared by the network using the cause #34 "no circuit/channel available".

The maximum queuing interval is supervised by the network. The limit is a network dependent choice. In case the network is not able to allocate a traffic channel within the queuing limit, the network will release the call using cause #34 "no circuit/channel available".

Optionally, e.g. if eMLPP is used, the network may decide to pre-empt existing calls or to place the traffic channel request at some preferential position within the queue.

Specific indications provided in the network to the remote user are a network dependent choice.

5.2.2.3.3
Call failure procedures

In case of abnormal behaviour the following call failure procedures apply:

i.
If the network does not receive any response to the SETUP message prior to the expiration of timer T303, then the network shall: initiate clearing procedures towards the calling user with cause #18 "no user responding"; and initiate clearing procedures towards the called mobile station in accordance with subclause 5.4.4 using cause #102 "recovery on timer expiry".

ii.
If the network has received a CALL CONFIRMED message, but does not receive an ALERTING, CONNECT or DISCONNECT message prior to the expiration of timer T310, then the network shall:

-
initiate clearing procedures towards the calling user with cause #18 "no user responding"; and

-
initiate clearing procedures towards the called MS in accordance with subclause 5.4.4 using cause #102 "recovery on timer expiry".

iii.
If the network has received an ALERTING message, but does not receive a CONNECT or DISCONNECT message prior to the expiry of timer T301 (or a corresponding internal alerting supervision timing function), then the network shall: initiate clearing procedures towards the calling user with cause #19 "user alerting, no answer"; and initiate clearing procedures towards the called mobile station in accordance with subclause 5.4.4, using cause #102 "recovery on timer expiry" or using cause #31 "normal, unspecified".

NOTE:
The choice between cause #31 and cause #102 may have consequences on indications generated by the mobile station, see 3GPP TS 22.001 [8a].

6.1.2
Session management states

In this subclause, the SM states are described for one SM entity (see 3GPP TS 24.007 [20]). Each SM entity is associated with one PDP context. Subclause 6.1.2.1 describes the SM states in the MS and subclause 6.1.2.2 describes the SM states on the network side. 

7
Examples of structured procedures

See 3GPP TS 23.108 [9a].
8
Handling of unknown, unforeseen, and erroneous protocol data

8.1
General

The procedures specified in 3GPP TS 24.008 and call-related supplementary service handling in 3GPP TS 24.010 [21] apply to those messages which pass the checks described in this subclause.

This subclause also specifies procedures for the handling of unknown, unforeseen, and erroneous protocol data by the receiving entity. These procedures are called "error handling procedures", but in addition to providing recovery mechanisms for error situations they define a compatibility mechanism for future extensions of the protocols.

Error handling concerning the value part of the Facility IE and of the SS Version Indicator IE are not in the scope of the present document. It is defined in 3GPP TS 24.010 [21] and the 3GPP TS 24.08x series.

Sub subclauses 8.1 to 8.8 shall be applied in order of precedence.

Most error handling procedures are mandatory for the mobile station.

Detailed error handling procedures in the network are implementation dependent and may vary from PLMN to PLMN. However, when extensions of this protocol are developed, networks will be assumed to have the error handling that is indicated in this subclause as mandatory ("shall") and that is indicated as strongly recommended ("should"). Subclauses 8.2, 8.3, 8.4, 8.5 and 8.7.2 do not apply to the error handling in the network applied to the receipt of initial layer 3 message: If the network diagnoses an error described in one of these subclause s in the initial layer 3 message received from the mobile station, it shall either:

-
try to recognize the classmark and then take further implementation dependent actions; or

-
release the RR-connection.

Also, the error handling of the network is only considered as mandatory or strongly recommended when certain thresholds for errors are not reached during a dedicated connection.

For definition of semantical and syntactical errors see 3GPP TS 24.007 [20], subclause 11.4.2.

8.8
Messages with semantically incorrect contents

When a message with semantically incorrect contents is received, the foreseen reactions of the procedural part of 3GPP TS 24.008 (i.e. of clauses 3, 4, 5) are performed. If however no such reactions are specified, the MS shall ignore the message except for the fact that, if an RR connection exists, it returns a status message (STATUS, or MM STATUS depending on the PD) with cause value # 95 "semantically incorrect message".

The network should follow the same procedure except that a status message is not normally transmitted.

Semantic checking of the Facility information element value part (defined in 3GPP TS 24.080 [24]) is the subject of the technical specifications 3GPP TS 24.010 [21] and the 3GPP TS 24.08x series.

9.3.23
Setup

9.3.23.1
Setup (mobile terminated call establishment)

This message is sent by the network to the mobile station to initiate a mobile terminated call establishment.

See table 9.70/3GPP TS 24.008.

Message type:
SETUP

Significance:

global

Direction:


network to mobile station

	Table 9.70/3GPP TS 24.008: SETUP message content (network to mobile station direction)

	IEI
	Information element
	Type/Reference
	Presence
	Format
	Length

	
	Call control
	Protocol discriminator
	 M
	 V
	 1/2

	
	Protocol discriminator
	10.2
	
	
	

	
	Transaction identifier
	Transaction identifier
	 M
	 V
	 1/2

	
	
	10.3.2
	
	
	

	
	Setup
	Message type
	 M
	 V
	1

	
	Message type
	10.4
	
	
	

	D-
	BC repeat indicator
	Repeat indicator
	 C
	TV
	1

	
	
	10.5.4.22
	
	
	

	04
	Bearer capability 1
	Bearer capability
	 O
	 TLV
	 3-16

	
	
	10.5.4.5
	
	
	

	04
	Bearer capability 2
	Bearer capability
	 O
	 TLV
	 3-16

	
	
	10.5.4.5
	
	
	

	1C
	Facility
	Facility
	 O
	 TLV
	 2-?

	
	
	10.5.4.15
	
	
	

	1E
	Progress indicator
	Progress indicator
	 O
	 TLV
	4

	
	
	10.5.4.21
	
	
	

	34
	Signal
	Signal
	 O
	TV
	2

	
	
	10.5.4.23
	
	
	

	5C
	Calling party BCD
	Calling party BCD num.
	 O
	 TLV
	 3-14

	
	Number
	10.5.4.9
	
	
	

	5D
	Calling party sub-
	Calling party subaddr.
	 O
	 TLV
	 2-23

	
	Address
	10.5.4.10
	
	
	

	5E
	Called party BCD
	Called party BCD num.
	 O
	 TLV
	 3-19

	
	Number
	10.5.4.7
	
	
	

	6D
	Called party sub-
	Called party subaddr.
	 O
	 TLV
	 2-23

	
	Address
	10.5.4.8
	
	
	

	74
	Redirecting party BCD number
	Redirecting party BCD num.

10.5.4.21a
	O
	TLV
	3-19

	75
	Redirecting party sub-address
	Redirecting party subaddress.

10.5.4.21b
	O
	TLV
	2-23

	D-
	LLC repeat indicator
	Repeat indicator
	 O
	TV
	1

	
	
	10.5.4.22
	
	
	

	7C
	Low layer
	Low layer comp.
	 O
	 TLV
	 2-18

	
	Compatibility I
	10.5.4.18
	
	
	

	7C
	Low layer
	Low layer comp.
	 C
	 TLV
	 2-18

	
	Compatibility II
	10.5.4.18
	
	
	

	D-
	HLC repeat indicator
	Repeat indicator
	 O
	TV
	1

	
	
	10.5.4.22
	
	
	

	7D
	High layer
	High layer comp.
	 O
	 TLV
	 2-5

	
	Compatibility i
	10.5.4.16
	
	
	

	7D
	High layer
	High layer comp.
	 C
	 TLV
	 2-5

	
	Compatibility ii
	10.5.4.16
	
	
	

	7E
	User-user
	User-user
	 O
	 TLV
	 3-35

	
	
	10.5.4.25
	
	
	

	8-
	Priority
	Priority Level
	 O
	 TV
	1

	
	
	10.5.1.11
	
	
	

	19
	Alert
	Alerting Pattern
	 O
	 TLV
	3

	
	
	10.5.4.26
	
	
	

	2F
	Network Call Control 
	Network Call Control cap.
	 O
	 TLV
	3

	
	Capabilities
	10.5.4.29
	
	
	

	3A
	Cause of No CLI 
	Cause of No CLI
	 O
	 TLV
	3

	
	
	10.5.4.30
	
	
	


9.3.23.1.1
BC repeat indicator

The BC repeat indicator information element is included if and only if bearer capability 1 information element and bearer capability 2 IE are both present in the message.

9.3.23.1.2
Bearer capability 1 and bearer capability 2

The bearer capability 1 information element may be omitted in the case where the mobile subscriber is allocated only one directory number for all services (ref.: 3GPP TS 29.007 [38]). The bearer capability 2 IE is missing at least if the bearer capability 1 IE is missing.

If the MSC wishes to indicate capability for an altenative call mode, which can be entered through fallback, this is indicated by adding a bearer capability information element (bearer capability) 2 element (see subclause 5.3.6).

9.3.23.1.3
Facility

This information element may be included for functional operation of supplementary services.

9.3.23.1.4
Progress indicator

This information element is included by the network

-
in order to pass information about the call in progress e.g. in the event of interworking and/or

-
to make the MS attach the user connection for speech.

9.3.23.1.4a
Called party BCD number
For all bands except for PCS1900, the maximum length of this IE sent by the network shall be 13 octets

9.3.23.1.5
Called party subaddress

Included in the Network-to-mobile station direction if the calling user includes a called party subaddress information element in the SETUP message.

9.3.23.1.6
LLC repeat indicator

The LLC repeat indicator information element is included if and only if both following conditions hold:

-
The BC repeat indicator IE is contained in the message.

-
The low layer compatibility I IE is contained in the message.

If included, the LLC repeat indicator shall specify the same repeat indication as the BC repeat indicator IE.

9.3.23.1.7
Low layer compatibility I

Included in the network-to-mobile station direction if the calling user specified a low layer compatibility.

9.3.23.1.8
Low layer compatibility II

Included if and only if the LLC repeat indicator information element is contained in the message.

9.3.23.1.9
HLC repeat indicator

The HLC repeat indicator information element is included if and only both following conditions hold:

-
The BC repeat indicator IE is contained in the message.

-
The high layer compatibility i IE is contained in the message.

If included, the HLC repeat indicator shall specify the same repeat indication as the BC repeat indicator IE.

9.3.23.1.10
High layer compatibility i

Included in the network-to-mobile station direction if the calling user specified a high layer compatibility.

9.3.23.1.11
High layer compatibility ii

Included if and only if the HLC repeat indicator information element is contained in the message.

9.3.23.1.12
User-user

May be included in the network to called mobile station direction when the calling remote user included a user-user information element in the SETUP message.

9.3.23.1.13
Redirecting party BCD number 

May be included in the network to called mobile station direction when the call has been redirected.

9.3.23.1.14
Redirecting party subaddress 

May be included in the network to called mobile station direction when the calling remote user included a called party subaddress in the SETUP message and the call has been redirected

9.3.23.1.15
Priority

May be included by the network to indicate the priority of the incoming call if eMLPP is used.

9.3.23.1.16
Alert $(Network Indication of Alerting in the MS)$

May be included by the network to give some indication about alerting (category or level). If supported in the MS, this optional indication is to be used by the MS as specified in 3GPP TS 22.101 [8].

9.3.23.1.17
Network Call Control Capabilities

This information shall be included by the network to indicate its call control capabilities if the network supports multicall.and there are no other ongoing calls to the MS.
9.3.23.1.18
Cause of No CLI

This IE may be included by the network as defined by 3GPP TS 24.081 [25].
When both Calling Party BCD number IE and Cause of No CLI IE are included in SETUP message then the Cause of No CLI IE provideds additional information on why the number digits are not present. 

10.1
Overview

Within the Layer 3 protocols defined in 3GPP TS 24.008, every message is a standard L3 message as defined in 3GPP TS 24.007 [20]. This means that the message consists of the following parts:

a)
protocol discriminator;

b)
transaction identifier;

c)
message type;

d)
other information elements, as required.

This organization is illustrated in the example shown in figure 10.1/3GPP TS 24.008.
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Figure 10.1/3GPP TS 24.008 General message organization example

Unless specified otherwise in the message descriptions of clause 9, a particular information element shall not be present more than once in a given message.

The term "default" implies that the value defined shall be used in the absence of any assignment, or that this value allows negotiation of alternative values in between the two peer entities.

When a field extends over more than one octet, the order of bit values progressively decreases as the octet number increases. The least significant bit of the field is represented by the lowest numbered bit of the highest numbered octet of the field.

10.5.1.6
Mobile Station Classmark 2

The purpose of the Mobile Station Classmark 2 information element is to provide the network with information concerning aspects of both high and low priority of the mobile station equipment. This affects the manner in which the network handles the operation of the mobile station. The Mobile Station Classmark information indicates general mobile station characteristics and it shall therefore, except for fields explicitly indicated, be independent of the frequency band of the channel it is sent on.

The Mobile Station Classmark 2 information element is coded as shown in figure 10.5.6/3GPP TS 24.008, table 10.5.6a/3GPP TS 24.008 and table 10.5.6b/3GPP TS 24.008.

The Mobile Station Classmark 2 is a type 4 information element with 5 octets length.

	8
	7
	6
	5
	4
	3
	2
	1
	

	
	Mobile station classmark 2 IEI
	octet 1

	Length of mobile station classmark 2 contents
	octet 2

	0

spare
	Revision

level
	ES

IND
	A5/1


	RF power

capability
	octet 3

	0

spare
	PS

capa.
	SS Screen.

Indicator
	SM ca

pabi.
	VBS


	VGCS


	FC


	octet 4

	CM3


	0

spare
	LCSVA

CAP
	UCS2


	SoLSA


	CMSP


	A5/3


	A5/2


	octet 5


NOTE:
Owing to backward compatibility problems, bit 8 of octet 4 should not be used unless it is also checked that the bits 8, 7 and 6 of octet 3 are not "0 0 0".

Figure 10.5.6/3GPP TS 24.008 Mobile Station Classmark 2 information element

	Table 10.5.6a/3GPP TS 24.008: Mobile Station Classmark 2 information element

	Revision level (octet 3)

Bits

	7
	6
	
	

	0
	0
	
	Reserved for GSM phase 1

	0
	1
	
	Used by GSM phase 2 mobile stations

	1
	0
	
	Used by mobile stations supporting R99 or later versions of the protocol

	1
	1
	
	Reserved for future use

	
	
	
	

	ES IND (octet 3, bit 5) "Controlled Early Classmark Sending" option implementation

	AN MS not supporting GSM shall set this bit to ‘0’.

An MS supporting GSM shall indicate the associated GSM capability (see table):

	

	0
	
	
	"Controlled Early Classmark Sending" option is not implemented in the MS

	1
	
	
	"Controlled Early Classmark Sending" option is implemented in the MS

	

	NOTE:
The value of the ES IND gives the implementation in the MS. It's value is not dependent on the broadcast SI 3 Rest Octet <Early Classmark Sending Control> value

	

	A5/1 algorithm supported (octet 3, bit 4)

An MS not supporting GSM shall set this bit to ‘1’.

An MS supporting GSM shall indicate the associated GSM capability (see table)



	0
	
	
	encryption algorithm A5/1 available

	1
	
	
	encryption algorithm A5/1 not available

	

	RF Power Capability (Octet 3)

	When GSM 450, GSM 480, GSM 700, GSM 850, GSM 900 P, E [or R] band is used (for exceptions see 3GPP TS 44.018), the MS shall indicate the RF power capability of the band used (see table).

When UMTS is used, a single band GSM 450, GSM 480, GSM 700, GSM 850, GSM 900 P, E [or R] MS shall indicate the RF power capability corresponding to the (GSM) band it supports (see table). In this case, information on which single band is supported is found in classmark 3.

	Bits

	3
	2
	1
	

	0
	0
	0
	class 1

	0
	0
	1
	class 2

	0
	1
	0
	class 3

	0
	1
	1
	class 4

	1
	0
	0
	class 5

	All other values are reserved.

	When the DCS 1800 or PCS 1900 band is used (for exceptions see 3GPP TS 44.018) The MS shall indicate the RF power capability of the band used (see table).

When UMTS is used, a single band DCS 1800 or PCS 1900 MS shall indicate the RF power capability corresponding to the (GSM) band it supports (see table). In this case, information on which single band is supported is found in classmark 3

Bits

	3
	2
	1
	

	0
	0
	0
	class 1

	0
	0
	1
	class 2

	0
	1
	0
	class 3

	All other values are reserved.

	When UMTS is used, an MS not supporting any GSM band or a multiband GSM MS shall code this field as follows (see table):

	Bits

	3
	2
	1
	

	1
	1
	1
	RF Power capability is irrelevant in this information element

	All other values are reserved.

	

	PS capability (pseudo-synchronization capability) (octet 4)

An MS not supporting GSM shall set this bit to ‘0’.

An MS supporting GSM shall indicate the associated GSM capability (see table):

Bit 7

	0
	
	
	PS capability not present

	1
	
	
	PS capability present

	
	
	
	

	SS Screening Indicator (octet 4)

Bits

	6
	5
	
	

	0
	0
	
	defined in 3GPP TS 24.080

	0
	1
	
	defined in 3GPP TS 24.080

	1
	0
	
	defined in 3GPP TS 24.080

	1
	1
	
	defined in 3GPP TS 24.080

	

	SM capability (MT SMS pt to pt capability) (octet 4)

Bit 4

	0
	
	
	Mobile station does not support mobile terminated point to point SMS

	1
	
	
	Mobile station supports mobile terminated point to point SMS

	
	
	
	

	

	VBS notification reception (octet 4)

An MS not supporting GSM shall set this bit to ‘0’.

An MS supporting GSM shall indicate the associated GSM capability (see table):

Bit 3

	0
	
	
	no VBS capability or no notifications wanted

	1
	
	
	VBS capability and notifications wanted

	
	
	
	

	VGCS notification reception (octet 4)

An MS not supporting GSM shall set this bit to ‘0’.

An MS supporting GSM shall indicate the associated GSM capability (see table):

Bit 2

	0
	
	
	no VGCS capability or no notifications wanted

	1
	
	
	VGCS capability and notifications wanted

	
	
	
	

	FC Frequency Capability (octet 4)

When the GSM 400, or GSM 700, or GSM 850, or DCS 1800, or PCS 1900 band or UMTS is used (for exceptions see 3GPP TS 44.018), for definitions of frequency band see 3GPP TS 45.005), this bit shall be sent with the value ‘0’.

	
	
	
	

	Note:
This bit conveys no information about support or non support of the E-GSM or R-GSM bands when GSM 400, GSM 700, GSM 850, DCS 1800, PCS 1900 band or UMTS is used.

	
	
	
	

	When a GSM 900 band is used (for exceptions see 3GPP TS 44.018):

Bit 1

	0
	
	
	The MS does not support the E-GSM or R-GSM band (For definition of frequency bands see 3GPP TS 45.005 [33])

	1
	
	
	The MS does support the E-GSM or R-GSM (For definition of frequency bands see 3GPP TS 45.005 [33])

	NOTE:
For mobile station supporting the R-GSM band further information can be found in MS Classmark 3.

	

	CM3 (octet 5, bit 8)



	0
	
	
	The MS does not support any options that are indicated in CM3

	1
	
	
	The MS supports options that are indicated in classmark 3 IE

	

	LCS VA capability (LCS value added location request notification capability) (octet 5,bit 6)



	0
	
	
	LCS value added location request notification capability not supported

	1
	
	
	LCS value added location request notification capability supported

	

	UCS2 treatment (octet 5, bit 5)

This information field indicates the likely treatment by the mobile station of UCS2 encoded character strings. For backward compatibility reasons, if this field is not included, the value 0 shall be assumed by the receiver.

	0
	
	
	the ME has a preference for the default alphabet (defined in 3GPP TS 23.038 [8b]) over UCS2.

	1
	
	
	the ME has no preference between the use of the default alphabet and the use of UCS2.

	

	SoLSA (octet 5, bit 4)

An MS not supporting GSM shall set this bit to ‘0’.

An MS supporting GSM shall indicate the associated GSM capability (see table):

	0
	
	
	The ME does not support SoLSA.

	1
	
	
	The ME supports SoLSA.

	

	CMSP: CM Service Prompt (octet 5, bit 3) $(CCBS)$



	0
	
	
	"Network initiated MO CM connection request" not supported.

	1
	
	
	"Network initiated MO CM connection request" supported for at least one CM protocol.

	

	A5/3 algorithm supported (octet 5, bit 2)

An MS not supporting GSM shall set this bit to ‘0’.

An MS supporting GSM shall indicate the associated GSM capability (see table):

	0
	
	
	encryption algorithm A5/3 not available

	1
	
	
	encryption algorithm A5/3 available

	

	A5/2 algorithm supported (octet 5, bit 1)

An MS not supporting GSM shall set this bit to ‘0’.

An MS supporting GSM shall indicate the associated GSM capability (see table):

	0
	
	
	encryption algorithm A5/2 not available

	1
	
	
	encryption algorithm A5/2 available

	


NOTE:
Additional mobile station capability information might be obtained by invoking the classmark interrogation procedure when GSM is used.

10.5.1.7
Mobile Station Classmark 3

The purpose of the Mobile Station Classmark 3 information element is to provide the network with information concerning aspects of the mobile station. The contents might affect the manner in which the network handles the operation of the mobile station. The Mobile Station Classmark information indicates general mobile station characteristics and it shall therefore, except for fields explicitly indicated, be independent of the frequency band of the channel it is sent on.

The MS Classmark 3 is a type 4 information element with a maximum of 14 octets length.

The value part of a MS Classmark 3 information element is coded as shown in figure 10.5.7/3GPP TS 24.008 and table 10.5.7/3GPP TS 24.008.

NOTE:
The 14 octet limit is so that the CLASSMARK CHANGE message will fit in one layer 2 frame.

SEMANTIC RULE: a multiband mobile station shall provide information about all frequency bands it can support. A single band mobile station shall not indicate the band it supports in the Multiband Supported, GSM 400 Bands Supported, GSM 700 Associated Radio Capability, GSM 850 Associated Radio Capability or PCS 1900 Associated Radio Capability fields in the MS Classmark 3. Due to shared radio frequency channel numbers between DCS 1800 and PCS 1900, the mobile should indicate support for either DCS 1800 band OR PCS 1900 band.

SEMANTIC RULE: a mobile station shall include the MS Measurement Capability field if the Multi Slot Class field contains a value of 19 or greater (see 3GPP TS 45.002 [32]).

Typically, the number of spare bits at the end is the minimum to reach an octet boundary. The receiver may add any number of bits set to "0" at the end of the received string if needed for correct decoding.

	<Classmark 3 Value part> ::=


< spare bit >


{
< Multiband supported : { 000 } >




< A5 bits > 


|
< Multiband supported : { 101 | 110 } > 




< A5 bits >




< Associated Radio Capability 2 : bit(4) >




< Associated Radio Capability 1 : bit(4) >


|
< Multiband supported : { 001 | 010 | 100 } > 




< A5 bits >




< spare bit >(4)




< Associated Radio Capability 1 : bit(4) > }


{ 0 | 1 < R Support > }


{ 0 | 1 < Multi Slot Capability > }


< UCS2 treatment: bit >


< Extended Measurement Capability : bit >


{ 0 | 1 < MS measurement capability > }


{ 0 | 1 < MS Positioning Method Capability > }


{ 0 | 1 < EDGE Multi Slot Capability > }


{ 0 | 1 < EDGE Struct > }


{ 0 | 1 < GSM 400 Bands Supported : { 01 | 10 | 11 } >




< GSM 400 Associated Radio Capability: bit(4) > }

{ 0 | 1 <GSM 850 Associated Radio Capability : bit(4) > }


{ 0 | 1 <PCS 1900 Associated Radio Capability : bit(4) > }


< UMTS FDD Radio Access Technology Capability : bit >


< UMTS 3.84 Mcps TDD Radio Access Technology Capability : bit >


< CDMA 2000 Radio Access Technology Capability : bit >


{ 0 | 1
< DTM GPRS Multi Slot Class : bit(2) >




< MAC Mode Support : bit >




{0 | 1< DTM EGPRS Multi Slot Class : bit(2) > } } 


{ 0 | 1 < Single Band Support > } -- Release 4 starts here:


{ 0 | 1 <GSM 700 Associated Radio Capability : bit(4)>}


< UMTS 1.28 Mcps TDD Radio Access Technology Capability : bit >


< GERAN Feature Package 1 : bit >


{ 0 | 1 < Extended DTM GPRS Multi Slot Class : bit(2) >




< Extended DTM EGPRS Multi Slot Class : bit(2) > }


< spare bit > ;

< A5 bits > ::= 


< A5/7 : bit > < A5/6 : bit > < A5/5 : bit > < A5/4 : bit >  ;

<R Support>::=


< R-GSM band Associated Radio Capability : bit(3) > ;

< Multi Slot Capability > ::=


< Multi Slot Class : bit(5) >  ;

< MS Measurement capability > ::=


< SMS_VALUE : bit (4) >


< SM_VALUE : bit (4) > ;

< MS Positioning Method Capability > ::=


< MS Positioning Method : bit(5) > ;

< EDGE Multi Slot Capability > ::=


< EDGE Multi Slot Class : bit(5) > ;

 <EDGE Struct> : :=


< Modulation Capability : bit >


{ 0 | 1 < EDGE RF Power Capability 1: bit(2) > }


{ 0 | 1 < EDGE RF Power Capability 2: bit(2) > }

< Single Band Support > ::=


< GSM Band : bit (4) > ;




Figure 10.5.7/3GPP TS 24.008 Mobile Station Classmark 3 information element

Table 10.5.7/3GPP TS 24.008: Mobile Station Classmark 3 information element

	Multiband Supported (3 bit field)


Band 1 supported (third bit of the field)

Bit

3

0
P-GSM not supported


1
P-GSM supported

Band 2 supported (second bit of the field)

BIT

2


0
E-GSM or R-GSM not supported


1
E-GSM or R-GSM supported

Band 3 supported (first bit of the field)

Bit

1


0
DCS 1800 not supported


1
DCS 1800 supported

The indication of support of P-GSM band or E-GSM or R-GSM band is mutually exclusive.

When the 'Band 2 supported' bit indicates support of E-GSM or R-GSM, the presence of the <R Support> field, see below, indicates if the E-GSM or R-GSM band is supported.

In this version of the protocol, the sender indicates in this field either none, one or two of these 3 bands supported.

For single band mobile station or a mobile station supporting none of the GSM 900 bands(P-GSM, E-GSM and R-GSM) and DCS 1800 bands, all bits are set to 0.

A5/4

Bit

1

0
Encryption algorithm A5/4 not available


1
Encryption algorithm A5/4 available

A5/5

Bit

1

0
Encryption algorithm A5/5 not available


1
Encryption algorithm A5/5 available

A5/6

Bit

1


0

Encryption algorithm A5/6 not available


1

Encryption algorithm A5/6 available

A5/7


0

Encryption algorithm A5/7 not available


1

Encryption algorithm A5/7 available

Associated Radio capability 1 and 2 (4 bit fields)

If either of P-GSM or E-GSM or R-GSM is supported, the radio capability 1 field indicates the radio capability for P-GSM, E-GSM or R-GSM, and the radio capability 2 field indicates the radio capability for DCS1800 if supported, and is spare otherwise.

If none of P-GSM or E-GSM or R-GSM are supported, the radio capability 1 field indicates the radio capability for DCS1800, and the radio capability 2 field is spare.

The radio capability contains the binary coding of the power class associated with the band indicated in multiband support bits (see 3GPP TS 45.005 [33]).




 (continued...)

Table 10.5.1.7/3GPP TS 24.008 (continued): MS Classmark 3 information element

	R Support 

In case where the R-GSM band is supported the R-GSM band associated radio capability field contains the binary coding of the power class associated (see GSM 45.005) (regardless of the number of GSM bands supported). A mobile station supporting the R-GSM band shall also when appropriate, (see 10.5.1.6) indicate its support in the 'FC' bit in the Mobile Station Classmark 2 information element.

Note:
the coding of the power class for P-GSM, E-GSM, R-GSM and DCS 1800 in radio capability 1 and/or 2 is different to that used in the Mobile Station Classmark 1 and Mobile Station Classmark 2 information elements.

Multi Slot Class (5 bit field)

In case the MS supports the use of multiple timeslots then the Multi Slot Class field is coded as the binary representation of the multislot class defined in 3GPP TS 45.002 [32].

UCS2 treatment (1 bit field)
This information field indicates the likely treatment by the mobile station of UCS2 encoded character strings. If not included, the value 0 shall be assumed by the receiver.

Bit

1


0

the ME has a preference for the default alphabet (defined in 3GPP TS 23.038 [8b])
over UCS2.


1

the ME has no preference between the use of the default alphabet and the
use of UCS2.

Extended Measurement Capability (1 bit field)

This bit indicates whether the mobile station supports 'Extended Measurements' or not

Bit

1


0

the MS does not support Extended Measurements


1

the MS supports Extended Measurements

SMS_VALUE (Switch-Measure-Switch) (4 bit field)

The SMS field indicates the time needed for the mobile station to switch from one radio channel to another, perform a neighbour cell power measurement, and the switch from that radio channel to another radio channel.

Bits
4 3 2 1


0 0 0 0

1/4 timeslot (~144 microseconds)


0 0 0 1

2/4 timeslot (~288 microseconds)


0 0 1 0

3/4 timeslot (~433 microseconds)


 . . .


1 1 1 1

16/4 timeslot (~2307 microseconds)

SM_VALUE (Switch-Measure) (4 bit field) 
The SM field indicates the time needed for the mobile station to switch from one radio channel to another and perform a neighbour cell power measurement.

Bits
4 3 2 1

0 0 0 0

1/4 timeslot (~144 microseconds)

0 0 0 1

2/4 timeslot (~288 microseconds)

0 0 1 0

3/4 timeslot (~433 microseconds)

 . . .

1 1 1 1

16/4 timeslot (~2307 microseconds)

MS Positioning Method Capability (1 bit field)
This bit indicates whether the MS supports Positioning Method or not for the provision of Location Services.

MS Positioning Method (5 bit field)

This field indicates the Positioning Method(s) supported by the mobile station.

MS assisted E-OTD 

Bit

5


0
MS assisted E-OTD not supported


1
MS assisted E-OTD supported


Table 10.5.1.7/3GPP TS 24.008 (continued): MS Classmark 3 information element

	MS based E-OTD

Bit

4


0
MS based E-OTD not supported


1
MS based E-OTD supported

MS assisted GPS

Bit

3


0
MS assisted GPS not supported


1
MS assisted GPS supported

MS based GPS

Bit

2


0
MS based GPS not supported


1
MS based GPS supported

MS conventional GPS

Bit

1


0
conventional GPS not supported


1
conventional GPS supported

EDGE Multi Slot class (5 bit field) 


In case the EDGE MS supports the use of multiple timeslots and the number of supported time slots is different from number of time slots supported for GMSK then the EDGE Multi Slot class field is included and is coded as the binary representation of the multislot class defined in 3GPP TS 45.002 [32].

Modulation Capability

Modulation Capability field indicates the supported modulation scheme by MS in addition to GMSK

Bit

1


0
8-PSK supported for downlink reception only


1
8-PSK supported for uplink transmission and downlink reception

EDGE RF Power Capability 1 (2 bit field) 
If 8-PSK is supported for both uplink and downlink, the  EDGE RF Power Capability 1 field indicates the radio capability for 8‑PSK modulation in GSM 400, GSM700, GSM850 or GSM900.

EDGE RF Power Capability 2 (2 bit field) 
If 8-PSK modulation is supported for both uplink and downlink, the EDGE RF Power Capability 2 field indicates the radio capability for 8‑PSK modulation in DCS1800 or PCS1900 if supported, and is not included otherwise.

The respective EDGE RF Power Capability 1 and EDGE RF Power Capability 2 fields contain the following coding of the 8‑PSK modulation power class (see 3GPP TS 45.005 [33]):

Bits
2 1



0 0

Reserved



0 1

Power class E1



1 0

Power class E2



1 1

Power class E3


Table 10.5.1.7/3GPP TS 24.008 (continued): MS Classmark 3 information element

	GSM 400 Bands Supported (2 bit field)

See the semantic rule for the sending of this field.

Bits
2 1

0 1
GSM 480 supported, GSM 450 not supported

1 0
GSM 450 supported, GSM 480 not supported

1 1

GSM 450 supported, GSM 480 supported 

GSM 400 Associated Radio Capability (4 bit field)

If either GSM 450 or GSM 480 or both is supported, the GSM 400 Associated Radio Capability field indicates the radio capability for GSM 450 and/or GSM 480.

The radio capability contains the binary coding of the power class associated with the band indicated in GSM 400 Bands Supported bits (see 3GPP TS 45.005 [33]).

Note: the coding of the power class for GSM 450 and GSM 480 in GSM 400 Associated Radio Capability is different to that used in the Mobile Station Classmark 1 and Mobile Station Classmark 2 information elements.

GSM 850 Associated Radio Capability (4 bit field)
See the semantic rule for the sending of this field.

This field indicates whether GSM 850 band is supported and its associated radio capability. 

The radio capability contains the binary coding of the power class associated with the GSM 850 band (see 3GPP TS 45.005 [33]).

Note: the coding of the power class for GSM 850 in GSM 850 Associated Radio Capability is different to that used in the Mobile Station Classmark 1 and Mobile Station Classmark 2 information elements.

PCS 1900 Associated Radio Capability (4 bit field)

See the semantic rule for the sending of this field.

This field indicates whether PCS 1900 band is supported and its associated radio capability.

The radio capability contains the binary coding of the power class associated with the PCS 1900 band (see 3GPP TS 45.005 [33]).

Note: the coding of the power class for PCS 1900 in PCS 1900 Associated Radio Capability is different to that used in the Mobile Station Classmark 1 and Mobile Station Classmark 2 information elements.




Table 10.5.1.7/3GPP TS 24.008 (continued): MS Classmark 3 information element

	UMTS FDD Radio Access Technology Capability (1 bit field)

Bit

1

0
UMTS FDD not supported 

1
UMTS FDD supported


UMTS 3.84 Mcps TDD Radio Access Technology Capability (1 bit field)

Bit

1

0
UMTS 3.84 Mcps TDD not supported 

1
UMTS 3.84 Mcps TDD supported

CDMA 2000 Radio Access Technology Capability (1 bit field)

Bit

1


0
CDMA2000 not supported

1
CDMA2000 supported


DTM GPRS Multi Slot Class (2 bit field)
This field indicates the GPRS DTM multislot capabilities of the MS. It is coded as follows:

Bit

2 1

0 0

Multislot class 1 supported

0 1

Multislot class 5 supported

1 0

Multislot class 9 supported

1 1

Reserved for future extension. If received, the network shall interpret this as ‘00’ 

MAC Mode Support (1 bit field)
This field indicates whether the MS supports Dynamic and Fixed Allocation or only supports Exclusive Allocation. It is coded as follows:

Bit

1

0
Dynamic and Fixed Allocation not supported

1
Dynamic and Fixed allocation supported

EGPRS DTM Multi Slot Class (2 bit field)
This field indicates the EGPRS DTM multislot capabilities of the MS. This field shall be included only if the mobile station supports EGPRS DTM. This field is coded as the DTM GPRS Multi Slot Class field.

Single Band Support

This field shall be sent if the mobile station supports UMTS and one and only one GSM band with the exception of R-GSM; this field shall not be sent otherwise

GSM Band (4 bit field)

Bits

4 3 2 1

0 0 0 0
E-GSM is supported

0 0 0 1
P-GSM is supported

0 0 1 0
DCS 1800 is supported

0 0 1 1
GSM 450 is supported

0 1 0 0
GSM 480 is supported

0 1 0 1
GSM 850 is supported

0 1 1 0
PCS 1900 is supported

0 1 1 1
GSM 700 is supported

All other values are reserved for future use.

NOTE: When this field is received, the associated RF power capability is found in Classmark 1 or 2.
GSM 700 Associated Radio Capability (4 bit field)

See the semantic rule for the sending of this field.

This field indicates whether GSM 700 band is supported and its associated radio capability. 

The radio capability contains the binary coding of the power class associated with the GSM 700 band (see 3GPP TS 45.005 [33]).

Note: the coding of the power class for GSM 700 in GSM 700 Associated Radio Capability is different to that used in the Mobile Station Classmark 1 and Mobile Station Classmark 2 information elements.

UMTS 1.28 Mcps TDD Radio Access Technology Capability (1 bit field)

Bit

1

0
UMTS 1.28 Mcps TDD not supported 

1
UMTS 1.28 Mcps TDD supported

GERAN Feature Package 1 (1 bit field)

This field indicates whether the MS supports the GERAN Feature Package 1 (see 3GPP TS 44.060). It is coded as follows:

Bit

1

0
GERAN feature package 1 not supported.

1
GERAN feature package 1 supported.

Extended GPRS DTM Multi Slot Class (2 bit field)

This field indicates the extended GPRS DTM multislot capabilities of the MS and shall be interpreted in conjunction with the GPRS DTM Multi Slot Class field. It is coded as follows, where ‘DGMSC’ denotes the DTM GPRS Multi Slot Class field:

DGMSC Bit
2 1

Bit
2 1




0 0


0 0

Multislot class 2 supported





0 0


0 1

Multislot class 3 supported





0 0


1 0

Multislot class 4 supported





0 0


1 1

Multislot class 8 supported





0 1


0 0

Multislot class 5 supported





0 1


0 1

Multislot class 6 supported





0 1


1 0

Multislot class 7 supported





0 1


1 1

Spare. If received, the network shall interpret it as ’(01) 00’.





1 0


0 0

Multislot class 9 supported





1 0


0 1

Multislot class 10 supported





1 0


1 0

Multislot class 11 supported





1 0


1 1

Multislot class 12 supported

The presence of this field indicates that the MS supports combined fullrate and halfrate GPRS channels in the downlink.When this field is not present, the MS supports the multislot class indicated by the DTM GPRS Multi Slot Class field.

Extended DTM EGPRS Multi Slot Class (2 bit field)

This field is not considered when the EGPRS DTM Multi Slot Class field is not included. This field indicates the extended EGPRS DTM multislot capabilities of the MS and shall be interpreted in conjunction with the EGPRS DTM Multi Slot Class field. This field is coded as the Extended DTM GPRS Multi Slot Class field. The presence of this field indicates that the MS supports combined fullrate and halfrate GPRS channels in the downlink. When this field is not present, the MS supports the multislot class indicated by the DTM GPRS Multi Slot Class field.




10.5.3.5a
Network Name

The purpose of this information element is to pass a text string to the mobile station.

The Network Name information element is coded as shown in figure 10.5.80/3GPP TS 24.008 and table 10.5.94/3GPP TS 24.008.

The Network Name is a type 4 information element with a minimum length of 3 octets. No upper length limit is specified except for that given by the maximum number of octets in a L3 message (see 3GPP TS 44.006 [19]).

	8
	7
	6
	5
	4
	3
	2
	1
	

	
	Network Name IEI
	octet 1

	Length of Network Name contents
	octet 2

	ext

1
	coding scheme
	Add

CI
	Number of spare

bits in last octet
	octet 3

	
	octet 4

	Text String
	

	
	octet n


Figure 10.5.80/3GPP TS 24.008 Network Name information element

Table 10.5.94/3GPP TS 24.008 Network Name information element

	Number of spare bits in last octet (octet 3, bits 1 to 3)

	

	2
	1
	
	
	

	0
	0
	1
	
	bit 8 is spare and set to "0" in octet n

	0
	1
	0
	
	bits 7 and 8 are spare and set to "0" in octet n

	0
	1
	1
	
	bits 6 to 8(inclusive) are spare and set to "0" in octet n

	1
	0
	0
	
	bits 5 to 8(inclusive) are spare and set to "0" in octet n

	1
	0
	1
	
	bits 4 to 8(inclusive) are spare and set to "0" in octet n

	1
	1
	0
	
	bits 3 to 8(inclusive) are spare and set to "0" in octet n

	1
	1
	1
	
	bits 2 to 8(inclusive) are spare and set to "0" in octet n

	0
	0
	0
	
	this field carries no information about the number of spare bits in octet n

	
	
	
	
	

	Add CI (octet 3, bit 4)

	

	0
	
	
	
	The MS should not add the letters for the Country's Initials to the text string

	1
	
	
	
	The MS should add the letters for the Country's Initials and a separator

	
	
	
	
	(e.g. a space) to the text string

	

	Coding Scheme (octet 3, bits 5-7)

	

	0
	0
	0
	
	Cell Broadcast data coding scheme, GSM default alphabet, language unspecified, defined in 3GPP TS 23.038 [8b]

	0
	0
	1
	
	UCS2 (16 bit) [72]

	0
	1
	0
	
	

	to
	reserved

	1
	1
	1
	
	

	
	
	
	
	

	Text String (octet 4 to octet n, inclusive)

	Encoded according to the Coding Scheme defined by octet 3, bits 5-7


10.5.4.5
Bearer capability

The purpose of the bearer capability information element is to describe a bearer service. The use of the bearer capability information element in relation to compatibility checking is described in annex B.

The bearer capability information element is coded as shown in figure 10.5.88/3GPP TS 24.008 and tables 10.5.102/3GPP TS 24.008 to 10.5.115/3GPP TS 24.008.

The bearer capability is a type 4 information element with a minimum length of 3 octets and a maximum length of 16 octets.

	8
	7
	6
	5
	4
	3
	2
	1
	

	
	Bearer capability IEI
	octet 1

	Length of the bearer capability contents
	octet 2

	0/1

ext
	radio

channel

requirement
	co-

ding

std
	trans

fer

mode
	information

transfer

capability
	octet 3

	0/1
	0
	
	0
	
	

	ext
	co-

ding
	CTM
	spare
	speech version

indication
	octet 3a*

	0/1
	0
	0
	0
	
	

	ext
	co-

ding
	spare
	spare
	speech version

indication
	octet 3b etc*

	1

ext
	comp

-ress.
	structure
	dupl.

mode
	confi

gur.
	NIRR
	esta-

bli.
	octet 4*

	0/1
	0
	0
	rate
	signalling
	

	ext
	access id.
	adaption
	access protocol
	octet 5*

	0/1
	
	
	Other rate
	0
	0
	0
	

	ext
	Other ITC
	adaption
	Spare
	octet 5a*

	1

ext
	Hdr/

noHdr
	Multi

frame
	Mode
	LLI
	Assig

nor/e
	Inb.

neg
	0

Spare
	octet 5b*

	0/1
	0
	1
	User information
	sync/
	

	ext
	layer 1 id.
	layer 1 protocol
	async
	octet 6*

	0/1

ext
	numb.

stop

bits
	nego-

tia-

tion
	numb.

data

bits
	user rate
	octet 6a*

	0/1

ext
	intermed.

rate
	NIC

on TX
	NIC

on RX
	Parity
	octet 6b*

	0/1

ext
	connection

element
	modem type
	octet 6c*

	0/1

ext
	Other

modem type
	Fixed network user rate
	octet 6d*

	0/1

ext
	Acceptable

channel

codings
	Maximum number of

traffic channels
	octet 6e*

	0/1

ext
	UIMI
	Wanted air interface

user rate
	octet 6f*

	1

ext
	Acceptable

channel codings
	Asymmetry
	0
	0
	

	
	extended
	Indication
	Spare
	octet 6g*

	1
	1
	0
	User information
	

	ext
	layer 2 id.
	layer 2 protocol
	octet 7*


Figure 10.5.88/3GPP TS 24.008 Bearer capability information element

NOTE 1:
The coding of the octets of the bearer capability information element is not conforming to ITU Q.931.

NOTE 2:
An MS shall encode the Bearer Capability infomation element according to GSM call control requirements also if it is requesting for a UMTS service.

NOTE 3:
For UTRAN access the following parameter is irrelevant, because multiple traffic channels (multislot) are not deployed [3GPP TS 23.034]. The parameter shall, however, be stored in MSC, and forwarded at handover:
-
UIMI, User initiated modification indication (octet 6f, bits 5-7)

NOTE 4:
The following parameters are relevant in UMTS for non transparent data calls for deciding which RLP version to negotiate in order to avoid renegotiation of RLP version in case of inter-system handover, see 3GPP TS 24.022 [9]. They are otherwise irrelevant for specifying the UTRAN radio access bearer: 
-

Maximum number of traffic channels (octet 6e, bits 1-3)
-
Acceptable Channel coding(s) (octet 6e, bits 4, 5 and 7)
-
Acceptable Channel Codings extended (octet 6g, bits 5-7).

NOTE 5:
A mobile station not supporting GSM shall set the following parameters to the value "0":

-
Maximum number of traffic channels (octet 6e, bits 1-3)
-
Acceptable Channel coding(s) (octet 6e, bits 4, 5 and 7)
-
UIMI, User initiated modification indication (octet 6f, bits 5-7)
-
Acceptable Channel Codings extended (octet 6g, bits 5-7).

10.5.4.15
Facility

The purpose of the facility information element is to transport supplementary service related information. Within the scope of 3GPP TS 24.008 the content of the Facility information field is an array of octets. The usage of this transportation mechanism is defined in 3GPP TS 24.080 [24].

The facility information element is coded as shown in figure 10.5.101/3GPP TS 24.008.

The facility is a type 4 information element with a minimum length of 2 octets. No upper length limit is specified except for that given by the maximum number of octets in a L3 message (see 3GPP TS 44.006 [19]).

	8
	7
	6
	5
	4
	3
	2
	1
	

	
	Facility IEI
	octet 1

	Length of facility contents
	octet 2

	Facility information (see 3GPP TS 24.080)
	octet 3-?*


Figure 10.5.101/3GPP TS 24.008

10.5.4.24
SS Version Indicator

The purpose of the SS version indicator information element is to aid the decoding of the Facility information element as described in 3GPP TS 24.010. Within the scope of 3GPP TS 24.008 the contents of the SS Version information field is an array of one or more octets. The usage of the SS version information field is defined in 3GPP TS 24.080.

The SS version indicator information element is coded as shown in figure 10.5.113/3GPP TS 24.008.

The SS version indicator is a type 4 information element with a minimum length of 2 octets. No upper length limit is specified except for that given by the maximum number of octets in a L3 message (see 3GPP TS 44.006 [19]).

	8
	7
	6
	5
	4
	3
	2
	1
	

	
	SS version indicator IEI
	octet 1

	Length of SS version indicator contents
	octet 2

	SS version information (see 3GPP TS 24.080)


	octet 3*


:
*


:
*


Figure 10.5.113/3GPP TS 24.008

NOTE:
Usually, this information element has only one octet of content.

10.5.4.26
Alerting Pattern $(NIA)$

The purpose of the Alerting Pattern information element is to allow the network to convey information related to the alert to be used by the MS (see 3GPP TS 22.101 [8]).

The Alerting Pattern information element is coded as shown in figure 10.5.115/3GPP TS 24.008 and table 10.5.132/3GPP TS 24.008.

The Alerting Pattern IE is a type 4 information element with 3 octet length.

	8
	7
	6
	5
	4
	3
	2
	1
	

	
	Alerting Pattern IEI
	octet 1

	length of alerting pattern content
	octet 2

	0
	0
	0
	0
	Alerting Pattern
	

	spare
	value
	octet 3


Figure 10.5.115/3GPP TS 24.008 Alerting Pattern information element

Table 10.5.132/3GPP TS 24.008: Alerting Pattern information element

	Alerting Pattern value (octet 3)

	Bits

	4
	3
	2
	1
	

	

	0
	0
	0
	0
	alerting pattern 1

	0
	0
	0
	1
	alerting pattern 2

	0
	0
	1
	0
	alerting pattern 3

	
	
	
	
	

	0
	1
	0
	0
	alerting pattern 5

	0
	1
	0
	1
	alerting pattern 6

	0
	1
	1
	0
	alerting pattern 7

	0
	1
	1
	1
	alerting pattern 8

	1
	0
	0
	0
	alerting pattern 9

	
	
	
	
	

	all other values are reserved


Alerting pattern 1, 2 and 3 indicate alerting levels 0, 1 and 2.

Alerting pattern 5 to 9 indicate alerting categories 1 to 5

10.5.5.12
MS network capability 

The purpose of the MS network capability information element is to provide the network with information concerning aspects of the mobile station related to GPRS. The contents might affect the manner in which the network handles the operation of the mobile station. The MS network capability information indicates general mobile station characteristics and it shall therefore, except for fields explicitly indicated, be independent of the frequency band of the channel it is sent on.

The MS  network capability is a type 4 information element with a maximum of 10 octets length.

The value part of a MS network capabilityinformation element is coded as shown in figure 10.5.128/3GPP TS 24.008 and table 10.5.145/3GPP TS 24.008.

	8
	7
	6
	5
	4
	3
	2
	1
	

	MS network capability IEI
	octet 1

	Length of MS network capability contents
	octet 2

	MS network capability value
	octet 3-10


Figure 10.5.128/3GPP TS 24.008 MS network capability information element

Table 10.5.145/3GPP TS 24.008 MS network capability information element

	<MS network capability value part> ::=


<GEA1 bits>
<SM capabilities via dedicated channels: bit>
<SM capabilities via GPRS channels: bit>

<UCS2 support: bit>
<SS Screening Indicator: bit string(2)>
<SoLSA Capability : bit>
<Revision level indicator: bit>

<PFC feature mode: bit>
<Extended GEA bits>

< LCS VA capability: bit >

<Spare bits>;

<GEA1 bits> ::= < GEA/1 :bit>;

<Extended GEA bits> ::= <GEA/2:bit><GEA/3:bit>< GEA/4:bit >< GEA/5:bit >< GEA/6:bit ><GEA/7:bit>;

<Spare bits> ::= null | {<spare bit> < Spare bits >};

SS Screening Indicator

0 0
defined in 3GPP TS 24.080 


0 1
defined in 3GPP TS 24.080 


1 0
defined in 3GPP TS 24.080 


1 1
defined in 3GPP TS 24.080 

SM capabilities via dedicated channels

0
Mobile station does not support mobile terminated point to point SMS via 


dedicated signalling channels


1
Mobile station supports mobile terminated point to point SMS via dedicated 


signalling channels

SM capabilities via GPRS channels

0
Mobile station does not support mobile terminated point to point SMS via 


GPRS packet data channels

1
Mobile station supports mobile terminated point to point SMS via GPRS 


packet data channels

UCS2 support
This information field indicates the likely treatment by the mobile station of UCS2 encoded character strings.

0
the ME has a preference for the default alphabet (defined in 3GPP TS 23.038 [8b])


over UCS2.

1
the ME has no preference between the use of the default alphabet and the


use of UCS2.

GPRS Encryption Algorithm GEA/1
0
encryption algorithm GEA/1not available
1
encryption algorithm GEA/1 available
SoLSA Capability

0
The ME does not support SoLSA.

1
The ME supports SoLSA.


Revision level indicator 

0
used by a mobile station not supporting R99 or later versions of the protocol


1
used by a mobile station supporting R99 or later versions of the protocol 

PFC feature mode

0 Mobile station does not support BSS packet flow procedures

1 Mobile station does support BSS packet flow procedures

GEA/2

0
encryption algorithm GEA/2 not available
1
encryption algorithm GEA/2 available

GEA/3

0
encryption algorithm GEA/3 not available
1
encryption algorithm GEA/3 available

GEA/4

0
encryption algorithm GEA/4 not available
1
encryption algorithm GEA/4 available

GEA/5

0
encryption algorithm GEA/5 not available
1
encryption algorithm GEA/5 available

GEA/6

0
encryption algorithm GEA/6 not available
1
encryption algorithm GEA/6 available

GEA/7

0
encryption algorithm GEA/7 not available
1
encryption algorithm GEA/7 available

LCS VA capability (LCS value added location request notification capability)
0
LCS value added location request notification capability not supported

1
LCS value added location request notification capability supported



10.5.5.12a
MS Radio Access capability

The purpose of the MS RA capability information element is to provide the radio part of the network with information concerning radio aspects of the mobile station. The contents might affect the manner in which the network handles the operation of the mobile station.

The MS RA capability is a type 4 information element, with a maximum length of 52 octets.

The value part of a MS RA capability information element is coded a shown table 10.5.146/3GPP TS 24.008.

For the indication of the Access Technology Types the following conditions shall apply:

-
Among the three Access Type Technologies GSM 900-P, GSM 900-E and GSM 900-R only one shall be present.

-
Due to shared radio frequency channel numbers between GSM 1800 and GSM 1900, the mobile station should provide the relevant radio access capability for either GSM 1800 band OR GSM 1900 band, not both. 

-
The MS shall indicate its supported Access Technology Types during a single MM procedure.

-
If the alternative coding by using the Additional access technologies struct is chosen by the mobile station, the mobile station shall indicate its radio access capability for the serving BCCH frequency band in the first included Access capabilities struct.

-
The first Access Technology Type shall not be set to "1111".
For error handling the following shall apply:


If a received Access Technology Type is unknown to the receiver, it shall ignore all the corresponding fields.


If within a known Access Technology Type a receiver recognizes an unknown field it shall ignore it.


For more details about error handling of MS radio access capability see 3GPP TS 48.018 [86].

Table 10.5.146/3GPP TS 24.008: Mobile Station Radio Access Capability Information Element

< MS Radio Access capability IE > ::=

<MS Radio Access capability IEI :  00100100 >

<Length of MS RA capability: <octet>> 
-- length in octets of MS RA capability value part and spare bits 

<MS RA capability value part : < MS RA capability value part struct >>

<spare bits>**; -- may be used for future enhancements

<MS RA capability value part struct >::=  --recursive structure allows any number of Access technologies

{
{
< Access Technology Type: bit (4) exclude 1111 >




< Access capabilities : <Access capabilities struct> > }


 | 
{
< Access Technology Type: bit (4) == 1111 >
-- structure adding Access technologies with same capabilities



< Length : bit (7) > 

-- length in bits of list of Additional access technologies and spare bits



{ 1 < Additional access technologies: < Additional access technologies struct > > } ** 0



<spare bits>** } }


{ 0 | 1 <MS RA capability value part struct> } ;

< Additional access technologies struct > ::=


< Access Technology Type : bit (4) >


< GMSK Power Class : bit (3) >


< 8PSK Power Class : bit (2) > ;
< Access capabilities struct > ::=


< Length : bit (7) > -- length in bits of Content and spare bits


<Access capabilities : <Content>> 


<spare bits>** ; -- expands to the indicated length




  -- may be used for future enhancements

< Content > ::=


< RF Power Capability : bit (3) >

{ 0 | 1 <A5 bits : <A5 bits> > } 
-- zero means that the same values apply for parameters as in the immediately preceding Access capabilities field within this IE

< ES IND : bit >

< PS : bit >


< VGCS : bit >


< VBS : bit >


{ 0 | 1 < Multislot capability : Multislot capability struct > } -- zero means that the same values for multislot parameters as given in an earlier Access capabilities field within this IE apply also here

-- Additions in release 99

{ 0 | 1 < 8PSK Power Capability : bit(2) >} -- '1' also means 8PSK modulation capability in uplink.


< COMPACT Interference Measurement Capability : bit >

< Revision Level Indicator : bit >


< UMTS FDD Radio Access Technology Capability : bit > 



-- 3G RAT

< UMTS 3.84 Mcps TDD Radio Access Technology Capability : bit > 
-- 3G RAT

< CDMA 2000 Radio Access Technology Capability : bit > 



-- 3G RAT

-- Additions in release 4

< UMTS 1.28 Mcps TDD Radio Access Technology Capability: bit >
-- 3G RAT


< GERAN Feature Package 1 : bit >


{ 0 | 1 < Extended DTM GPRS Multi Slot Class : bit(2) >




< Extended DTM EGPRS Multi Slot Class : bit(2) > };


-- error: struct too short, assume features do not exist


      -- error: struct too long, ignore data and jump to next Access technology

Table 10.5.146/3GPP TS 24.008 (continued): Mobile Station Radio Access Capability IE

	< Multislot capability struct > ::=

{ 0 | 1 < HSCSD multislot class : bit (5) > }

{ 0 | 1 < GPRS multislot class : bit (5) > < GPRS Extended Dynamic Allocation Capability : bit > }


{ 0 | 1 < SMS_VALUE : bit (4)  > < SM_VALUE : bit (4)  > }

-- Additions in release 99

{ 0 | 1 < ECSD multislot class : bit (5) > }

{ 0 | 1 < EGPRS multislot class : bit (5) > < EGPRS Extended Dynamic Allocation 
Capability : bit > }


{0 | 1
< DTM GPRS Multi Slot Class: bit(2)>




<MAC Mode Support : bit>




{0 | 1 <EGPRS DTM Multi Slot Class : bit(2)> } } ;


-- error: struct too short, assume features do not exist

<A5 bits> ::= < A5/1 : bit> <A5/2 : bit> <A5/3 : bit> <A5/4 : bit> <A5/5 : bit> <A5/6 : bit> <A5/7 : bit>; -- bits for circuit mode ciphering algorithms. These fields are not used by the network and may be excluded by the MS.
Access Technology Type
This field indicates the access technology type to be associated with the following access capabilities.
Bits
4 3 2 1
0 0 0 0 
GSM P
0 0 0 1 
GSM E  --note that GSM E covers GSM P
0 0 1 0 
GSM R  --note that GSM R covers GSM E and GSM P
0 0 1 1 
GSM 1800
0 1 0 0 
GSM 1900
0 1 0 1 
GSM 450
0 1 1 0 
GSM 480
0 1 1 1 
GSM 850

1 0 0 0 
GSM 700

1 1 1 1 
Indicates the presence of a list of Additional access technologies
All other values are treated as unknown by the receiver.


RF Power Capability, GMSK Power Class (3 bit field)
This field contains the binary coding of the power class used for GMSK associated with the indicated Access Technology Type (see 3GPP TS 45.005).

8PSK Power Capability (2 bit field)
If 8-PSK modulation is supported for uplink, this field indicates the radio capability for 8‑PSK modulation. The following coding is used (see 3GPP TS 45.005 [33]):

Bits
2 1



0 0

Reserved



0 1

Power class E1



1 0

Power class E2



1 1

Power class E3

8PSK Power Class (2 bit field)
This field indicates the radio capability for 8‑PSK modulation. The following coding is used (see 3GPP TS 45.005):

Bits
2 1



0 0

8PSK modulation not supported for uplink



0 1

Power class E1



1 0

Power class E2



1 1

Power class E3

Additional access technologies struct

This structure contains the GMSK Power Class and 8PSK Power Class for an additional Access Technology. All other capabilities for this indicated Access Technology are the same as the capabilities indicated by the preceding Access capabilities struct.

A5/1 
0
encryption algorithm A5/1 not available
1
encryption algorithm A5/1 available

A5/2 
0
encryption algorithm A5/2 not available
1
encryption algorithm A5/2 available

A5/3 
0
encryption algorithm A5/3 not available
1
encryption algorithm A5/3 available

A5/4 
0
encryption algorithm A5/4 not available
1
encryption algorithm A5/4 available

A5/5 
0
encryption algorithm A5/5 not available
1
encryption algorithm A5/5 available

A5/6 
0
encryption algorithm A5/6 not available
1
encryption algorithm A5/6 available

A5/7 
0
encryption algorithm A5/7 not available
1
encryption algorithm A5/7 available

ES IND – (Controlled early Classmark Sending)

0
"controlled early Classmark Sending" option is not implemented
1
"controlled early Classmark Sending" option is  implemented



Table 10.5.146/3GPP TS 24.008 (concluded): Mobile Station Radio Access Capability Information Element

	PS – (Pseudo Synchronisation)
0 
PS capability not present
1
PS capability present 

VGCS – (Voice Group Call Service)
0 
no VGCS capability or no notifications wanted
1
VGCS capability and notifications wanted.
VBS – (Voice Broadcast Service)
0 
no VBS capability or no notifications wanted

1
VBS capability and notifications wanted

HSCSD Multi Slot Class 
The Multi Slot Class field is coded as the binary representation of the multislot class defined in 3GPP TS 45.002 [32]. This field is not used by the network and may be excluded by the MS.
Range 1 to 18, all other values are reserved.
GPRS Multi Slot Class
The GPRS Multi Slot Class field is coded as the binary representation of the multislot class defined in 3GPP TS 45.002 [32].

-- Additions in release 99
ECSD Multi Slot Class 
The presence of this field indicates ECSD capability. Whether the MS is capable of 8-PSK modulation in uplink is indicated by the presence of 8-PSK Power Capability field. The Multi Slot Class field is coded as the binary representation of the multislot class defined in 3GPP TS 45.002 [32]. This field is not used by the network and may be excluded by the MS.
Range 1 to 18, all other values are reserved.
EGPRS Multi Slot Class
The presence of this field indicates EGPRS capability. Whether the MS is capable of 8-PSK modulation in uplink is indicated by the presence of 8-PSK Power Capability field. The EGPRS Multi Slot Class field is coded as the binary representation of the multislot class defined in 3GPP TS 45.002 [32].


GPRS Extended Dynamic Allocation Capability
0     Extended Dynamic Allocation Capability for GPRS is not implemented
1     Extended Dynamic Allocation Capability for GPRS is implemented

EGPRS Extended Dynamic Allocation Capability
0     Extended Dynamic Allocation Capability for EGPRS is not implemented
1     Extended Dynamic Allocation Capability for EGPRS is implemented

SMS_VALUE (Switch-Measure-Switch) (4 bit field)
The SMS field indicates the time needed for the mobile station to switch from one radio channel to another, perform a neighbor cell power measurement, and the switch from that radio channel to another radio channel. This field is not used by the network and may be excluded by the MS.

Bits
4 3 2 1

0 0 0 0

1/4 timeslot (~144 microseconds)
0 0 0 1

2/4 timeslot (~288 microseconds)
0 0 1 0

3/4 timeslot (~433 microseconds)
 . . .
1 1 1 1

16/4 timeslot (~2307 microseconds)

(SM_VALUE) Switch-Measure (4 bit field)
The SM field indicates the time needed for the mobile station to switch from one radio channel to another and perform a neighbour cell power measurement. This field is not used by the network and may be excluded by the MS.

Bits
4 3 2 1
0 0 0 0

1/4 timeslot (~144 microseconds)
0 0 0 1

2/4 timeslot (~288 microseconds)
0 0 1 0

3/4 timeslot (~433 microseconds)
 . . .
1 1 1 1

16/4 timeslot (~2307 microseconds)




	DTM GPRS Multi Slot Class (2 bit field)
This field indicates the GPRS DTM multislot capabilities of the MS. It is coded as follows:

Bits
2 1
0 0

Multislot class 1 supported
0 1

Multislot class 5 supported
1 0

Multislot class 9 supported
1 1

Reserved for future extension. If received, the network shall interpret this as ‘00’ 

MAC Mode Support (1 bit field)
This field indicates whether the MS supports Dynamic and Fixed Allocation or only supports Exclusive Allocation

Bit
1
0

Dynamic and Fixed Allocation not supported
1

Dynamic and Fixed allocation supported

EGPRS DTM Multi Slot Class (2 bit field)
This field indicates the EGPRS DTM multislot capabilities of the MS. This field shall be included only if the mobile station supports EGPRS DTM. This field is coded as the DTM GPRS multislot Class field.

COMPACT Interference Measurement Capability (1 bit field)

Bit
0

COMPACT Interference Measurement Capability is not implemented
1

COMPACT Interference Measurement Capability is implemented

Revision Level Indicator (1 bit field)

Bit
0

The ME is Release ’98 or older
1

The ME is Release ’99 onwards

UMTS FDD Radio Access Technology Capability (1 bit field)

Bit

0

UMTS FDD not supported

1

UMTS FDD supported

UMTS 3.84 Mcps TDD Radio Access Technology Capability (1 bit field)

Bit

0

UMTS 3.84 Mcps TDD not supported

1

UMTS 3.84 Mcps TDD supported

CDMA 2000 Radio Access Technology Capability (1 bit field)

Bit

0

CDMA2000 not supported

1

CDMA2000 supported

UMTS 1.28 Mcps TDD Radio Access Technology Capability (1 bit field)

Bit

0

UMTS 1.28 Mcps TDD not supported

1

UMTS 1.28 Mcps TDD supported

GERAN Feature Package 1 (1 bit field)

This field indicates whether the MS supports the GERAN Feature Package 1 (see 3GPP TS 44.060). It is coded as follows:

Bit
0

GERAN feature package 1 not supported.
1

GERAN feature package 1 supported.

Extended GPRS DTM Multi Slot Class (2 bit field)

This field indicates the extended GPRS DTM capabilities of the MS and shall be interpreted in conjunction with the GPRS DTM Multi Slot Class field. It is coded as follows, where ‘DGMSC’ denotes the DTM GPRS  multislot class field:

DGMSC Bit
2 1

Bit
2 1




0 0


0 0

Multislot class 2 supported





0 0


0 1

Multislot class 3 supported





0 0


1 0

Multislot class 4 supported





0 0


1 1

Multislot class 8 supported





0 1


0 0

Multislot class 5 supported





0 1


0 1

Multislot class 6 supported





0 1


1 0

Multislot class 7 supported





0 1


1 1

Spare. If received, the network shall interpret it as ’01 00’.





1 0


0 0

Multislot class 9 supported





1 0


0 1

Multislot class 10 supported





1 0


1 0

Multislot class 11 supported





1 0


1 1

Multislot class 12 supported

The presence of this field indicates that the MS supports combined fullrate and halfrate GPRS channels in the downlink. When this field is not present, the MS supports the multislot class indicated by the DTM GPRS Multi Slot Class field.

Extended EGPRS DTM Multislot Class (2 bit field)

This field is not considered when the EGPRS DTM Multislot Class field is not included. This field indicates the extended EGPRS DTM multislot capabilities of the MS and shall be interpreted in conjunction with the EGPRS DTM Multislot Class field. This field is coded as the Extended DTM GPRS Multislot Class field. The presence of this field indicates that the MS supports combined fullrate and halfrate GPRS channels in the downlink. When this field is not present, the MS supports the multislot class indicated by the DTM GPRS Multi Slot Class field.




11.3
Timers of circuit-switched call control

Table 11.3/3GPP TS 24.008: Call control timers - MS side

	TIM

NUM.
	TIM VAL
	STATE OF CALL
	CAUSE OF START
	NORMAL STOP
	AT FIRST EXPIRY
	AT SECOND EXPIRY

	T303
	30s
	Call initiated
	CM SER RQ sent
	CALL PROC, or REL COMP received
	Clear the call
	Timer is not restarted

	T305
	30s
	Disconnect Request
	DISC sent
	REL or DISC received
	REL sent.
	Timer is not restarted

	T308
	30s
	Release request
	REL sent
	REL COMP or REL received
	Retrans. RELEASE restart T308
	Call ref. release

	T310

Note 1
	30s
	Outgoing call Proceeding
	CALL PROC received
	ALERT,CONN, DISC or PROG rec.
	Send DISC
	Timer is not restarted

	T313
	30s
	Connect Request
	CONN sent
	CONNect ACKnowledge received
	Send DISC
	Timer is not restarted

	T323
	30s
	Modify Request
	MOD sent
	MOD COMP or MOD REJ received
	Clear the call
	Timer is not restarted

	T332
	30s
	Wait for network info
	START_CC sent
	CC-EST. received
	Clear the call
	Timer is not restarted

	T335
	30s
	CC-Est. Confirmed
	CC-EST CONF.sent
	RECALL received
	Clear the call
	Timer is not restarted

	T336
	10s
	
	START DTMF sent
	START DTMF ACK or START DTMF REJECT received
	
	Timer is not restarted

	
	
	
	
	
	The MS considers the DTMF Procedure (for the digit) to be terminated
	

	T337
	10s
	
	STOP DTMF sent
	STOP DTMF ACK received
	The MS considers the DTMF procedure (for the current digit) to be terminated
	Timer is not restarted


NOTE 1:
T310 is not started if progress indicator #1, #2, or #64 has been delivered in the CALL PROCEEDING message or in a previous PROGRESS message.

Table 11.4/3GPP TS 24.008: Call control timers - network side

	TIM

NUM.
	DFT TIM VAL
	STATE OF CALL
	CAUSE FOR START
	NORMAL STOP
	AT FIRST EXPIRY
	AT SECOND EXPIRY

	T301

Note 1
	Min180s
	Call received
	ALERT received
	CONN received
	Clear the call
	Timer is not restarted

	T303
	Note 2
	Call present
	SETUP sent
	CALL CONF or REL COMP received
	Clear the call
	Timer is not restarted

	T305
	30s
	Disconnect Indication
	DISC without progress indic. #8 sent or CCBS Possible
	REL or DISC received
	Network sends RELEASE
	Timer is not restarted

	T306
	30s
	Disconnect Indication
	DISC with progress indic. #8 sent but no CCBS possible
	REL or DISC received
	Stop the tone/ announc. Send REL
	Timer is not restarted

	T308
	Note 2
	Release request
	REL sent
	REL COMP or REL received
	Retrans. RELEASE restart T308
	Release call reference

	T310
	Note 2
	Incoming call proceeding
	CALL CONF received
	ALERT, CONN or DISC received
	Clear the call
	Timer is not restarted

	T313
	Note 2
	Connect Indication
	CON sent
	CON ACK received
	Clear the call
	Timer is not restarted

	T323
	30s
	Modify request
	MOD sent
	MOD COMP or MOD REJ received
	Clear the call
	Timer is not restarted

	T331
	Note 2
	CC Connec. Pending
	CM-SERV PROMPT sent
	START CC received
	Clear the call
	Timer is not restarted

	T333
	Note 2
	CC-Est. Present
	START CC received
	CC-EST.CONF or REL COMP received
	Clear the call
	Timer is not restarted

	T334

Note 3
	Min 15s
	CC-Est. Confirmed
	RECALL sent
	SETUP received
	Clear the call
	Timer is not restarted

	T338
	Note 2
	Disconnect indication
	DISC with CCBS possible
	REL or DISC received
	stop any tone/ announc. Send REL
	Timer is not restarted


NOTE 1:
The network may already have applied an internal alerting supervision function; e.g. incorporated within call control. If such a function is known to be operating on the call, then timer T301 is not used.

NOTE 2:
These time values are set by the network operator.

NOTE 3:
When applied to the supplementary service CCBS, the timer T334 can either represent the recall timer T4 or the notification timer T10 (see 3GPP TS 23.093). Thus the timer T334 can take two different values. 3GPP TS 23.093 defines the range of these values.

C.2
Principles

C.2.1
Definition of types of information

There are three different types of information that the calling PLMN user may specify during call setup to identify low layer capabilities needed in the network and in the destination terminal:

a)
type I information is information about the calling terminal which is only used at the destination end to allow a decision regarding terminal compatibility. An example would be the user information layer 3 protocol. Type I information is encoded in octets 5 to 7 of the low layer compatibility information element;

b)
type II information is only used by the network (PLMN) to which the calling user is connected for selection of PLMN specific network resources, e.g. channel type or specific functionality within the interworking function (IWF, see 3GPP TS 29.007). This type of information is always present. An example is the connection element. Type II information is coded in:

i)
octet 3 of the bearer capability information element when the information transfer capability required by the calling user is speech ;

ii)
octets 3, 4, 5, and optionally octet 7 of the bearer capability information element when the information transfer capability required by the calling user is not speech;

c)
type III information is required for selection of a basic service from the choice of basic services offered by the network and together with type II information for selection of an appropriate interworking function (IWF, see 3GPP TS 29.007 [38]), as well as for terminal compatibility checking at the destination terminal. An example is the information transfer capability. Type III information is always present and is encoded in:

i)
octet 3 of the bearer capability information element when the information transfer capability required by the calling user is speech ;

ii)
octets 3, 5, 6, 6a, 6b and 6c of the bearer capability information element when the information transfer capability required by the calling user is not speech;
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