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1. Introduction

This document evaluates four technical solutions that have been evoked in order to meet the requirements regarding SDP check. Indeed, the IETF identified a number of issues regarding SIP interoperability between IETF and 3GPP, especially CSCFs editing SDP (CN1 analysis of this LS is in Tdoc S2-022790). In this contribution the four alternatives are described more in details, and the pros and cons are discussed for each choice. 

Finally, Orange propose to agree on one solution for Release 5.

2. Discussion

The IETF concern regarding SDP editing comes from two requirements that have to be filled by any other technical solution. Those two requirements are:

· Subscribed media control: It is an operator requirement to have the ability to ensure that the media components and/or codecs requested by a UE comply with those authorised for the subscriber 

· Local policy contol: It shall be possible for an operator to set upper limits for the resource allocated for a given media, regardless of the subscription. 

The 3GPP system shall provide control for the home operator over user request depending on the services the user has subscribed. It should also be possible for the operators (home and visited ones) to exercise control over resource usage in the networks.

Moreover, the chosen solution shall avoid any interoperability issue with external SIP devices.

3. Architecture alternatives

1.
SDP editing at P-CSCF and S-CSCF

Advantages:

This solution fulfills the two requirements which are local resource control at the P-CSCF and S-CSCF, and subscriber profile authorization at the S-CSCF.

This is the current solution in 3GPP specifications and little work is required to complete it.

As indicated by CN1 in their LS and as discussed in latest SA2 meeting in October, no interoperability issues are clearly identified with the current implementation, for this solution.

Drawbacks:

There is a side effect of breaking end-to-end protection of the SDP using S/MIME, and in general this solution breaks the end-to-end philosophy of SIP.

However, the end-to-end S-MIME security cannot be used as such in IMS: Indeed, the P-CSCF needs to read the SDP field in order to do the mapping with the PS QoS parameter.

Moreover, within IMS, S/P-CSCF currently operates in both SIP proxy role and SIP UA role depending on the circumstances. If considered as UA for any request, there is no break of the end-to-end protection as the security association will exist hop by hop between the UE and the P-CSCF and the P-CSCF and the S-CSCF.

It should be noted that there will be an additional load on the S/P-CSCF with this solution, but this shouldn't be considered as a major problem for the Release 5 perspective.

Conclusion:

In conclusion, Orange thinks that 'SDP editing at CSCF' isan appropriate solution as no major technical drawback has been identified. Furthermore, we don't see any major difference with SIP RFC, as S/P-CSCF should be considered as UA.

2.
Use of 4xx message from the CSCF to the terminal to indicate that requested SDP contains prohibited components

Advantages:

This solution fills in the two above requirements.

It is in line with IETF.

Drawbacks:

First of all, such a procedure will increase the session establishment time due to the fact that an error message has to be received by the UE and new attempt shall be sent.

Moreover, the current 4xx message cannot contain all necessary information that the CSCF needs to send to the UE. Indeed, this error message should contain information indicating what parameters (at media, bandwidth, codec levels) are not allowed given the local policy or subscribed media controls.

Furthermore, the UE shall be able to interpret correctly the received 4xx error message and to send another INVITE message which takes into account that some parameters are forbidden.

In order to guarantee that the second attempt of INVITE request matches the local policy and subscribed media controls, the 4xx message should also contain the recommended media characteristics to replace the forbidden ones.

As for solution 1, there is a side effect of breaking end-to-end protection of the SDP using S/MIME, and in general this solution breaks the end-to-end philosophy of SIP.

Conclusion:

In conclusion, Orange have some strong concerns regarding the feasibility of this solution as it looks quite complicated and it will slow down the connection establishment.

3.
Use of application server to edit SDP

Advantages: 

As for the first solution, no interoperability issues have been identified.

Drawbacks:

First of all, this solution does not fill in the second requirement of local policy control at P-CSCF, as the P-CSCF has no possibility to address an AS.
Furthermore, this solution requires that an additional network element (Application Server) is involved in all SIP requests (by using a generic filter criteria) and that S-CSCF systematically forwards SIP request to this AS, which will cause additional signaling.

This implies that the AS needs to have the subscribed media information and performs subscribed media check:

-
The AS could download them over the Sh interface from the HSS, interface which is not completely defined yet and optional, or

-
using the <service-info> parameter at registration. Indeed, during the registration procedure, after receiving those parameters from the HSS over the Cx interface, the S-CSCF transfers them to the relevant AS.

A different way to use the AS to edit SDP could be to define filter criteria according to the subscribed media so that AS is only involved in the session when the requested SDP does not match the subscribed media. However, when the AS is invoked, it needs also to know the subscribed media of the user so that it is able to modify the SDP parameters of the session accordingly.

The advantage of this alternative still using AS to edit SDP is that the AS is only involved when required, but the definition of such filter criteria looks very complicated (if feasible).

As for solution 1, there is a side effect of breaking end-to-end protection of the SDP using S/MIME, and in general this solution breaks the end-to-end philosophy of SIP. If AS are considered as UA, the security can be handled between the two UA, so there is no break of the end-to-end security. This is in-line with SIP approach. However, as pointed out in solution 1, S/MIME cannot be fully used as P-CSCF requires to be able to read SDP for resource reservation.

Conclusion:
As a conclusion, the use of AS to edit SDP does not fill in one requirement (local policy control at P-CSCF) and implies additional signalling. 

Moreover, even this solution allows not to perform SDP editing at S-CSCF, Orange do not see, regarding IETF concerns, fundamental enhancements with this solution compared to the first one.

4.
Addition of network policy information in SIP message
As indicated at latest SA2 meeting, this is a long-term solution and consequently it does not fill in the requirements in Release 5 timeframe. Furthermore, this requires operators to "publish" their network policy to the end terminal and this relies on a "well behaved" UE to respect the policy statements, however it may be the basis for way forward in subsequent releases.

4. Proposal

In conclusion, Orange recommends that the S/P-CSCF should be considered explicitly as User Agents and in this role it can edit the SDP. As such, Orange sees solution 1 above (SDP editing at CSCF) as the most expedient solution given the current status of the standards and given that no interoperability problems have been identified.

Further consideration can be given to solution 4 in subsequent release.







