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Introduction

This contribution analyses the requirements of the Content-Encoding header with a view to completing the Annex A tables within 3GPP TS 24.229. 

The conclusions of this contribution are implemented in an associated CR.

Requirements from IETF drafts

Requirements from RFC 3261 (SIP: Session Initiation Protocol)

Clause 7.4.1 (SIP Messages - Bodies - Message Body Type) 1st paragraph specifies:

The Internet media type of the message body MUST be given by the Content-Type header field.  If the body has undergone any encoding such as compression, then this MUST be indicated by the Content-Encoding header field; otherwise, Content-Encoding MUST be omitted. If applicable, the character set of the message body is indicated as part of the Content-Type header-field value.

Clause 8.2.3 specifies:

8.2.3 Content Processing

Assuming the UAS understands any extensions required by the client, the UAS examines the body of the message, and the header fields that describe it.  If there are any bodies whose type (indicated by the Content-Type), language (indicated by the Content-Language) or encoding (indicated by the Content-Encoding) are not understood, and that body part is not optional (as indicated by the Content-Disposition header field), the UAS MUST reject the request with a 415 (Unsupported Media Type) response.  The response MUST contain an Accept header field listing the types of all bodies it understands, in the event the request contained bodies of types not supported by the UAS.  If the request contained content encodings not understood by the UAS, the response MUST contain an Accept-Encoding header field listing the encodings understood by the UAS.  If the request contained content with languages not understood by the UAS, the response MUST contain an Accept-Language header field indicating the languages understood by the UAS.  Beyond these checks, body handling depends on the method and type.  For further information on the processing of content-specific header fields, see Section 7.4 as well as Section 20.11 through 20.15.

Clause 19.1.5 (Common Message Components - SIP and SIPS Uniform Resource Indicators - Forming Requests from a URI) 7th paragraph specifies:

An implementation SHOULD verify the accuracy of any requested descriptive header fields, including: Content-Disposition, Content-Encoding, Content-Language, Content-Length, Content-Type, Date, Mime-Version, and Timestamp.

Clause 20 (Header fields) table 2 specifies:

   Header field              where       proxy ACK BYE CAN INV OPT REG

   ___________________________________________________________________

   Content-Encoding                             o   o   -   o   o   o

Clause 20.12 specifies:

20.12 Content-Encoding

The Content-Encoding header field is used as a modifier to the "media-type".  When present, its value indicates what additional content codings have been applied to the entity-body, and thus what decoding mechanisms MUST be applied in order to obtain the media-type referenced by the Content-Type header field.  Content-Encoding is primarily used to allow a body to be compressed without losing the identity of its underlying media type.

If multiple encodings have been applied to an entity-body, the content codings MUST be listed in the order in which they were applied.

All content-coding values are case-insensitive.  IANA acts as a registry for content-coding value tokens.  See [H3.5] for a definition of the syntax for content-coding.

Clients MAY apply content encodings to the body in requests.  A server MAY apply content encodings to the bodies in responses.  The server MUST only use encodings listed in the Accept-Encoding header field in the request.

The compact form of the Content-Encoding header field is e.

Examples:

Content-Encoding: gzip

e: tar

Clause 23.4.1.2 (S/MIME - SIP Header Privacy and Integrity using S/MIME: Tunneling SIP - Integrity and Confidentiality Properties of SIP Headers - Confidentiality) 6th paragraph:

Since MIME bodies are attached to the "inner" message, implementations will usually encrypt MIME-specific header fields, including: MIME-Version, Content-Type, Content-Length, Content-Language, Content-Encoding and Content-Disposition.  The "outer" message will have the proper MIME header fields for S/MIME bodies. These header fields (and any MIME bodies they preface) should be treated as normal MIME header fields and bodies received in a SIP message.

Clause 25 specifies "Content-Language" as a message header with the following syntax:

Content-Encoding  =  ( "Content-Encoding" / "e" ) HCOLON content-coding *(COMMA content-coding)

Requirements from RFC 2976 (The SIP INFO Method)

Clause 2.1 (Header Field Support for INFO Method) Table 1 specifies:

          Header                    Where    INFO

          ------                    -----    ----

          Content-Encoding            e       o

Requirements from RFC 3262 (Reliability of Provisional Responses in the Session Initiation Protocol (SIP))

Table 1 specifies:

               Header                Where    PRACK

               ------                -----    -----

               Content-Encoding                o

Requirements from RFC 3265 (Session Initiation Protocol (SIP)-Specific Event Notification)

Clause 7.1 (New Methods) specifies:

   Header                    Where    SUB NOT

   ------                    -----    --- ---

   Content-Encoding                    o   o

Requirements from RFC 3311 (The Session Initiation Protocol UPDATE Method)

Clause 7 (Definition of the UPDATE method) specifies:

               Header field          where   proxy  UPDATE

               ____________________________________________

               Content-Encoding                       o

Requirements from draft-ietf-sip-refer-06 (The SIP Refer Method)

Clause 2.2 (Header Field Support for the REFER Method) specifies:

            Header field              where   REFER

            _______________________________________

            Content-Encoding                    o

Requirements from draft-ietf-sip-message-07 (Session Initiation Protocol Extension for Instant Messaging)

Clause 9 (Message definition) specifies:

                   Header field       where   proxy  MESSAGE

                   _________________________________________

                   Content-Encoding                    o

Requirements from draft-olson-simple-publish-01 (SIMPLE Presence Publication Mechanism)

Clause 3 (The PUBLISH method) specifies:

                      Header Field       where  proxy  PUBLISH

                      __________________________________________

                      Content-Encoding                    o

Summary of IETF requirements

The header is defined as optional for a UA to send for all requests and all responses where bodies are allowed, i.e. all except except CANCEL and for all status-codes. 

It is believed it is therefore mandatory to be able to receive this header at a UA for all requests and responses.

Proxies do not read the header, and merely pass it on.

Summary of 3GPP usage

In 24.228, there is no appearance of the Content-Encoding header.

As the message body is processed by various 3GPP entities, then those entities should verify the headers associated with that message body. Therefore the P-CSCF and S-CSCF both look at SDP message bodies, and therefore the Content-Encoding header, if present should be verified. These entities are therefore mandatory to send and receive, for messages involved in a dialog establishing a session. It is assumed that IETF handling can apply for methods not involved in creating a session (i.e. transparently pass on).

Note that this philosophy has also resulted in changes to the entries for the Content-Type header.

It would be possible to indicate that 3GPP registrars do not include message bodies, nor any of the headers associated with describing such bodies. There is however no preclusion of this in the main specification, and therefore it is assumed that it is entirely legitimate to send a message body in a REGISTER response if the 3GPP implementor so wishes.

