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Introduction

This contribution analyses the requirements of the Allow header with a view to completing the Annex A tables within 3GPP TS 24.229. 

The conclusions of this contribution are implemented in an associated CR.

Requirements from IETF drafts

Requirements from RFC 3261 (SIP: Session Initiation Protocol)

Clause 8.2.1 (General User Agent Behavior - UAS Behavior - Method Inspection) 1st paragraph specifies:

Once a request is authenticated (or authentication is skipped), the UAS MUST inspect the method of the request.  If the UAS recognizes but does not support the method of a request, it MUST generate a 405 (Method Not Allowed) response.  Procedures for generating responses are described in Section 8.2.6.  The UAS MUST also add an Allow header field to the 405 (Method Not Allowed) response.  The Allow header field MUST list the set of methods supported by the UAS generating the message.  The Allow header field is presented in Section 20.5.

Clause 11.2 (Querying for Capabilities - Processing of OPTIONS Request) 5th paragraph specifies:

Allow, Accept, Accept-Encoding, Accept-Language, and Supported header fields SHOULD be present in a 200 (OK) response to an OPTIONS request.  If the response is generated by a proxy, the Allow header field SHOULD be omitted as it is ambiguous since a proxy is method agnostic.  Contact header fields MAY be present in a 200 (OK) response and have the same semantics as in a 3xx response.  That is, they may list a set of alternative names and methods of reaching the user.  A Warning header field MAY be present.

Clause 13.2.1 (Initiating a Session - UAC Processing - Creating the Initial INVITE) 2nd paragraph specifies:

An Allow header field (Section 20.5) SHOULD be present in the INVITE. It indicates what methods can be invoked within a dialog, on the UA sending the INVITE, for the duration of the dialog.  For example, a UA capable of receiving INFO requests within a dialog [34] SHOULD include an Allow header field listing the INFO method.

Clause 13.2.2.1 (Initiating a Session - UAC Processing - Processing INVITE Responses - 1xx Responses) 2nd paragraph specifies:

The early dialog will only be needed if the UAC needs to send a request to its peer within the dialog before the initial INVITE transaction completes.  Header fields present in a provisional response are applicable as long as the dialog is in the early state (for example, an Allow header field in a provisional response contains the methods that can be used in the dialog while this is in the early state).

Clause 13.3.1.4 (Initiating a Session - UAS Processing - Processing of the INVITE - The INVITE is Accepted) 2nd paragraph specifies:

A 2xx response to an INVITE SHOULD contain the Allow header field and the Supported header field, and MAY contain the Accept header field. Including these header fields allows the UAC to determine the features and extensions supported by the UAS for the duration of the call, without probing.

Clause 19.1.5 (Common Message Components - SIP and SIPS Uniform Resource Indicators - Forming Requests from a URI) 6th paragraph specifies:

An implementation SHOULD NOT honor requests to include header fields that may cause it to falsely advertise its location or capabilities. These include: Accept, Accept-Encoding, Accept-Language, Allow, Contact (in its dialog usage), Organization, Supported, and User-Agent.

Clause 20 (Header fields) table 2 specifies:

   Header field              where       proxy ACK BYE CAN INV OPT REG

   ___________________________________________________________________

   Allow                       R                -   o   -   o   o   o

   Allow                      2xx               -   o   -   m*  m*  o

   Allow                       r                -   o   -   o   o   o

   Allow                      405               -   m   -   m   m   m

Clause 20.5 specifies:

20.5 Allow

The Allow header field lists the set of methods supported by the UA generating the message.

All methods, including ACK and CANCEL, understood by the UA MUST be included in the list of methods in the Allow header field, when present.  The absence of an Allow header field MUST NOT be interpreted to mean that the UA sending the message supports no methods.   Rather, it implies that the UA is not providing any information on what methods it supports.

Supplying an Allow header field in responses to methods other than OPTIONS reduces the number of messages needed.

Example:

Allow: INVITE, ACK, OPTIONS, CANCEL, BYE

Clause 21.4.6 specifies:

21.4.6 405 Method Not Allowed

The method specified in the Request-Line is understood, but not allowed for the address identified by the Request-URI.

The response MUST include an Allow header field containing a list of valid methods for the indicated address.

Clause 25 specifies "Authentication-Info" as a message header with the following syntax:

Allow  =  "Allow" HCOLON [Method *(COMMA Method)]

Requirements from RFC 2976 (The SIP INFO Method)

Clause 2.1 (Header Field Support for INFO Method) Table 1 specifies:

          Header                    Where    INFO

          ------                    -----    ----

          Allow                      200      -

          Allow                      405      o

Requirements from RFC 3262 (Reliability of Provisional Responses in the Session Initiation Protocol (SIP))

Table 1 specifies:

               Header                Where    PRACK

               ------                -----    -----

               Allow                   R       o

               Allow                  2xx      o

               Allow                   r       o

               Allow                  405      m

Requirements from RFC 3265 (Session Initiation Protocol (SIP)-Specific Event Notification)

Clause 7.1 (New Methods) specifies:

   Header                    Where    SUB NOT

   ------                    -----    --- ---

   Allow                       R       o   o

   Allow                      2xx      o   o

   Allow                       r       o   o

   Allow                      405      m   m

Requirements from RFC 3311 (The Session Initiation Protocol UPDATE Method)

Clause 3 specifies:

3 Overview of Operation

Operation of this extension is straigthforward. The caller begins with an INVITE transaction, which proceeds normally. Once a dialog is established, either early or confirmed, the caller can generate an UPDATE method that contains an SDP offer [3] for the purposes of updating the session. The response to the UPDATE method contains the answer. Similarly, once a dialog is established, the callee can send an UPDATE with an offer, and the caller places its answer in the 2xx to the UPDATE. The Allow header is used to indicate support for the UPDATE method. There are additional constraints on when UPDATE can be used, based on the restrictions of the offer/answer model.

Clause 4 specifies:

4 Determining Support for this Extension

The initiation of a session operates as specified in RFC BBBB [1]. However, a UAC compliant to this specification SHOULD also include an Allow header field in the request, listing the method UPDATE, to indicate its ability to receive an UPDATE request.

When a UAS compliant to this specification receives an INVITE request for a new dialog, and generates a reliable provisional response containing SDP, that response SHOULD contain an Allow header field that lists the UPDATE method. This informs the caller that the callee is capable of receiving an UPDATE request at any time. An unreliable provisional response MAY contain an Allow header listing the UPDATE method, and a 2xx response SHOULD contain an Allow header listing the UPDATE method.

Responses are processed normally as per RFC BBBB [1], and in the case of reliable provisional responses, according to [4]. It is important to note that a reliable provisional response will always create an early dialog at the UAC. Creation of this dialog is necessary in order to receive UPDATE creates from the callee.

If the response contains an Allow header containing the value "UPDATE", the UAC knows that the callee supports UPDATE, and the UAC is allowed to follow the procedures of Section 5.1.

Clause 7 (Definition of the UPDATE method) specifies:

               Header field          where   proxy  UPDATE

               ____________________________________________

               Allow                   R              o

               Allow                  2xx             o

               Allow                   r              o

               Allow                  405             m

Requirements from draft-ietf-sip-refer-06 (The SIP Refer Method)

Clause 2.2 (Header Field Support for the REFER Method) specifies:

            Header field              where   REFER

            _______________________________________

            Allow                       Rr      o

            Allow                      405      m

Requirements from draft-ietf-sip-message-07 (Session Initiation Protocol Extension for Instant Messaging)

Clause 9 (Message definition) specifies:

                   Header field       where   proxy  MESSAGE

                   _________________________________________

                   Allow                R              o

                   Allow               2xx             o

                   Allow                r              o

                   Allow               405             m

Requirements from draft-olson-simple-publish-01 (SIMPLE Presence Publication Mechanism)

Clause 3 (The PUBLISH method) specifies:

                      Header Field       where  proxy  PUBLISH

                      __________________________________________

                      Allow                R              o

                      Allow               2xx             o

                      Allow                r              o

                      Allow               405             m

Summary of IETF requirements

The header is not used in ACK or CANCEL methods.

It is mandatory for a UA to send the header in a 405 response to all remaining methods, and mandatory for a UA to receive the header in such responses.

A UA should send the header in an INVITE request. A UA may send the header in all remaining method requests. It is considered mandatory for the UA to receive the header in usch usage. Note that the usage with INFO is not fully documented, but will be inferred from the other methods.

A UA should send the header in 2xx responses to INVITE and OPTIONS requests. A UA may send the header in all remaining method 2xx responses. It is considered mandatory for the UA to receive the header in usch usage. Note that the usage with INFO is not fully documented, but will be inferred from the other methods.

Proxies pass the header on transparently.

Summary of 3GPP usage

No additional 3GPP requirements.

Note that as 24.228 does not show any usage of the Allow header, it can be inferred that 3GPP implementations will treat usage of the SHOULD strength in INVITE requests and 2xx responses as merely optional, and that is what is proposed to be documented in the profile.

