3GPP TSG-CN1 Meeting #27 
Tdoc N1-022325

Bangkok, Thailand,   11 – 15 November 2002
Source:
Lucent Technologies

Title:
An analysis of the requirements for the Accept header

Agenda item:
7.07

Document for:
DISCUSSION

Introduction

This contribution analyses the requirements of the Accept header with a view to completing the Annex A tables within 3GPP TS 24.229. 

The conclusions of this contribution are implemented in an associated CR.

Requirements from IETF drafts

Requirements from RFC 3261 (SIP: Session Initiation Protocol)

Clause 7.4.1 (SIP Messages - Bodies - Message Body Type) 2nd paragraph specifies:

The "multipart" MIME type defined in RFC 2046 [11] MAY be used within the body of the message.  Implementations that send requests containing multipart message bodies MUST send a session description as a non-multipart message body if the remote implementation requests this through an Accept header field that does not contain multipart.

Clause 8.1.3.5 (General User Agent Behavior - UAC Behavior - Processing Responses - Processing 4xx Responses) 4th paragraph specifies:

If a 415 (Unsupported Media Type) response is received (Section 21.4.13), the request contained media types not supported by the UAS. The UAC SHOULD retry sending the request, this time only using content with types listed in the Accept header field in the response, with encodings listed in the Accept-Encoding header field in the response, and with languages listed in the Accept-Language in the response.

Clause 8.2.3 specifies:

8.2.3 Content Processing

Assuming the UAS understands any extensions required by the client, the UAS examines the body of the message, and the header fields that describe it.  If there are any bodies whose type (indicated by the Content-Type), language (indicated by the Content-Language) or encoding (indicated by the Content-Encoding) are not understood, and that body part is not optional (as indicated by the Content-Disposition header field), the UAS MUST reject the request with a 415 (Unsupported Media Type) response.  The response MUST contain an Accept header field listing the types of all bodies it understands, in the event the request contained bodies of types not supported by the UAS.  If the request contained content encodings not understood by the UAS, the response MUST contain an Accept-Encoding header field listing the encodings understood by the UAS.  If the request contained content with languages not understood by the UAS, the response MUST contain an Accept-Language header field indicating the languages understood by the UAS.  Beyond these checks, body handling depends on the method and type.  For further information on the processing of content-specific header fields, see Section 7.4 as well as Section 20.11 through 20.15.

Clause 11.1 (Querying for Capabilities - Construction of OPTIONS Request) 3rd paragraph specifies:

An Accept header field SHOULD be included to indicate the type of message body the UAC wishes to receive in the response.  Typically, this is set to a format that is used to describe the media capabilities of a UA, such as SDP (application/sdp).

Clause 11.2 (Querying for Capabilities - Processing of OPTIONS Request) 5th paragraph specifies:

Allow, Accept, Accept-Encoding, Accept-Language, and Supported header fields SHOULD be present in a 200 (OK) response to an OPTIONS request.  If the response is generated by a proxy, the Allow header field SHOULD be omitted as it is ambiguous since a proxy is method agnostic.  Contact header fields MAY be present in a 200 (OK) response and have the same semantics as in a 3xx response.  That is, they may list a set of alternative names and methods of reaching the user.  A Warning header field MAY be present.

Clause 11.2 (Querying for Capabilities - Processing of OPTIONS Request) 6th paragraph specifies:

A message body MAY be sent, the type of which is determined by the Accept header field in the OPTIONS request (application/sdp is the default if the Accept header field is not present).  If the types include one that can describe media capabilities, the UAS SHOULD include a body in the response for that purpose.  Details on the construction of such a body in the case of application/sdp are described in [13].

Clause 13.2.1 (Querying for capabilities - UAC Processing - Creating the Initial INVITE) 4th paragraph specifies:

An Accept (Section 20.1) header field MAY be present in the INVITE. It indicates which Content-Types are acceptable to the UA, in both the response received by it, and in any subsequent requests sent to it within dialogs established by the INVITE.  The Accept header field is especially useful for indicating support of various session description formats.

Clause 13.3.1.4 (Initiating a Session - UAS Processing - Processing of the INVITE - The INVITE is Accepted) 2nd paragraph specifies:

A 2xx response to an INVITE SHOULD contain the Allow header field and the Supported header field, and MAY contain the Accept header field. Including these header fields allows the UAC to determine the features and extensions supported by the UAS for the duration of the call, without probing.

Clause 17.1.1.3 (INVITE Client Transaction - Construction of the ACK Request) 4th paragraph specifies:

Although any request MAY contain a body, a body in an ACK is special since the request cannot be rejected if the body is not understood. Therefore, placement of bodies in ACK for non-2xx is NOT RECOMMENDED, but if done, the body types are restricted to any that appeared in the INVITE, assuming that the response to the INVITE was not 415.  If it was, the body in the ACK MAY be any type listed in the Accept header field in the 415.

Clause 19.1.5 (Common Message Components - SIP and SIPS Uniform Resource Indicators - Forming Requests from a URI) 6th paragraph specifies:

An implementation SHOULD NOT honor requests to include header fields that may cause it to falsely advertise its location or capabilities. These include: Accept, Accept-Encoding, Accept-Language, Allow, Contact (in its dialog usage), Organization, Supported, and User-Agent.

Clause 20 (Header fields) table 2 specifies:

   Header field              where       proxy ACK BYE CAN INV OPT REG

   ___________________________________________________________________

   Accept                      R                -   o   -   o   m*  o

   Accept                     2xx               -   -   -   o   m*  o

   Accept                     415               -   c   -   c   c   c
Clause 20.1 specifies:

20.1 Accept

The Accept header field follows the syntax defined in [H14.1].  The semantics are also identical, with the exception that if no Accept header field is present, the server SHOULD assume a default value of application/sdp.

An empty Accept header field means that no formats are acceptable.

Example:

Accept: application/sdp;level=1, application/x-private, text/html

Clause 21.3.1 (300 Multiple Choices) 2nd paragraph specifies:

The response MAY include a message body containing a list of resource characteristics and location(s) from which the user or UA can choose the one most appropriate, if allowed by the Accept request header field.  However, no MIME types have been defined for this message body.

Clause 21.4.7 specifies:

21.4.7 406 Not Acceptable

The resource identified by the request is only capable of generating response entities that have content characteristics not acceptable according to the Accept header field sent in the request.

Clause 21.4.13 specifies:

21.4.13 415 Unsupported Media Type

The server is refusing to service the request because the message body of the request is in a format not supported by the server for the requested method.  The server MUST return a list of acceptable formats using the Accept, Accept-Encoding, or Accept-Language header field, depending on the specific problem with the content.  UAC processing of this response is described in Section 8.1.3.5.

Clause 21.4.26 specifies:

21.4.26 488 Not Acceptable Here

The response has the same meaning as 606 (Not Acceptable), but only applies to the specific resource addressed by the Request-URI and the request may succeed elsewhere.

A message body containing a description of media capabilities MAY be present in the response, which is formatted according to the Accept header field in the INVITE (or application/sdp if not present), the same as a message body in a 200 (OK) response to an OPTIONS request.

Clause 21.6.4 specifies:

21.6.4 606 Not Acceptable

The user's agent was contacted successfully but some aspects of the session description such as the requested media, bandwidth, or addressing style were not acceptable.

A 606 (Not Acceptable) response means that the user wishes to communicate, but cannot adequately support the session described. The 606 (Not Acceptable) response MAY contain a list of reasons in a Warning header field describing why the session described cannot be supported.  Warning reason codes are listed in Section 20.43.

A message body containing a description of media capabilities MAY be present in the response, which is formatted according to the Accept header field in the INVITE (or application/sdp if not present), the same as a message body in a 200 (OK) response to an OPTIONS request.

It is hoped that negotiation will not frequently be needed, and when a new user is being invited to join an already existing conference, negotiation may not be possible.  It is up to the invitation initiator to decide whether or not to act on a 606 (Not Acceptable) response.

This status response is returned only if the client knows that no other end point will answer the request.

Clause 23.4.1.2 (S/MIME - SIP Header Privacy and Integrity using S/MIME: Tunneling SIP - Integrity and Confidentiality Properties of SIP Headers - Confidentiality) 4th paragraph specifies:

Primarily, a user agent will want to encrypt header fields that have an end-to-end semantic, including: Subject, Reply-To, Organization, Accept, Accept-Encoding, Accept-Language, Alert-Info, Error-Info, Authentication-Info, Expires, In-Reply-To, Require, Supported, Unsupported, Retry-After, User-Agent, Server, and Warning.  If any of these header fields are present in an encrypted body, they should be used instead of any "outer" header fields, whether this entails displaying the header field values to users or setting internal states in the UA.  They SHOULD NOT however be used in the "outer" headers of any future messages.

Clause 25 specifies "Authentication-Info" as a message header with the following syntax:

Accept         =  "Accept" HCOLON [ accept-range *(COMMA accept-range) ]

accept-range   =  media-range *(SEMI accept-param)

media-range    =  ( "*/*" / ( m-type SLASH "*" ) / ( m-type SLASH m-subtype ) ) *( SEMI m-parameter )

accept-param   =  ("q" EQUAL qvalue) / generic-param

qvalue         =  ( "0" [ "." 0*3DIGIT ] ) / ( "1" [ "." 0*3("0") ] )

Requirements from RFC 2976 (The SIP INFO Method)

Clause 2.1 (Header Field Support for INFO Method) Table 1 specifies:

          Header                    Where    INFO

          ------                    -----    ----

          Accept                      R       o

Requirements from RFC 3262 (Reliability of Provisional Responses in the Session Initiation Protocol (SIP))

Table 1 specifies:

               Header                Where    PRACK

               ------                -----    -----

               Accept                  R       o

               Accept                 2xx      -

               Accept                 415      c

Requirements from RFC 3265 (Session Initiation Protocol (SIP)-Specific Event Notification)

Clause 3.1.3 specifies:

3.1.3. Additional SUBSCRIBE Header Values

Because SUBSCRIBE requests create a dialog as defined in SIP [1], they MAY contain an "Accept" header.  This header, if present, indicates the body formats allowed in subsequent NOTIFY requests. Event packages MUST define the behavior for SUBSCRIBE requests without "Accept" headers; usually, this will connote a single, default body type.

Header values not described in this document are to be interpreted as described in SIP [1].

Clause 3.2.1 (Node Behavior - Description of NOTIFY Behavior - Identification of Reported Events, Event Classes, and Current State) 4th paragraph specifies:

When present, the body of the NOTIFY request MUST be formatted into one of the body formats specified in the "Accept" header of the corresponding SUBSCRIBE request.  This body will contain either the state of the subscribed resource or a pointer to such state in the form of a URI (see section 4.4.13).

Clause 3.2.4 (Node Behavior - Description of NOTIFY Behavior - Subscriber NOTIFY Behavior) 8th paragraph

Once the notification is deemed acceptable to the subscriber, the subscriber SHOULD return a 200 response.  In general, it is not expected that NOTIFY responses will contain bodies; however, they MAY, if the NOTIFY request contained an "Accept" header.

Clause 4.4.5 (Event Packages - Event Package Responsibilities - NOTIFY Bodies) 2nd paragraph specifies:

Event packages also MUST define which MIME type is to be assumed if none are specified in the "Accept" header of the SUBSCRIBE request.

Clause 7.1 (New Methods) specifies:

   Header                    Where    SUB NOT

   ------                    -----    --- ---

   Accept                      R       o   o

   Accept                     2xx      -   -

   Accept                     415      o   o

Requirements from RFC 3311 (The Session Initiation Protocol UPDATE Method)

Clause 7 (Definition of the UPDATE method) specifies:

               Header field          where   proxy  UPDATE

               ____________________________________________

               Accept                  R              o

               Accept                 2xx             o

               Accept                 415             c

Requirements from draft-ietf-sip-refer-06 (The SIP Refer Method)

Clause 2.2 (Header Field Support for the REFER Method) specifies:

            Header field              where   REFER

            _______________________________________

            Accept                      R       o

            Accept                     2xx      -

            Accept                     415      c

Requirements from draft-ietf-sip-message-07 (Session Initiation Protocol Extension for Instant Messaging)

Clause 9 (Message definition) specifies:

                   Header field       where   proxy  MESSAGE

                   _________________________________________

                   Accept               R              -

                   Accept              2xx             -

                   Accept              415             m*

Requirements from draft-olson-simple-publish-01 (SIMPLE Presence Publication Mechanism)

Clause 3 (The PUBLISH method) specifies:

                      Header Field       where  proxy  PUBLISH

                      __________________________________________

                      Accept               R              -

                      Accept              2xx             -

                      Accept              415             m*

Summary of IETF requirements

The header may appear in requests as follows: BYE, INFO, INVITE, NOTIFY, PRACK, REFER, REGISTER, SUBSCRIBE, UPDATE. It is optional for the UA to insert it in such requests. It would appear to mandatory to be able to receive the header in such requests. It does not appear in ACK, CANCEL, MESSAGE or PUBLISH requests. It would appear to mandatory to be able to receive the header in such requests.

The header may optionally appear in 2xx responses to INVITE, REGISTER and UPDATE requests.

Support of the header is mandatory in OPTIONS requests and 2xx responses.

At least one of the Accept, Accept-Encoding, or Accept-Language headers must appear in a 415 response to any method except OPTIONS, ACK and CANCEL, and all headers must be understood on receipt in this response.

Note that the usage in responses to INFO requests is not defined, but would be assumed from the behaviour to all other methods.

The header must appear in a 415 response to an OPTIONS request.

Proxies pass the header on transparently.

Summary of 3GPP usage

24.228 shows its use in SUBSCRIBE requests from UE to S-CSCF (registrar) and in SUBSCRIBE requests from P-CSCF to S-CSCF (registrar). This is optional behaviour for the SUBSCRIBE itself, but further constraints are allowed to be defined by the event package.

There are therefore no additional 3GPP requirements.

Proxies pass the header on transparently. As these headers do not relate to the description of a message body containing a session description, there is no special 3GPP usage in this respect.

