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6.2
Flows demonstrating how presentities update presence information

6.2.1
Introduction

6.2.2
Updating of presence information by IMS UE

6.2.2.1
Successful update
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Contributor's note: This figure extracted from N1-022136, is not editable using Visio. The figure requires minor revision, to place parentheses round each "OK", i.e. "200 (OK)", and also the "f" and "c" of "filter criteria" should be lower case.
Figure 6.2.2.1-1 IMS UE updating presence information

Figure 6.2.2.1-1 shows an IMS UE publishing the presence information about an IMS based presentity. The details of the flows as follows:

1.
PUBLISH request (UE to P-CSCF) – see example in table 6.2.2.1-1

A Presence User Agent (PUA) in a UE wishes to publish the full state presence information. To initiate the publication, the UE generates a PUBLISH request containing the presence information that it wishes to publish.

Editor’s note: The Presence User Agent in the UE is also able to publish certain tuples of the presence information. Another call flow example is needed to describe partial publishing.

Table 6.2.2.1-1: PUBLISH request (UE to P-CSCF)

PUBLISH sip:user1_public1@home1.net SIP/2.0

Via: SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd];branch=z9hG4bKnashds7

Max-Forwards: 70

P-Preferred-Identity: <sip:user1_public1@home1.net>

Privacy: none

From: <sip:user1_public1@home1.net>;tag=31415

To: <sip:user1_public1@home1.net>

Call-ID: b89rjhnedlrfjflslj40a222

CSeq: 61 PUBLISH

Event: presence

Ptype: mobile

Pstream: b89rjhnedlrfjflslj40a222

Expires: 7200

Content-Type: application/cpim-pidf+xml

Content-Length: (...)

<?xml version="1.0" encoding="UTF-8"?>

   <presence xmlns="urn:ietf:params:xml:ns:cpim-pidf"

        xmlns:im="urn:ietf:params:xml:ns:cpim-pidf:im"

        entity="pres:user1_public1@home1.net">

     <tuple id="asfhj67as">

       <status>

         <basic>open</basic>

         <im:im>busy</im:im>

       </status>

       <contact priority="0.8">im:user1_public1@home1.net</contact>

       <note xml:lang="en">Don't Disturb Please!</note>

       <note xml:lang="fr">Ne derangez pas, s'il vous plait</note>

       <timestamp>2001-10-27T16:49:29Z</timestamp>

     </tuple>

    <note>I'll be in Tokyo next week</note>

   </presence>

Editor’s Note: The header fields of the PUBLISH request require an update according to draft-olson-simple-publish-01.
Request-URI:
Public user identity whose presence information the PUA intends to publish. 

Privacy:
the user does not require privacy, therefore the Privacy header is set to the value "none" as specified in RFC 3325 [6.17] and RFC 3323 [6.13].

P-Preferred-Identity:
the user provides a hint about the identity to be used.
From:
This field is populated with the SIP URI that contains the logical representation (FQDN) for the entity sending the PUBLISH request.

Event:
This field is populated with the value 'presence’ to specify the use of the presence package.

To:
Same as the Request-URI.

PType:
The publication-type header with "mobile" is used to denote for which part (in case the presence document consist of multiple parts) the published content is to be applied.

PStream:
The publication-stream identifier is a globally unique token (similar to Call-ID) that identifies the stream of publications to guarantee the correct sequencing.

Content-Type:
Set to the value 'application/cpim-pidf+xml'.


The message body in the PUBLISH request that carries the publisher's presence update state is formed as indicated in draft-ietf-impp-cpim-pidf-05 [6.31].

2.
PUBLISH request (P-CSCF to S-CSCF) – see example in table 6.2.2.1-2

P-CSCF looks up the serving network information for the public user identity that was stored during the registration procedure. The PUBLISH request is forwarded to the S-CSCF. A Route header is inserted into PUBLISH request. The information for the Route header is taken from the service route determined during registration.

Table 6.2.2.1-2: PUBLISH request (P-CSCF to S-CSCF)

PUBLISH sip:user1_public1@home1.net SIP/2.0 

Via: SIP/2.0/UDP pcscf1.home1.net;branch=z9hG4bK240f34.1, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd];branch=z9hG4bKnashds7

Max-Forwards: 69

P-Asserted-Identity: <sip:user1_public1@home1.net>

Privacy: 

Route: <sip:scscf1.home1.net;lr>


From: 

To: 

Call-ID: 

CSeq: 

Event:

Ptype:

Pstream:

Expires: 

Content-Type:

Content-Length:

(…)

P-Asserted-Identity:
The P-CSCF inserts the SIP URI in the P-Asserted-Identity header field and it also removes P-Preferred-Identity header field.

Route:
The Route header is populated with the service route from registration.

3.
Evaluation of initial filter criteria


S-CSCF#1 validates the service profile of this subscriber and evaluates the initial filter criteria. For user1_public1@home1.net S-CSCF#1 has originating initial Filter Criteria with Service Points of Interest of Method = PUBLISH AND Event = 'presence' AND To = 'sip:user1_public1@home1.net' that informs the S-CSCF to route the PUBLISH request to the Application Server ps.home1.net.

4.
PUBLISH (S-CSCF to PS) – see example in table 6.2.2.1-4


The S-CSCF#1 forwards the PUBLISH request to the PS.

Table 6.2.2.1-4: PUBLISH (S-CSCF to PS)

PUBLISH sip:user1_public1@home1.net SIP/2.0

Via: SIP/2.0/UDP scscf1.home1.net;branch=z9hG4bK351g45.1, SIP/2.0/UDP pcscf1.home1.net;branch=z9hG4bK240f34.1, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd];branch=z9hG4bKnashds7

Max-Forwards: 68

P-Asserted-Identity: 

Privacy:

Route: <sip:ps.home1.net;lr>, <sip:scscf1.home1.net;lr>

From: 

To: 

Call-ID: 

CSeq: 

Event:

Ptype:

Pstream:

Expires: 

Content-Type:

Content-Length: 

(…)

5.
Authorisation of publisher


The PS performs the necessary authorisation checks on the originator to ensure it is allowed to publish the presentity's presence information. This authorisation mechanism is similar to the one utilised for authorisation of watchers. In this example all privacy conditions are met, so the PS sends a 200 (OK) response to the S-CSCF.

NOTE:
In the case where the privacy/authorisation checks failed, then a necessary 2xx or 4xx response would be sent to the S-CSCF. The selection of the correct response code depends on the presentity's authorization policy document.

6.
200 (OK) response (PS to S-CSCF) - see example in table 6.2.2.1-6


The PS sends the response to S-CSCF#1.

Table 6.2.2.1-6: 200 (OK) response (PS to S-CSCF)

SIP/2.0 200 OK

Via: SIP/2.0/UDP scscf1.home1.net;branch=z9hG4bK351g45.1, SIP/2.0/UDP pcscf1.home1.net;branch=z9hG4bK240f34.1, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd];branch=z9hG4bKnashds7

From: 

To: <sip:user1_public1@home1.net>;tag=151170

Call-ID: 

CSeq:

PState: expires=6800

Content-Length: 0

7.
200 (OK) response (S-CSCF to P-CSCF) - see example in table 6.2.2.1-7


S-CSCF#1 forwards the response to P-CSCF#1.

Table 6.2.2.1-7: 200 (OK) response (S-CSCF to P-CSCF)

SIP/2.0 200 OK

Via: SIP/2.0/UDP pcscf1.home1.net;branch=z9hG4bK240f34.1, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd];branch=z9hG4bKnashds7

From: 

To: 

Call-ID: 

CSeq:

PState:

Content-Length: 

8.
200 (OK) response (P-CSCF to UE) - see example in table 6.2.2.1-6


P-CSCF#1 forwards the response to the PUA in the UE.

Table 6.2.2.1-6: 200 (OK) response (P-CSCF to UE)

SIP/2.0 200 OK

Via: SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd];branch=z9hG4bKnashds7

From: 

To: 

Call-ID: 

CSeq:

PState:

Content-Length: 

6.2.3
Updating of presence information by network-based presence agents

6.2.3.1
Successful update
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Figure 6.2.3.1-1: IMS PNA updating presence information

Figure 6.2.3.1-1 shows IMS PNA publishing the presence information about IMS based presentity. The details of the flows as follows:

1.
PUBLISH request (PNA to S-CSCF) – see example in table 6.2.3.1-1

A PNA in IMS wishes to publish presence information. In this example scenario the full state of the presence information is published. To initiate the publication, the presence agent generates a PUBLISH request containing the presence information that it wishes to publish. The PNA sends the PUBLISH request to the S-CSCF of the user whose name it makes the publishing (S-CSCF#1). The address of S-CSCF#1 is either remembered from previous transactions or queried by the PLS using the Sh interface.

Table 6.2.3.1-1 PUBLISH request (PNA to S-CSCF)

PUBLISH sip:user1_public1@home1.net SIP/2.0

Via: SIP/2.0/UDP [7777::aaa:bbb:ccc:eee];branch=z9hG4bKnashds7

Max-Forwards: 70

P-Asserted-Identity: <sip:pna.home1.net>

Route: <sip:scscf1.home1.net;lr>

From: <sip:pna.home1.net>;tag=31415

To: <sip:user1_public1@home1.net>

Call-ID: b89rjhnedlrfjflslj40a222

CSeq: 49 PUBLISH

Event: presence

Ptype: location

Pstream: b89rjhnedlrfjflslj40a333

Expires: 7200

Content-Type: application/cpim-pidf+xml

Content-Length: (...)

<?xml version="1.0" encoding="UTF-8"?>

   <presence xmlns="urn:ietf:params:xml:ns:cpim-pidf"

             xmlns:3gpp="urn:3gpp:params:xml:ns:location"     

        entity="pres:user1_public1@home1.net">

     <tuple id="auyhji87">

       <status>        

       </status>

       <3gpp:pos>

         <3gpp:msid 3gpp:msid-type=”PLMN”>+447968025678</3gpp:msid>

         <3gpp:pd>

           <3gpp:time 3gpp:gmt-off=”+0200”>20000623134453</3gpp:time>

           <3gpp:point>

            <3gpp:ll-point><3gpp:lat>301628.312</3gpp:lat><3gpp:long>451533.431</3gpp:long></3gpp:ll-point>

           </3gpp:point>

        </3gpp:pd>

       </3gpp:pos>

      <note>Network positioning-Geographical information</note>     

     </tuple>

       </presence>

Editor’s Note: The header fields of the PUBLISH request require an update according to draft-olson-simple-publish-01.
Request-URI:
Public user identity whose presence information the PUA intends to publish. 

From:
This field is populated with the SIP URI that contains the logical representation (FQDN) for the entity sending the PUBLISH request.

Event:
This field is populated with the value 'presence’ to specify the use of the presence package.

To:
Same as the Request-URI.

PType:
The publication-type header with "location" is used to denote for which part (in case the presence document consist of multiple parts) the published content is to be applied.

PStream:
The publication-stream identifier is a globally unique token (similar to Call-ID) that identifies the stream of publications to guarantee the correct sequencing.

Content-Type:
Set to the value 'application/cpim-pidf+xml'.


The message body in the PUBLISH request that carries the publisher's presence update state is formed as indicated in draft-ietf-impp-cpim-pidf-05 [6.30] and the location information is formed as indicated in WAP 258 Location XML Document Formats.

2.
Evaluation of initial filter criteria


The S-CSCF validates the service profile of this subscriber and evaluates the initial filter criteria. For 'sip:user1_public1@home1.net' S-CSCF has originating initial Filter Criteria with Service Points of Interest of Method = PUBLISH AND Event = 'presence' that informs the S-CSCF to route the PUBLISH request to the Application Server sip:ps.home1.net.

3.
PUBLISH request (S-CSCF to PS) – see example in table 6.2.3.1-3


The S-CSCF forwards the PUBLISH request to the PS.

Table 6.2.3.1-3 PUBLISH request (S-CSCF to PS)

PUBLISH sip:user1_public1@home1.net SIP/2.0

Via: SIP/2.0/UDP scscf1.home1.net;branch=z9hG4bK351g45.1, SIP/2.0/UDP 7777::aaa:bbb:ccc:eee];branch=z9hG4bKnashds7

Max-Forwards: 69

P-Asserted-Identity:

Route: <sip:ps.home1.net;lr>, <sip:scscf1.home1.net;lr>

From: 

To: 

Call-ID: 

CSeq: 

Event:

Ptype:

Pstream:

Expires: 

Content-Type:

Content-Length: 

(…)

4.
Authorisation of publisher


The PS performs the necessary authorisation checks on the originator to ensure it is allowed to publish the presentity's presence information. The SIP URI of the originator is fetched from the P-Asserted-Identity header field. As the PS and the PNA are in the same trust domain, the PS trusts the content of the header field. This authorisation mechanism is similar to the one utilised for authorisation of watchers. In this example all privacy conditions are met, so the PS sends a 200 (OK) response to the S-CSCF.

NOTE:
In the case where the privacy/authorisation checks failed, then a necessary 2xx or 4xx response would be sent to the S-CSCF. The selection of the correct response code depends on the presentity’s authorization policy document.

5.
200 (OK) response (PS to S-CSCF) - see example in table 6.2.3.1-5


The PS sends the response to the S-CSCF.

Table 6.2.3.1-5: 200 (OK) response (PS to S-CSCF)

SIP/2.0 200 OK

Via: SIP/2.0/UDP scscf1.home1.net;branch=z9hG4bK351g45.1, SIP/2.0/UDP [7777::aaa:bbb:ccc:eee];branch=z9hG4bKnashds7

From: 

To: <sip:user1_public1@home1.net>;tag=151170

Call-ID: 

CSeq:

PState: expires=6800

Content-Length: 0

6.
200 (OK) response (S-CSCF to PNA) - see example in table 6.2.3.1-6


The S-CSCF forwards the response to the PNA.

Table 6.2.3.1-6: 200 (OK) response (S-CSCF to PNA)

SIP/2.0 200 OK

Via: SIP/2.0/UDP [7777::aaa:bbb:ccc:eee];branch=z9hG4bKnashds7

From: 

To: 

Call-ID: 

CSeq:

PState:

Content-Length: 
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