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1. Introduction

At the meeting in Budapest Nokia presented N1-021403 which identified a currently existing issue with SIGcomp concerning resynchronisation in the case of decompression failure. In N1-021403 the solution proposed was to send a standalone SIGcomp RESET message in the event of a decompression failure.

2. Discussion

However it was pointed out that the proposed solution would use currently reserved bits, which could in the future cause a compatibility problem if those bits are later used. The IETF has not agreed the RESET proposal partly because of security concerns regarding the vulnerability to attack of the compressor but also because normal UDP packet reordering would cause the decompressor to send RESET (potentially every other message).  To prevent the packet reordering problem either reliable transport like TCP needs to be used or an acknowledgement mechanism is required. However the SIGcomp acknowledgement mechanism is part of the IPR contained in Extended SIGcomp and it is not acceptable to IETF to require that Extended SIGcomp be required for basic Signaling Compression. It was also proposed in Budapest that the problem was not 3GPP specific and due to that it should be raised to the attention of IETF to find a generic solution not just a 3GPP specific solution.
Dynamicsoft however has identified another possible solution to the resynchronisation problem that does not require the use of Extended SIGcomp or RESET messages. Shortly this will be submitted as an Internet Draft to the ROHC working group. 

The basic problem is that currently there is no way for the decompressor to communicate decompressor failures to the compressor. However the RESET mechanism is a rather a heavy-handed solution to the problem as it forces the compressor to reset without identifying the error that the decompressor experienced or which message caused the problem.

The solution to be proposed in IETF by dynamicsoft is that when the decompressor experiences a failure it send a NACK message back to the compressor containing an error code identify the nature of the error along with the compressed message that caused the problem and possibly some additional error related information such as State ID etc. The Compressor can then based on the error code, additional information and the message that caused the problem determine if and when to resynchronise. 

The use of the NACK mechanism as opposed to the positive Acknowledgement message in Extended SIGcomp does not carry with it the IPR issues associated with the previous proposal and also since the compressed frame that caused the problem is contained in the NACK message and because the Compressor makes the decision the security issues are minimized. Therefore we believe that this has a good chance of being accepted in ROHC as a solution.

3. Proposal

It is proposed that the preferred solution is an IETF generic solution to the decompressor failure problem and that CN1 should not agree any 3GPP specific solutions to this problem until IETF ROHC working group has had a chance to consider other possible generic solutions to the problem.











































