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7
Extensions within the present document

7.1
SIP methods defined within the present document

There are no SIP methods defined within the present document over and above those defined in the referenced IETF specifications.

7.2
SIP headers defined within the present document

7.2.1
Void

7.2.2
P-Called-Party-ID header

7.2.2.1
Introduction

The P-Called-Party-ID header is the mechanism whereby the terminating UE learns the dialled public user identity that triggered the current session initiation.

The S-CSCF inserts the header in all terminating INVITE and reINVITE requests. The header is not used in any other request or response.

7.2.2.2
Syntax

The syntax of the P-Called-Party-ID header is described in the Private Extensions to the Session Initiation Protocol (SIP) for the 3rd-Generation Partnership Project (3GPP) [52]









7.2.2.3
Operation

The operation of this header is described in subclause 5.4.3.3.

7.2.3
P-Access-Network-Info header

7.2.3.1
Introduction

The P-Access-Network-Info header is the mechanism whereby the UE provides the S-CSCF with information relating to the access network it is using. This may include the cell ID.

The UE shall insert the P-Access-Network-Info header into all requests or responses it originates.

The S-CSCF shall remove the P-Access-Network-Info header from any message where it is present, before it forwards the message. The S-CSCS shall act accordingly upon the information received in the P-Access-Network-Info header.

7.2.3.2
Syntax

The syntax of the P-Access-Network-Info header is described in the Private Extensions to the Session Initiation Protocol (SIP) for the 3rd-Generation Partnership Project (3GPP) [52].

7.2.3.3
Additional coding rules for P-Access-Network-Info header

In 3GPP systems, there are additional coding rules for the P-Access-Network-Info header:

If the access type field is equal to "3GPP-GERAN" the access info field shall contain a value for "CGI-3GPP". This value shall be the Cell Global Identity obtained from lower layers of the UE.

The Cell Global Identity is a concatenation of MCC, MNC, LAC and CI (as described in 3GPP TS23.003). The value of "CGI-3GPP" is therefore coded as a text string as follows:

Starting with the most significant bit, MCC (3 digits), MNC (2 or 3 digits depending on MCC value), LAC (fixed length code of 16 bits using full hexadecimal representation) and CI (fixed length code of 16 bits using a full hexadecimal representation).

If the access type field is equal to "3GPP-UTRAN-FDD", "3GPP-UTRAN-TDD" or "3GPP-CDMA2000" the access info field shall contain a value for "UTRAN-CELL-ID-3GPP". This value shall be made up of a concatenation of the MCC, MNC, LAC (as described in 3GPP TS 23.003) and the UMTS Cell Identity (as described in 3GPP TS 25.331), obtained from lower layers of the UE, and is coded as a text string as follows:

Starting with the most significant bit, MCC (3 digits), MNC (2 or 3 digits depending on MCC value), LAC (fixed length code of 16 bits using full hexadecimal representation) and UMTS Cell Identity (fixed length code of 28 bits).

7.2.4
P-Visited-Network-ID header

7.2.4.1
Introduction

The P-Visited-Network-ID header is used to allow the home network (e.g, the HSS) to discover, during the registration procedures, the network(s), other than the home network, that are utilised by the user. This allows the registration to be processed based on this, e.g. actions can be taken that are dependent on the roaming agreements between networks.

7.2.4.2
Syntax

The P-Visited-Network-ID header field has the syntax described in the Private Extensions to the Session Initiation Protocol (SIP) for the 3rd-Generation Partnership Project (3GPP) [52].

7.2.4.3
Operation

The header is inserted by the P-CSCF in every REGISTER request the UE sends. The I-CSCF sends the contents of the header to the HSS. Additional details are provided in section 5.2.2
7.2.5
P-Charging-Function-Addresses header

7.2.5.1
Introduction

The P-Charging-Function-Addresses header is the mechanism whereby the S-CSCF may distribute a common set of addresses for charging functions to other network entities within the same network as the S-CSCF. The primary Charging Correlation Function (ccf1) address is a required parameter for offline charging. The secondary CCF address is optional (ccf2). Both the primary and secondary Event Charging Function (ecf1 and ecf2) addresses for online charging are optional.

The S-CSCF inserts the header at the first opportunity when initialising dialogs and with standalone transactions. The header may be included in requests and responses.

7.2.5.2
Syntax

The P-Charging-Function-Addresses header field has the syntax described in the Private Extensions to the Session Initiation Protocol (SIP) for the 3rd-Generation Partnership Project (3GPP) [52].

7.2.5.3
Operation

The operation of this header is described in subclauses 5.2, 5.3, 5.4, 5.5, 5.6, 5.7 and 5.8.

7.2.6
P-Charging-Vector header

7.2.6.1
Introduction

The P-Charging-Vector header is the mechanism whereby the charging correlation information may be shared by IM CN subsystem functional entities. The charging correlation information consists of the following:

-
IMS Charging Identifier (ICID), which is a globally unique identifier created per IMS dialog that is stored in all related CDRs. See 3GPP TS 32.225 [17] for requirements on the format of ICID.

-
Inter Operator Identifier (IOI), which are globally unique identifiers for a particular network.

-
Access Network Charging Information, where the GPRS is the initially supported access network. For GPRS there are the following components to track: GGSN address and one or more GPRS Charging Identifiers (GCID). Each GCID consists of an identifier of the PDP context assigned, the associated flow index into the SDP from the SIP signalling and the authorization token associated with the PDP context.

The first IM CN subsystem functional entity involved with a dialog or standalone transaction inserts the header with the icid parameter. Additional parameters are inserted into the P-Charging-Vector header by other entities as the processing continues. The header may be included in requests and responses.

7.2.6.2
Syntax

The P-Charging-Vector header field has the syntax described in the Private Extensions to the Session Initiation Protocol (SIP) for the 3rd-Generation Partnership Project (3GPP) [52].. Table 7.3 describes extensions to that syntax required for 3GPP.

Table 7.3: Syntax of extensions to P-Charging-Vector header

   access-network-charging-info = (gprs-charging-info / gen-value)

   gprs-charging-info = "gprs-charging-info" SEMI 

                        "ggsn" EQUAL ggsn *(SEMI "gcid" EQUAL gcid)

                        [COMMA extension-param]

   ggsn = gen-value

   gcid = "pdp-id" EQUAL pdp-id COMMA "flow-index" EQUAL flow-index

          COMMA "auth-token" EQUAL auth-token

   pdp-id = gen-value

   flow-index = gen-value

   auth-token = gen-value

   extension-param = token [EQUAL (token | quoted-string)]
The gprs-charging-info parameter contains one ggsn child parameter and one or more child gcid parameters. Each gcid child parameter within gprs-charging-info corresponds to a PDP context that was established at the GGSN for a UE. Each gcid parameter contains pdp-id, flow-index and auth-token child parameters. The pdp-id parameter is the PDP context identifier that the P-CSCF obtained from the GGSN. The flow-index parameter is the relative index to the media stream in the SDP for the PDP context. The auth-token parameter is the authorization token associated with the PDP context. For more information about the PDP contexts for media, see subclause 9.2.5. For the case of a primary PDP context that is used for signalling, the flow-id and auth-token parameters are set to 0.

7.2.6.3
Operation

The operation of this header is described in subclauses 5.2, 5.3, 5.4, 5.5, 5.6, 5.7 and 5.8.

7.2.7
Void

7.2.8
P-Service-Route header

The P-Service-Route header is defined in draft-willis-scvrtdisco [38].

7.2.9
P-Asserted-Identity header

7.2.9.1
Introduction

The P-Asserted-Identity header is the mechanism whereby the first element in the trust domain (see subclause 4.4) may assert a public user identity identifying the user. The P-Asserted-Identity header can also be used as a hint to the first element in the trust domain when it selects the asserted public user identity.

The header is inserted at the first opportunity when initialising dialogs and with standalone transactions. The header may be included in requests and responses.

7.2.9.2
Syntax

The P-Asserted-Identity header field has the syntax described in RFC 3325 [34].

7.2.9.3
Operation

The operation of this header is described in clause 5.
7.2.10

P-Associated-URI header

7.2.10.1
Introduction

The P-Associated-URI header is used to allow the home network (e.g, the S-CSCF) to return a set of associated URIs with the public user identity under registration. This header is only used in the 200 (OK) response for a REGISTER request.
7.2.10.2
Syntax

The P-Associated-URI header field has the syntax described in the Private Extensions to the Session Initiation Protocol (SIP) for the 3rd-Generation Partnership Project (3GPP) [52].

7.2.10.3
Operation

The header is inserted by the S-CSCF in all the 200 (OK) responses for a REGISTER request. Additional information is provided in sections 5.1.1.2, 5.1.1.4,  5.2.2 and 5.4.1.2.2
7.2A
Extensions to SIP headers defined within the present document

7.2A.1
Extension to WWW-authenticate header

7.2A.1.1
Introduction

This extension defines a new authentication parameter (auth-param) for the WWW-Authenticate header used in a 401 (Unauthorized) response to the REGISTER request. For more information, see RFC 2617 [21] subclause 3.2.1.
7.2A.1.2
Syntax

The syntax for for auth-param is specified in table 7.4.

Table 7.4: Syntax of auth-param

auth-param

= 1#( integrity-key / cipher-key )

integrity-key
= "ik" EQUAL ik-value

cipher-key

= "ck" EQUAL ck-value

ik-value

= LDQUOT *(HEXDIG) RDQUOT

ck-value

= LDQUOT *(HEXDIG) RDQUOT

7.2A.1.3
Operation

This authentication parameter will be used in a 401 (Unauthorized) response in the WWW-authenticate header during UE authentication procedure as specified in subclause 5.4.1.

The S-CSCF appends the integrity-key parameter (directive) to the WWW.-Authenticate header in a 401 (Unauthorized) response. The P-CSCF stores the integrity-key value and removes the integrity-key parameter from the header prior to forwarding the response to the UE.

The S-CSCF appends the cipher-key parameter (directive) to the WWW-Authenticate header in a 401 (Unauthorized) response. The P-CSCF removes the cipher-key parameter from the header prior to forwarding the response to the UE. In the case ciphering is used, the P-CSCF stores the cipher-key value.

7.2A.2
integrity-protected parameter (directive)

7.2A.2.1
Introduction

The integrity-protected authentication parameter (auth-param) is an extension parameter defined for the Authorization header used in REGISTER requests. For more information, see RFC 2617 [21] subclause 3.2.2.

7.2A.2.2
Syntax

The syntax for for auth-param is specified in table 7.5.

Table 7.5: Syntax of auth-param

integrity-protected = “integrity-protected” EQUAL (“yes” / “no”)

7.2A.2.3
Operation

This authentication parameter is inserted by the P-CSCF in all the REGISTER requests received from the UE. The value of the parameter is set to “yes” in case the request was integrity protected, otherwise the value of it is set to “no”. This information is used by S-CSCF to decide whether to challenge the REGISTER request or not, as specified in subclause 5.4.1.

7.2A.3
Tokenized-by parameter definition

7.2A.3.1
Introduction

The tokenized-by parameter is an extension parameter appended to encrypted entries in various SIP headers as defined in subclause 5.3.3.1.

7.2A.3.2
Syntax

The syntax for the tokenized-by parameter is specified in table 7.6:

Table 7.6: Syntax of tokenized-by-param

uri-parameter =  transport-param / user-param / method-param

/ ttl-param / maddr-param / lr-param / tokenized-by-param / other-param

tokenized-by-param = “tokenized-by” EQUAL hostname

The BNF for uri-parameter is taken from IETF RFC 3261 [26] and modified accordingly.

7.2A.3.3
Operation

The tokenized-by parameter is appended by I-CSCF(THIG) after all encrypted strings within SIP headers when network configuration hiding is active. The value of the parameter is the domain name of the network which encrypts the information.

7.3
Option-tags defined within the present document

There are no option-tags defined within the present document over and above those defined in the referenced IETF specifications.

7.4
Status-codes defined within the present document

There are no status-codes defined within the present document over and above those defined in the referenced IETF specifications.

7.5
Session description types defined within the present document

There are no session description types defined within the present document over and above those defined in the referenced IETF specifications.

7.6
3GPP IM CN subsystem XML body, version 1

7.6.1
General

This subclause describes the Document Type Definition that is applicable for the 3GPP IM CN Subsystem XML body.

Any SIP User Agent or proxy may insert or remove the 3GPP IM CN subsystem XML body or parts of it, as required, in any SIP message. The 3GPP IM CN subsystem XML body shall not be forwarded outside a 3GPP network.

The associated MIME type with the 3GPP IMS XML body is "application/3gpp-ims+xml".

7.6.2
Document Type Definition

The Document Type Definition, according to XML syntax definitions, is defined in table 7.7.

Table 7.7: 3GPP IM CN subsystem XML body, version 1 DTD

<?xml version="1.0" ?>

<!-- Draft DTD for the 3GPP IMS XML body. -->

<!DOCTYPE ims-3gpp [


<!-- ims-3gpp element: root element -->


<!ELEMENT ims-3gpp (



alternative-service?, service-info?)>


<!ATTLIST ims-3gpp version CDATA #REQUIRED>


<!-- service-info element: The transparent data received from HSS for AS -->


<!ELEMENT service-info



(#CDATA)>


<!-- alternative-service: alternative-service used in emergency sessions -->


<!ELEMENT alternative-service
(type, reason)>


<!ELEMENT type




(emergency)>


<!ELEMENT reason



(#PCDATA)>

]>

7.6.3
DTD description

This subclause describes the elements of the 3GPP IMS Document Type Definition as defined in table 7.7.

<ims-3gpp>:
This is the root element of the 3GPP IMS XML body. It shall always be present. The version described in the present document is 1.

<service-info>:
the transparent element received from the HSS for a particular trigger point are placed within this optional element.

<alternative-service>:
in the present document, the alternative service is used as a response for an attempt to establish an emergency session within the IM CN subsystem. The element describes an alternative service where the call should success. The alternative service is described by the type of service information. A possible reason cause why an alternative service is suggested may be included.


The <alternative-service> element contains a <type> element that indicates the type of alternative service. In the present document, the <type> element contains only the value "emergency".


The <reason> element contains an explanatory text with the reason why the session setup has been redirected. A UE may use this information to give an indication to the user.

7.7
SIP timers

The timers defined in RFC 3261 [26] need modification in some cases to accommodate the delays introduced by the air interface processing and transmission delays. Table 7.8 shows recommended values for 3GPP.

Table 7.8 lists in the first column, titled "SIP Timer" the timer names as defined in RFC 3261 [26].

The second column, titled "3GPP value to be applied between network elements" lists the values recommended for network elements e.g. P-CSCF, S-CSCF, MGCF, when communicating with each other i.e. when no air interface leg is included. These values are identical to those recommended by RFC 3261 [26].

The third column, titled "3GPP value to be applied at the UE" lists the values recommended for the UE. These are modified when compared to RFC 3261 [26] to accommodate the air interface delays.

The fourth column, titled "3GPP value to be applied at the P-CSCF toward a UE" lists the values recommended for the P-CSCF when an air interface leg is traversed. These are modified when compared to RFC 3261 [26].

The final column reflects the timer meaning as defined in RFC 3261 [26].

Table 7.8: SIP timers
	SIP Timer 
	3GPP value to be applied between network elements 
	3GPP value to be applied at the UE
	3GPP value to be applied at the P-CSCF toward a UE
	Meaning

	T1
	500ms default
	2s default
	2s default
	RTT estimate

	T2
	4s
	16s
	16s
	The maximum retransmit interval for non-INVITE requests and INVITE responses

	T4
	5s
	17s
	17s
	Maximum duration a message will remain in the network

	Timer A
	initially T1
	initially T1
	initially T1
	INVITE request retransmit interval, for UDP only 

	Timer B
	64*T1
	64*T1
	64*T1
	INVITE transaction timeout timer

	Timer C
	> 3min
	> 3 min
	> 3 min
	proxy INVITE transaction timeout

	Timer D
	> 32s for UDP
	>128s
	>128s
	Wait time for response retransmits

	
	0s for TCP/SCTP
	 0s for TCP/SCTP
	0s for TCP/SCTP
	

	Timer E
	initially T1
	initially T1
	initially T1
	non-INVITE request retransmit interval, UDP only 

	Timer F
	64*T1
	64*T1
	64*T1
	non-INVITE transaction timeout timer

	Timer G
	initially T1
	initially T1
	initially T1
	INVITE response retransmit interval 

	Timer H
	64*T1
	64*T1
	64*T1
	Wait time for ACK receipt. 

	Timer I
	T4 for UDP
	T4 for UDP
	T4 for UDP
	Wait time for ACK retransmits 

	
	0s for TCP/SCTP
	0s for TCP/SCTP
	0s for TCP/SCTP
	

	Timer J
	64*T1 for UDP
	64*T1 for UDP
	64*T1 for UDP
	Wait time for non-INVITE request retransmits 

	
	0s for TCP/SCTP
	0s for TCP/SCTP
	0s for TCP/SCTP
	

	Timer K
	T4 for UDP
	T4 for UDP
	T4 for UDP
	Wait time for response retransmits 

	
	0s for TCP/SCTP
	0s for TCP/SCTP 
	0s for TCP/SCTP
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