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Application usage of SIP

5.1
Procedures at the UE
5.1.1.2
Initial registration

The UE can register a public user identity at any time that a valid PDP context exists. However, the UE shall only initiate a new registration procedure when it has received a final response from the registrar for the ongoing registration, or the previous REGISTER request has timed out.
The UE shall support the SIP MESSAGE method described n draft-ietf-sip-message-05 [ref:MSG]. According to the procedures described in that document and in the Caller Preferences [ref: PREF], the UE, at registration time, shall include the ";methods" parameter in the Contact header, with an indication of support of the MESSAGE method.
A REGISTER request may be integrity protected using IK, see 3GPP TS 33.203 [19], received in an earlier registration. 

The public user identity to be registered can be extracted either from the ISIM application, if present, on the UICC or derived from the USIM, according to the procedures described in subclause 5.1.1.1A. A public user identity may be input by the end user. On sending a REGISTER request, the UE shall populate the header fields as follows:

a)
the user ID field of the authentication protocol, carried in the Authorization header, shall contain the private user identity;

b)
the From header shall contain the public user identity to be registered;

c)
the To header shall contain the public user identity to be registered;

d)
the Expires header, or the expires parameter within the Contact header, shall contain 600 000 seconds as the value desired for the duration of the registration; and

e)
a Request-URI that contains the SIP URI of the domain name of the home network.

NOTE:
The registrar (S-CSCF) might decrease the duration of the registration in accordance with network policy. Registration attempts with a registration period of less than a predefined minimum value defined in the registrar will be rejected with a 423 (Interval Too Brief) response.

The UE shall extract or derive from the UICC a public user identity, the private user identity, and the domain name to be used in the Request-URI in the registration, according to the procedures described in subclause 5.1.1.1A.

The use of the Path header shall not be supported by the UE.

The UE shall also include the P-Access-Network-Info header in the REGISTER request. This header shall contain information concerning the access network technology and, if applicable, the cell ID (see subclause 7.2.3).

On receiving the 200 (OK) response to the REGISTER request, the UE shall store the expiration time of the registration for the public user identities found in the To header value. The UE shall also store the list of URIs contained in the P-Associated-URI header value. This list contains the URIs that are associated to the registered public user identity.

When a 401 (Unauthorized) response to a REGISTER is received the UE shall behave as described in subclause 5.1.1.5.1.

On receiving a 423 (Interval Too Brief) too brief response to the REGISTER request, the UE shall:

-
send another REGISTER request populating the Expires header or the expires parameter with an expiration timer of at least the value received in the Min-Expires header of the 423 (Interval Too Brief) response.
5.1.x MESSAGE support

A UE shall be capable of using MESSAGE method to conduct session-unrelated or session-related interactions between: end-users, or between the S-CSCF and the UE, or between the application server (AS) and the UE. To do so, a UE may either initiate or terminate MESSAGE requests [ref: MSG].
The UE shall send the MESSAGE method conveying service information in a body of type text/plain [ref:  MSG].
The UE shall be able to receive and interpret body types of "text/plain" [ref: MSG].
5.4
Procedures at the S-CSCF

5.4.1.2
Initial registration and user-initiated reregistration

5.4.1.2.1
Initial registration

Upon receipt of a REGISTER request for a user that is not registered and for which also no authentication is currently ongoing (i.e. timer reg-await-auth is not running), the S-CSCF shall: 

1) 
identify the user by the public user identity as received in the To header and the private user identity as received in the username field in the Authorization header of the REGISTER request;

2) 
check if the P-Visited-Network header is included in the REGISTER request, and if it is included identify the visited network by the value of this header;

3) 
check the value of the Expires header. The S-CSCF shall only proceed with the following procedures if the Expires header is set to a value greater than zero;

4) 
select an authentication vector for the user. If no authentication vector for this user is available, after the S-CSCF has performed the Cx Multimedia Authentication procedure with the HSS, as described in 3GPP TS 29.229 [15], the S-CSCF shall select an authentication vector as described in 3GPP TS 33.203 [19].


Prior to performing Cx Multimedia Authentication procedure with the HSS, the S-CSCF decides which HSS to query, possibly as a result of a query to the Subscription Locator Functional (SLF) entity as specified in 3GPP TS 29.228 [14];

NOTE 1:
At this point the S-CSCF informs the HSS, that the user currently registering will be served by the S-CSCF by passing its SIP URL to the HSS. This will be indicated by the HSS for all further incoming requests to this user, in order to direct all these requests directly to this S-CSCF.

5)
store the icid parameter received in the P-Charging-Vector header;

6) remove the P-Access-Network-Info header and may act upon the contents accordingly;

6 bis)
store the method tag parameter values from the Contact header for future use;
7) 
challenge the user by generating a 401 (Unauthorized) response for the received REGISTER request, including a WWW-Authenticate header which transports:

-
the home network identification in the realm field;

-
the RAND and AUTN parameters and optional server specific data for the UE in the nonce field;

-
the security mechanism, which is AKAv1-MD5, in the algorithm field;

-
the IK (Integrity Key) parameter for the P-CSCF in the ik field (see subclause 7.2.3);

-
optionally the CK (Cipher Key) parameter for the P-CSCF in the ck field (see subclause 7.2.3);

8) 
send the so generated 401 (Unauthorized) response towards the UE; and,

9) 
start timer reg-await-auth which guards the receipt of the next REGISTER request.

While timer reg-await-auth is running, upon receipt of a REGISTER request, the S-CSCF shall:

1) 
identify the user by the public user identity as received in the To header and the private user identity as received in the username field in the Authorization header of the REGISTER request;

2)
stop timer reg-await-auth;

3) 
check whether the P-CSCF included the Integrity-protection field of the Authorization header set to yes, indicating that the REGISTER request was received integrity protected. The S-CSCF shall only proceed with the following steps it the integrity check parameter is included;

4) 
check whether an Authorization header is included, containing:

-
the private user identity of the user in the username field;

-
the algorithm which is AKAv1-MD5 in the algorithm field; and

-
the RES parameter needed for the authentication procedure in the response field.

The S-CSCF shall only proceed with the following steps in this paragraph if the RES parameter was included;

5) 
check whether the received RES parameter and the XRES parameter match. The XRES parameter was received from the HSS as part of the Authentication Vector. The S-CSCF shall only proceed with the following steps if RES and XRES are matching;

6)
after performing the Cx Server Assignment procedure with the HSS, as described in 3GPP TS 29.229 [15], store the following information in the local data:

-
the list of public user identities associated to the user, including the own public user identity under registration and the implicitly registered due to the received REGISTER request. Each public user identity is identified as either barred or non-barred; and,

-
the user profile of the user including initial Filter Criteria;

7)
bind to each non-barred registered public user identity all registered contact information;

NOTE 2:
There might be more then one contact information available for one public user identity.

NOTE 3:
The barred public user identities are not bound to the contact information.

8) 
check whether a Path header was included in the REGISTER request and construct a list of preloaded Route headers from the list of entries in the Path header. The S-CSCF shall preserve the order of the preloaded Route headers and bind them to the contact information that was received in the REGISTER message;

NOTE 4:
If this registration is a reregistration, then a list of pre-loaded Route headers will already exist. The new list replaces the old list.

9) 
determine the duration of the registration by checking the value of the Expires header in the received REGISTER request. The S-CSCF may adjust the duration of the registration due to local policy;

10)
store the icid parameter received in the P-Charging-Vector header;

11)
remove the P-Access-Network-Info header and may act upon the contents accordingly;

12)
 create a 200 (OK) response for the REGISTER request, including:

-
an expiration time in the Expires header, using one value provided within the S-CSCF, according to the local policy of the network, if this expiration time is shorter than the requested expiry time received from the UE; and,

-
the list of received Path headers;

-
a P-Associated-URI header containing the list of public user identities that the user is authorized to use. Such a collection of public user identities may or may not be implicitly registered by the network. Using information supplied by the HSS, the P-Associated-URI header will indicate the default public user identity to be used by the P-CSCF in conjunction with the procedures for the P-Asserted-Identity header;

Editor's note: The mechanism for indicating this default public user identity is yet to be agreed.

-
a P-Service-Route header containing:

-
the SIP URL identifying the S-CSCF; and,

-
an indication that requests routed via the service route (i.e. from the P-CSCF to the S-CSCF) shall be treated as for the mobile-originating case. This indication may e.g. be in a URI parameter, a character string in the user part or be a port number;

-
if network topology hiding is required a SIP URL identifying an I-CSCF(THIG) as the topmost entry;

13)
send the so created 200 (OK) response to the UE;

14)
send a third-party REGISTER request, as described in subclause 5.4.1.7, to each Application Server that matches the Filter Criteria from the HSS for the REGISTER event; and,

NOTE 5:
If this registration is a reregistration, the Filter Criteria already exists in the local data.
15)
handle the user as registered for the duration indicated in the Expires header.

5.4.1.2.2
User-initiated reregistration

Upon receipt of a REGISTER request for an already registered user, the S-CSCF shall:

1) 
identify the user by the public user identity as received in the To header and the private user identity as received in the From header of the REGISTER request;

2) 
check whether the P-CSCF included the Integrity-protection field of the Authorization header set to yes, indicating that the REGISTER request was received integrity protected. The S-CSCF shall only proceed with the following steps if the field is set to yes;

3)
check if the user needs to be reauthenticated.

The S-CSCF may require authentication of the user for any REGISTER request, and shall always require authentication for registration requests received without integrity protection by the P-CSCF. The information that a REGISTER request was received integrity protected at the P-CSCF may be used as part of the decision to challenge the user. 

If the user needs to be reauthenticated, the S-CSCF shall proceed with the procedures as described for the initial REGISTER in subclause 5.4.1.2.1, beginning with step 4). If the user does not need to be reauthenticated, the S-CSCF shall proceed with the following steps in this paragraph; 

4) check whether an Expires timer is included in the REGISTER request and its value. If the Expires header indicates a zero value, the S-CSCF shall perform the deregistration procedures as described in subclause 5.4.1.4. If the Expires header does not indicate zero, the S-CSCF shall proceed with the procedures as described for the second REGISTER in subclause 5.4.1.2, beginning with step 7); 
4 bis)
update the stored values of the method parameter in the Contact header; and
5)
remove the P-Access-Network-Info header and may act upon the contents accordingly.

5.4.3
General treatment for all dialogs and standalone transactions excluding requests terminated by the S-CSCF
5.4.3.2
Requests initiated by the served user

When the S-CSCF receives from the served user an initial request for a dialog or a request for a standalone transaction, prior to forwarding the request, the S-CSCF shall:

· determine whether the request contains a barred public user identity in the From or Remote-Party-ID header fields of the request or not. In case any of the said header fields contains a barred public user identity for the user, then the S-CSCF shall reject the request by generating a 403 (Forbidden) response. Otherwise, continue with the rest of the steps;

· in the case of a MESSAGE request, if the UE did not declare the support of the MESSAGE method in the methods parameter of the Contact header of the REGISTER request, the S-CSCF shall answer the request by generating a 501 (Not implemented) response. Otherwise continue with the rest of the steps;
-
remove its own SIP URL from the topmost Route header;

-
if the outgoing Request-URI is a TEL URL, the S-CSCF shall translate the E.164 address (see RFC 2806 [22]) to a globally routeable SIP URL using an ENUM/DNS translation mechanism with the format specified in RFC 2916 [24]. Databases aspects of ENUM are outside the scope of the present document. If this translation fails, the request may be forwarded to a BGCF or any other appropriate entity (e.g a MRFC to play an announcement) in the originator's home network or an appropriate SIP response shall be sent to the originator;

-
check if P-Original-Dialog-ID header is present in the incoming request. If present, it indicates an association with an existing dialog, the request has been sent from an Application Server in response to a previously sent request. The od-to-tag, od-from-tag and od-call-idparameter values from the P-Original-Dialog-ID header may be used as additional parameters when searching for existing dialogs. Local data shall be updated to indicate that this Application Server has been contacted for the initial request. The S-CSCF shall determine the next hop using initial filter criteria and local data on status of which Application Servers have been contacted. If the next hop is another Application Server, the S-CSCF shall retain the P-Original-Dialog-ID header in the request. If the next hop is not an Application Server, the S-CSCF shall remove the P-Original-Dialog-ID header from the request;

-
check whether the initial request matches the initial filter criteria, the S-CSCF shall forward this request to that application server, then check for matching of the next following filter criteria of lower priority, and apply the filter criteria on the SIP method received from the previously contacted application server as described in 3GPP TS 23.218 [5] subclause 6.4. Depending on the result of the previous process, the S-CSCF may contact one or more application server(s) before processing the outgoing Request-URI. In case of contacting one or more application server(s) the S-CSCF shall:

-
insert the AS URL to be contacted into the Route header as the topmost entry followed by its own URL; and

-
populate the P-Original-Dialog-ID header in the message with the original To tag, From tag and Call-ID headers received in the request. See subclause 7.2.7 for further information on the original dialog identifier;

-
store the value of the icid parameter received in the P-Charging-Vector header and retain the icid parameter in the P-Charging-Vector header. Optionally, the S-CSCF may generate a new, globally unique icid and insert the new value in the icid parameter of the P-Charging-Vector header when forwarding the message. If the S-CSCF creates a new icid, then it is responsible for maintaining the two icid values in the subsequent messaging;

-
insert an ioi-originating parameter into the P-Charging-Vector header if the next hop is an AS, I-CSCF or outside of the current network. The ioi-originating parameter shall be set to a value that identifies the sending network. The ioi-terminating parameter shall not be included;

-
insert a P-Charging-Function-Addresses header (see subclause 7.2.5) populated with values received from the HSS if the message is forwarded within the S-CSCF home network, including towards AS;

-
in the case where the S-CSCF has knowledge of an associated tel-URI for a SIP URL contained in the received P-Asserted-Identity header, add a second P-Asserted-Identity header containing this tel-URI;

-
in the case where the network operator has policy to provide privacy on From headers, and such privacy is required for this dialog, change the From header to "Anonymous". Network policy may also require the removal of the display field;

-
determine the destination address (e.g. DNS access) using the URL placed in the topmost Route header if present, otherwise based on the Request-URI;

-
if network hiding is needed due to local policy, put the address of the I-CSCF(THIG) to the topmost route header;

-
in case of an initial request for a dialog the S-CSCF shall create a Record-Route header containing its own SIP URL and save the necessary Record-Route header fields and the Contact header from the request in order to release the dialog when needed;

-
remove the P-Access-Network-Info header and act upon the contents accordingly; and
-
route the request based on SIP routeing procedures.

When the S-CSCF receives any response to the above request, the S-CSCF may:

-
apply any privacy required by RFC 3323 [33] to the P-Asserted-Identity header.

NOTE 1:
This header would normally only be expected in 1xx or 2xx responses.

NOTE 2:
The optional procedure above is in addition to any procedure for the application of privacy at the edge of the trust domain specified by RFC 3323 [33].

When the S-CSCF receives a response to the initial request for a dialog, it shall save the necessary Record-Route header fields and the Contact header from the response in order to release the dialog if needed.

When the S-CSCF receives from the served user a refresh request for a dialog, prior to forwarding the request the S-CSCF shall:

-
remove its own URL from the topmost Route header;

-
create a Record-Route header containing its own SIP URL and save the Contact header from the request in order to release the dialog when needed;

-
remove the P-Access-Network-Info header and act upon the contents accordingly; and

-
route the request based on the topmost Route header.

When the S-CSCF receives a response to the refresh request for a dialog, it shall save the necessary Record-Route header fields and the Contact header from the response in order to release the dialog if needed.

When the S-CSCF receives from the served user a subsequent request other than refresh request for a dialog, prior to forwarding the request the S-CSCF shall:

-
remove its own URL from the topmost Route header; 

-
remove the P-Access-Network-Info header and act upon the contents accordingly; and

-
route the request based on the topmost Route header.
5.4.3.3
Requests terminated at the served user

When the S-CSCF receives, destined for a registered served user, an initial request for a dialog or a request for a standalone transaction, prior to forwarding the request, the S-CSCF shall:

1)
remove its own URL from the topmost Route header;

2) check if P-Original-Dialog-ID header is present in the incoming request. If present, it indicates an association with an existing dialog, the request has been sent from an Application Server in response to a previously sent request. The od-to-tag, od-from-tag and od-call-id parameter values from the P-Original-Dialog-ID header may be used as additional parameters when searching for existing dialogs. The S-CSCF shall determine the next hop using initial filter criteria. If the next hop is another Application Server, the S-CSCF shall retain the P-Original-Dialog-ID header in the message of the request. If the next hop is not an Application Server, the S-CSCF shall remove the P-Original-Dialog-ID header from the request;

2 bis) in the case of a MESSAGE request, if the UE did not declare the support of the MESSAGE method in the methods parameter of the Contact header of the REGISTER request, the S-CSCF shall answer the request by generating a 501 (Not implemented) response. Otherwise continue with the rest of the steps;
3)
check whether the initial request matches the initial filter criteria, the S-CSCF shall forward this request to that application server, then check for matching of the next following filter criteria of lower priority, and apply the filter criteria on the SIP method received from the previously contacted application server as described in 3GPP TS 23.218 [5] subclause 6.5. Depending on the result of the previous process, the S-CSCF may contact one or more application server(s) before processing the outgoing Request-URI. In case of contacting one or more application server(s) the S-CSCF shall:

a)
insert the AS URL to be contacted into the Route header as the topmost entry followed by its own URL; and

b)
populate the P-Original-Dialog-ID header in the message with the original To tag, From tag and Call-ID headers received in the request. See subclause 5.4.3.4 for further information on the original dialog identifier;

4) 
insert a P-Charging-Function-Addresses header (see subclause 7.2.4) populated with values received from the HSS if the message is forwarded within the S-CSCF home network, including towards AS;

5)
store the value of the icid parameter received in the P-Charging-Vector header and retain the icid parameter in the P-Charging-Vector header;

6)
store the value of the ioi-originating parameter received in the P-Charging-Vector header, if present. The ioi-originating parameter identifies the sending network of the request message. The ioi-originating parameter shall only be retained in the P-Charging-Vector header if the next hop is to an AS;

7)
in case there are no Route headers in the request, then determine, from the destination public user identity, the list of preloaded routes saved during registration or re-registration, as described in subclause 5.4.1.2;

8)
build the Route header field with the values determined in the previous step;

9)
determine, from the destination public user identity, the saved Contact URL where the user is reachable saved at registration or reregistration, as described in subclause 5.4.1.2;

10)
build a Request-URI with the contents of the saved Contact URL determined in the previous step;

11)
insert a P-Called-Party-ID SIP header field including the Request-URI received in the INVITE;

12)
in case of an initial request for a dialog create a Record-Route header containing its own SIP URL and save the necessary Record-Route header fields and the Contact header from the request in order to release the dialog when needed; and

13)
optionally, apply any privacy required by RFC 3323 [33] to the P-Asserted-Identity header; and

NOTE:
The optional procedure above is in addition to any procedure for the application of privacy at the edge of the trust domain specified by RFC 3323 [33].

14)
forward the request based on the topmost Route header.

When the S-CSCF receives, destined for an unregistered user, an initial request for a dialog or a request for a standalone transaction, the S-CSCF shall:

1)
execute the procedures described in the steps 1, 2, and 2 bis in the above paragraph (when the S-CSCF receives, destined for the registered served user, an initial request for a dialog or a request for a standalone transaction);

2)
if the S-CSCF does not have the user profile, then initiate the S-CSCF Registration/deregistration notification with the purpose of downloading the relevant user profile (i.e. for unregistered user) and informing the HSS that the user is unregistered, but this S-CSCF will assess triggering of services for the unregistered user, as described in 3GPP TS 29.228 [14];
3)
keep the user registration status as unregistered for the duration of the dialog. When the dialog expires, the S-CSCF shall inform appropriately the HSS according to the procedures described in 3GPP TS 29.228 [14];

4)
execute the procedure described in step 3 and 4 in the above paragraph (when the S-CSCF receives, destined for the registered served user, an initial request for a dialog or a request for a standalone transaction).


In case that no AS needs to be contacted, then S-CSCF shall return an appropriate unsuccessful SIP response. This response may be a 480 (Temporarily unavailable) and terminate these procedures; and

5)
execute the procedures described in the steps 5, 6, 11, 12, 13 and 14 in the above paragraph (when the S-CSCF receives, destined for the registered served user, an initial request for a dialog or a request for a standalone transaction).
When the S-CSCF receives a response to the initial request for a dialog (whether the user is registered or not), it shall save the necessary Record-Route header fields and the Contact header field from the response in order to release the dialog if needed. In the case where the S-CSCF has knowledge of an associated tel-URI for a SIP URL contained in the received P-Asserted-Identity header, the S-CSCF shall add a second P-Asserted-Identity header containing this tel-URI; in the case where the network operator has policy to provide privacy on To headers, and such privacy is required for this dialog, change the To header to "Anonymous". Network policy may also require the removal of the display field.

When the S-CSCF receives, destined for a served user, a refresh request for a dialog, prior to forwarding the request, the S-CSCF shall:

1)
remove its own URL from the topmost Route header;

2)
create a Record-Route header containing its own SIP URL and save the Contact header from the refresh request in order to release the dialog when needed;

3)
remove the P-Access-Network-Info header, if it is present, and may act upon its contents accordingly; and

4)
forward the request based on the topmost Route header.

When the S-CSCF receives a response to the refresh request for a dialog (whether the user is registered or not), it shall save the necessary Record-Route header fields and the Contact header field from the response in order to release the dialog if needed.

When the S-CSCF receives, destined for the served user, a subsequent request other than refresh request for a dialog, prior to forwarding the request, the S-CSCF shall:

1)
remove its own URL from the topmost Route header; and

2)
forward the request based on the topmost Route header.

When the S-CSCF receives a request destined for a barred public user identity, the S-CSCF shall return an appropriate unsuccessful SIP response. This response may be, e.g., a 404 (Not found) or 604 (Does not exist anywhere).

5.4.x MESSAGE support

A S-CSCF shall be capable of sending 
the MESSAGE method to conduct session-unrelated or session related interactions between the UE and the S-CSCF. To do so, a S-CSCF initiates 
the MESSAGE method [ref: MSG].
The S- CSCF shall send 
MESSAGE method with a body of type text/plain [ref: MSG].
The S-CSCF shall be able to receive and interpret body types of "text/plain" [ref: MSG].

5.7
Procedures at the Application Server (AS)
5.7.x MESSAGE support

An application server (AS) shall be capable of sending 
the MESSAGE method to conduct session-unrelated or session related interactions with a UE. To do so, the AS initiates 
MESSAGE requests [ref: MSG].

The AS shall send 
MESSAGE method with a body of type text/plain [ref: MSG].
The AS shall be able to receive and interpret body types of "text/plain" [ref: MSG].

Annex A (normative):
Profiles of IETF RFCs for 3GPP usage

A.2
Profile definition for the Session Initiation Protocol as used in the present document

A.2.1.2
Major capabilities

Table A.4: Major capabilities

	Item
	Does the implementation support
	Reference
	RFC status
	Profile status

	
	Capabilities within main protocol
	
	
	

	1
	client behaviour for registration?
	[26] subclause 10.2
	m
	c3

	2
	registrar?
	[26] subclause 10.3
	o
	c4

	3
	client behaviour for session requests?
	[26] subclause 13.2
	m
	o

	4
	server behaviour for session requests?
	[26] subclause 13.3
	m
	o

	5
	session release?
	[26] subclause 15.1
	m
	c1

	6
	timestamping of requests?
	[26] subclause 8.2.6.1
	o
	o

	7
	authentication between UA and UA?
	[26] subclause 22.2
	o
	o

	8
	authentication between UA and registrar?
	[26] subclause 22.2
	o
	n/a

	9
	server handling of merged requests due to forking
	[26] 8.2.2.2
	m
	m

	10
	client handling of multiple responses due to forking
	[26] 13.2.2.4
	m
	m

	11
	insertion of date in requests and responses?
	[26] subclause 20.17
	o
	o

	12
	downloading of alerting information?
	[26] subclause 20.4
	o
	o

	
	Extensions
	
	
	

	13
	The SIP INFO method?
	[25]
	o
	n/a

	14
	Reliability of provisional responses in SIP?
	[27]
	o
	m

	15
	the REFER method?
	[36]
	o
	o

	16
	Integration of resource management and SIP?
	[30]
	o
	m

	17
	the SIP UPDATE method
	[29]
	c5
	m

	18
	SIP extensions for caller identity and privacy?
	[34]
	o
	m

	19
	SIP extensions for media authorization?
	[31]
	o
	m

	20
	SIP specific event notification
	[28]
	o
	o

	21
	the use of NOTIFY to establish a dialog
	[28] 4.2
	o
	n/a

	22
	acting as the notifier of event information
	[28]
	c2
	c2

	23
	acting as the recipient of event information
	[28]
	c2
	c2

	24
	Path Extension Header for Establishing Service Route with SIP REGISTER
	[35]
	o
	c6

	25
	extensions to the Session Initiation Protocol (SIP) for Network Asserted Identity within Trusted Networks
	[34]
	o
	m

	26
	a Privacy Mechanism for the Session Initiation Protocol (SIP)
	[33]
	o
	m

	27
	A messaging mechanism for the Session Initiation Protocol (SIP)
	[ref: MSG]
	o
	m

	c1:
IF A.4/3 OR A.4/4 THEN m ELSE o.

c2:
IF A.4/20 THEN o.1 ELSE n/a.

c3:
IF A.3/1 OR A.3/4 THEN m ELSE n/a - - UA or S-CSCF functional entity.

c4:
IF A.3/4 OR A.3/7 THEN m ELSE n/a - - S-CSCF or AS functional entity.

c5:
IF A.4/16 THEN m ELSE o - - integration of resource management and SIP.

c6:
IF (A.150/3 AND A.150/4) THEN m ELSE n/a. - - S-CSCF acting as registrar.

o.1:
At least one of these capabilities is supported.


A.2.1.3
PDUs

Table A.5: Supported methods

	Item
	PDU
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	ACK request
	[26] 13
	m
	m
	[26] 13
	m
	m

	2
	BYE request
	[26] 15.1
	o
	
	[26] 15.1
	o
	

	3
	BYE response
	[26] 15.1
	o
	
	[26] 15.1
	o
	

	4
	CANCEL request
	[26] 9
	o
	
	[26] 9
	o
	

	5
	CANCEL response
	[26] 9
	o
	
	[26] 9
	o
	

	6
	INFO request
	[25] 2
	c2
	n/a
	[25] 2
	c2
	n/a

	7
	INFO response
	[25] 2
	c2
	n/a
	[25] 2
	c2
	n/a

	8
	INVITE request
	[26] 13
	m
	m
	[26] 13
	m
	m

	9
	INVITE response
	[26] 13
	m
	m
	[26] 13
	m
	m

	10
	NOTIFY request
	[28] 8.1.2
	c4
	c4
	[28] 8.1.2
	c3
	c3

	11
	NOTIFY response
	[28] 8.1.2
	c3
	c3
	[28] 8.1.2
	c4
	c4

	12
	OPTIONS request
	[26] 11
	m
	m
	[26] 11
	m
	m

	13
	OPTIONS response
	[26] 11
	m
	m
	[26] 11
	m
	m

	14
	PRACK request
	[27] 6
	c5
	c5
	[27] 6
	c5
	c5

	15
	PRACK response
	[27] 6
	c5
	c5
	[27] 6
	c5
	c5

	16
	REFER request
	[36] 3
	c1
	c1
	[36] 3
	c1
	c1

	17
	REFER response
	[36] 3
	c1
	c1
	[36] 3
	c1
	c1

	18
	REGISTER request
	[26] 10
	o
	
	[26] 10
	n/a
	

	19
	REGISTER response
	[26] 10
	n/a
	
	[26] 10
	m
	

	20
	SUBSCRIBE request
	[28] 8.1.1
	c3
	c3
	[28] 8.1.1
	c4
	c4

	21
	SUBSCRIBE response
	[28] 8.1.1
	c4
	c4
	[28] 8.1.1
	c3
	c3

	22
	UPDATE request
	[30] 6.1
	c6
	c6
	[30] 6.2
	c6
	c6

	23
	UPDATE response
	[30] 6.2
	c6
	c6
	[30] 6.1
	c6
	c6

	24
	MESSAGE request
	[ref: MSG] 4
	c7
	c7
	[ref: MSG] 7
	c7
	c7

	25
	MESSAGE response
	[ref: MSG] 4
	c7
	c7
	[ref: MSG] 7
	c7
	c7

	c1:
IF A.4/15 THEN m ELSE n/a.

c2:
IF A.4/13 THEN m ELSE n/a.

c3:
IF A.4/23 THEN m ELSE n/a.

c4:
IF A.4/22 THEN m ELSE n/a.

c5:
IF A.4/14 THEN m ELSE n/a - - reliability of provisional responses. 

c6:
IF A.4/17 THEN m ELSE n/a - - the SIP update method.
c7:            IF A.4/27 THEN m ELSE n/a - - the SIP MESSAGE method.


A.2.1.4
PDU parameters

A.2.1.4.X
MESSAGE method            

Prerequisite A.5/24 – MESSAGE request

Table A.xxx: Supported headers within the MESSAGE request

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	Accept
	[ref: MSG] 10
	m
	
	[ref: MSG] 10
	m
	

	2
	Accept-Encoding
	[ref: MSG] 10
	m
	
	[ref: MSG] 10
	m
	

	3
	Accept-Language
	[ref: MSG] 10
	m
	
	[ref: MSG] 10
	m
	

	4
	Alert-Info
	[ref: MSG] 10
	-
	
	[ref: MSG] 10
	-
	

	5
	Allow
	[ref: MSG] 10
	o
	
	[ref: MSG] 10
	m
	

	6
	Allow-Events
	[ref: MSG] 10
	n/a
	
	[ref: MSG] 10
	n/a
	

	7
	Anonymity
	[ref: MSG] 10
	n/a
	
	[ref: MSG] 10
	n/a
	

	xxx
	Authentication-Info
	[ref: MSG] 10
	o
	
	[ref: MSG] 10
	o
	

	8
	Authorization
	[ref: MSG] 10
	o
	
	[ref: MSG] 10
	o
	

	9
	Call-ID
	[ref: MSG] 10
	m
	
	[ref: MSG] 10
	m
	

	10
	Call-Info
	[ref: MSG] 10
	o
	
	[ref: MSG] 10
	o
	

	11
	Contact
	[ref: MSG] 10
	o
	
	[ref: MSG] 10
	o
	

	12
	Content-Disposition
	[ref: MSG] 10
	o
	
	[ref: MSG] 10
	o
	

	13
	Content-Encoding
	[ref: MSG] 10
	o
	
	[ref: MSG] 10
	o
	

	14
	Content-Language
	[ref: MSG] 10
	o
	
	[ref: MSG] 10
	o
	

	15
	Content-Length
	[ref: MSG] 10
	t
	
	[ref: MSG] 10
	t
	

	16
	Content-Type
	[ref: MSG] 10
	*
	
	[ref: MSG] 10
	*
	

	17
	Cseq
	[ref: MSG] 10
	m
	
	[ref: MSG] 10
	m
	

	18
	Date
	[ref: MSG] 10
	o
	
	[ref: MSG] 10
	o
	

	19
	Expires
	[ref: MSG] 10
	
	
	[ref: MSG] 10
	
	

	Xxx
	Error-Info
	[ref: MSG] 10
	o
	
	[ref: MSG] 10
	o
	

	xxx
	Expires
	[ref: MSG] 10
	o
	
	[ref: MSG] 10
	o
	

	20
	From
	[ref: MSG] 10
	m
	
	[ref: MSG] 10
	m
	

	21
	In-Reply-To
	[ref: MSG] 10
	o
	
	[ref: MSG] 10
	o
	

	22
	Max-Forwards
	[ref: MSG] 10
	m
	
	[ref: MSG] 10
	m
	

	23
	MIME-Version
	[ref: MSG] 10
	-
	
	[ref: MSG] 10
	-
	

	24
	Organization
	[ref: MSG] 10
	o
	
	[ref: MSG] 10
	o
	

	25
	P-Media-Authorization
	[ref: MSG] 10
	n/a
	
	[ref: MSG] 10
	n/a
	

	26
	Priority
	[ref: MSG] 10
	o
	
	[ref: MSG] 10
	o
	

	27
	Proxy-Authorization
	[ref: MSG] 10
	o
	
	[ref: MSG] 10
	o
	

	28
	Proxy-Require
	[ref: MSG] 10
	o
	
	[ref: MSG] 10
	o
	

	29
	Record-Route
	[ref: MSG] 10
	-
	
	[ref: MSG] 10
	-
	

	30
	Remote-Party-ID
	[ref: MSG] 10
	n/a
	
	[ref: MSG] 10
	n/a
	

	31
	Reply-To
	[ref: MSG] 10
	o
	
	[ref: MSG] 10
	o
	

	32
	Require
	[ref: MSG] 10
	c
	
	[ref: MSG] 10
	c
	

	xxx
	Retry-After
	[ref: MSG] 10
	o
	
	[ref: MSG] 10
	o
	

	33
	Route
	[ref: MSG] 10
	o
	
	[ref: MSG] 10
	o
	

	xxx
	Server
	[ref: MSG] 10
	o
	
	[ref: MSG] 10
	o
	

	34
	Subject
	[ref: MSG] 10
	o
	
	[ref: MSG] 10
	o
	

	35
	Supported
	[ref: MSG] 10
	n/a
	
	[ref: MSG] 10
	n/a
	

	36
	Timestamp
	[ref: MSG] 10
	o
	
	[ref: MSG] 10
	o
	

	37
	To
	[ref: MSG] 10
	m
	
	[ref: MSG] 10
	m
	

	xxx
	Unsupported
	[ref: MSG] 10
	o
	
	[ref: MSG] 10
	o
	

	38
	User-Agent
	[ref: MSG] 10
	o
	
	[ref: MSG] 10
	o
	

	39
	Via
	[ref: MSG] 10
	m
	
	[ref: MSG] 10
	m
	

	xxx
	Warning
	[ref: MSG] 10
	m
	
	[ref: MSG] 10
	m
	

	xxx
	WWW-Authenticate
	[ref: MSG] 10
	o
	
	[ref: MSG] 10
	o
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