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5.2
Procedures at the P-CSCF

5.2.1
General

The P-CSCF shall support use of the Path header.

NOTE:
The Path header is only applicable to the REGISTER request and its 200 OK response.

5.2.2
Registration

When the P-CSCF receives a REGISTER request from the UE that pertains to a given public user identity, the P-CSCF shall:

-
insert a Path header in the request. The P-CSCF shall include in the Path header an entry containing the SIP URL identifying the P-CSCF;

· insert a Require header and a Proxy-Require header both containing the option tag "path";

-
if the REGISTER request was received with a valid integrity check, add information to the REGISTER request to indicate that the REGISTER request was received with a valid integrity check; and

Editor's Note : The exact mechanism for this is FFS.
· insert a P-Visited-Network-ID header field, with the value of a pre-provisioned string that identifies the visited network at the home network.
-
determine the I-CSCF of the home network and forward the request to that I-CSCF.

When the P-CSCF receives a 200 OK response to a REGISTER request, the P-CSCF shall check the value of the Expires header field and/or Expires parameter in the Contact header. When the value of the Expires header field and/or expires parameter in the Contact header is different than zero, then the P-CSCF shall:

1)
remove its SIP URL from the list of Path headers, reverses the order of the list and save the resulting list of Path headers. This list shall be stored during the entire registration period of the respective public user identity. This list shall be used to preload the routeing information into the initial requests originated by the UE. If this registration is a reregistration, the P-CSCF shall replace the already existing Path headers with the new list;

2)
associate the Path header information with the registered public user identity;

3)
remove the list of Path headers and "path" option-tags from the 200 OK response before forwarding the response to the UE.

When the P-CSCF receives a 401 Unauthorized response to a REGISTER request, the P-CSCF shall remove and store the CK and IK values contained in the 401 Unauthorized response. The 401 Unauthorized response shall be forwarded to the UE if and only if the CK and IK have been removed.

Editor's Note: The P-CSCF behaviour when 3xx or 4xx responses other than 401 Unauthorized are received is FFS.

Editor's Note: The text above assumes that public user identities are registered one by one. Public user identity might need to be changed to Service Profile in the case when public user identities can be implicitly registered. 

NOTE:
The P-CSCF will maintain two Route lists. The first Route list - created during the registration procedure - is used only to pre-load the routeing information into the initial INVITE request that originated at the UE. This list is valid during the entire registration of the respective public user identity. The second Route list - constructed from the Record Route headers in the initial INVITE and associated response - is used during the duration of the call. Once the call is terminated, the second Route list is discarded.

When the P-CSCF receives a 420 Bad Extension response to the above REGISTER request, the P-CSCF shall check the value of the Unsupported header field. When the value of the Unsupported header field is path, the P-CSCF shall take OA&M actions to indicate an error, in addition to passing on the 420 response to the UE. In all other cases, the P-CSCF shall proxy the 420 Bad Extension response.
7
Extensions within the present document

7.1
SIP methods defined within the present document

There are no SIP methods defined within the present document over and above those defined in the referenced IETF specifications.

7.2
SIP headers defined within the present document

7.2.1
Path header

7.2.1.1
Introduction

Path header is a mechanism whereby a P-CSCF, I-CSCFs, and S-CSCF can request to be on a signalling path for the initial INVITE exchanged between the UE and the S-CSCF. The path-establishment procedure is originated by the P-CSCF during the registration process. The procedure is performed during the initial registration of each public user identity and all subsequent reregistrations. The list of Path headers obtained by a reregistration overwrites the existing list of Path headers at the S-CSCF. Each reregistration of the same public user identity may result in new list of Path headers. The P-CSCF uses the list of Path headers to construct a list of Route headers. When initiating a call pertaining to a given public user identity, the list of Route headers will be pre-loaded into the initial INVITE request.. If a CSCF wants to receive subsequent requests, it will insert its own name to the Record Route header of the initial INVITE request. Once on the route, a CSCF remains on the route for the duration of the call. The path learned while reregistering during an active call does not affect the existing call, since the routeing path for the respective call has already been established. The list of Path headers is not forwarded to the UE.

7.2.1.2
Syntax

The Path header field has the syntax described in table 7.1.

Table 7.1: Syntax of path header

Path = "Path"":"1#(name-addr *(";"rr-param))

rr-param = generic-param

7.2.1.3
Operation

The operation of this header is described in clause 5.

7.2.2
P-Called-Party-ID header

7.2.2.1
Introduction

The P-Called-Party-ID header is the mechanism whereby the terminating UE learns the dialled public user identity that triggered the current session initiation.

The S-CSCF inserts the header in all terminating INVITE and reINVITE requests. The header is not used in any other request or response.

7.2.2.2
Syntax

The P-Called-Party-ID header field has the syntax described in table 7.2.

Table 7.2: Syntax of P-Called-Party-ID header

P-Called-Party-ID = "P-Called-Party-ID" HCOLON 1#






(name-addr *( SEMI p-cdpid-param))

p-cdpid-param = generic-param

Table 7.3 is an extension of tables 2 and 3 in RFC 2543bis [20] and table in subclause 7.5 in the SIP-specific event notification [23].

Table 7.3: P-Called-Party-ID header

Header field              where       proxy ACK BYE CAN INV OPT REG PRA SUB NOT
_______________________________________________________________________________
P-Called-Party-ID           R           am   -   -   -   o   -   -   -   -   -
7.2.2.3
Operation

The operation of this header is described in subclause 5.4.3.2.

7.2.x  P-Visited-Network-ID header

7.2.x.1
Introduction

The P-Visited-Network-ID header is used to allow the home network (e.g, the HSS) to discover, during the registration procedures, the network(s), other than the home network, that are utilised by the user. This allows the registration to be processed based on this, e.g. actions can be taken that are dependent on the roaming agreements between networks.
7.2.x.2
Syntax

The P-Visited-Network-ID header field has the syntax described in draft-garcia-sip-visited-network-id-00 ref [X]. 
7.2.x.3
Operation

The header is inserted by the P-CSCF in every REGISTER request the UE sends. The I-CSCF sends the contents of the header to the HSS.
7.6
3GPP IM CN subsystem XML body, version 1

7.6.1
General

This subclause describes the Document Type Definition that is applicable for the 3GPP IM CN Subsystem XML body.

Any SIP User Agent or proxy may insert or remove the 3GPP IM CN subsystem XML body or parts of it, as required, in any SIP message. The <icid> XML element is an exception to this rule; it may only be removed by the P-CSCF. The 3GPP IM CN subsystem XML body shall not be forwarded outside a 3GPP network.

The associated MIME type with the 3GPP IMX XML body is "application/3gpp-ims+xml".

7.6.2
Document Type Definition

<?xml version="1.0" ?>

<!-- Draft DTD for the 3GPP IMS XML body. -->

<!DOCTYPE ims-3gpp [


<!-- ims-3gpp element: root element -->


<!ELEMENT ims-3gpp (cell-id?, 



original-dialog-id?, destination-public-user-id?,



access?, charging-vector?, service-info?)>


<!ATTLIST ims-3gpp version CDATA #REQUIRED>





<!-- cell-id element: The Cell-Global-ID -->


<!ELEMENT cell-id 



(mcc, mnc, lac, ci)>


<!ELEMENT mcc




(#PCDATA)>


<!ELEMENT mnc




(#PCDATA)>


<!ELEMENT lac




(#PCDATA)>


<!ELEMENT ci




(#PCDATA)>


<!ATTLIST cell-id rat (utran | geran)
#REQUIRED>


<!-- original-dialog-id: original dialog ID -->


<!ELEMENT original-dialog-id (od-from, od-to, od-call-id)>


<!ELEMENT od-from 



(#PCDATA)>


<!ELEMENT od-to 



(#PCDATA)>


<!ELEMENT od-call-id 


(#PCDATA)>


<!-- public-user-id: public user ID -->


<!ELEMENT destination-public-user-id 
(#PCDATA)>


<!-- access: the type of access network (

<!ELEMENT access


(access-type, technology?)>


<!ELEMENT access-type
(gprs | wlan | fixed | (#PCDATA))>


<!ELEMENT technology
(utran| geran | 802.11a | 





802.11b | sat | adsl | (#PCDATA))>


<!-- charging-vector element: Charging Vector -->


<!ELEMENT charging-vector 

(icid, gprs-charging-id?)>


<!-- icid element: IMS charging identifier -->


<!ELEMENT icid




(#PCDATA)>


<!-- gprs-charging-id element: GPRS charging identifiers --> 


<!ELEMENT gprs-charging-id

(ggsn, pdp-info+)>


<!ELEMENT ggsn




(#PCDATA)>


<!ELEMENT pdp-info



(pdp-index, pdp-id)>


<!ELEMENT pdp-index



(#PCDATA)>


<!ELEMENT pdp-id



(#PCDATA)>


<!-- service-info element: The transparent data received from HSS for AS -->


<!ELEMENT service-info



(#CDATA)>


<!-- alternative-service: alternative-service used in emergency sessions -->


<!ELEMENT alternative-service
(type, reason)>


<!ELEMENT type




(emergency)>


<!ELEMENT reason



(#PCDATA)>

]>

7.6.3
DTD description

This section describes the elements of the 3GPP IMS Document Type Definition.

<ims-3gpp>:
This is the root element of the 3GPP IMS XML body. It shall always be present. The version described in the present document is 1.


<cell-id>:
This element describes the identity of the cell that is serving the user.

 
The <cell-id> element contains the <ran> attribute that identifies the coding of the cell-id, according to whether the cell-id was received from the GERAN or UTRAN.

 
The <cell-id> element comprises four children elements: <mcc>, <mnc>, <lac> and <ci>. They represent, respectively, the Mobile Country Code, Mobile Network Code, Location Area Code and Cell Identity, as described in [3].

<original-dialog-id>:
The original dialog, as received by the S-CSCF. This element helps the S-CSCF to correlate dialogues when the Application Server is behaving as a B2BUA, and therefore, modifies then dialogue.


The original-dialog-id element comprises three children elements: <od-from>, <od-to>, <od-call-id>. Their values contain, respectively, a copy of the From, To and Call-ID header values as received in the SIP message at the S-CSCF.

<destination-public-user-id>:
The destination public-user-id URL of the current session.

<access>:
The access element, if present, identifies the access that the UE is utilized to connect to the network. The element contains two children elements: <ant> and <technology>.


The <access-type> child element describes the access type. The predefined values are:

-
gprs: the user is accessing the network through a GRPS access;

-
wlan: the user is accessing the network through a wireless local area network;

-
fixed: the user is accessing the network through a fixed access.


The <technology> child element, if present, describes the access technology. The pre-defined values are:

-
utran: UTRAN, as defined in [3];

-
geran: GERAN, as defined in [3];

-
802.11a: wireless local area network according to the 802.11a technology;

-
802.11b: wireless local area network according to the 802.11b technology;

-
sat: satellite access;

-
adsl: asymmetric digital subscriber line.

<charging-vector>:
the charging-vector element, if present, identifies charging correlation information. The element contains two children elements: <icid> and <gprs-charging-id>.


The <icid> child element contains an IMS charging identifier that is globally unique and is associated with the end-to-end session.


The <gprs-charging-id> child element, if present, contains GPRS charging identifiers comprised of the following: <ggsn> and <pdp-info>:

-
<ggsn>: identifier of the GGSN;

-
<pdp-info>: one or more instances of information for a PDP context, which is comprised of two children elements: <pdp-index> and <pdp-id>:

-
<pdp-index>: relative index of PDP context as it correlates to a media stream in the SDP;

-
<pdp-id>: unique identifier of the PDP context from the GGSN.

<service-info>:
the transparent element received from the HSS for a particular Application Server are placed within this optional element.

<alternative-service>:
in the present document, the alternative service is used as a response for an attempt to establish an emergency session within the IM CN subsystem. The element describes an alternative service where the call should success. The alternative service is described by the type of service information. A possible reason cause why an alternative service is suggested may be included.


The <alternative-service> element contains a <type> element that indicates the type of alternative service. In the present document, the <type> element contains only the value "emergency".


The <reason> element contains an explanatory text with the reason why the session setup has been redirected. A UE may use this information to give an indication to the user.
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