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1. Introduction

IETF did not define any message flows and left several parameters open for implementors. These issues should be handled by the 3GPP.

2. Discussion

SigComp "sessions" are called compartments. It is up to the application when to start and close compartments, which may or may not follow SIP sessions. Having different compartments for every SIP session would degrade the performance as the first messages of the compartment are generally larger due to code uploads and announcements. It is proposed that compartment starts with registration, and finishes with de-registration.
2.1. SigComp parameters

The compressor is informed of the decompressor capabilities (CPU, memory, etc.) after receiving an announcement. Until this announcement is made the compressor will use the default capabilities. One of the parameters is state_memory_size. 

According to current IETF view state_memory_size is 0, which means that no states can be saved before the announcement is received. This is problematic in 3GPP environment the problem is that the UE receives the first announcement in the 401 Unauthorized message. At this point the subscriber is not authenticated.

2.2. Message sequence

In the general case the first messages of the compartment are:

----REGISTER (announcement)--------------->

<--------401 Unathorized (announcement)----

----REGISTER (state upload)--------------->

<-----------------200 OK (state upload)----
1. UE sends a REGISTER message. It must not retreive any states except for the defined static SIP dictionary. The message contains announcement about user capabilities.

2. P-CSCF receives integrity keys in a 401 Unauthorized response, and forwards the message to the UE using SigComp. The message must not retreive any states except for the defined static SIP dictionary. The message contains announcement about P-CSCF capabilities.

3. UE sends a re-REGISTER with the credentials. It may contain code that uploads state. If the authentication was successful, the application increases the state_memory_size for that user to its preferred value (but minimum 2048 bytes, as in SigComp). State creation is now possible.
Note that if state upload is not permitted by the application it does not result in a decompression failure, because the uncompressed message was previously passed to the application, and the application only "MAY" authorize state modifications.

4. Based on UE capabilities, P-CSCF may upload state to the UE. Capabilities are re-announced with the increased state_memory_size. After that messages are handled as described in SigComp.

2.3. Other message flows

Currently it is optional to use SIP compression and one can choose to send messages compressed or uncompressed on a per-message basis. Therefore the message sequence shown in 2.2 is only informational, but may be applied to any message sequence similarly. This might be the case when the compartment is reset due to SigComp layer errors. The only difference from SigComp is that state_memory_size is kept 0 until the user is authenticated.

2.4. Other parameters

The values of other parameters that are not fixed in SigComp are chosen by the implementation.

2.5. Compliancy

The procedure described here is fully compliant to SigComp.

3. Proposal

It is proposed to keep the state_memory_size parameter 0 until the authentication is finished.  This would prevent malicious users to upload states without a valid security association. This would not cause any performance degradation in the normal cases.

It is proposed that compartment starts with registration, and finishes with de-registration. 










































