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Reason for change:
(

Since R99 the SNDCP has the possibility to do the header compression as defined in RFC1144 and RFC2507.

With RFC1144 TCP and Ipv4 header will be compressed. 

With RFC2507 UDP / TCP with Ipv4/Ipv6 will be compressed. 

From the functional point of view RFC2507 is covering the functionality of RFC1144.

If the originator (MS or SGSN) of the XID negotiation is supporting both algorithms (RFC1144/RFC2507) then he will send for each NSAPI the parameters of both algorithms to the peer. The peer accepts one algorithm if the peer entity is supporting only one header compression algorithm. 

But if the peer entity is supporting both algorithms too then there’s a high chance that the peer is accepting both algorithms!




Summary of change:
(

The peer entity of the XID negotiation shall accept only one header compression algorithm for an NSAPI. This is either RFC1144 or RFC2507. The algorithm of RFC2507 should be preferred, if both algorithms are supported by the peer entity.




Consequences if 
(

not approved:
Only one header compression algorithm is used and if the other header compression algorithm is not rejected then resources will be wasted for the reservation of slots and parameter values for the unused header compression algorithm. 
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 6.5
Protocol control information compression

Protocol control information compression is an optional SNDCP feature.

Negotiation of the supported algorithms and their parameters is carried out between MS and SGSN using the SNDCP XID parameters (see clause 8).

6.5.1
Negotiation of multiple protocol control information compression types

Each SNDCP entity that supports protocol control information compression shall be able to negotiate one or several protocol control information compression entities with the compression field format shown in Figure 7. The negotiation shall be carried out using the XID parameter negotiation specified in subclause 6.8. The initiating entity defines a set of requested compression entities, together with the algorithm and parameters for each compression entity. The set of entities and their algorithms and parameters shall be transmitted to the peer entity. The peer entity responds with the set of negotiated entities and their algorithms and parameters. The peer entity shall select the proposed parameter values or other appropriate values for the negotiated entities. If more than one algorithms for the protocol control information compression  for a specific NSAPI is advertised  during the XID parameter negotiation then the receiving peer entity shall accept only one algorithm for that  NSAPI and reject the other algorithm(s). 
NOTE: The peer entity  should accept the protocol control information compression algorithm that is described in RFC 2507 as against that described in RFC1144.
6.5.1.1
Format of the protocol control information compression field
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Octet 1
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Algorithm type

Octet 3
Length=n-3
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PCOMP1
PCOMP2

…
…
…

Octet x
High-order octet

…
…

Octet n
Low-order octet

Figure 1: Protocol control information compression field format for SNDCP XID negotiation
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