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6.5
UE subscription for the registration state event package

This subclause describes the subscription procedure for the registration state event , whereby the UE requests to be notified by the S-CSCF when the event has occurred. This is done using the information structure specifiedin [X].

It is assumed that the user has registered prior to initiating subscription of an event. Also, the subscriber is considered to be roaming and the home network operator does not desire to keep its internal configuration hidden from the visited network. For this example the trigger point at the P-CSCF for sending out the SUBSCRIBE request is the 200 OK response of the users registration.
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Figure 6.5-1: UE subscription for the registration state event package
(without I-CSCF providing configuration independence)

1.
SUBSCRIBE request (UE to P-CSCF) - see example in table 6.5-1


The UE sends SUBSCRIBE request for the registration-state event package.

Table 6.5-1: SUBSCRIBE request (UE to P-CSCF)

SUBSCRIBE sip:user1_public1@home1.net SIP/2.0

Via: SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd] 
From: <sip:user1_public1@home1.net>;tag=31415

To: <sip:user1_public@home1.net>

Call-ID: b89rjhnedlrfjflslj40a222

CSeq: 61 SUBSCRIBE

Event:  registration-state
Expires: 7200

Accept: application/cpim-pidf+xml

Contact: <sip:[5555::aaa:bbb:ccc:ddd]>

Content-Length: 0

From:
This field is populated with logical representation (FQDN) for the entity sending the SUBSCRIBE.

Event:
This field is populated with the value 'registration-state' to specify the use of the registration state package.

Accept:
This field is populated with the value 'application/cpim-pidf+xml' in keeping with the use of the 'registration-state' package.

2.
SUBSCRIBE request (P-CSCF to S-CSCF) - see example in table 6.5-2


P-CSCF looks up the serving network information for the public user identity that was stored during the registration procedure. The SUBSCRIBE request is forwarded to S-CSCF.

Table 6.5-2: SUBSCRIBE request (P-CSCF to S-CSCF) 

SUBSCRIBE sip:scscf1.home1.net SIP/2.0

Via: SIP/2.0/UDP pcscf1.visited1.net;branch=240f34.1, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd] 

Route: sip:user1_public1@home1.net

Record-Route: sip:431h23.1@pcscf1.home1.net

From: 

To: 

Call-ID: 

CSeq: 

Event:

Expires:

Accept: 

Contact:

Content-Length: 

Route:
The Route: header is populated with the Request-URI received from the UE in the SUBSCRIBE.

3.

202 Accepted response (S-CSCF to P-CSCF) - see example in table 6.5-3

The S-CSCF sends an acknowledgement towards the UE indicating that the subscription was successful. This response will traverse the path that the SUBSCRIBE request took as described in the Via list.

NOTE 1:
If the S-CSCF can process the SUBSCRIBE request and send the NOTIFY request immediately, it can send a 200 OK response instead of a 202 Accepted response.

Table 6.5-3: 202 Accepted response (S-CSCF to P-CSCF)

SIP/2.0 202 Accepted

Via: SIP/2.0/UDP pcscf1.visited1.net;branch=240f34.1, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

Record-Route: scscf1.home1.net, pcscf1.home1.net

Remote-Party-ID: "Registrar" <sip:registrar.home1.net>

From: 

To: <sip:user1_public1@home1.net>;tag=151170
Call-ID: 

CSeq: 

Event:

Expires: 

Content-Length: 

Expires:
If the value of the Expires header in SUBSCRIBE request is different from the one received in REGISTER method, then the value of Expires header in 202 Accepted is set to match the value of Expires header in REGISTER method.

4.

202 Accepted response (P-CSCF to UE) - see example in table 6.5-4


P-CSCF sends the response to UE.

Table 6.5-4: 202 Accepted response (P-CSCF to UE)

SIP/2.0 202 Accepted

Via: SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

Remote-Party-ID:

From: 

To: 

Call-ID: 

CSeq:

Event:  

Expires: 

Content-Length: 

5.
NOTIFY request (S-CSCF to P-CSCF) - see example in table 6.5-5

The S-CSCF sends a first NOTIFY request towards the UE in order to inform the UE about the registration status of the monitored user.


In the example below, the NOTIFY specifies the following public user identity as registered (i.e. status=open): sip:user1_public1@home1.net, tel: +498972233114.


The following public user identity has been de-registered (i.e. status=closed) sip:user1_public2@home1.net. They are arranged in the preferred order of priority in this example.


The Route header is constructed from the information saved at registration.

Table 6.5-5: NOTIFY request (S-CSCF to P-CSCF)

NOTIFY sip:pcscf1.home1.net SIP/2.0

Via: SIP/2.0/UDP scscf1.home1.net;branch=332b23.1 

Route: SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

Remote-Party-ID:

From: <sip:user1_public1@home1.net>;tag=31415

To: <sip:user1_public1@home1.net>;tag=151170

Call-ID: 

CSeq: 42 NOTIFY

Expires: 

Event:  registration-state
Content-Type:  application/cpim-pidf+xml

Content-Length: (...)

<presence xmlns="urn:ietf:params:xml:ns:cpim-pidf:">

        <tuple name="sip:user1_public1@home1.net">

          <status><basic>open</basic><<</status>

        </tuple>

        <tuple name="sip:user1_public2@home1.net">

          <status><basic>closed</basic></status>

        </tuple>

        <tuple name="tel:+498972233114">

          <status><basic>open</basic></status>

        </tuple>

      </presence>

From:
The tag of this field matches that of the To; field in the received 200/202 for the SUBSCRIBE.

Content-Type:
Set to the value of the Accept: header received in the subscribe or 'application/cpim-pidf+xml' if Accept: was not present in the SUBSCRIBE.

The message body in the NOTIFY request that carries the subscriber's registration state is described in [X] 
-
The registration state is expressed in XML with the information enclosed in the root <presence> element, enclosed between <presence> and </presence> tags.









6.
NOTIFY request (P-CSCF to UE) - see example in table 6.5-6

The P-CSCF forwards the NOTIFY request to the UE.

Table 6.5-6: NOTIFY request (P-CSCF to UE)

NOTIFY sip:[5555::aaa:bbb:ccc:ddd] SIP/2.0

Via: SIP/2.0/UDP pcscf1.visited1.net;branch=240f34.1 

Remote-Party-ID:

From: 

To: 

Call-ID: 

CSeq: 

Expires: 

Event: 

Content-Type:

Content-Length:

7.

200 OK response (UE to P-CSCF) – see example in table 6.5-7

The UE generates a 200 OK response to the NOTIFY.

Table 6.5-7 200 OK response (UE to P-CSCF)  

SIP/2.0 200 OK

Via: SIP/2.0/UDP pcscf1.visited1.net;branch=240f34.1

From:

To:

Call-ID:

CSeq:Content-Length: 0

8. 200 OK response (P-CSCF to S-CSCF) - see example in table 6.5-8


P-CSCF forwards the 200 OK to S-CSCF.

Table 6.5-8: 200 OK response (P-CSCF to S-CSCF)

SIP/2.0 200 OK

Via: SIP/2.0/UDP scscf1.home1.net;branch=332b23.1

From:

To:

Call-ID:

CSeq:

Content-Length:

6.7
Notifying of the network initiated deregistration event

6.7.1
Network Initiated Deregistration event occurs in the S-CSCF

Figure 6.7.1-1 assumes that the UE and the P-CSCF both have subscribed for the Users registration state event package according to subclause 6.5 and shows how the UE and the P-CSCF are notified when the Network Initiated Deregistration event occurs in the S-CSCF.

Also, it is assumed that the home network does not have network configuration hiding active.
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Figure 6.7.1-1: Network Initiated Deregistration event occurs in the S-CSCF

1.
Network Initiated Deregistration event occurs in the S-CSCF

2.
S-CSCF deregistration notification

When the Network Initiated Deregistration Event occurs in the S-CSCF, the S-CSCF sends an update to the HSS to remove itself as the registered S-CSCF for this UE. And HSS sends response to confirm.


For detailed message flows see 3GPP TS 29.228.
3
SIP NOTIFY (S-CSCF to P-CSCF) - see example in table 6.7.1-3


After the S-CSCF deregistration notification procedure the S-CSCF immediately sends a NOTIFY towards the UE in order to inform about the network initiated deregistration. The same Request URI, To, From, Call-ID are used as in the first NOTIFY. CSeq is incremented since this is the second NOTIFY request sent towards the UE.

Table 6.7.1-3: SIP NOTIFY (S-CSCF to P-CSCF)

NOTIFY sip:pcscf1.home1.net SIP/2.0

Via: SIP/2.0/UDP scscf1.home1.net;branch=332b23.1 

Route: SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

From: <sip:user1_public1@home1.net>;tag=151170

To: <sip:user1_public1@home1.net>;tag=31415

Call-ID: b89rjhnedlrfjflslj40a222

CSeq: 43 NOTIFY

Expires: 7200

Event:  registration-state
Content-Type:  application/cpim-pidf+xml

Content-Length: (...)

<presence xmlns="urn:ietf:params:xml:ns:cpim-pidf:">

        <tuple name="sip:user1_public1@home1.net">

          <status><basic>closed</basic>




<note>





reason-phrase: "You have been deregistered from the network, please register again";





registrar: registrar.home1.net




</note>



  <<</status>

        </tuple>



<tuple name="sip:user1_public2@home1.net">

          <status><basic>closed</basic></status>

        </tuple>



<tuple name="tel:+498972233114">

          <status><basic>closed</basic>





<note>





reason-phrase: "This ID has been automatically de-registered";





registrar: registrar.home1.net





</note>



  <<</status>

        </tuple>

      </presence>
4.
SIP NOTIFY (P-CSCF to UE) - see example in table 6.7.1-4


P-CSCF forwards the NOTIFY request to the UE.

Table 6.7.1-4: SIP NOTIFY (P-CSCF to UE)

NOTIFY sip:[5555::aaa:bbb:ccc:ddd] SIP/2.0

Via: SIP/2.0/UDP pcscf1.visited1.net;branch=240f34.1 

From: 

To: 

Call-ID: 

CSeq: 

Expires: 

Event: 

Content-Length:

5.

200 OK (UE to P-CSCF) - see example in table 6.7.1-5

Table 6.7.1-5: SIP 200 OK (UE to P-CSCF)

SIP/2.0 200 OK

Via: SIP/2.0/UDP pcscf1.visited1.net;branch=240f34.1

From:

To:

Call-ID:

CSeq:

Content-Length:

6.
SIP 200 OK (P-CSCF to S-CSCF) - see example in table 6.7.1-6
Table 6.7.1-6: SIP 200 OK (P-CSCF to S-CSCF)
SIP/2.0 200 OK

Via: SIP/2.0/UDP scscf1.home1.net;branch=332b23.1

From:

To:

Call-ID:

CSeq:

Content-Length:

7
SIP NOTIFY (S-CSCF to P-CSCF) - see example in table 6.7.1-7


After sending the Cx.Put request the S-CSCF also immediately sends a NOTIFY towards the P-CSCF to which the UE is attached to, in order to inform about the network initiated deregistration. The same Request URI, To, From, Call-ID are used as in the first NOTIFY. CSeq is incremented since this is the second NOTIFY request sent towards the P-CSCF.

Table 6.7.1-7: SIP NOTIFY (S-CSCF to P-CSCF)

NOTIFY sip:pcscf1.home1.net SIP/2.0

Via: SIP/2.0/UDP scscf1.home1.net;branch=332b23.1 

From: <sip:user1_public1@home1.net>;tag=151170

To: <sip:pcscf1.visisted1.net>;tag=31415

Call-ID: 1234567890@[5555::aaa:bbb:ccc:ddd]

CSeq: 43 NOTIFY

Expires: 7200

Event:  presence

Content-Type:  application/cpim-pidf+xml

Content-Length: (...)

<presence xmlns="http://www.ietf.org/ns/cpim-pidf-xml-1.0">

        <tuple name="sip:user1_public1@home1.net">

          <status><value>closed</value>





<detail>





reason-phrase: "This public ID has been de-registered by the network";





registrar: registrar.home1.net





</detail>



  <<</status>

        </tuple>



<tuple name="sip:user1_public2@home1.net">

          <status> <value>closed</value> </status>

        </tuple>



<tuple name="tel:+498972233114">

          <status><value>closed</value>





<detail>





reason-phrase: "This ID has been automatically de-registered";





registrar: registrar.home1.net





</detail>



  <<</status>

        </tuple>

      </presence>
8.
SIP 200 OK (P-CSCF to S-CSCF) - see example in table 6.7.1-8
Table 6.7.1-8: SIP 200 OK (P-CSCF to S-CSCF)
SIP/2.0 200 OK

Via: SIP/2.0/UDP scscf1.home1.net;branch=332b23.1

From:

To:

Call-ID:

CSeq:

Content-Length:

6.7.2
Network Initiated Deregistration event occurs in the HSS

Figure 6.7.2-1 assumes that the UE and the P-CSCF both have subscribed for the Users registration state event package according to subclause 6.5 and shows how the UE and the P-CSCF are notified when the Network Initiated Deregistration event occurs in the HSS.

Also, it is assumed that the home network does not have network configuration hiding active.


[image: image3.wmf]UE

RAN

GPRS/DHCP

P

-

CSCF

(pcscf1)

DNS

Visited Network (visited1.net)

Home Network (home1.net)

UE

RAN

GPRS/DHCP

P

-

CSCF

(pcscf1)

DNS

I-CSCF

(icscf1_1)

Visited Network (visited1.net)

Home Network (home1.net)

S-CSCF

(scscf1)

9. Cx-Deregister Resp

2. Cx-Deregister

HSS

1. event occurs

1. event occurs

5. 200 OK

7.NOTIFY

8. 200 OK

6. 200 OK

4.NOTIFY

3.NOTIFY


Figure 6.7.2-1: Network Initiated Deregistration event occurs in the HSS

1.
Network Initiated Deregistration event occurs in the HSS

2.
Cx-Deregister


HSS initiates the de-registration, sending a Cx-Deregister (subscriber identity). For detailed message information see 3GPP TS 29.228.

3.
SIP NOTIFY (S-CSCF to P-CSCF) - see example in table 6.7.2-3


After getting the Cx-Deregister message the S-CSCF immediately sends a NOTIFY towards the UE order to inform about the network initiated deregistration. The same Request URI, To, From, Call-ID are used as in the first NOTIFY. CSeq is incremented since this is the second NOTIFY request sent towards the UE.

Table 6.7.2-3: SIP NOTIFY (S-CSCF to P-CSCF)

NOTIFY sip:pcscf1.home1.net SIP/2.0

Via: SIP/2.0/UDP scscf1.home1.net;branch=332b23.1 

Route: SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

From: <sip:user1_public1@home1.net>;tag=151170

To: <sip:user1_public1@home1.net>;tag=31415

Call-ID: b89rjhnedlrfjflslj40a222

CSeq: 43 NOTIFY

Expires: 7200

Event:  registration-state
Content-Type:  application/cpim-pidf+xml

Content-Length: (...)

<presence xmlns="urn:ietf:params:xml:ns:cpim-pidf:">

        <tuple name="sip:user1_public1@home1.net">

          <status><basic>closed</basic>




<note>





reason-phrase: "You have been deregistered from the network, please register again";





registrar: registrar.home1.net




</note>



  <<</status>

        </tuple>



<tuple name="sip:user1_public2@home1.net">

          <status><basic>closed</basic></status>

        </tuple>



<tuple name="tel:+498972233114">

          <status><basic>closed</basic>




<note>





reason-phrase: "This ID has been automatically de-registered";





registrar: registrar.home1.net




</note>



  <<</status>

        </tuple>

      </presence>
4.
SIP NOTIFY (P-CSCF to UE) - see example in table 6.7.2-4


P-CSCF forwards the NOTIFY response to the UE.

Table 6.7.2-4: SIP NOTIFY (P-CSCF to UE)

NOTIFY sip:[5555::aaa:bbb:ccc:ddd] SIP/2.0

Via: SIP/2.0/UDP pcscf1.visited1.net;branch=240f34.1 

From: 

To: 

Call-ID: 

CSeq: 

Expires: 

Event: 

Content-Length:

5.

200 OK (UE to P-CSCF) - see example in table 6.7.2-5

Table 6.7.2-5: SIP 200 OK (UE to P-CSCF)

SIP/2.0 200 OK

Via: SIP/2.0/UDP pcscf1.visited1.net;branch=240f34.1

From:

To:

Call-ID:

CSeq:

Content-Length:

6.
SIP 200 OK (P-CSCF to S-CSCF) - see example in table 6.7.2-6
Table 6.7.2-6: SIP 200 OK (P-CSCF to S-CSCF)  
SIP/2.0 200 OK

Via: SIP/2.0/UDP scscf1.home1.net;branch=332b23.1

From:

To:

Call-ID:

CSeq:

Content-Length:

7
SIP NOTIFY (S-CSCF to P-CSCF) - see example in table 6.7.2-7


After receiving the 200 OK from the UE the S-CSCF also immediately sends a NOTIFY towards the P-CSCF to which the UE is attached to, in order to inform about the network initiated deregistration. The same Request URI, To, From, Call-ID are used as in the first NOTIFY. CSeq is incremented since this is the second NOTIFY request sent towards the P-CSCF.

Table 6.7.2-7: SIP NOTIFY (S-CSCF to P-CSCF)

NOTIFY sip:pcscf1.home1.net SIP/2.0

Via: SIP/2.0/UDP scscf1.home1.net;branch=332b23.1 

From: <sip:user1_public1@home1.net>;tag=151170

To: <sip:pcscf1.visisted1.net>;tag=31415

Call-ID: 1234567890@[5555::aaa:bbb:ccc:ddd]

CSeq: 43 NOTIFY

Expires: 7200

Event:  presence

Content-Type:  application/cpim-pidf+xml

Content-Length: (...)

<presence xmlns="http://www.ietf.org/ns/cpim-pidf-xml-1.0">

        <tuple name="sip:user1_public1@home1.net">

          <status><value>closed</value>





<detail>





reason-phrase: "This public ID has been de-registered by the network";





registrar: registrar.home1.net





</detail>



  <<</status>

        </tuple>



<tuple name="sip:user1_public2@home1.net">

          <status> <value>closed</value> </status>

        </tuple>



<tuple name="tel:+498972233114">

          <status><value>closed</value>





<detail>





reason-phrase: "This ID has been automatically de-registered";





registrar: registrar.home1.net





</detail>



  <<</status>

        </tuple>

      </presence>
8.
SIP 200 OK (P-CSCF to S-CSCF) - see example in table 6.7.2-8
Table 6.7.2-8 SIP 200 OK (P-CSCF to S-CSCF)
SIP/2.0 200 OK

Via: SIP/2.0/UDP scscf1.home1.net;branch=332b23.1

From:

To:

Call-ID:

CSeq:

Content-Length:

9.
Cx-Deregister Resp


After receiving the 200 OK from the P-CSCF, the S-CSCF sends Cx-Deregister Resp to the HSS. For detailed message information see 3GPP TS 29.228.

6.8
Network initiated re-authentication

This subclause describes the notification of a user that occurs when the S-CSCF assigned to that user requests re-authentication.

It is assumed that user has registered and also subscribed to the registration state event before. Also, the subscriber is considered to be roaming and the home network operator does not desire to keep its internal configuration hidden from the visited network.

After this procedure the users UE might automatically initiated re-registration procedures.
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Figure 6.8-1: S-CSCF informs UE about network initiated re-authentication event
(without I-CSCF providing configuration independence)

1.
Network initiated re-authentication (S-CSCF)


The network initiated re-authentication event for the private user identity of the user occurs at the S-CSCF. As the user has subscribed to the registration state event package this is the trigger point for the S-CSCF to notify the user about the event occurrence.

2. 
SIP NOTIFY request (S-CSCF to P-CSCF) - see example in table 6.8-2

The S-CSCF sends a NOTIFY request towards the UE in order to inform the UE about the occurrence of the network initiated re-authentication event.


The Route header is constructed from the information saved at registration.

Table 6.8-2: SIP NOTIFY request (S-CSCF to P-CSCF)

NOTIFY sip:pcscf1.visited1.net SIP/2.0

Via: SIP/2.0/UDP scscf1.home1.net;branch=332b23.1 

Route: SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

Remote-Party-ID:

From: <sip:user1_public1@home1.net>;tag=31415

To: <sip:user1_public1@home1.net>;tag=151170

Call-ID: 

CSeq: 43 NOTIFY

Expires: 

Event:  registration-state
Content-Type:  application/cpim-pidf+xml

Content-Length: (...)

<presence xmlns="urn:ietf:params:xml:ns:cpim-pidf:"



 xmlns:registration="urn:ietf:params:xml:ns:cpim-pidf:registration" >

        <tuple name="sip:user1_public1@home1.net">

          <status>




<basic>open</basic>




<registration>re-authenticate</registration>



 <<</status>

        </tuple>

      </presence>
From:
The tag of this field matches that of the To; field in the received 200/202 for the SUBSCRIBE.

Content-Type:
Set to the value of the Accept: header received in the subscribe or 'application/cpim-pidf+xml' if Accept: was not present in the SUBSCRIBE.

The message body in NOTIFY that carries the subscriber's registration state is described in [X]:






3.
SIP NOTIFY request (P-CSCF to UE) - see example in table 6.8-3

P-CSCF forwards the NOTIFY message to UE.

Table 6.8-3: SIP NOTIFY request (P-CSCF to UE)

NOTIFY sip:[5555::aaa:bbb:ccc:ddd] SIP/2.0

Via: SIP/2.0/UDP pcscf1.visited1.net;branch=240f34.1 

Remote-Party-ID:

From: 

To: 

Call-ID: 

CSeq: 

Expires: 

Event: 

Content-Type:

Content-Length:

4.

SIP 200 OK response (UE to P-CSCF) - see example in table 6.8-4


The UE generates a 200 OK response to the NOTIFY.

Table 6.8-4: SIP 200 OK response (UE to P-CSCF)

SIP/2.0 200 OK

Via: SIP/2.0/UDP pcscf1.visited1.net;branch=240f34.1

From:

To:

Call-ID:

CSeq:Content-Length: 0

5.
SIP 200 OK response (P-CSCF to S-CSCF) - see example in table 6.8-5


P-CSCF forwards the 200 OK to S-CSCF.

Table 6.8-5: SIP 200 OK response (P-CSCF to S-CSCF)

SIP/2.0 200 OK

Via: SIP/2.0/UDP scscf1.home1.net;branch=332b23.1

From:

To:

Call-ID:

CSeq:

Content-Length:

6.
Re-authentication (UE)


The UE shall now initiate re-authentication procedures.

16.5
UE subscription for the registration state event package

This section describes the subscription procedure for the registration states event package, whereby the UE requests to be notified by the S-CSCF when the event has occurred. This is done using the information structure specified in [X].

It is assumed that the user has registered prior to initiating subscription of an event. Also, the subscriber is considered to be roaming and the home network has network configuration hiding active. For this example the trigger point at the UE for sending out the SUBSCRIBE request is the 200 OK response of the users registration.

Editor's Note: The interaction between the explicit subscription procedure for the Event: registration-state event package and the registration procedures needs further consideration. For example: What are the appropriate timer values of Expires header for these procedures considering the signalling is over the radio interface?  What is the status of the ongoing explicit subscription procedure  (Event: registration-state event package) when the registration timer has expired? etc. 

Editor's Note: Further clarification with IETF on the setting of Request URI, Remote-Party-ID and To header has to be done. The values of these headers in the SUBSCRIBE and NOTIFY messages, as well as in their responses, as indicated in sections 16.5, 6.5, 16.6 and 6.6 of 24.228 has to be aligned to the outcome of this clarification.
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Figure 16.5-1: UE subscription for the registration state event package
(with I-CSCF providing configuration independence)

1.
SUBSCRIBE request (UE to P-CSCF) – see example in table 16.5-1

The UE generates a SUBSCRIBE request in order to subscribe for the registration-state event package.


The From and To fields both will contain the UE's public address.

Table 16.5-1 SUBSCRIBE request (UE to P-CSCF)

SUBSCRIBE sip:user1_public1@home1.net SIP/2.0

Via: SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd] 

From: <sip:user1_public1@home1.net>;tag=31415

To: <sip: user1_public1@home1.net>

Call-ID: b89rjhnedlrfjflslj40a222

CSeq: 61 SUBSCRIBE

Event:  registration-state
Expires: 7200

Accept: application/cpim-pidf+xml

Contact: <sip:[5555::aaa:bbb:ccc:ddd]>

Content-Length: 0

Request URI:
Public user identity whose events the subscriber subscribes to
 . In this case the subscribing user and the monitored user are identical.

From:
This field is populated with logical representation (FQDN) for the entity sending the SUBSCRIBE.

Event:
This field is populated with the value 'regisration-state' to specify the use of the presence package.

Accept:
This field is populated with the value 'application/cpim-pidf+xml' in keeping with the use of the 'presence' package.

To:
Same as the Request-URI.

Contact:
The contact information of the subscribing user.

2.
SUBSCRIBE request (P-CSCF to I-CSCF) – see example in table 16.5-2

P-CSCF looks up the serving network information for the public user identity that was stored during the registration procedure. The SUBSCRIBE request is forwarded to I-CSCF. A Route header is inserted into SUBSCRIBE request. The information for the Route header is taken from the path header as gathered during registration. 

Table 16.5-2 SUBSCRIBE request (P-CSCF to I-CSCF)

SUBSCRIBE sip:icscf1_p.home1.net SIP/2.0

Via: SIP/2.0/UDP pcscf1.visited1.net;branch=240f34.1, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd] 

Route: sip: token(scscf1.home1.net), sip:user1_public1@home1.net

Record-Route: sip:240f34.1@pcscf1.visited1.net

From: 

To: 

Call-ID: 

CSeq: 

Event:

Expires: 

Accept:

Contact:

Content-Length:

Route:
The Route: header is populated with the remaining elements from the Path header from Registration, with the initial Request-URI (received from the UE) appended as the final component.

3.
SUBSCRIBE (I-CSCF to S-CSCF) – see example in table 16.5-3

I-CSCF determines the S-CSCF name in the Route header field to retrieve the routing information. I-CSCF then forwards the SUBSCRIBE request to S-CSCF.

Table 16.5-3 SUBSCRIBE (I-CSCF to S-CSCF)

SUBSCRIBE sip:scscf1.home1.net SIP/2.0

Via: SIP/2.0/UDP icscf1_p.home1.net;branch=351g45.1, SIP/2.0/UDP pcscf1.visited1.net;branch=240f34.1, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd] 

Route: sip:user1_public1@home1.net

Record-Route: sip:351g45.1@icscf1_p.home1.net, sip:240f34.1@pcscf1.visited1.net

From: 

To: 

Call-ID: 

CSeq: 

Event:

Expires: 

Accept:

Contact:

Content-Length: 

4.
202 Accepted response (S-CSCF to I-CSCF) – see example in table 16.5-4

The S-CSCF sends an acknowledgement towards the UE indicating that the subscription was successful. This response will traverse the path that the SUBSCRIBE request took as described in the Via list.

NOTE 1:
If the S-CSCF can process the SUBSCRIBE request and send the NOTIFY request immediately, it can send a 200 OK response instead of a 202 Accepted response.

Table 16.5-4 202 Accepted response (S-CSCF to I-CSCF)

SIP/2.0 202 Accepted

Via: SIP/2.0/UDP icscf1_p.home1.net;branch=351g45.1, SIP/2.0/UDP pcscf1.visited1.net;branch=240f34.1, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

Record-Route: sip:332b23.1@scscf1.home1.net, sip:351g45.1@icscf1_p.home1.net, sip:240f34.1@pcscf1.visited1.net

From: 

To: <sip:user1_public1@home1.net>;tag=151170
Call-ID: 

CSeq: 

Contact: sip:user1_public1@scscf1.home1.net

Event:

Expires: 

Content-Length:

Expires:
If value of the Expires header in SUBSCRIBE request is different from the one received in REGISTER method, then the value of Expires header in 202 Accepted is set to match the value of Expires header in REGISTER method.

Contact:
This is populated with a identifier generated within the S-CSCF that will help it correlate refreshes for the SUBSCRIBE. It is assumed to be the public-id 'user1_public1' in this case.

5.
202 Accepted response (I-CSCF to P-CSCF) – see example in table 16.5-5

I-CSCF forwards 202 Accepted response to P-CSCF.

Table 16.5-5 202 Accepted response (I-CSCF to P-CSCF)

SIP/2.0 202 Accepted

Via: SIP/2.0/UDP pcscf1.visited1.net;branch=240f34.1, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

Record-Route: sip:token(scscf1.home1.net), sip:351g45.1@icscf1_p.home1.net, sip:240f34.1@pcscf1.visited1.net

From: 

To: 
Call-ID: 

CSeq: 

Event:

Contact: sip:token(user1_public1@scscf1.home1.net)Expires: 

Content-Length:

6.
202 Accepted response (P-CSCF to UE) – see example in table 16.5-6

P-CSCF sends the response to UE.

Table 16.5-6 202 Accepted response (P-CSCF to UE)

SIP/2.0 202 Accepted

Via: SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

From: 

To: 
Call-ID: 

CSeq: 

Event:

Contact 

Expires: 

Content-Length:

7.
NOTIFY request (S-CSCF to I-CSCF) – see example in table 16.5-7

The S-CSCF sends a first NOTIFY request towards the UE in order to inform the UE about the registration status of the monitored user. 


In the example below, the NOTIFY specifies the following public user identities as registered (i.e. status=open): sip:user1_public1@home1.net, tel: +498972233114; 


The following public user identity has been de-registered (i.e. status=closed) sip:user1_public2@home1.net. They are arranged in the preferred order of priority in this example.


The Route header is constructed from the information saved at registration.

Table 16.5-7 NOTIFY request (S-CSCF to I-CSCF)

NOTIFY sip:icscf1_p.home1.net SIP/2.0

Via: SIP/2.0/UDP scscf1.home1.net;branch=332b23.1 

Route: sip:240f34.1@pcscf1.visited1.net, sip:[5555::aaa:bbb:ccc:ddd]

From: <sip:user1_public1@home1.net>;tag=151170

To: <sip:user1_public1@home1.net>;tag=31415

Call-ID: 

CSeq: 42 NOTIFY

Contact: sip:user1_public1@scscf1.home1.netExpires: 

Event: registration-state
Content-Type: application/cpim-pidf+xml

Content-Length: (...)

<presence xmlns="urn:ietf:params:xml:ns:cpim-pidf:">

        <tuple name="sip:user1_public1@home1.net">

          <status><basic>open</basic><<</status>

        </tuple>

        <tuple name="sip:user1_public2@home1.net">

          <status><basic>closed</basic> </status>

        </tuple>

        <tuple name="tel:+498972233114">

          <status><basic>open</basic></status>

        </tuple>

      </presence>

From:

The tag of this field matches that of the To; field in the received 200/202 for the SUBSCRIBE

Content-Type:
Set to the value of the Accept: header received in the subscribe or 'application/cpim-pidf+xml' if Accept: was not present in the SUBSCRIBE:

-
The message body in the NOTIFY request that carries the subscriber's registration state is described in [X].










8.
NOTIFY request (I-CSCF to P-CSCF) – see example in table 16.5-8

I-CSCF translates the S-CSCF address in the Via header and forwards NOTIFY to P-CSCF.

Table 16.5-8 NOTIFY request (I-CSCF to P-CSCF)

NOTIFY sip:pcscf1.home1.net SIP/2.0

Via: SIP/2.0/UDP icscf1_p.home1.net;branch=351g45.1, SIP/2.0/UDP token(scscf1.home1.net) 

Route: sip:[5555::aaa:bbb:ccc:ddd]

From: 

To: 

Call-ID: 

Cseq:

Contact: sip:token(user1_public1@scscf1.home1.net)Expires: 

Event:

Content-Type:

Content-Length:

9.
NOTIFY request (P-CSCF to UE) – see example in table 16.5-9

P-CSCF sends NOTIFY to the user.

Table 16.5-9 NOTIFY request (P-CSCF to UE)

NOTIFY sip:[5555::aaa:bbb:ccc:ddd] SIP/2.0

Via: SIP/2.0/UDP pcscf1.visited1.net;branch=240f34.1 

From: 

To: 

Call-ID: 

CSeq: Contact:

Expires: 

Event: 

Content-Type:

Content-Length:

10.
200 OK response (UE to P-CSCF) – see example in table 16.5-10

UE responds with 200 OK.

Table 16.5-10 200 OK response (UE to P-CSCF)

SIP/2.0 200 OK

Via: SIP/2.0/UDP pcscf1.visited1.net;branch=240f34.1

From:

To:

Call-ID:

CSeq:

Content-Length: 0

11.
200 OK response (P-CSCF to I-CSCF) – see example in table 16.5-11

P-CSCF forwards the 200 OK to I-CSCF. 

Table 16.5-11 200 OK response (P-CSCF to I-CSCF)

SIP/2.0 200 OK

Via: SIP/2.0/UDP icscf1_p.home1.net;branch=351g45.1, SIP/2.0/UDP token(scscf1.home1.net)

From:

To:

Call-ID:

CSeq:

Content-Length:

12.
200 OK response (I-CSCF to S-CSCF) – see example in table 16.5-12

I-CSCF determines the request and forwards response to S-CSCF. This confirms that notification is reached to the user.

Table 16.5-12 200 OK response (I-CSCF to S-CSCF)

SIP/2.0 200 OK

Via: SIP/2.0/UDP scscf1.home1.net;branch=332b23.1

From:

To:

Call-ID:

CSeq:

Content-Length:

16.8
Network initiated re-authentication

This subclause describes the notification that occurs when the S-CSCF assigned to that user requests re-authentication in the case where the users home network provides network configuration hiding.

It is assumed that user has registered and also subscribed to the registration state event before. Also, the subscriber is considered to be roaming and the home network operator does not desire to keep its internal configuration hidden from the visited network.

After this procedure the users UE might automatically initiated re-registration procedures.
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Figure 16.8-1: S-CSCF informs UE that network initiated re-authentication is needed
(with I-CSCF providing configuration independence)

1.
Network initiated re-authentication (S-CSCF)


The network-initiated re-authentication event for the private user identity user occurs at the S-CSCF.  As the user has subscribed to the registration state event package this is the trigger point for the S-CSCF to notify the user about the event occurrence.

2. 
SIP NOTIFY request (S-CSCF to I-CSCF) – see example in table 16.8-2

The S-CSCF sends a NOTIFY request towards the UE in order to inform the UE about the occurrence of the network initiated re-authentication event.


The Route header is constructed from the information saved at registration.

Table 16.8-2 SIP NOTIFY request (S-CSCF to I-CSCF)

NOTIFY sip:icscf1_p.home1.net SIP/2.0

Via: SIP/2.0/UDP scscf1.home1.net;branch=332b23.1 

Route: sip:240f34.1@pcscf1.visited1.net, sip:[5555::aaa:bbb:ccc:ddd]

Remote-Party-ID: 

From: <sip:user1_public1@home1.net>;tag=151170

To: <sip:user1_public1@home1.net>;tag=31415

Call-ID: 223456789@[5555::aaa:bbb:ccc:ddd]

CSeq: 43 NOTIFY

Expires: 7200

Event:  registration-state
Content-Type:  application/cpim-pidf+xml

Content-Length: (...)

<presence xmlns="urn:ietf:params:xml:ns:cpim-pidf:" 


  xmlns:registration="urn:ietf:params:xml:ns:cpim-pidf:registration">

        <tuple name="sip:user1_public1@home1.net">

          <status>



<basic>open</basic>



<registration>re-authenticate</registration>


  <<</status>

        </tuple>

      </presence>
From:

The tag of this field matches that of the To; field in the received 200/202 for the SUBSCRIBE

Content-Type:
Set to the value of the Accept: header received in the subscribe or 'application/cpim-pidf+xml' if Accept: was not present in the SUBSCRIBE

The message body in the NOTIFY request that carries the subscriber's registration state is described in [X]





3.
SIP NOTIFY request (I-CSCF to P-CSCF) – see example in table 16.8-3

I-CSCF translates the S-CSCF address in the Via header and forwards NOTIFY to P-CSCF.

Table 16.8-3 SIP NOTIFY request (I-CSCF to P-CSCF)

NOTIFY sip:pcscf1.home1.net SIP/2.0

Via: SIP/2.0/UDP icscf1_p.home1.net;branch=351g45.1, SIP/2.0/UDP token(SIP/2.0/UDP scscf1.home1.net;branch=332b23.1) 

Route: sip:[5555::aaa:bbb:ccc:ddd]

Remote-Party-ID:

From: 

To: 

Call-ID: 

Cseq:

Expires: 

Event:

Content-Type:

Content-Length:

4.
SIP NOTIFY request (P-CSCF to UE) – see example in table 16.8-4

P-CSCF sends NOTIFY to the user.

Table 16.8-4 SIP NOTIFY request (P-CSCF to UE)

NOTIFY sip:[5555::aaa:bbb:ccc:ddd] SIP/2.0

Via: SIP/2.0/UDP pcscf1.visited1.net;branch=240f34.1 

From: 

To: 

Call-ID: 

CSeq: Expires: 

Event: 

Content-Type:

Content-Length:

5.
SIP 200 OK response (UE to P-CSCF) – see example in table 16.8-5

UE responds with 200 OK.

Table 16.8-5 SIP 200 OK response (UE to P-CSCF)

SIP/2.0 200 OK

Via: SIP/2.0/UDP pcscf1.visited1.net;branch=240f34.1

From:

To:

Call-ID:

CSeq:

Content-Length: 0

6.
SIP 200 OK response (P-CSCF to I-CSCF) – see example in table 16.8-6

P-CSCF forwards the 200 OK to I-CSCF. 

Table 16.8-6 SIP 200 OK response (P-CSCF to I-CSCF)

SIP/2.0 200 OK

Via: SIP/2.0/UDP icscf1_p.home1.net;branch=351g45.1, SIP/2.0/UDP token(SIP/2.0/UDP scscf1.home1.net;branch=332b23.1)

From:

To:

Call-ID:

CSeq:

Content-Length:

7.
SIP 200 OK response (I-CSCF to S-CSCF) – see example in table 16.8-7

I-CSCF determines the request and forwards response to S-CSCF. This confirms that notification is reached to the user.

Table 16.8-7 SIP 200 OK response (I-CSCF to S-CSCF)

SIP/2.0 200 OK

Via: SIP/2.0/UDP scscf1.home1.net;branch=332b23.1

From:

To:

Call-ID:

CSeq:

Content-Length:

8.
Re-authentication (UE)


The UE shall now initiate the re-authentication procedures.
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