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Foreword

This Technical Specification has been produced by the 3rd Generation Partnership Project (3GPP).

The contents of the present document are subject to continuing work within the TSG and may change following formal TSG approval. Should the TSG modify the contents of the present document, it will be re-released by the TSG with an identifying change of release date and an increase in version number as follows:

Version x.y.z

where:

x
the first digit:

1
presented to TSG for information;

2
presented to TSG for approval;

3
or greater indicates TSG approved document under change control.

y
the second digit is incremented for all changes of substance, i.e. technical enhancements, corrections, updates, etc.

z
the third digit is incremented when editorial only changes have been incorporated in the document.

1
Scope

The present document defines a call control protocol for use in the IP Multimedia (IM) Core Network (CN) subsystem based on the Session Initiation Protocol (SIP), and the associated Session Description Protocol (SDP).

The present document is applicable to:

-
the interface between the User Equipment (UE) and the Call Session Control Function (CSCF);

-
the interface between the CSCF and any other CSCF;

-
the interface between the CSCF and an Application Server (AS);

-
the interface between the CSCF and the Media Gateway Control Function (MGCF); 

-
the interface between the S-CSCF and the Media Resource Function Controller (MRFC)

-
the interface between the CSCF and the Breakout Gateway Control Function (BGCF);

-
the interface between the BGCF and the MGCF;

-
the interface between the BGCF and any other BGCF; and

-
the interface between the CSCF and an external Multimedia IP network.

Where possible the present document specifies the requirements for this protocol by reference to specifications produced by the IETF within the scope of SIP and SDP. Where this is not possible, extensions to SIP and SDP are defined within the present document. The document has therefore been structured in order to allow both forms of specification.
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3
Definitions and abbreviations

3.1
Definitions

For the purposes of the present document, the following terms and definitions apply.

Header: 

Editor's note: To be provided.

Option-tag: unique identifiers used to designate new options in SIP
These tags are used in Require, Supported and Unsupported header fields.

Editor's note: Text extracted from RFC2543bis, but not specified as a definition.

Redirect server: a server that accepts a SIP request, maps the address into zero or more new addresses and returns these addresses to the client
Unlike a proxy server, it does not initiate its own SIP request. Unlike a user agent server , it does not accept calls.

Editor's note: Previous version of this definition was in the bis draft, but has now been removed. Requires further study as to whether there is a more preferred term.
Status-code: a 3-digit integer result code that indicates the outcome of the attempt to understand and satisfy the request

Editor's note: Text extracted from RFC2543bis, but not specified as a definition.
For the purposes of the present document, the following terms and definitions given in RFC 2543bis [20] (Editor's note – working title) apply.

Client

Dialog

Method

Proxy, proxy server

Registrar

Server

Session

(SIP) transaction

Stateful proxy

Stateless proxy

User agent client (UAC)

User agent server (UAS)

User agent (UA)

For the purposes of the present document, the following terms and definitions given in 3GPP TS 23.002 [2] subclause 4a.7 apply:

Breakout Gateway Control Function (BGCF)

Call Session Control Function (CSCF)

Media Gateway Control Function (MGCF)

Media Resource Function Controller (MRFC)

For the purposes of the present document, the following terms and definitions given in 3GPP TS 23.228 [7] subclause 4.3.3.1 and subclause 4.6 apply:

Interrogating-CSCF (I-CSCF)

Private user identity

Proxy-CSCF (P-CSCF)

Public user identity

Serving-CSCF (S-CSCF)

For the purposes of the present document, the following terms and definitions given in 3GPP TR 21.905 [1] apply:

User Equipment (UE)
3.2
Abbreviations

For the purposes of the present document, the following abbreviations apply:

1xx
A status-code in the range 101 through 199, and excluding 100

2xx
A status-code in the range 200 through 299

AS
Application Server

AUTN
Authentication TokeN

BGCF
Breakout Gateway Control Function

c
conditional

CCF          Charging Collection Function

CDR          Charging Data Record 
CK
Ciphering Key

CN
Core Network

CSCF
Call Session Control Function

DNS
Domain Name System

ECF          Event Charging Function

FQDN
Fully Qualified Domain Name

GCID         GPRS Charging Identifier

i
irrelevant

ICID          IMS Charing Identifier

I-CSCF
Interrogating CSCF

IK
Integrity Key

IM
IP Multimedia

IOI           Inter Operator Identifier

IP
Internet Protocol

ISC
IP multimedia Subsystem Service Control

m
mandatory

MAC
Message Authentication Code

MGCF
Media Gateway Control Function

MRFC
Media Resource Function Controller

n/a
not applicable

o
optional

P-CSCF
Proxy CSCF

PDU
Protocol Data Unit

RAND
RANDom challenge

RES
RESponse

RTP
Real-time Transport Protocol`

S-CSCF
Serving CSCF

SDP
Session Description Protocol

SIP
Session Initiation Protocol

SQN
SeQuence Number

UA
User Agent

UAC
User Agent Client

UAS
User Agent Server

UE
User Equipment

URI
Universal Resource Identifier

URL
Universal Resource Locator

x
prohibited

4
General

4.1
Conformance of IM CN subsystem entities to SIP

SIP defines a number of roles which entities can implement in order to support capabilities. These roles are defined in annex A.

Each IM CN subsytem functional entity using an interface at the Gm reference point, the Mg reference point, the Mi reference point, the Mj reference point, the Mk reference point, the Mm reference point, the Mr reference point and the Mw reference point, and also using the IP multimedia Subsystem Service Control (ISC) Interface, shall implement SIP, as defined by the referenced specifications in Annex A, and in accordance with the constraints and provisions specified in annex A, according to the following roles.

The Gm reference point, the Mg reference point, the Mi reference point, the Mj reference point, the Mk reference point, the Mm reference point and the Mw reference point are defined in 3GPP TS 23.002 [2]

The Mr reference point is defined in 3GPP TS 23.228 [7].

The ISC interface is defined in 3GPP TS 23.228 [7] subclause 4.2.4.

-
The User Equipment (UE) shall provide the User Agent (UA) rolewith the exceptions and additional capabilities as described in subclause 5.1.

-
The P-CSCF shall provide the proxy role, with the exceptions and additional capabilities as described in subclause 5.2. When acting as the subscriber to or the recipient of event information, the P-CSCF shall provide the UA role, again with the exceptions and additional capabilities as described in subclause 5.2.

-
The I-CSCF shall provide the proxy role, with the exceptions and additional capabilities as described in subclause 5.3.

-
The S-CSCF shall provide the proxy role, with the exceptions and additional capabilities as described in subclause 5.4. The S-CSCF shall provide the UA role with the additional capabilities as described in subclause 5.4. The S-CSCF shall also act as a registrar, with the exceptions and additional capabilities as described in subclause 5.4. However, as the notifier of event information the S-CSCF shall provide the UA role, again with the exceptions and additional capabilities as described in subclause 5.4.

-
The BGCF shall provided the proxy role, with the exceptions and additional capabilities as described in subclause 5.5.

-
The MGCF shall provide the UA role, with the exceptions and additional capabilities as described in subclause 5.6.

-
The AS, acting as terminating UA, or redirect server (as defined in 3GPP TS 23.218 [5]), shall provide the UA role, with the exceptions and additional capabilities as described in subclause 5.7.2.

-
The AS, acting as originating UA (as defined in 3GPP TS 23.218 [5]), shall provide the UA role, with the exceptions and additional capabilities as described in subclause 5.7.3.

-
The AS, acting as a SIP proxy (as defined in 3GPP TS 23.218 [5]), shall provided the proxy role, with the exceptions and additional capabilities as described in subclause 5.7.4.

-
The AS, performing 3rd party call control (as defined in 3GPP TS 23.218 [5]), shall provide the UA role, with the exceptions and additional capabilities as described in subclause 5.7.5.

-
The MRFC shall provide the UA role, with the exceptions and additional capabilities as described in subclause 5.8.

4.2
URL and address assignments

In order for SIP and SDP to operate, the following preconditions apply:

1)
I-CSCFs used in registration are allocated FQDNs. Other IM CN subsystem entities may be allocated FQDNs. How these addresses are assigned to the logical entities is up to the network operator. For example, a single FQDN may be assigned to all I-CSCFs, and the load shared between various physical boxes by underlying IP capabilities, or a separate FQDN may be assigned to each I-CSCF, and the load shared between various physical boxes using DNS SRV capabilities.

Editor's note: The requirements for DNS-SRV entries or alternatives require further discussion.

2)
All IM CN subsystem entities are allocated IP addresses. Allocation of IPv6 and IPv4 addresses fulfils the requirements of of 3GPP TS 23.221 [6] subclause 5.1.

3)
The subscriber is allocated a private user identity by the home network operator, and this is contained within the USIM. This private user identity is available to the SIP application within the UE.

NOTE:
The FQDNs may be resolved by using any of public DNSs, private DNSs, or peer-to-peer agreements.

4)
The subscriber is allocated one or more public user identities by the home network operator. At least one of these is contained within the USIM. All public user identities are available to the SIP application within the UE.

5)
The UE is dynamically assigned an IP version 6 address.

4.3
Routeing principles of IM CN subsystem entities

Each IM CN subsytem functional entity shall apply loose routeing policy as described in RFC 2543bis [20] with the following restrictions, when processing a SIP request.
4.4
Charging correlation principles for IM CN subsystems
4.4.1    Overview
This subclause describes charging correlation principles to aid with the readability of charging related procedures in subclause 5.  See 3GPP TS 23.815 [31] for further information on charging. 

IM CN subsystem generates and retrieves the following charging correlation information for later use with offline and online charging.
1. IMS Charging Identifier (ICID)

2. Access network information

a. GPRS Charging Information 

3. Inter Operator Identifier (IOI)

4. Charging function addresses

a. Charging Collection Function (CCF)

b. Event Charging Function (ECF)

The charging correlation information is encoded as the <charging-vector> XML element within the SIP message body as defined in subclause 7.6. The <charging-vector> XML element is the parent element for the following child elements: <icid>, <access-network-info> and <ioi>. The <charging-function-addresses> XML element is the parent element for the offline and online charging function addresses, which contains the following child elements:<ccf-addr> and <ecf-addr>.

Messages including the 3GPP IMS XML body with the <charging-vector> XML element and <charging- function- addresses> contain a Content-Type header field with the value set to the associated MIME type specified in subclause 7.6, which may be one part of a multipart message body.

4.4.2
ICID

The IMS Charging Identifier (ICID) is the session level data shared among the IMS network entities including ASs in both the calling and called IMS networks.  The first IMS network entity involved in a dialog (session) or standalone (non-session) message will generate the ICID and include it in the SIP request. The I-CSCF will generate ICID for mobile terminated calls if there is no ICID received in the initial request (e.g. the calling party network is another  SIP basednetwork). The AS will generate ICID when acting as an originating UA. The MGCF will also generate ICID for PSTN/PLMN originated calls. Each entity that process the SIP request will extract the ICID for possible later use in a charging data records (CDR). Although not required, it is allowed for the ICID to be passed in further requests. However, the ICID is not passed to the UE. The ICID is not also passed from GGSN to SGSN.

The ICID shall be coded as the <icid> XML element within the SIP message body as described in subclause 7.6.
4.4.3
Access network information
4.4.3.1  GPRS Charging Information

The access network information are the media component level data shared among the IMS network entities for one side of the session (either the calling or called side).  GPRS charging information (GGSN identifier and GCIDs) is an example of access network information. The P-CSCF provides  the GPRS charging information  tothe S-CSCF and and also to the  Application Server (AS )for online pre-pay applications in AS.  The GPRS charging information for the originating network is used only with in that network, and similarly the GPRS charging  information for the terminating  network is used only with in that network.   Thus the  GPRS charging information are not shared between the calling and called networks The GPRS charging information is not passed towards the external ASs from its own network. The GPRS charging information contains an identifier for a GGSN and identifiers for one or more PDP contexts  (part of <gcid> child element). The GPRS charging information is passed at the first opportunity after the resources are allocated at the GGSN.  GPRScharging information will be updated with new information during the session as media streams are added or removed. 
The GPRS charging information shall be coded as the <gprs-charging-info> XML element within the SIP message body as described in subclause 7.6.

The <access-network-info> child element of the <charging-vector> element shall contain an instance of the <gprs-charging-info> element. The <ggsn> child element shall contain the identifier of the associated GGSN. Each <gcid> child element within <gprs-charging-info> shall contain values corresponding to a PDP context that was established at the GGSN for a UE. Each <gcid> element contains <pdp-id> and <pdp-index> child elements, where <pdp-id> shall contain the PDP context identifier that the P-CSCF obtained from the GGSN and <pdp-index> shall contain the relative index to the media stream in the SDP for the PDP context. The numbering for <pdp-index> shall start at 1 and is associated with the 'm' lines in the SDP, where the counting is done from top to bottom.

4.4.4  IOI
The Inter Operator Identifier (IOI) is globally unique information to share between operator networks/service providers/content providers.  The parent <ioi> XML element has childs element: <originating-ioi> and <terminating-ioi>.
The originating network populates the <originating-ioi> in the initial request, which identifies the operator network from which the request originated. Also in the initial request, the <terminating-ioi> is set to an empty value. The originating network retrieves the <teminating-ioi> from the message sent in response to the initial request, which identifies the operator network from which the response was sent. The MGCF takes responsibility for populating the <requesting-ioi> on behalf of the PSTN/PLMN when a call/session is originated from the PSTN/PLMN.

The terminating network retrieves the <originating-ioi> from the initial request, which identifies the operator network from which the request originated. The terminating network populates the <terminating-ioi> in the response to the initial request, which identifies the operator network from which the response was sent.
The Inter Operator Identifier (IOI) is globally unique information associated with a network for accounting purposes and is  sent between operator networks/service providers/content providers.  The parent <ioi> XML element has childs element: <requesting-ioi> and <responding-ioi>.. A separate identifier is needed for the calling party network, called party network and AS.  The requesting IOI is inserted from its own network local data and responding-IOI is inserted as an  empty field at S-CSCF when an initial request is sent to other mobile network from its own network . When the initial response is received from other mobile network, the responding IOI is inserted from its own network received in the message body and requesting IOI is retained in the message. The requesting IOI for PSTN/PLMN is inserted at MGCF when the call/session is originated from PSTN/PLMN. IOIs will not be passed along within network. However, IOIs will be sent to AS for accounting purposes.

The IOI shall be coded as the <ioi> XML element within the SIP message body as described in subclause 7.6.

4.4.5
Charging function addresses
Charging function addresses are distributed to  each of the IMS network entities for one side of the session (either the calling or called side) are to provide a common location for each entity to send charging information.  Charging Collection Function (CCF) addresses are used for offline billing. Event Charging Function (ECF) addresses are used for online billing.  There may be two CCF and ECF addresses ( i.e. CCF-primary address and CCF-secondary address , ECF-primary address and ECF secondary address) for each IMS network for redundancy purposes. The CCF addresses and ECF addresses are retrieved from HSS via Cx/Sh interface and passed to subsequent entities. The charging function addresses are passed from the S-CSCF to its own network  and AS , but are not passed to UE. 
The charging function addresses shall be coded as the <charging-function-addresses> XML element within the SIP message body as described in subclause 7.6.
	End of Modification
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