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5.2
Procedures at the P-CSCF

5.2.1
General

The P-CSCF shall support use of the Path header.

NOTE:
The Path header is only applicable to the REGISTER request and its 200 OK response.

5.2.2
Registration

When the P-CSCF receives a REGISTER request from the UE that pertains to a given public user identity, the P-CSCF shall:

-
insert a Path header in the request. The P-CSCF shall include in the Path header an entry containing the SIP URL identifying the P-CSCF;

-
insert a Require header and a Proxy-Require header both containing the option tag "path";

· if the REGISTER request was received with a valid integrity check, add information to the REGISTER request to indicate that the REGISTER request was received with a valid integrity check; 

Editor's Note : The exact mechanism for this is FFS.

· create a new, globally unique value for the <icid> XML element and insert it into the message body (see subclause 7.6); and 
-
determine the I-CSCF of the home network and forward the request to that I-CSCF.

When the P-CSCF receives a 200 OK response to a REGISTER request, the P-CSCF shall check the value of the Expires header field and/or Expires parameter in the Contact header. When the value of the Expires header field and/or expires parameter in the Contact header is different than zero, then the P-CSCF shall:

1) remove its SIP URL from the list of Path headers, reverses the order of the list and save the resulting list of Path headers. This list shall be stored during the entire registration period of the respective public user identity. This list shall be used to preload the routeing information into the initial requests originated by the UE. If this registration is a reregistration, the P-CSCF shall replace the already existing Path headers with the new list;
2)    associate the Path header information with the registered public user identity;
3)
remove the list of Path headers and "path" option-tags from the 200 OK response before forwarding the response to the UE.

When the P-CSCF receives a 401 Unauthorized response to a REGISTER request, the P-CSCF shall remove and store the CK and IK values contained in the 401 Unauthorized response. The 401 Unauthorized response shall be forwarded to the UE if and only if the CK and IK have been removed.

Editor's Note: The P-CSCF behaviour when 3xx or 4xx responses other than 401 Unauthorized are received is FFS.

Editor's Note: The text above assumes that public user identities are registered one by one. Public user identity might need to be changed to Service Profile in the case when public user identities can be implicitly registered. 

NOTE:
The P-CSCF will maintain two Route lists. The first Route list - created during the registration procedure - is used only to pre-load the routeing information into the initial INVITE request that originated at the UE. This list is valid during the entire registration of the respective public user identity. The second Route list - constructed from the Record Route headers in the initial INVITE and associated response - is used during the duration of the call. Once the call is terminated, the second Route list is discarded.

When the P-CSCF receives a 420 Bad Extension response to the above REGISTER request, the P-CSCF shall check the value of the Unsupported header field. When the value of the Unsupported header field is path, the P-CSCF shall take OA&M actions to indicate an error, in addition to passing on the 420 response to the UE. In all other cases, the P-CSCF shall proxy the 420 Bad Extension response.
When P-CSCF receives any response or request  from S-CSCF/I-CSCF after initial request, P-CSCF shall remove and store the value of <icid> element and  the value of <ccfas> element from the message body ( see subclause 7.6) and shall not pass these elements to the UE. 
When the P-CSCF sends any request or response to the S-CSCF/I-CSCF after receiving  the response message, the P-CSCF may insert  the <icid> element and  the <ccfas> element into the message body for producing and sending Charging Data Records ( CDR) later.
	                     End of P-CSCF Modification 1
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5.2.5
Deregistration

5.2.5.1
User-initiated deregistration

When the P-CSCF receives a 200 OK response to a REGISTER request (sent according to subclause 5.2.2), it shall check the value of the Expires header field and/or expires parameter in the Contact header field. When the value of the Expires header field or expires parameter equals zero, then the P-CSCF shall remove the public user identity found in the To header field from the registered public user identities list and all related stored information.

NOTE:
There is no requirement to distinguish a REGISTER request relating to a registration from that relation to a deregistration. For administration reasons the P-CSCF may distinguish such requests, however this has no impact on the SIP procedures.

5.2.5.2
Network-initiated deregistration

If the P-CSCF has subscribed for the event providing registration state information of a certain public user identity and an incoming NOTIFY request addressed to P-CSCF arrives containing information about network-initiated deregistration, then the P-CSCF shall remove the deregistered public user identity from the registered public user identities list and all related stored information.

Editor's note: The above text came from N1-011984, the text below from N1-011988. The two texts are attempting to specify the same thing. This conflict needs to be resolved in a future contribution.

Upon receipt of a NOTIFY message on the dialog which was generated during subscription to the registration-state event package as described in subclause 5.2.3, which contains the registration state value "closed", i.e. deregistered, for one or more public user identities that were previously stored as registered, the P-CSCF shall release all stored information for that public user identity of that user.

If all public user identities that have been bound to one contact information are marked as deregistered, the P-CSCF shall release all resources for that specific user, i.e. the user then is treated as deregistered from the IM CN subsystem.
5.2.5.3  Common processing for deregistration 

When P-CSCF receives any response or request  from S-CSCF/I-CSCF after initial request, P-CSCF shall remove and store the value of <icid> element and  the value of <ccfas> element from the message body ( see subclause 7.6) and shall not pass these elements to the UE.  See subclause 5.2.6.4 and 5.2.6.5 for further information on icid and ccfas.
When the P-CSCF sends any request or response to the S-CSCF/I-CSCF after receiving the response message, the P-CSCF may insert the <icid> element and the <ccfas> element into the message body, but not required to send the message to S-CSCF/I-CSCF for producing Charging Data Records (CDR) in each IMS entities and sending towards Charging Collection Function, later.
When the P-CSCF receives any request or response from the UE, the P-CSCF shall:

-
remove the <charging-vector> XML element (see subclause 7.6), if present, from the message body of the received request or response.
	                     End of P-CSCF Modification 2
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5.2.6
General treatment for all dialogs and standalone transactions excluding the REGISTER method

5.2.6.1
Introduction

The procedures of subclause 5.2.6 and its subclauses are general to all requests and responses, except those for the REGISTER method. Procedures in subsequent clauses to subclause 5.2.6 apply in addition to the procedures of subclause 5.2.6.

5.2.6.2
Requests initiated by the UE

When the P-CSCF receives from the UE an initial request for a dialog, and a Path header list exists for the initiator of the request, the P-CSCF shall:

-
remove any Route header from the request;

-
select the list of Route headers that was created during the registration or reregistration of the respective public user identity utilizing the Path mechanism (see subclause 5.2.3);

-
pre-load the list of Route headers to the request;

-
create a Record-Route header containing its own SIP URL;

-
create a new, globally unique value for the <icid> XML element and insert it into the message body (see subclause 7.6); and

-
forward the request based on the topmost Route header.

When the P-CSCF receives a 1xx or 2xx response to the above request, the P-CSCF shall:

-
remove the list of Record-Route headers from the received response; and

-
create a new list of stored Route headers, with the newly received list of Record-Route headers. The Contact header received in the response shall not be appended to the bottom of the stored list of Route headers.

When the P-CSCF receives any other response to the above request, the P-CSCF shall:

-
remove any list of Record-Route headers, even though not allowed, from the received response and forward it to the UE.

When the P-CSCF receives from the UE a refresh request for a dialog, the P-CSCF shall:

-
remove any Route header from the request;

-
select the list of Route headers that was created during the exchange of the initial request and its associated response;

-
pre-load the list of Route headers to the request;

-
create a Record-Route header containing its own SIP URL; and

-
forward the request based on the topmost Route header.

When the P-CSCF receives a 1xx or 2xx response to the above request, the P-CSCF shall:

-
remove the list of Record-Route headers from the received response; and

-
overwrite any existing list of stored Route headers, or create a new list of stored Route headers, with the newly received list of Record-Route headers. The Contact header received in the response shall not be appended to the bottom of the stored list of Route headers.

When the P-CSCF receives any other response to the above request, the P-CSCF shall:

-
remove any list of Record-Route headers, even though not allowed, from the received response and forward it to the UE.

When the P-CSCF receives from the UE the request for a standalone transaction, and a Path header list exists for the initiator of the request, the P-CSCF shall:

-
remove any Route header from the request;

-
select the list of Route headers that was created during the registration or reregistration of the respective public user identity utilizing the Path mechanism (see subclause 7.2.1);

-
pre-load the list of Route headers to the request;

-
create a new, globally unique value for the <icid> XML element and insert it into the message body (see subclause 7.6); and

-
forward the request based on the topmost Route header.

When the P-CSCF receives any response to the above request, the P-CSCF shall:

-
remove any list of Record-Route headers, even though not allowed, from the received response and forward it to the UE.

When the P-CSCF receives from the UE subsequent requests other than a refreshing request that pertains to an existing dialog, the P-CSCF shall:

-
select the list of Route headers that was created during the exchange of the initial request and associated response for this call;

-
pre-load the list of Route headers to the request; and

-
forward the request based on the topmost Route header.

When the P-CSCF receives any response to the above request, the P-CSCF shall:

-
remove any list of Record-Route headers, valid or not, from the received response and forward it to the UE.

When the P-CSCF receives from the UE an initial request for a dialog, a refresh request for a dialog, or the request of a standalone transaction, and a Path header list does not exist for the initiator of the request, the P-CSCF shall:

-
send a 403 Forbidden response back to the UE containing a warning header.

Editor's Note: how to find out whether the user has a valid registration in the P-CSCF is FFS.

Editor's Note: The correct value for the warning code is yet to be assigned by IANA.

When the P-CSCF receives from the UE the request for an unknown method, and a Path header list exists for the initiator of the request, the P-CSCF shall:

-
select the list of Route headers that was created during the registration or reregistration of the respective public user identity utilizing the Path mechanism (see subclause 7.2.1);

-
pre-load the list of Route headers to the request, and

-
forward the request based on the topmost Route header.

When the P-CSCF receives any response to the above request, the P-CSCF shall:

-
remove any list of Record-Route headers, even though invalid, from the received response and forward it to the UE.

When P-CSCF receives any response or request  from S-CSCF/I-CSCF after intial request, P-CSCF shall remove and store the value of <icid> element and  the value of <ccfas> element from the message body ( see subclause 7.6) and shall not pass these elements to the UE. See subclause 5.2.6.4 and 5.2.6.5 for further information on icid and ccfas.
When the P-CSCF sends any request or response to the S-CSCF/I-CSCF after receiving the response message, the P-CSCF may insert the <icid> element and the <ccfas> element into the message body, but not required to send the message to S-CSCF/I-CSCF for producing Charging Data Records (CDR) in each IMS entities and sending towards Charging Collection Function, later.
When the P-CSCF receives any request or response from the UE, the P-CSCF shall:

-
remove the <charging-vector> XML element (see subclause 7.6), if present, from the message body of the received request or response.
5.2.6.3
Requests terminated by the UE

When the P-CSCF receives, destined for the UE, an initial request for a dialog, or a refresh request for a dialog, prior to forwarding the request, the P-CSCF shall:

-
remove its own SIP URL from the topmost Route header;

-
remove the list of Record-Route headers, and shall convert it into a list of Route headers. The Contact header shall not be appended to the bottom of the list of Route headers. The P-CSCF shall save this list of Route headers and append this list to all UE originated requests for this dialog;

-
add itself on the top of the removed list of Record-Route headers and save the list. The list will be appended to UE originated response to the SUBSCRIBE request;

-
remove and store the list of received Via headers from the received request and shall place its own address in the Via header with locally unique token to identify the saved values as a branch parameter . The P-CSCF shall append the list of Via headers to the UE originated response for this request; and


When the P-CSCF receives a 1xx or 2xx response to the above request, the P-CSCF shall:

-
append the saved list of Record-Route headers to the response; and,

-
append the saved list of Via headers to the response.

When the P-CSCF receives any other response to the above request, the P-CSCF shall:

-
append the saved list of Via headers to the response.

When the P-CSCF receives, destined for the UE, a subsequent request for a dialog that is not a refresh request, or a request for a stand-alone transaction, prior to forwarding the request, the P-CSCF shall:

-
remove and store the list of received Via headers from the received request and shall place its own address in the Via header with locally unique token to identify the saved values as a branch parameter . The P-CSCF shall append this list of Via headers to the UE originated response for this transaction; and


When the P-CSCF sends any response to the above request, the P-CSCF shall:

-
append the saved list of Via headers to the response.

When P-CSCF receives any response or request from S-CSCF/I-CSCF after initial request, P-CSCF shall remove and store the value of <icid> element and the value of <ccfas> element from the message body (see subclause 7.6) and shall not pass these elements to the UE.  See subclause 5.2.6.4 and 5.2.6.5 for further information on icid and ccfas.
When the P-CSCF sends any request or response to the S-CSCF/I-CSCF after receiving the response message, the P-CSCF may insert the <icid> element and the <ccfas> element into the message body, but not required to send the message to S-CSCF/I-CSCF for producing Charging Data Records (CDR) in each IMS entities and sending towards Charging Collection Function, later.

When the P-CSCF sends any request or response to the UE, the P-CSCF shall:

-  remove the <charging-vector> XML element (see subclause 7.6) from the message body of the request or response.
5.2.6.4
IMS charging identifier

The IMS charging identifier is coded as the <icid> XML element within the SIP message body as described in subclause 7.6.
The definition of IMS charging identifier is described in subclause 4.4

5.2.6.5
Charging collection function addresses
The charging collection function addresses is coded as the <ccfas> XML element within the SIP message body as described in subclause 7.6.
· The definition of charging collection function addresses is described in subclause 4.4
5.2.7
Initial INVITE

5.2.7.1
Determination MO or MT case

Editor's Note: It has to be discussed whether this section is needed or if the determination of MO/MT case at the P-CSCF shall be left implementation dependent.

5.2.7.2
Mobile-originating case

The P-CSCF shall respond to all INVITE requests with a 100 Trying response. 

Upon receiving a response (e.g. 183 Session Progress, 200 OK) to the initial INVITE request, the P-CSCF:

Editor's note: the case when the P-CSCF acts on behalf of the UE is FFS.

-  if a media authorization token is generated by the PCF (i.e. when service-based local policy control is applied), insert the Media Authorization header containing that media authorization token.
When P-CSCF receives any response or request from S-CSCF/I-CSCF after initial request, P-CSCF shall remove and store the value of <icid> element and the value of <ccfas> element from the message body (see subclause 7.6) and shall not pass these elements to the UE. 

When the P-CSCF sends any request or response to the S-CSCF/I-CSCF after receiving the response message, the P-CSCF may insert the <icid> element and the <ccfas> element into the message body, but not required to send the message to S-CSCF/I-CSCF for producing Charging Data Records (CDR) in each IMS entities and sending towards Charging Collection Function, later.

When the P-CSCF sends the COMET request towards the S-CSCF, the P-CSCF shall also include the <gprs- cid> XML element in the message body. See subclause 5.2.7.4 for further information on the GPRS charging identifier.

5.2.7.3
Mobile-terminating case

When the P-CSCF receives an initial INVITE request destined for the UE, it will contain the URL of the UE in the Request-URI, and a single pre-loaded Route header. The received initial INVITE will also have a list of Record-Route headers. Prior to forwarding the initial INVITE to the URL found in the Request-URI, the P-CSCF shall:

Editor's note: the case when the P-CSCF acts on behalf of the UE is FFS.

· if a media authorization token is generated by the PCF (i.e. when service-based local policy control is applied), insert the Media Authorization header containing that media authorization token.
When P-CSCF receives any response or request from S-CSCF/I-CSCF after initial request, P-CSCF shall remove and store the value of <icid> element and the value of <ccfas> element from the message body (see subclause 7.6) and shall not pass these elements to the UE. 

When the P-CSCF sends any request or response to the S-CSCF/I-CSCF after receiving the response message, the P-CSCF may insert the <icid> element and the <ccfas> element into the message body, but not required to send the message to S-CSCF/I-CSCF for producing Charging Data Records (CDR) in each IMS entities and sending towards Charging Collection Function, later.

In addition, the P-CSCF shall respond to all INVITE requests with a 100 Trying response. 

When the P-CSCF sends 180 Ringing towards the S-CSCF, the P-CSCF shall also include the <gprs- cid> XML element in the message body. See subclause 5.2.7.4 for further information on the GPRS charging identifier.
5.2.7.4
GPRS charging identifier

The GPRS charging identifier is coded as the <gprs- cid> XML element within the SIP message body as described in subclause 7.6.The definition of GPRS charging identifier is described in subclause 4.4. 
The <gprs- cid> XML element contains one <ggsn> child element and one or more <pdp-info> child elements. Each <pdp-info> child XML element within <gprs- cid> corresponds to a PDP context that was established at the GGSN for a UE. Each <pdp-info> XML element contains <pdp-id> and <pdp-index> child elements, where <pdp-id> is the PDP context identifier that the P-CSCF obtained from the GGSN and <pdp-index> is the relative index to the media stream in the SDP for the PDP context. The numbering for the <pdp-index> will start at 1 and will be associated with the 'm' lines in the SDP, where the counting is done from top to bottom.

For the messages including the <gprs- cid> XML element, set the value of the Content-Type header to include the MIME type specified in subclause 7.6, which may be one part of a multipart message body.
	                     End of P-CSCF Modification 3 


	Start of I-CSCF Modification 


5.3
Procedures at the I-CSCF

5.3.1
Registration procedure

Editor's note: The text on routeing needs to be enhanced to ensure interworking with RFC 2543 and RFC 2543bis networks.

5.3.1.1
General

During the registration procedure the I-CSCF shall behave as a stateful proxy.

5.3.1.2
Normal procedures

When I-CSCF receives a REGISTER request, the I-CSCF starts the user registration status query procedure to the HSS as specified in 3GPP TS 29.228 [12].

If the user registration status query response from the HSS includes a valid SIP URI, the I-CSCF shall:

1) replace the Request-URI of the received REGISTER request with the SIP URL received from the HSS in the Server-Name AVP;
2)  apply the procedures as described in subclause 5.3.3 if topology hiding is required;
2) 3) store the value of the <icid> XML element received in the message body (see subclause 7.6) and retain the <icid> XML element in the message body. If no <icid> XML element was found, then create a new, globally unique value for the <icid> XML element and insert it into the message body; 
4)  performs an analysis of the destination address.  If destination is a subscriber located in the different network, I-CSCF shall store the value of the <ioi> XML element received in the message body (see subclause 7.6) and retain the <ioi> XML element in the message body. If no <ioi> XML element was found, then I-CSCF shall insert its own network’s Inter Operator Identifier value, which may be provided with local data, into the <ioi> XML element of the message body. If destination is a subscriber located in the same network, I-CSCF shall retain the <ioi> XML element, if present, in the message body and store the value of <ioi>  XML element for the inter operator accounting. If no <ioi> XML element was present, the  <ioi> XML element shall not be included in the message body. See subclause 5.3.1.4 for further information on ioid.

5)  performs an analysis of the destination address.  If destination is a subscriber located in the same network, I-CSCF shall store the value of the <ccfas> XML element received in the message body (see subclause 7.6) and retain the <ccfas> XML element in the message body. If no <ccfas> XML element was found, I-CSCF shall retrieve the Charging Collection Function addresses from HSS via Cx interface and insert these values into the <ccfas> XML element of the message body:
If destination is a subscriber located in the different network, I-CSCF shall not insert <ccfas> XML element into the message body. If <ccfas> XML element is present in the message body, <ioi> XML element shall be removed from the message body.
6) forward the REGISTER request to the indicated S-CSCF/I-CSCF.
If the user registration status query response from the HSS includes a list of capabilities, the I-CSCF shall:

1)
select a S-CSCF that fulfils the indicated mandatory capabilities – if more then one S-CSCFs fulfils the indicated mandatory capabilities the S-CSCF which fulfils most of the possibly additionally indicated optional capabilities;

2)
replace the Request-URI of the received REGISTER request with the URI of the S-CSCF;

3)  apply the procedures as described in subclause 5.3.3 if topology hiding is required; and
4)  store the value of the <icid> XML element received in the message body (see subclause 7.6) and retain the <icid> XML element in the message body. If no <icid> XML element was found, then create a new, globally unique value for the <icid> XML element and insert it into the message body; 

performs an analysis of the destination address.  If destination is a subscriber located in the different network, I-CSCF shall store the value of the <ioi> XML element received in the message body (see subclause 7.6) and retain the <ioi> XML element in the message body. If no <ioi> XML element was found, then I-CSCF shall insert its own network’s Inter Operator Identifier value, which may be provided with local data, into the <ioi> XML element of the message body. If destination is a subscriber located in the same network, I-CSCF shall retain the <ioi> XML element, if present, in the message body and store the value of <ioi> XML element for the inter operator accounting. If no <ioi> XML element was present, the  <ioi> XML element shall not be included in the message body. See subclause 5.3.1.4 for further information on ioid.

5)  performs an analysis of the destination address.  If destination is a subscriber located in the same network, I-CSCF shall store the value of the <ccfas> XML element received in the message body (see subclause 7.6) and retain the <ccfas> XML element in the message body. If no <ccfas> XML element was found, I-CSCF shall retrieve the Charging Collection Function addresses from HSS via Cx interface and insert these values into the <ccfas> XML element of the message body:
If destination is a subscriber located in the different network, I-CSCF shall not insert <ccfas> XML element into the message body. If <ccfas> XML element is present in the message body, <ioi> XML element shall be removed from the message body.
6)
forward the REGISTER request to the selected S-CSCF/I-CSCF.

When the I-CSCF receives a 2xx response to a REGISTER request, the I-CSCF shall proxy the 2xx response to the P-CSCF.

5.3.1.3
Abnormal cases

If the HSS sends a negative response to the user registration status query request, the I-CSCF shall send back a 403 Forbidden response.

If the the user registration status query procedure cannot be completed, e.g. due to time-out or incorrect information from the HSS, the I-CSCF shall send back a 480 Temporarily Unavailable response to the UE.

If a selected S-CSCF:

-
does not respond to the REGISTER request and its retransmissions by the I-CSCF; or

-
sends back a 3xx or 480 Temporarily Unavailable response;

the I-CSCF shall select a new S-CSCF as described in subclause 5.3.1.2, based on the capabilities indicated from the HSS. The newly selected S-CSCF shall not be one of any S-CSCFs selected previously during this same registration procedure.

If the I-CSCF cannot select a S-CSCF which fulfils the mandatory capabilities indicated by the HSS, the I-CSCF shall send back a 600 Busy Everywhere response to the user.

When the I-CSCF receives a 420 Bad Extension response to a REGISTER request, and the Unsupported header contains the value path, the I-CSCF shall take OA&M actions to indicate an error. If the algorithm to select the S-CSCF in 1. above enables an alternative S-CSCF to be selected, then the I-CSCF shall repeat steps 1 through 5 to this new S-CSCF. If no alternative S-CSCF can be selected, the I-CSCF shall proxy the 420 Bad Extension response. In all other cases, the I-CSCF shall proxy the 420 Bad Extension response.
5.3.1.4
Inter Operator Identifier 
The Inter operator Identifier is coded as the <ioi> XML element within the SIP message body as described in subclause 7.6.
The definition of Inter operator Identifier is described in subclause 4.4
5.3.2
Further initial requests

5.3.2.1
Normal procedures

The I-CSCF may behave as a stateful proxy for further initial requests.

When the I-CSCF receives an initial request, not containing a Route header, the I-CSCF shall start the user location query procedure to the HSS as specified in 3GPP TS 29.228 [12] for the called user, indicated in the Request-URI.

Upon successful user location query, the I-CSCF shall:

1)
insert the URL received from the HSS as the topmost Route header;

2) store the value of the <icid> XML element received in the message body (see subclause 7.6) and retain the <icid> XML element in the message body. If no <icid> XML element was found, then create a new, globally unique value for the <icid> XML element and insert it into the message body;
performs an analysis of the destination address.  If destination is PSTN or a subscriber located in the different network, I-CSCF shall store the value of the <ioi> XML element received in the message body (see subclause 7.6) and retain the <ioi> XML element in the message body. If no <ioi> XML element was found, then I-CSCF shall insert its own network’s Inter Operator Identifier value, which may be provided with local data, into the <ioi> XML element of the message body. If destination is a subscriber located in the same network, I-CSCF shall retain the <ioi> XML element, if present, in the message body and store the value of <ioi> XML element for the inter operator accounting. If no <ioi> XML element was present, the  <ioi> XML element shall not be included in the message body. See subclause 5.3.1.4 for further information on ioid.
3)  performs an analysis of the destination address.  If destination is a subscriber located in the same network, I-CSCF shall store the value of the <ccfas> XML element received in the message body (see subclause 7.6) and retain the <ccfas> XML element in the message body. If no <ccfas> XML element was found, I-CSCF shall retrieve the Charging Collection Function addresses from HSS via Cx interface and insert these values into the <ccfas> XML element of the message body:
If destination is PSTN or a subscriber located in the different network, I-CSCF shall not insert <ccfas> XML element into the message body. If <ccfas> XML element is present in the message body, <ccfas> XML element shall be removed from the message body.
4) 
apply the procedures as described in subclause 5.3.3 if topology hiding is required; and

5) 
forward the request based on the topmost Route header.

When the I-CSCF receives an initial request containing a Route header, the I-CSCF shall:

1)
remove its own SIP URL from the topmost Route header;

2)  apply the procedures as described in subclause 5.3.3; and
3)  performs an analysis of the destination address.  If destination is a subscriber located in the different network, I-CSCF shall store the value of the <ioi> XML element received in the message body (see subclause 7.6) and retain the <ioi> XML element in the message body. If no <ioi> XML element was found, then I-CSCF shall insert its own network’s Inter Operator Identifier value which may be provided with local data, into the <ioi> XML element of the message body If destination is a subscriber located in the same network, I-CSCF shall retain the <ioi> XML element, if present, in the message body and store the value of <ioi> XML element for the inter operator accounting. If no <ioi> XML element was present, the  <ioi> XML element shall not be included in the message body. See subclause 5.3.1.4 for further information on ioid.

4)  performs an analysis of the destination address.  If destination is a subscriber located in the same network, I-CSCF shall store the value of the <ccfas> XML element received in the message body (see subclause 7.6) and retain the <ccfas> XML element in the message body. If no <ccfas> XML element was found, I-CSCF shall retrieve the Charging Collection Function addresses from HSS via Cx interface and insert these values into the <ccfas> XML element of the message body:
If destination is PSTN or a subscriber located in the different network, I-CSCF shall not insert <ccfas> XML element into the message body. If <ccfas> XML element is present in the message body, <ccfas> XML element shall be removed from the message body.
5)-
forward the request based on the topmost Route header if present, or based on the Request-URI, in case no topmost Route header is available.

NOTE:
In accordance with SIP the I-CSCF can add its own routeable SIP URL to the top of the Record-Route header to any request, independently of whether it is an initial request, or whether topology hiding is performed. The P-CSCF will ignore any Record-Route header that is not in the initial request of a dialog.
	End of I-CSCF Modification 
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5.4.1.7  Notification of Application Servers about registration status

If the registration procedure described in subclauses 5.4.1.2, 5.4.1.4 or 5.4.1.5 (as appropriate) was successful, the S-CSCF shall send a third-party REGISTER request to each Application Server with the following information:

a)
the Request-URI shall contain the FQDN or IP address of the AS in the form of a SIP URL;

b)
the From header shall contain the FQDN or IP address of the S-CSCF in the form of a SIP URL;

c)
the To header shall contain the public user identity as contained in the REGISTER request received form the UE;

d)
the Contact header shall contain the FQDN or IP address of the S-CSCF in the form of a SIP URL;

e)
for initial registration and user-initiated reregistration (subclause 5.4.1.2), the Expires header shall contain the same value that the S-CSCF returned in the 200 OK response for the REGISTER request received form the UE;

f)
for user-initiated deregistration (subclause 5.4.1.4) and network-initiated deregistration (subclause 5.4.1.5), the Expires header shall contain the value zero;

g) for initial registration and user-initiated reregistration (subclause 5.4.1.2), a message body shall be included in the REGISTER request if there is Filter Criteria indicating the need to include HSS provided data for the REGISTER event (e.g. HSS may provide AS specific data to be included in the third-party REGISTER, such as IMSI to be delivered to IM SSF). If there is a service information XML element provided in the HSS Filter Criteria for an AS (see 3GPP TS 29.228 [12]), then it shall be included in the REGISTER message body within the <service-info> XML element as described in subclause 7.6. For the messages including the 3GPP IMS XML body, set the value of the Content-Type header to include the MIME type specified in subclause 7.6.
h) store the value of the <icid> XML element received in the message body (see subclause 7.6) and retain the <icid> XML element in the message body;
i) insert its own network’s value of the Inter Operator Identifier which may be provided with local data, into the <ioi> XML element of the message; See subclause 5.3.1.4 for further information on ioi.
j) retrieve the Charging Collection Function addresses from HSS via Cx interface and insert these values into the < ccfas> XML element in the message body:
	End of S-CSCF Modification 1 
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5.4.3
General treatment for all dialogs and standalone transactions excluding requests terminated by the S-CSCF

5.4.3.1
Requests initiated by the served user

When the S-CSCF receives from the served user an initial request for a dialog or a request for a standalone transaction, prior to forwarding the request, the S-CSCF shall:

-
remove its own SIP URL from the topmost Route header;

-
if the outgoing Request-URI is a TEL URL, the S-CSCF shall translate the E.164 address (see RFC 2806 [16]) to a globally routable SIP URL using an ENUM/DNS translation mechanism with the format specified in RFC 2916 [18]. Databases aspects of ENUM are outside the scope of the present document. If this translation fails, the request may be forwarded to a BGCF or any other appropriate entity (e.g a MRFC to play an announcement) in the originator's home network or an appropriate SIP response shall be sent to the originator;

-
check if <original-dialog-id> XML element is present in the payload of the incoming request. If present, it indicates an association with an existing dialog, the request has been sent from an Application Server in response to a previously sent request. The <od-to>, <od-from> and <od-call-id> XML element values from the <original-dialog-id> XML element may be used as additional parameters when searching for existing dialogs. Local data shall be updated to indicate that this Application Server has been contacted for the initial request. The S-CSCF shall determine the next hop using initial filter criteria and local data on status of which Application Servers have been contacted. If the next hop is another Application Server, the S-CSCF shall retain the <original-dialog-id> XML element in the message body of the request. If the next hop is not an Application Server, the S-CSCF shall leave out the <original-dialog-id> XML element from the payload of the request;

-
check whether the initial request matches the initial filter criteria of the application servers assigned for the public user identity as described in 3GPP TS 23.218 [5] subclause 6.4. Depending on the result of the previous check, the S-CSCF may contact one or more application server(s) before processing the outgoing Request-URI. In case of contacting one or more application server(s) the S-CSCF shall:

-
insert the AS URL to be contacted into the Route header as the topmost entry followed by its own URL; and

-
initialise local data to track the status of contacting each application server specified in the service profile. Additionally S-CSCF shall also populate the <original-dialog-id> XML element in the message body with the original To, From and Call-ID headers received in the request. See subclause 5.4.3.3 for further information on the original dialog identifier.

-   store the value of the <icid> XML element received in the message body (see subclause 7.6) and retain the <icid> XML element in the message body;
-
determine the destination address (e.g. DNS access) using the URL placed in the topmost Route header if present, otherwise based on the Request-URI; and

-   in case of an initial request for a dialog the S-CSCF shall create a Record-Route header containing its own SIP URL and save the necessary header fields from the request (and from its appropriate responses) in order to release the dialog when needed.
-   performs an analysis of the destination address.  If destination is AS or a subscriber located in the different network, S-CSCF shall insert its own network’s Inter Operator Identifier value, which may be provided with local data, into the <ioi> XML element of the message body. If destination is PSTN or a subscriber located in the same network, S-CSCF shall not insert <ioi> XML element into the message body. If <ioi> XML element is present in this case, <ioi> XML element shall be removed from the message body.

-   performs an analysis of the destination address.  If destination is AS or a subscriber located in the same network, S-CSCF shall store the value of the <ccfas> XML element received in the message body (see subclause 7.6) and retain the <ccfas> XML element in the message body. If no <ccfas> XML element was found, S-CSCF shall retrieve the Charging Collection Function addresses from HSS via Cx interface and insert these values into the <ccfas> XML element of the message body:
· If destination is PSTN or a subscriber located in the different network, S-CSCF shall not insert <ccfas> XML element into the message body. If <ccfas> XML element is present in the message body, <ccfas> XML element shall be removed from the message body.
When the S-CSCF receives from the served user a refresh request for a dialog, prior to forwarding the request the S-CSCF shall:

-
remove its own URL from the topmost Route header;

-
create a Record-Route header containing its own SIP URL and save the necessary header fields from the request (and from its appropriate responses) in order to release the dialog when needed; and

-
route the request based on the topmost Route header.

When the S-CSCF receives from the served user a subsequent request other than refresh request for a dialog, prior to forwarding the request the S-CSCF shall:

-
remove its own URL from the topmost Route header; and

-
route the request based on the topmost Route header.

5.4.3.2
Requests terminated at the served user

When the S-CSCF receives, destined for the served user, an initial request for a dialog or a request for a standalone transaction, prior to forwarding the request, the S-CSCF shall:

-
remove its own URL from the topmost Route header;

-
check if <original-dialog-id> XML element is present in the payload of the incoming request. If present, it indicates an association with an existing dialog, the request has been sent from an Application Server in response to a previously sent request. The <od-to>, <od-from> and <od-call-id> XML element values from the <original-dialog-id> XML element may be used as additional parameters when searching for existing dialogs. Local data shall be updated to indicate that this Application Server has been contacted for the initial request. The S-CSCF shall determine the next hop using initial filter criteria and local data on status of which Application Servers have been contacted. If the next hop is another Application Server, the S-CSCF shall retain the <original-dialog-id> XML element in the message body of the request. If the next hop is not an Application Server, the S-CSCF shall leave out the <original-dialog-id> XML element from the payload of the request;

-
check whether the initial request matches the initial filter criteria of the application servers assigned for the public user identity as described in 3GPP TS 23.218 [5] subclause 6.5. Depending on the result of the previous check the S-CSCF may contact one or more application server(s) before contacting an I-CSCF/P-CSCF respectively. In case of contacting one or more application server(s) the S-CSCF shall:

-
insert the AS URL to be contacted into the Route header as the topmost entry followed by its own URL; and

-
initialise local data to track the status of contacting each application server specified in the service profile. Additionally S-CSCF shall also populate the <original-dialog-id> XML element in the message body with the original To, From and Call-ID headers received in the request. See subclause 5.4.3.3 for further information on the original dialog identifier.

-   store the value of the <icid> XML element received in the message body (see subclause 7.6) and retain the <icid> XML element in the message body;
-
in case there are no Route headers in the request, then determine, from the destination public user identity, the list of preloaded routes saved during registration or re-registration, as described in subclause 5.4.1.2.1;

-
determine, from the destination public user identity, the saved Contact URL where the user is reachable saved at registration or reregistration, as described in subclause 5.4.1.2.1;

-   perform an analysis of the destination address.  If destination is AS or a subscriber located in the different network, S-CSCF shall insert its own network’s Inter Operator Identifier value, which may be provided with local data, into the <ioi> XML element of the message body. If destination is a subscriber located in the same network, S-CSCF shall check whether <ioi> XML element in the message body is present or not. If <ioi> XML element is present, S-CSCF shall store and remove the <ioi> XML element for the inter operator accounting purposes.  If <ioi> XML element is not present, S-CSCF shall not store <ioi> XML element.

-   perform an analysis of the destination address.  If destination is AS or a subscriber located in the same network, S-CSCF shall store the value of the <ccfas> XML element received in the message body (see subclause 7.6) and retain the <ccfas> XML element in the message body. If no <ccfas> XML element was found, S-CSCF shall retrieve the Charging Collection Function addresses from HSS via Cx interface and insert these values into the <ccfas> XML element of the message body:
If destination is a subscriber located in the different network, S-CSCF shall not insert <ccfas> XML element into the message body. If <ccfas> XML element is present in the message body, <ccfas> XML element shall be removed from the message body.

-
build the Request-URI and Request header field values from the preloaded routes and saved Contact URL, as described in RFC 2543bis [20];

-
insert a P-Called-Party-ID SIP header field including the Request-URI received in the INVITE;

-
in case of an initial request for a dialog create a Record-Route header containing its own SIP URL and save the necessary header fields from the request (and from its appropriate responses) in order to release the dialog when needed;

-
replace the Request-URI with the contents of the user Contact URL saved by the S-CSCF at registration time; and

-
forward the request based on the topmost Route header.

When the S-CSCF receives, destined for the served user, a refresh request for a dialog, prior to forwarding the request, the S-CSCF shall:

-
remove its own URL from the topmost Route header;

-
create a Record-Route header containing its own SIP URL and save the necessary header fields from the request (and from its appropriate responses) in order to release the dialog when needed; and

-
forward the request based on the topmost Route header.

When the S-CSCF receives, destined for the served user, a subsequent request other than refresh request for a dialog, prior to forwarding the request, the S-CSCF shall:

-
remove its own URL from the topmost Route header; and

-
forward the request based on the topmost Route header.
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5.4.4
Call initiation

5.4.4.1
Initial INVITE

Void.

5.4.4.1.1
Determination of served user

Void.

5.4.4.1.2
Mobile-originating case

1) When the S-CSCF receives initial request, the S-CSCF shall store the < icid> XML element and and retain these elements in the message body and forwarded to the subsequent entities. 
2) S-CSCF shall perform an analysis of the destination address.  If destination is AS or a subscriber located in the different network, S-CSCF shall insert its own network’s Inter Operator Identifier value, which may be provided with local data, into the <ioi> XML element of the message body. If destination is PSTN or a subscriber located in the same network, S-CSCF shall not insert <ioi> XML element into the message body. 

3) S-CSCF shall store the value of the <ccfas> XML element received in the message body (see subclause 7.6) and retain the <ccfas> XML element in the message body. If no <ccfas> XML element was found, S-CSCF shall retrieve the Charging Collection Function addresses from HSS via Cx interface and insert these values into the <ccfas> XML element of the message body:
3) When the <ioi> XML element is present in the 183 Session Progress response, the S-CSCF shall determine the destination. If the destination is AS or a subscriber located in the different network, the S-CSCF shall store the value of  < ioi> XML element and retain the < ioi> XML element into the message body (see subclause 7.6). The <ioi> XML element is included in the message body when the 183 Session Progress response is forwarded. The <ioi> XML parameter may be used for inter operator accounting purposes.

If the destination is PSTN or a subscriber located in the same network, the S-CSCF shall remove and store the value of  < ioi> XML element from the message body (see subclause 7.6). The <ioi> XML element is not included in the message body when the 183 Session Progress response is forwarded;
4) 5) When the S-CSCF receives the COMET request, the S-CSCF shall determine the destination entity. If the destination entity is AS or a subscriber located in the same network, the S-CSCF shall store the value of <gprs-cid > XML element and retain the < gprs-cid > XML element into the message body (see subclause 7.6). The <gprs-cid > XML element is included in the message body when the COMET request is forwarded.  The <gprs-cid > XML element may be used for online prepaid applications. 
If the destination is PSTN or a subscriber located in the different network, the S-CSCF shall remove and store the value of  < gprs-cid > XML element from the message body (see subclause 7.6). The < gprs-cid > XML element is not included in the message body when the 183 Session Progress response is forwarded;

5.4.3.1.3
Mobile-terminating case


1)  When the S-CSCF receives initial request, the S-CSCF shall store the < icid> XML element and retain these elements in the message body and forwarded to the subsequent entities. 
2) S-CSCF shall store the value of <ioi> XML element received in the message body and determine the destination. If destination is AS or a subscriber located in the different network, the S-CSCF shall retain the <ioi> XML element in the message body and pass this parameter to the subsequent entities.  The <ioi> XML parameter may be used for inter operator accounting purposes.
 If destination is PSTN or a subscriber located in the same network, the S-CSCF shall remove the <ioi> XML element from the message body and do not pass this parameter to the subsequent entities.  
3) S-CSCF shall store the value of the <ccfas> XML element received in the message body (see subclause 7.6) and retain the <ccfas> XML element in the message body. If no <ccfas> XML element was found, S-CSCF shall retrieve the Charging Collection Function addresses from HSS via Cx interface and insert these values into the <ccfas> XML element of the message body:
5) When the S-CSCF receives 180 Ringing response, the S-CSCF shall determine the destination entity. If destination entity is AS or a subscriber located in the same network, the S-CSCF shall store and retain the <gprs-cid > XML element into the message body (see subclause 7.6). The <gprs-cid > XML element is included in the message body when the 180 Ringing response is forwarded.  The <gprs-cid > XML element may be used for online prepaid applications. 
If the destination is PSTN or a subscriber located in the different network, the S-CSCF shall remove and store the value of the <gprs-cid > XML element from the message body (see subclause 7.6). The <gprs-cid > XML element is not included in the message body when the 180 Ringing response is forwarded.  
5.4.4.2
Subsequent requests

Editor's Note: PRACK and COMET can be handled in a generic way.

5.4.4.2.1
Mobile-originating case
1) When the <ioi> XML element is present in the 183 Session Progress response, the S-CSCF shall determine the destination. If the destination is AS or a subscriber located in the different network, the S-CSCF shall store the value of  < ioi> XML element and retain the < ioi> XML element into the message body (see subclause 7.6). The <ioi> XML element is included in the message body when the 183 Session Progress response is forwarded. The <ioi> XML parameter may be used for inter operator accounting purposes.

If the destination is PSTN or a subscriber located in the same network, the S-CSCF shall remove and store the value of  < ioi> XML element from the message body (see subclause 7.6). The <ioi> XML element is not included in the message body when the 183 Session Progress response is forwarded.
2) When the S-CSCF receives the COMET request, the S-CSCF determines the destination. . If the destination is AS or a subscriber located in the same network, the S-CSCF shall store the value of <gprs-cid > XML element and retain the < gprs-cid > XML element into the message body (see subclause 7.6). The <gprs-cid > XML element is included in the message body when the COMET request is forwarded.  The <gprs-cid > XML element may be used for online prepaid applications. 
If the destination is PSTN or a subscriber located in the different network, the S-CSCF shall remove and store the <gprs- cid> XML element from the message body (see subclause 7.6). The <gprs- cid> XML element is not included in the message body when the COMET request is forwarded.

5.4.4.2.2      Mobile-terminating case
-　When the S-CSCF receives 180 Ringing response, the S-CSCF shall determine the destination. If destination is AS a subscriber located in the same network, the S-CSCF shall store and retain the <gprs-cid > XML element into the message body (see subclause 7.6). The <gprs-cid > XML element is included in the message body when the 180 Ringing response is forwarded.  The <gprs-cid > XML element may be used for online prepaid applications. 
If the destination is PSTN or a subscriber located in the different network, the S-CSCF shall remove and store the <gprs- cid> XML element from the message body (see subclause 7.6). The <gprs- cid> XML element is not included in the message body when the 180 Ringing response is forwarded.
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5.4.6
Call-related requests

5.4.6.1
ReINVITE

5.4.6.1.1
Determination of served user

Void.

5.4.6.1.2
Mobile-originating case
1) For a reINVITE request from the UE, when the <ioi> XML element is present in the 183 Session Progress response, the S-CSCF shall determine the destination. If the destination is AS or a subscriber located in the different network, the S-CSCF shall store the value of  < ioi> XML element and retain the < ioi> XML element into the message body (see subclause 7.6). The <ioi> XML element is included in the message body when the 183 Session Progress response is forwarded. The <ioi> XML parameter may be used for inter operator accounting purposes.

If the destination is PSTN or a subscriber located in the same network, the S-CSCF shall remove and store the value of  < ioi> XML element from the message body (see subclause 7.6). The <ioi> XML element is not included in the message body when the 183 Session Progress response is forwarded.
2) When the S-CSCF receives the COMET request, the S-CSCF determines the destination. . If the destination is AS or a subscriber located in the same network, the S-CSCF shall store the value of updated <gprs-cid > XML element and retain the updated < gprs-cid > XML element into the message body (see subclause 7.6). The <gprs-cid > XML element is included in the message body when the COMET request is forwarded.  The <gprs-cid > XML element may be used for online prepaid applications. 

If the destination  is PSTN or a subscriber located in the different network, the S-CSCF shall remove and store the updated <gprs- cid> XML element from the message body (see subclause 7.6). The <gprs- cid> XML element is not included in the message body when the COMET request is forwarded.

5.4.6.1.3
Mobile-terminating case
For a reINVITE request destined towards the UE, when the S-CSCF receives the 180 Ringing response (to the INVITE) the S-CSCF shall determine the destination. If destination is AS or a subscriber located in the same network, the S-CSCF shall store and retain the updated <gprs-cid > XML element into the message body (see subclause 7.6). The <gprs-cid > XML element is included in the message body when the 180 Ringing response is forwarded.  The <gprs-cid > XML element may be used for online prepaid applications. 
If the destination is PSTN or a subscriber located in the different network, the S-CSCF shall remove and store the updated <gprs- cid> XML element from the message body (see subclause 7.6). The <gprs- cid> XML element is not included in the message body when the 200 OK response is forwarded.
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5.5.3
Call initiation

5.5.3.1
Initial INVITE

5.5.3.1.1
Calls originated from circuit-switched networks
When the MGCF receives an indication of an incoming call from a circuit-switched network, the MGCF shall:

-
generate and send an INVITE request:

-
set the Request-URI to the "tel" format using an E.164 address;

-
set the Supported header to "100rel" (see draft-ietf-sip-manyfolks-resource [22]); and

-
create a new, globally unique value for the <icid> XML element and insert it into the message body (see subclause 7.6).

5.5.3.1.2
Calls terminating in circuit-switched networks

When the MGCF receives an initial INVITE request, the MGCF shall:

-
send 100 "Trying" response;

-
assuming the "100rel" indicator was received and a matching codec is found,send 183 "Session Progress" response:

-
set the Require header to the value of "100rel";

-
set the Content-Disposition header to the value of "precondition"; and

-  store the value of the <icid> XML element and the values of the <ccfas> XML element received in the message body (see subclause 7.6). 

-  will not pass the <icid> XML element and <ccfas> XML element beyond its own network.
Editor's note: must receive Supports header with value of 100rel in the INVITE.

Editor's note: need text to describe error legs.

5.5.3.2
Subsequent requests

5.5.3.2.1
Calls originating in circuit-switched networks

When the MGCF receives 200 OK response to a PRACK request and notification that bearer setup is complete, the MGCF shall:
 -  send a COMET request.
MGCF will not pass the <icid> XML element and <ccfas> XML element beyond its own network.
5.5.3.2.2
Calls terminating in circuit-switched networks

When the MGCF receives an indication of a ringing for the called party of outgoing call to a circuit-switched network, the MGCF shall:

-
send 180 "Ringing" to the UE.

When the MGCF receives an indication of answer for the called party of outgoing call to a circuit-switched network, the MGCF shall:

-    send 200 OK to the UE.
. MGCF will not pass the <icid> XML element and <ccfas> XML element beyond its own network.
	End of MGCF Modification 


	Start of BGCF Modification 


5.6
Procedures at the BGCF

5.6.1
General

The use of the Path header shall not be supported by the BGCF.

5.6.2
Session initiation transaction

When the BGCF receives an INVITE request, the BGCF shall forward the request either to an MGCF within its own network, or to another network containing an MGCF. The BGCF need not Record-Route the INVITE request. The BGCF shall store the value of the <icid> XML element and the value of <ccfas> XML element received in the message body (see subclause 7.6) and retain the <icid> XML element and the <ccfas> XML element in the message body.

NOTE:
The means by which the decision is made to forward to an MGCF or to another network is outside the scope of the present document, but may be by means of a lookup to an external database, or may be by data held internally to the BGCF.
	End of BGCF Modification 
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5.7
Procedures at the Application Server (AS)

NOTE:
This subclause defines only the requirements on the application server that relate to SIP. Other requirements are defined in 3GPP TS 23.218 [5].

5.7.1
Common Application Server (AS) Procedures

5.7.1.1
Notification about registration status

The AS may support the REGISTER method in order to discover the registration status of the user. If a REGISTER request arrives containing information about the user's registration status and the AS supports the REGISTER method, the AS shall store the Expires parameter from the request and generate a 200 OK or an appropriate failure response. For the success case, the 200 OK response shall contain Expires value equal to the value received in the REGISTER request.
· AS shall store the value of the <icid> XML element and <ccfas> XML element received in the message body (see subclause 7.6) and retain the <icid> XML element and <ccfas> XML element in the message body.
· AS shall store the value of <ioi> element, if present, received in the message body (see subclause 7.6) and retain the <ioi> element in the message body for the inter-operator accounting.
· AS will send forward the registration message to other AS in the case that ASs are configured with hierarchical structure base as described in 3GPP TS 23.218 [5] Annex A. However, < icid> XML element and <ccfas> XML element shall be removed from the message body and shall not be passed to the subsequent AS when the message is sent to external AS from its own network.
5.7.1.2
Extracting charging correlation information

1) When an AS receives an initial request for a dialog or a request for a standalone transaction, the AS shall store the value of the <icid> XML element, the value of  < ccfas> XML element and the value of <ioi> XML element, if present, received in the message body (see subclause 7.6) and retain the <icid> XML element, < ccfas> XML element and <ioi> XML element, if present in the message body. In the case that ASs are configured with hierarchical structure base, AS will send forward the request message to other AS. However, < icid> XML element and <ccfas> XML element will be removed from the message body shall not be passed to the subsequent AS when the message is sent to external AS from its own network.
2) When the AS receives the COMET request, the AS shall store the value of <gprs-cid > XML element in the message body and remove it from the message body (see subclause 7.6). The <gprs-cid > XML element is not included in the message body when the COMET request is forwarded.
5.7.2
Application Server (AS) acting as terminating UA, or redirect server

Editors Note: When acting as a terminating UA the AS shall behave as defined for a UE in 5.1.4. 

The S-CSCF may forward received initial requests to the application server based on initial filter criteria being met. If the S-CSCF includes an <original-dialog-id> XML element in these requests, the AS shall include this <original-dialog-id> XML element in any responses and/or subsequent requests sent on this dialog.

An Application Server acting as redirect server shall propagate any received 3GPP message body in the redirected message.
The AS shall store the value of the <icid> XML element, <ccfas> XML element and < ioi> elememt, if present, received in the message body (see clause 7.6) and retain these XML elements in the meesage body.

The AS shall also store the value of the  <gprs-cid >, if present, received in the subsequent message and retain the <gprs-cid > in the present.
5.7.3
Application Server (AS) acting as originating UA

Editors Note: When acting as an originating UA the AS shall behave as defined for a UE in 5.1.3. 

1) When an AS acting as originating UA generates an initial request for a dialog or a request for a standalone transaction, the AS shall create a new, globally unique value for the <icid> XML element and insert it into the message body (see subclause 7.6). Then AS shall retrieve the Charging Collection Addresses from HSS via Sh interface, retain these addresses and insert this into <ccfas> XML element of the message body. In the case that ASs are configured with hierarchical structure base and originating AS is located externally from the own network as described in 3GPP TS 23.218 [5] Annex A, the originating AS shall insert its own Inter Operator Identifier value into the <ioi> XML element in the message body.
2) When the AS receives 180 Ringing response the AS shall store the value of <gprs-cid > XML element in the message body and remove it from the message body (see subclause 7.6). The <gprs-cid > XML element is not included in the message body when the 180 Ringing response is forwarded.
5.7.4
Application Server (AS) acting as a SIP proxy

The S-CSCF may forward received initial requests to the application server based on initial filter criteria being met. If the S-CSCF includes an <original-dialog-id> XML element in these requests, the AS shall include this <original-dialog-id> XML element in any responses and/or subsequent requests sent on this dialog.

When the AS acting as a SIP proxy receives a request from the S-CSCF, prior to forwarding the request it shall:

-
remove its own URL from the topmost Route header; and

-
after executing the required services, route the request based on the topmost Route header.

The AS may modify the SIP requests based on service logic, prior to forwarding the request back to the S-CSCF.

An Application Server acting as a SIP proxy shall propagate any received 3GPP message body in the forwarded message.

5.7.5
Application Server (AS) performing 3rd party call control

5.7.5.1
General

The AS performing 3rd party call control acts as a B2BUA. The B2BUA AS will internally map the message headers between the two dialogs that it manages. It is responsible for correlating the dialog identifiers and will decide when to simply translate a message from one dialog to the other, or when to perform other functions. These decisions are specific to each AS and are outside the scope of the present document.

The AS, although acting as a UA, does not initiate any registration of its associated addresses. These are assumed to be known by peer-to-peer arrangements within the IM CN subsystem.
The AS shall store the value of the <icid> XML element, <ccfas> XML element and < ioi> elememt, if present, received in the message body (see clause 7.6) and retain these XML elements in the message body.

The AS shall also store the value of the  <gprs-cid >, if present, received in the subsequent message and retain the <gprs-cid > in the present.
5.7.5.2
Call initiation 

5.7.5.2.1
Initial INVITE

When the AS receives an initial INVITE request, it will contain the AS's SIP URL in the Request-URI. Before generating a new INVITE back to the S-CSCF, the AS:

-
performs the Application Server specific functions. See 3GPP TS 23.218 [5]; and

-
if successful, generate and send a new INVITE request to the S-CSCF to establish a new dialog. The AS shall look for the presence of the <original-dialog-id> XML element in the message body of the initial INVITE request and populate the same <original-dialog-id> XML element in the message body of the new INVITE request.

5.7.5.2.2
Subsequent requests

Editor's Note: subsequent requests can be handled in a generic way. Is there anything needed here?

5.7.5.3
Call release

5.7.5.4
Call-related requests

Editor's Note: call-related requests can be handled in a generic way. Is there anything needed here?

An Application Server may initiate a call release. See 3GPP TS 23.218 [5] for possible reasons. The BYE request shall be sent simultaneously for both dialogs managed by the B2BUA.

5.7.5.5
Further initial requests

Editor's Note: call-related requests can be handled in a generic way. Is there anything needed here?
	End of AS Modification 
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5.8
Procedures at the MRFC

5.8.1
General

Void.

5.8.2
Call initiation

5.8.2.1
Initial INVITE

5.8.2.1.1
MRFC-terminating case

When the MRFC receives an initial INVITE request, the MRFC shall store the value of the <icid> XML element and the value of the <ccfas> XML element received in the message body (see subclause 7.6).
	End of MRFC Modification 1
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5.8.2.1.2
MRFC-originating case


The MRFC shall create a new, globally unique value for the <icid> XML element and insert it into the message body (see subclause 7.6).
5.8.2.2
Subsequent requests

Editor's Note: PRACK and COMET can be handled in a generic way.

	End of MRFC Modification 2
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7.6
3GPP IM CN subsystem XML body, version 1

7.6.1
General

This subclause describes the Document Type Definition that is applicable for the 3GPP IM CN Subsystem XML body.

Any SIP User Agent or proxy may insert or remove the 3GPP IM CN subsystem XML body or parts of it, as required, in any SIP message. The <icid> XML element is an exception to this rule; it may only be removed by the P-CSCF. The 3GPP IM CN subsystem XML body shall not be forwarded outside a 3GPP network.

The associated MIME type with the 3GPP IMX XML body is "application/3gpp-ims+xml".

7.6.2
Document Type Definition

<?xml version="1.0" ?>

<!-- Draft DTD for the 3GPP IMS XML body. -->

<!DOCTYPE ims-3gpp [


<!-- ims-3gpp element: root element -->


<!ELEMENT ims-3gpp (vnid?, cell-id?, 



original-dialog-id?, destination-public-user-id?,



access?, charging-vector?, service-info?)>


<!ATTLIST ims-3gpp version CDATA #REQUIRED>


<!-- vnid element: Visited network identity -->


<!ELEMENT vnid 



(#PCDATA)>


<!-- cell-id element: The Cell-Global-ID -->


<!ELEMENT cell-id 



(mcc, mnc, lac, ci)>


<!ELEMENT mcc




(#PCDATA)>


<!ELEMENT mnc




(#PCDATA)>


<!ELEMENT lac




(#PCDATA)>


<!ELEMENT ci




(#PCDATA)>


<!ATTLIST cell-id rat (utran | geran)
#REQUIRED>


<!-- original-dialog-id: original dialog ID -->


<!ELEMENT original-dialog-id (od-from, od-to, od-call-id)>


<!ELEMENT od-from 



(#PCDATA)>


<!ELEMENT od-to 



(#PCDATA)>


<!ELEMENT od-call-id 


(#PCDATA)>


<!-- public-user-id: public user ID -->


<!ELEMENT destination-public-user-id 
(#PCDATA)>


<!-- access: the type of access network (

<!ELEMENT access


(access-type, technology?)>


<!ELEMENT access-type
(gprs | wlan | fixed | (#PCDATA))>


<!ELEMENT technology
(utran| geran | 802.11a | 





802.11b | sat | adsl | (#PCDATA))>


<!-- charging-vector element: Charging Vector -->


<!ELEMENT charging-vector 

(icid, gprs-cid,ioi,ccfas?)>


<!-- icid element: IMS charging identifier -->


<!ELEMENT icid




(#PCDATA)>


<!-- gprs-cid element: GPRS charging identifiers --> 


<!ELEMENT gprs-cid

(ggsn, pdp-info+)>


<!ELEMENT ggsn




(#PCDATA)>


<!ELEMENT pdp-info



(pdp-index, pdp-id)>


<!ELEMENT pdp-index



(#PCDATA)>


<!ELEMENT pdp-id



(#PCDATA)>

<!-- ioi element: Inter operator identifier -->

<!ELEMENT ioi




(#PCDATA)>


<!-- ccfas element: Charging collection function adresses --> 


<!ELEMENT ccfas
          
(ccfas-1, ccfas-2)>


<!ELEMENT ccfas-1



(#PCDATA)>


<!ELEMENT ccfas-2



(#PCDATA)>

<!-- service-info element: The transparent data received from HSS for AS -->


<!ELEMENT service-info



(#CDATA)>


<!-- alternative-service: alternative-service used in emergency sessions -->


<!ELEMENT alternative-service
(type, reason)>


<!ELEMENT type




(emergency)>


<!ELEMENT reason



(#PCDATA)>

]>

7.6.3
DTD description

This section describes the elements of the 3GPP IMS Document Type Definition.

<ims-3gpp>:
This is the root element of the 3GPP IMS XML body. It shall always be present. The version described in the present document is 1.

<vnid>:
Visited network identifier. Optional element that describes the P-CSCF network name. The vnid value is a string of characters that identifies the P-CSCF network at the user's network home.

<cell-id>:
This element describes the identity of the cell that is serving the user.

 
The <cell-id> element contains the <ran> attribute that identifies the coding of the cell-id, according to whether the cell-id was received from the GERAN or UTRAN.

 
The <cell-id> element comprises four children elements: <mcc>, <mnc>, <lac> and <ci>. They represent, respectively, the Mobile Country Code, Mobile Network Code, Location Area Code and Cell Identity, as described in [3].

<original-dialog-id>:
The original dialog, as received by the S-CSCF. This element helps the S-CSCF to correlate dialogues when the Application Server is behaving as a B2BUA, and therefore, modifies then dialogue.


The original-dialog-id element comprises three children elements: <od-from>, <od-to>, <od-call-id>. Their values contain, respectively, a copy of the From, To and Call-ID header values as received in the SIP message at the S-CSCF.

<destination-public-user-id>:
The destination public-user-id URL of the current session.

<access>:
The access element, if present, identifies the access that the UE is utilized to connect to the network. The element contains two children elements: <ant> and <technology>.


The <access-type> child element describes the access type. The predefined values are:

-
gprs: the user is accessing the network through a GRPS access;

-
wlan: the user is accessing the network through a wireless local area network;

-
fixed: the user is accessing the network through a fixed access.


The <technology> child element, if present, describes the access technology. The pre-defined values are:

-
utran: UTRAN, as defined in [3];

-
geran: GERAN, as defined in [3];

-
802.11a: wireless local area network according to the 802.11a technology;

-
802.11b: wireless local area network according to the 802.11b technology;

-
sat: satellite access;

-
adsl: asymmetric digital subscriber line.

<charging-vector>:
the charging-vector element, if present, identifies charging correlation information. The element contains two children elements: <icid> and <gprs- cid>.


The <icid> child element contains an IMS charging identifier that is globally unique and is associated with the end-to-end session.


The <gprs- cid> child element, if present, contains GPRS charging identifiers comprised of the following: <ggsn> and <pdp-info>:

-
<ggsn>: identifier of the GGSN;

-
<pdp-info>: one or more instances of information for a PDP context, which is comprised of two children elements: <pdp-index> and <pdp-id>:

-
<pdp-index>: relative index of PDP context as it correlates to a media stream in the SDP;

-
<pdp-id>: unique identifier of the PDP context from the GGSN.
The <ioi> child element contains an Inter Operator identifier that is globally unique for utilizing inter operator charging accounting.

The <ccfas> child element, if present, contains Charging Collection Function Addresses comprised of two children elements: <ccfas-1> and <ccfas-2>:

-
<ccfas-1>: CCF primary address;

-   <ccfas-2>: CCF secondary address
<service-info>:
the transparent element received from the HSS for a particular Application Server are placed within this optional element.

<alternative-service>:
in the present document, the alternative service is used as a response for an attempt to establish an emergency session within the IM CN subsystem. The element describes an alternative service where the call should success. The alternative service is described by the type of service information. A possible reason cause why an alternative service is suggested may be included.


The <alternative-service> element contains a <type> element that indicates the type of alternative service. In the present document, the <type> element contains only the value "emergency".


The <reason> element contains an explanatory text with the reason why the session setup has been redirected. A UE may use this information to give an indication to the user.

	End of XML Modification 
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