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Introduction

The current terminating procedures in TS 24.22 are not aligned with SIP as specified by the IETF. The S-CSCF does not make use of the Contact information provided by the user at registration time.

Discussion

The misalignment between the procedures in 24.229 and the correct behaviour of SIP servers was already pointed out in the Lucent contribution N1-011119 discussed during CN1 #19 in Helsinki.  At that time, the contribution was rejected because it wasn't fulfilling the requirement to deliver the destination public user ID of the session to the terminating UA .
In SIP when the UA registers to the network, the UA publishes its IP address or FQDN in the Contact header value of the REGISTER message. 

When a terminating INVITE hits the SIP registrar (S-CSCF in 3GPP), the SIP registrar shall according to SIP forward the INVITE to the Contact address (IP address or FQDN) as supplied by the UA at registration time. This INVITE may traverse other SIP servers, but it is addressed to the UA's contact information.

In 3GPP IMS in MT case the S-CSCF (SIP registrar) routes the INVITE towards UE-B based on public user identity of user B, as provided by user A when initiating the call. The public user identity is needed in order to inform user B under which public user identity she is called. 

This CR proposes 

· to align the registration procedures so that the S-CSCF saves the Contact information supplied by the UE at registration time

· to align the terminating procedures in 24.229 to SIP, i.e the S-CSCF shall route towards the terminating user based on the contact information saved during registration

· to preserve the originally dialled public user identity in a P-Called-Party SIP header.

This CR does not change, delete or add any new functionality to IMS, besides the alignment to SIP.

Proposal

It is proposed that:

1. At registration time, the S-CSCF saves the Contact information supplied by the UE.

2. For mobile terminating sessions, the S-CSCF inserts the contact address (as stored from registration) in the Route header. The P-CSCF moves the Route header to the Request-URI.

3. The original dialled URLis transported in the P-Called-Party header. The S-CSCF inserts this header.

5.4
Procedures at the S-CSCF

5.4.1
Registration and authentication

************ First proposed change ************

5.4.1.2.1
Normal procedures

When the S-CSCF receives a REGISTER request, the S-CSCF shall verify that the “path” option tag is contained in the Proxy-Require header. If the “path” option tag is present, the S-CSCF shall store the information contained in the Path header so that it can be used for mobile terminated requests. 

Editor’s Note: If the S-CSCF receives a Path header without the “path” option tag in the Proxy-Require header, we have an error condition in the I-CSCF. The I-CSCF behavior for this scenario is FFS.

The S-CSCF shall:

-
check the existence of a Path header in the request;

Editor's note: The action S-CSCF has to take when a Path header is not present in the request is FFS.

-
when a Path header exists in the request, insert its own FQDN, or IP address, in the form of SIP URL at the top of the list found in the Path header saved from the REGISTER request; 
- 
save the Contact header value for the entire duration of the registration;
-
construct a list of preloaded Route headers from the list of entries in the Path header. The order in the lists is preserved; 

-
include an expiration time in the 200 OK response, using the values provided within the S-CSCF, according to the local policy of the network;

-
save the list of preloaded Route headers for the entire duration of the registration; 

NOTE 1: 
If this registration is a reregistration, then a list of pre-loaded Route headers will already exist. The new list replaces the old list.

-
bind to each individual public user identity all contact information under which the public user identity has been registered (either manually by means of a REGISTER message or automatically upon the registration of another public user identity);

NOTE 2:
There might be more then one contact information available for one public user identity. 

-
bind to each contact information the respective Path header entries, that were received in the same REGISTER message as that contact information;

-
add its Path header on the top of the received list of Path headers, and returns this list in the 200 OK response;

-
check whether the message contains information indicating that it was received with a valid integrity check by the P-CSCF;

Editor’s Note: The method by which the P-CSCF indicates this is FFS.

-
send a third party REGISTER request, as described in clause 5.4.1.6, to each Application Server that matches the Filter Criteria from the HSS for the REGISTER event. 

On receiving a failure response to one of the third party REGISTER requests, the S-CSCF may initiate network-initiated deregistration procedure based on the information in the Filter Criteria. If the Filter Criteria does not contain instruction to the S-CSCF regarding the failure of the contact to the Application Server, the S-CSCF shall not initiate network-initiated deregistration procedure.

The S-CSCF may require authentication of the user for any REGISTER request, and shall always require authentication for initial registration. The information that a REGISTER has a valid integrity check may be used as part of the decision to authenticate the registration. The S-CSCF shall request authentication by responding to the REGISTER request with a 401 Unauthorized with:

-
the Authorization header containing the authentication parameters (RAND, AUTN, CK and IK).

************ Next proposed change ************

5.4.3.2
Requests terminated at the served user

When the S-CSCF receives, destined for the served user, an initial request for a dialog or a request for a standalone transaction, prior to forwarding the request, the S-CSCF shall:

-
check if Original-Dialog-ID is present in the payload of the incoming request. If present, it indicates an association with an existing dialog, the request has been sent from an Application Server in response to a previously sent request.

NOTE:
To, From and Call-ID headers from the Original-Dialog-ID shall be used as additional parameters when searching for existing dialogs. 

Local data shall be updated to indicate that this Application Server has been contacted for the initial request. The S-CSCF shall determine the next hop using initial filter criteria and local data on status of which Application Servers have been contacted. If the next hop is another Application Server, the S-CSCF shall retain the Original-Dialog-ID in the message body of the request. If the next hop is not an Application Server, the S-CSCF shall leave out the Original-Dialog-ID from the payload of the request;

-
check whether the initial request matches the initial filter criteria of the application servers assigned for the public user identity as described in 3GPP TS 23.218 [12] clause 6.5. Depending on the result of the previous check the S-CSCF may contact one or more application server(s) before contacting an I-CSCF/P-CSCF respectively. In case of contacting one or more application server(s) the S-CSCF shall initialise local data to track the status of contacting each application server specified in the service profile. Additionally S-CSCF shall also populate the Original-Dialog-ID in the message body with the original To, From and Call-ID headers received in the request.  See clause 5.4.3.3 for the format of the Original-Dialog-ID. 

-
determine, from the destination public user identity, the list of preloaded routes saved during registration or re-registration, as described in clause 5.4.1.2.1;
- 
determine, from the destination public user identity, the saved Contact  URL where the user is reachable saved at registration or re-registration, ad described in clause 5.4.1.2.1;
-
build the Request-URI and Request header field values from the preloaded routes and saved Contact URL, as described in RFC 2543bis [1];


-
pre-load the list of Route headers from the previous steps;
-
insert a P-Called-Party-ID SIP header field including the Request-URI received in the INVITE.
-
in case of an initial request for a dialog create a Record-Route header containing its own SIP URL and save the necessary header fields from the request (and from its appropriate responses) in order to release the dialog when needed.

When the S-CSCF receives, destined for the served user, a refresh request for a dialog, prior to forwarding the request, the S-CSCF shall:

-
route the refresh request as described in RFC2543bis [1] when Route header is present in the request;

-
create a Record-Route header containing its own SIP URL and save the necessary header fields from the request (and from its appropriate responses) in order to release the dialog when needed.

When the S-CSCF receives, destined for the served user, a subsequent request other than refresh request for a dialog, prior to forwarding the request, the S-CSCF shall:

-
route the refresh request as described in RFC2543bis [1] when Route header is present in the request.

************ Next proposed change ************

7.2
SIP headers defined within this specification

Editor’s note: This clause is to be used to document those SIP headers that require complete documentation within this specification, because they are not defined elsewhere in a form that can be endorsed, either with or without modification.

7.2.2
P-Called-Party-ID header

7.2.2.1
Introduction

The P-Called-Party-ID header is the mechanism whereby the terminating UE learns the dialled public user identity that triggered the current session initiation. 
The S-CSCF inserts the header in all terminating INVITE and re-INVITE requests. The header is not used in any other request or response.

7.2.2.2
Syntax

The P-Called-Party-ID header field has the syntax described in table 7.2

Table 7.2: Syntax of P-Called-Party-ID header

P-Called-Party-ID = "P-Called-Party-ID" HCOLON 1#





(name-addr *( SEMI p-cdpid-param))

p-cdpid-param = generic-param

Table 7.3 is an extension of tables 2 and 3 in RFC 2543bis [1] and table in section 7.5 in the SIP-specific event notification [xx] .

Table 7.3: P-Called-Party-ID header

Header field              where       proxy ACK BYE CAN INV OPT REG PRA SUB NOT
_______________________________________________________________________________
P-Called-Party-ID           R           am   -   -   -   o   -   -   -   -   -
7.2.2.3
Operation

The operation of this header is described in clause 5.4.3.2

