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Introduction

Two mechanisms have been discussed for an Application Server to discover that a user has registered and the address of the S-CSCF that serves that subscriber. It has been agreed as a working assumption that both the third party registration mechanism and the subscribe notify mechanism will be supported by the S-CSCF to enable an Application Server to discover the user has registered and the S-CSCF address on an event driven basis. It is also obvious that both mechanisms are not scalable to situations where there are a large number of S-CSCFs and a large number of Application Servers and although a potential solution using central Application Servers with other Application Servers subscribing to them had been brought forward this is not a complete solution to the problem.

Obviously some Application Servers such as a Presence Server and the IM-SSF will need to know about user registrations on an event driven basis, however many Applications Servers will not. These other Application Servers may however need to obtain the address of the S-CSCF that serves the subscriber in order to forward a SIP request to it when acting in the UA or B2BUA modes. What is needed is a mechanism for an Application Server to obtain the address of the S-CSCF from the public user identity.  Subclause 9.1 of 23.218 already identifies such functionality :

The Application Server may access the HSS via the Sh/Si interface to access subscriber related data specific to the service or application including the address of the S-CSCF.

In addition clause 9.4.3 of 23.218 states

The application server may also obtain the user’s implicitly registered public identities by accessing the HSS via Sh or Si interface.

This contribution proposes some wording to clearly identify these requirements on the Sh interface.

Proposal

It is proposed to add the following  text to TS 23.228 clauses 7.2.2 and 9.2.2

7.2.2
HSS - Application Server (Sh) interface
7.2.2.1
HSS - Application Server (Sh) interface functionality
The Sh interface is between the HSS and the SIP Application Servers and the OSA SCS and is used for transferring User Profile information and also may be used by an Application Server to obtain the address of the S-CSCF that serves the subscriber with the supplied public user identity. The Sh interface shall also support an Application Server obtaining all the implicitly registered public user identities associated with a given public user identity.
The following operations are required to be supported by the HSS on the Sh interface:

-
Download of the User Profile

-
Update of the User Profile
-
Supplying the S-CSCF address assigned to the user with the supplied public user identity
· Supplying all the implicitly registered public user identities for the supplied public user identity
7.2.2.2
Download of the user profile
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Figure 7.2.2.2.1 Download of the user profile
Table 7.2.2.2.1 provides the parameters in the user profile pull, which are sent to the HSS
Table 7.2.2.2.1 Sh: User Profile Download procedure (AS to HSS)

	Message source & destination
	Sh Information element name
	Description

	AS to HSS
	Public User Identity
	Identity which is used to communicate with other users


The HSS responds with the user profile for the subscriber including transparent data required by the Application Server.
7.2.2.3
Update of the user profile
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Figure 7.2.2.3.1 Update of the user profile
The HSS pushes the user profile including transparent data required by the Application Server to the Application Server. The Application Server responds with an acknowledgement.
7.2.2.4
S-CSCF location query
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Figure 7.2.2.4.1 S-CSCF location query
The Application Server sends a query to the HSS to find out the S-CSCF of the user. The HSS responds with the address of the current S-CSCF for the subscriber.
Table 7.2.2.4.1 provides the parameters which are sent to the HSS.

Table 7.2.2.4.1 Sh: S-CSCF Location query procedure (AS to HSS)
	Message source & destination
	Sh: Information element name
	Description

	AS to HSS
	Public User Identity
	This information element indicates the public user identity


Table 7.2.2.4.2 provides the parameters sent from the HSS to the Application Server.

Table 7.2.2.4.2 Sh: S-CSCF location  query procedure (HSS to AS)
	Message source & destination
	Cx: Information element name
	Description

	HSS to AS
	S-CSCF name
	This information indicates the serving CSCF’s name of that user


7.2.2.5
Registration and public user identity discovery
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Figure 7.2.2.5.1 Registration and public identity discovery
The HSS sends an indication of the subscriber registration containing the full list of  associated public user identities to the Application Server. The Application Server responds with an acknowledgement.

Table 7.2.2.5.1 provides the parameters, which are sent by the HSS.

Table 7.2.2.5.1 Sh: Registration and public user identity discovery (HSS to AS)
	Message source & destination
	Sh: Information element name
	Description

	HHS to AS
	Public User Identity N
	This information element indicates the registered public user identity

	HHS to AS
	Public User Identity N+1
	This information element indicates an associated public user identity

	HHS to AS
	Public User Identity N+2
	This information element indicates an associated public user identity

	HHS to AS
	Public User Identity N+ ….
	This information element indicates an associated public user identity


9.2.2
Application Server – HSS (Sh) interface

The Sh interface is between the HSS and the SIP Application Servers and the OSA SCS and is used for transferring User Profile information and also may be used by an Application Server to obtain the address of the S-CSCF that serves the subscriber with the supplied public user identity. The Sh interface shall also support an Application Server obtaining all the implicitly registered public user identities associated with a given public user identity.
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