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This contribution implements the necessary changes to TS 24.229 in order to align the network entities to the loose routing principles.

Proposal

5.2.6
General treatment for all dialogs and standalone transactions excluding REGISTER

5.2.6.1
Introduction

The procedures of clause 5.2.6 and its subclauses are general to all requests and responses, except those for the REGISTER method. Procedures in subsequent clauses to clause 5.2.6 apply in addition to the procedures of clause 5.2.6.

5.2.6.2
Requests initiated by the UE

When the P-CSCF receives from the UE an initial request for a dialog, and a Path header list exists for the initiator of the request, the P-CSCF shall:

-
select the list of Route headers that was created during the registration or reregistration of the respective public user identity utilizing the Path mechanism (see clause Error! Bookmark not defined.);


-
append the list of Route headers to the request, 
· create a Record-Route header containing its own SIP URL
· forward the request based on the topmost Route header
When the P-CSCF receives a 1xx or 2xx response to the above request, the P-CSCF shall:

-
remove the list of Record-Route headers from the received response.

-
create a new list of stored Route headers, with the newly received list of Record-Route headers. The Contact header received in the response shall not be appended to the bottom of the stored list of Route headers.

When the P-CSCF receives any other response to the above request, the P-CSCF shall:

-
remove any list of Record-Route headers, even though not allowed, from the received response and forward it to the UE.

When the P-CSCF receives from the UE a refresh request for a dialog, the P-CSCF shall:

-
select the list of Route headers that was created during the exchange of the initial request or last refresh request and associated response for this call.


-
append the list of Route headers to the request, 

· create a Record-Route header containing its own SIP URL
· forward the request based on the topmost Route header
When the P-CSCF receives a 1xx or 2xx response to the above request, the P-CSCF shall:

-
remove the list of Record-Route headers from the received response.

-
overwrite any existing list of stored Route headers, or create a new list of stored Route headers, with the newly received list of Record-Route headers. The Contact header received in the response shall not be appended to the bottom of the stored list of Route headers.

When the P-CSCF receives any other response to the above request, the P-CSCF shall:

-
remove any list of Record-Route headers, even though not allowed, from the received response and forward it to the UE.

When the P-CSCF receives from the UE the request for a standalone transaction, and a Path header list exists for the initiator of the request, the P-CSCF shall:

-
select the list of Route headers that was created during the registration or reregistration of the respective public user identity utilizing the Path mechanism (see clause Error! Bookmark not defined.);



· append the list of Route headers to the request,

· forward the request based on the topmost Route header
When the P-CSCF receives any response to the above request, the P-CSCF shall:

-
remove any list of Record-Route headers, even though not allowed, from the received response and forward it to the UE.

When the P-CSCF receives from the UE subsequent requests other than a refreshing request that pertains to an existing dialog, the P-CSCF shall:

-
select the list of Route headers that was created during the exchange of the initial request and associated response for this call.


· append the list of Route headers to the request, 
· forward the request based on the topmost Route header.

When the P-CSCF receives any response to the above request, the P-CSCF shall:

-
remove any list of Record-Route headers, valid or not, from the received response and forward it to the UE.

When the P-CSCF receives from the UE an initial request for a dialog, a refresh request for a dialog, or the request of a standalone transaction, and a Path header list does not exist for the initiator of the request, the P-CSCF shall:

-
send a 403 Forbidden response back to the UE containing a warning header.

Editor’s Note: how to find out whether the user has a valid registration in the P-CSCF is FFS.

Editor’s Note: The correct value for the warning code is yet to be assigned by IANA.

5.2.6.3
Requests terminated by the UE

When the P-CSCF receives, destined for the UE, an initial request for a dialog, or a refresh request for a dialog, prior to forwarding the request, the P-CSCF shall:

-
remove the list of Record-Route headers, and shall convert it into a list of Route headers. The Contact header shall not be appended to the bottom of the list of Route headers. The P-CSCF shall save this list of Route headers and append this list to all UE originated requests for this dialog;

-
add itself on the top of the removed list of Record-Route headers and save the list. The list will be appended to UE originated response to the SUBSCRIBE request;

-
remove and store the list of received Via headers from the received request and shall place its own address in the Via header with locally unique token to identify the saved values as a branch parameter . The P-CSCF shall append the list of Via headers to the UE originated response for this request. 

When the P-CSCF receives a 1xx or 2xx response to the above request, the P-CSCF shall:

-
append the saved list of Record-Route headers to the response; 

-
append the saved list of Via headers to the response.

When the P-CSCF receives any other response to the above request, the P-CSCF shall:

-
append the saved list of Via headers to the response.

When the P-CSCF receives, destined for the UE, a subsequent request for a dialog that is not a refresh request, or a request for a stand-alone transaction, prior to forwarding the request, the P-CSCF shall: 

-
remove and store the list of received Via headers from the received request and shall place its own address in the Via header with locally unique token to identify the saved values as a branch parameter . The P-CSCF shall append this list of Via headers to the UE originated response for this transaction.
When the P-CSCF any response to the above request, the P-CSCF shall:

-
append the saved list of Via headers to the response.

When the P-CSCF receives from the UE the request for an unknown method, and a Path header list exists for the initiator of the request, the P-CSCF shall:

· select the list of Route headers that was created during the registration or reregistration of the respective public user identity utilizing the Path mechanism (see clause Error! Bookmark not defined.);
· append the list of Route headers to the request, 

· forward the request based on the topmost Route header.


When the P-CSCF receives any response to the above request, the P-CSCF shall:

-
remove any list of Record-Route headers, even though invalid, from the received response and forward it to the UE.

5.2.7
Initial INVITE

5.2.7.1
Determination MO or MT case

Editor’s Note: It has to be discussed whether this section is needed or if the determination of MO/MT case at the P-CSCF shall be left implementation dependent.

5.2.7.2
Mobile-originating case

The P-CSCF shall respond to all INVITE requests with a 100 Trying response. 

Upon receiving a response (e.g. 183 Session Progress, 200 OK) to the initial INVITE request, the P-CSCF:

Editor’s note: the case when the P-CSCF acts on behalf of the UE is FFS.

-
if a media authorization token is generated by the PCF (i.e. when service-based local policy control is applied), insert the Media Authorization header containing that media authorization token.

5.2.7.3
Mobile-terminating case

When the P-CSCF receives an initial INVITE request destined for the UE, it will contain the address of the UE in the Request-URI, and a single pre-loaded Route header containing the address of the P-CSCF. The received initial INVITE will also have a list of Record-Route headers. Prior to forwarding the initial INVITE to the address found in the Request URI, the P-CSCF shall:

Editor’s note: the case when the P-CSCF acts on behalf of the UE is FFS.

· if a media authorization token is generated by the PCF (i.e. when service-based local policy control is applied), insert the Media Authorization header containing that media authorization token.
In addition, the P-CSCF shall respond to all INVITE requests with a 100 Trying response. 

1.1.1 5.2.8
Call release

5.2.8.1
P-CSCF-initiated call release

5.2.8.2
Call release initiated by any other entity 

When the P-CSCF receives a BYE request matching an existing dialog, it shall delete all the stored information related to the dialog.

5.2.9
Subsequent requests

5.2.9.1
Mobile-originating case

5.2.9.2
Mobile-terminating case

5.2.10
Further initial requests

5.2.10.1
Mobile-originating case

If the request is known by the P-CSCF to only initiate a stand-alone transaction. (e.g. OPTIONS, MESSAGE, etc.) then the P-CSCF shall route the request without inserting Record-Route header into it. In this case the P-CSCF does not need to create any call state information based on these initial requests alone. 

5.2.10.2
Mobile-terminating case

5.2.11
Emergency service

The P-CSCF shall inspect the Request URI of all INVITE requests for known emergency numbers and emergency URLs from a configurable list. If the P-CSCF detects that the Request URI of the INVITE matches one of the numbers in this list, the INVITE shall not be forwarded. The P-CSCF shall answer the INVITE with a ‘380 Alternative Service’ response. The 380 response shall include a message body containing an indication that the call should be reattempted using the CS domain and a suitable E.164 number to reach an emergency centre via the CS domain. The message body shall also include a text string message that should contain a user displayable explanation message that is configurable in the P-CSCF by the operator.

Editors Note: The detailed format of the 380 response message body is FFS.

The P-CSCF shall have a configurable list of emergency numbers and emergency URLs (e.g. sos@domain). The list is used to determine whether the INVITE is destined for an emergency centre or not. 

5.3
Procedures at the I-CSCF

5.3.1
Registration procedure

5.3.1.1
General

During the registration procedure the I-CSCF shall behave as a stateful proxy.

5.3.1.2
Normal procedures

When I-CSCF receives a REGISTER request, the I-CSCF starts the user registration status procedure to the HSS as specified in 3GPP TS 29.228 [26].

If the user registration status response from the HSS includes a valid SIP URI, the I-CSCF shall:

1) 
replace the Request URI of the received REGISTER request with the SIP URL received from the HSS in the Server-Name AVP;

2)
apply the procedures as described in clause Error! Bookmark not defined. if topology hiding is required; and

3) 
forward the REGISTER request to the indicated S-CSCF.

If the user registration status response from the HSS includes a list of capabilities, the I-CSCF shall:

1) 
select a S-CSCF that fulfils the indicated mandatory capabilities – if more then one S-CSCFs fulfils the indicated mandatory capabilities the S-CSCF which fulfils most of the possibly additionally indicated optional capabilities;

2) 
replace the Request URI of the received REGISTER request with the URI of the S-CSCF;

3)
apply the procedures as described in clause Error! Bookmark not defined. if topology hiding is required; and

4) 
forward the REGISTER request to the selected S-CSCF.

When the I-CSCF receives a 2xx response to a REGISTER request, the I-CSCF shall proxy the 2xx response to the P-CSCF.

5.3.1.3
Exceptional procedures

If the HSS sends a negative response to the user registration status request, the I-CSCF shall send back a 403 Forbidden response.

If the the user registration status procedure cannot be completed, e.g. due to time-out or incorrect information from the HSS, the I-CSCF shall send back a 480 Temporarily Unavailable response to the UE. 

If a selected S-CSCF: 

- 
does not respond to the REGISTER request and its retransmissions by the I-CSCF; or 

-
sends back a 3xx or 480 Temporarily Unavailable response; 

the I-CSCF shall select a new S-CSCF as described in clause 5.3.1.2, based on the capabilities indicated from the HSS. The newly selected S-CSCF shall not be one of any S-CSCFs selected previously during this same registration procedure.

If the I-CSCF cannot select a S-CSCF which fulfils the mandatory capabilities indicated by the HSS, the I-CSCF shall send back a 600 Busy Everywhere response to the user. 

When the I-CSCF receives a 420 Bad Extension response to a REGISTER request, and the Unsupported header contains the value path, the I-CSCF shall take OA&M actions to indicate an error. If the algorithm to select the S-CSCF in 1. above enables an alternative S-CSCF to be selected, then the I-CSCF shall repeat steps 1 through 5 to this new S-CSCF. If no alternative S-CSCF can be selected, the I-CSCF shall proxy the 420 Bad Extension response. In all other cases, the I-CSCF shall proxy the 420 Bad Extension response.

5.3.2
Further initial requests

5.3.2.1
Normal procedures

The I-CSCF may behave as a stateful proxy for further initial requests.
When the I-CSCF receives an initial request, not containing a Route header, the I-CSCF shall  start the user location query procedure to the HSS as specified in 3GPP TS29.228 [26] for the called user, indicated in the Request URI.

Upon successful user location query, the I-CSCF shall:



1. insert the SIP URI received from the HSS as the topmost Route header
3)
apply the procedures as described in clause Error! Bookmark not defined. if topology hiding is required; and

4) forward the request based on the topmost Route header.
When the I-CSCF receives an initial request containing a Route header, the I-CSCF shall:

· remove its own SIP URL from the Route header, and 

· forward the request based on the topmost Route header.
5.4.3.1
Requests initiated by the served user

When the S-CSCF receives from the served user an initial request for a dialog or a request for a standalone transaction, prior to forwarding the request the S-CSCF shall:


-
if the outgoing Request URI is a TEL URL, the S-CSCF shall translate the E.164 address (see RFC 2806 [16]) to a globally routeable SIP URL using an ENUM/DNS translation mechanism with the format specified in RFC 2916 [17]. Databases aspects of ENUM are outside the scope of this document. If this translation fails, the request may be forwarded to a BGCF or any other appropriate entity (e.g a MRF to play an announcement) in the originator's home network or an appropriate SIP response shall be sent to the originator,

-
check if Original-Dialog-ID is present in the payload of the incoming request. If present, it indicates an association with an existing dialog, the request has been sent from an Application Server in response to a previously sent request.

NOTE:
To, From and Call-ID headers from the Original-Dialog-ID shall be used as additional parameters when searching for existing dialogs. 

Local data shall be updated to indicate that this Application Server has been contacted for the initial request. The S-CSCF shall determine the next hop using initial filter criteria and local data on status of which Application Servers have been contacted. If the next hop is another Application Server, the S-CSCF shall retain the Original-Dialog-ID in the message body of the request. If the next hop is not an Application Server, the S-CSCF shall leave out the Original-Dialog-ID from the payload of the request;

· check whether the initial request matches the initial filter criteria of the application servers assigned for the public user identity as described in 3GPP TS 23.218 [12] clause 6.4. Depending on the result of the previous check, the S-CSCF may contact one or more application server(s) before processing the outgoing Request-URI. In case of contacting one or more application server(s) the S-CSCF shall: 
· insert the AS address to be contacted into the Route header as the topmost entry and its own address as the following one
· initialise local data to track the status of contacting each application server specified in the service profile. Additionally S-CSCF shall also populate the Original-Dialog-ID in the message body with the original To, From and Call-ID headers received in the request.  See clause 5.4.3.3 for the format of the Original-Dialog-ID. 

· -if the topmost entry in the Route header is its own SIP URL then S-CSCF shall remove it.
· determine the destination address (e.g. DNS access) using the URL placed in the topmost Route header if present, otherwise based on the Request URI;

· in case of an initial request for a dialog the S-CSCF shall create a Record-Route header containing its own SIP URL and save the necessary header fields from the request (and from its appropriate responses) in order to release the dialog when needed.
When the S-CSCF receives from the served user a refresh request for a dialog, prior to forwarding the request the S-CSCF shall:
· remove its own SIP URL from the topmost Route header.

· create a Record-Route header containing its own SIP URL and save the necessary header fields from the request (and from its appropriate responses) in order to release the dialog when needed.
· route the request based on the Request URI
When the S-CSCF receives from the served user a subsequent request other than refresh request for a dialog, prior to forwarding the request the S-CSCF shall:


· remove its own SIP URL from the topmost Route header.

· route the request based on the Request URI

5.4.3.2
Requests terminated at the served user

When the S-CSCF receives, destined for the served user, an initial request for a dialog or a request for a standalone transaction, prior to forwarding the request, the S-CSCF shall:

-
check if Original-Dialog-ID is present in the payload of the incoming request. If present, it indicates an association with an existing dialog, the request has been sent from an Application Server in response to a previously sent request.

NOTE:
To, From and Call-ID headers from the Original-Dialog-ID shall be used as additional parameters when searching for existing dialogs. 

Local data shall be updated to indicate that this Application Server has been contacted for the initial request. The S-CSCF shall determine the next hop using initial filter criteria and local data on status of which Application Servers have been contacted. If the next hop is another Application Server, the S-CSCF shall retain the Original-Dialog-ID in the message body of the request. If the next hop is not an Application Server, the S-CSCF shall leave out the Original-Dialog-ID from the payload of the request;

-
check whether the initial request matches the initial filter criteria of the application servers assigned for the public user identity as described in 3GPP TS 23.218 [12] clause 6.5. Depending on the result of the previous check the S-CSCF may contact one or more application server(s) before contacting an I-CSCF/P-CSCF respectively. In case of contacting one or more application server(s) the S-CSCF shall initialise local data to track the status of contacting each application server specified in the service profile. Additionally S-CSCF shall also populate the Original-Dialog-ID in the message body with the original To, From and Call-ID headers received in the request.  See clause 5.4.3.3 for the format of the Original-Dialog-ID. 

-
select the list of Route headers that was created during the registration or reregistration of the respective public user identity utilizing the Path mechanism (see clause Error! Bookmark not defined.);



· append the list of Route headers to the request, 

· in case of an initial request for a dialog create a Record-Route header containing its own SIP URL and save the necessary header fields from the request (and from its appropriate responses) in order to release the dialog when needed.
· forward the request based on the topmost Route header.
When the S-CSCF receives, destined for the served user, a refresh request for a dialog, prior to forwarding the request, the S-CSCF shall:


· select the list of Route headers that was created during the registration or reregistration of the respective public user identity utilizing the Path mechanism (see clause Error! Bookmark not defined.);
· append the list of Route headers to the request, 

· create a Record-Route header containing its own SIP URL and save the necessary header fields from the request (and from its appropriate responses) in order to release the dialog when needed.
· forward the request based on the topmost Route header.
When the S-CSCF receives, destined for the served user, a subsequent request other than refresh request for a dialog, prior to forwarding the request, the S-CSCF shall:


· select the list of Route headers that was created during the registration or reregistration of the respective public user identity utilizing the Path mechanism (see clause Error! Bookmark not defined.);

· append the list of Route headers to the request, 

· forward the request based on the topmost Route header.

5.7.4
Application Server (AS) acting as a SIP proxy

Editor's note: This clause should be structured according to any agreements for the structure for the BGCF.

When the AS acting as a SIP proxy receives a request from the S-CSCF, prior to forwarding the request it shall:
· remove its own SIP URL from the topmost Route header.

· route the request based on the topmost Route header
