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Proposal 

 It is proposed that a new Clause 7.2.2 and provided text is added to the document TS 24.229. In addition, 

the provided text should be also incorporated into the Clauses XXX of the document TS 24.229.

7.2.2
 URL parameter "impu-param"

7.2.2.1 Introduction

The SIP impu-param is a mechanism whereby a S-CSCF conveys to the UE the dialed public user identity that it has received in the initial INVITE request. The S-CSCF uses the received public user identity and the Contact header received during the registration procedure to constructs a SIP URL. The S-CSCF appends the resulting SIP URL to the bottom of the list of Route headers prior to forwarding the initial INVITE to the UE. The UE resident UA receives the impu-param in the Request-URI field of the initial INVITE request.
The impu-param field has the syntax described in table 7.2

Table 7.1: Syntax of impu-param

impu-param = “impu=” userinfo%40hostname

============================================================================

5.1.4.1
Initial INVITE
When the UA receives the initial INVITE request, the [userinfo@]hostpport in the Request-URI shall contain the Contact information specified by the UA in the REGISTER request, while the impu-param contains the dialed public user identity, e.g.: sip:[5555::eee:fff:aaa:bbb]; impu=user2_public1%40home2.net.
============================================================================

5.4.3.2
Requests terminated at the served user

When the S-CSCF receives, destined for the served user, an initial request for a dialog or a request for a standalone transaction, prior to forwarding the request, the S-CSCF shall:

-
check if Original-Dialog-ID is present in the payload of the incoming request. If present, it indicates an association with an existing dialog, the request has been sent from an Application Server in response to a previously sent request.

NOTE:
To, From and Call-ID headers from the Original-Dialog-ID shall be used as additional parameters when searching for existing dialogs. 

Local data shall be updated to indicate that this Application Server has been contacted for the initial request. The S-CSCF shall determine the next hop using initial filter criteria and local data on status of which Application Servers have been contacted. If the next hop is another Application Server, the S-CSCF shall retain the Original-Dialog-ID in the message body of the request. If the next hop is not an Application Server, the S-CSCF shall leave out the Original-Dialog-ID from the payload of the request;

-
check whether the initial request matches the initial filter criteria of the application servers assigned for the public user identity as described in 3GPP TS 23.218 [12] clause 6.5. Depending on the result of the previous check the S-CSCF may contact one or more application server(s) before contacting an I-CSCF/P-CSCF respectively. In case of contacting one or more application server(s) the S-CSCF shall initialise local data to track the status of contacting each application server specified in the service profile. Additionally S-CSCF shall also populate the Original-Dialog-ID in the message body with the original To, From and Call-ID headers received in the request.  See clause 5.4.3.3 for the format of the Original-Dialog-ID. 

-
if an I-CSCF/P-CSCF is to be contacted the S-CSCF shall select the list of Route headers that was created during the registration or reregistration of the respective public user identity utilizing the Path mechanism (see clause 5.2.3);
-
use the  received public user identity(i.e., destination) and the Contact header received during the registration procedure to construct a Route header. The Route header is a SIP URL that is constructed by appending to the Contact header a url-parameter "impu-param" (as defined in clause 7.2.2).  The impu-param is URL-escaped (i.e., @ escaped) public user identity, e.g.:  sip:[5555::eee:fff:aaa:bbb]; impu=user2_public1%40home2.net. Append the constructed Route header to the bottom of the list of Route headers from the previous step;
-
pre-load the list of Route headers from the previous steps;

-
in case of an initial request for a dialog create a Record-Route header containing its own SIP URL and save the necessary header fields from the request (and from its appropriate responses) in order to release the dialog when needed.

===========================================================================

