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Discussion

Annex B contains some information flows for some example services, however flows that show the Application Server Originating UA and Terminating UA modes of operation are missing and there is currently no example showing the Third Party Registration procedure. This contribution adds these examples through the use of example flows for a voicemail service. In addition Annex B contains an example of Filter Criteria Triggering, which is not part of an example service flow and therefore does not fit well in this Annex. It is proposed to move this to a new Annex C. This contribution also corrects the existing MRFC flows in Annex B to conform to the unify draft.

Proposal

It is proposed to make the following enhancements to Informative Annex B and create new Annex C in TS 23.218:

Annex B (informative): 
Information flows for example services

This annex contains some informative example information flows that show the possible flow of information for some example services.  These examples are intended only to help aid the understanding of the behaviour of the S-CSCF, MRFC and Application Servers for service provision for the IM CN subsystem and are not intended to recommend or specify how to create such services, (indeed the examples given may not even be a good idea for a practical implementation). 
The following modes of operation are shown in these examples:

-
Third Party Registration to Application Server





Clause B.3.2
-
Application Server in Originating UA mode






Clause B.3.2.
-
Application Server in Redirect mode








Clause B.1.3.
-
Application Server in Terminating UA mode






Clause B.3.1.
-
Application Server in Proxy mode









Clause B.1.4.

-
Application Server in Third Party Call Control/B2BUA mode

Clauses B.2.1, B.2.2, and B.2.3.
-
Application Server with no involvement







Clause B.1.4

B.1
Call Forwarding Example

B.1.1
Call Forwarding through Service Platforms

Figure B.1.1.1 presents the network configuration for a call-forwarding scenario. Some interfaces between nodes have been omitted purely for clarity. In this configuration, the UE1 originates a call to the UE2. The UE2 is subscribed to a Call Forwarding (CF) service based on the Calling Line Identification (CLI). The CF service logic resides in a service platform interfacing the IM CN subsystem via the ISC interface. The service platform is programmed to detect all incoming calls/terminating sessions with UE1's CLI and to instruct the S-CSCF to forward the calls/sessions to another destination, UE3, either directly or via the UE1. These two session forwarding scenarios are shown by the red a blue coloured flows. When the session redirection is carried out directly by the S-CSCF of the UE2, the network may notify the UE1 of its call/session redirection.

As shown in the figure, the service platform could be either a SIP AS, an OSA AS or a CAMEL CSE. The latter two platforms interface the S-CSCF via the OSA SCS and IM SSF gateways, respectively.
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Figure B.1.1.1 Network configuration for the call forwarding examples

In this configuration, the originating UE1 and the terminating UE3 are assumed to be in their respective home network. The UE2, not shown in the figure, could be either at its home network or roaming in a visited network. 

The CF feature is invoked based on the detection of the originating party’s CLI “pre-activated” for call forwarding. Upon invocation of the CFonCLI feature, the call will be forwarded to a pre-specified destination. These two steps and a few underlying assumptions are briefly described below:

B.1.1.1
Service Activation and Programming

The UE2 activates its CFonCLI service and programs it with a Forward-to Number which is UE3's number, conditioning it to the originating party’s line identity, CLI.

 B.1.1.2
Service Invocation and Control

The UE1 makes a call to the UE2. The CFonCLI is invoked and the call is forwarded to the UE3 following a “Session Redirection” that is initiated by either the S-CSCF or the UE1
. 

B.1.2
Assumptions

For the CFonCLI service invocation and service control procedure, the following are assumed to hold:

· Normal case scenario, showing successful cases only.

· Subscriber data of all three UE1, UE2 and UE3 are stored in their respective HSS.

· All call/session control for the UE1, UE2, and UE3 is done in their respective home network S-CSCF.

· The UE2 has already subscribed to the CFonCLI service with a service provider operating a service platform where the service control logic resides.

· The pre-selected numbers (e.g., UE3) to which the originated calls are forwarded, are stored by the CFonCLI service control logic upon activation of the feature by the UE2. 

B.1.3
UE Redirect based call flows
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Figure B.1.3.1 CFonCLI Information Flows with UE Re-direct
Figure B.1.3.1 presents the information flow diagram for the invocation and control of the CFonCLI service based on the configuration of Figure B.1.1.1
The UE1 initiates a call to UE2. The CFonCLI service logic is invoked in the service platform when the S-CSCF for UE2 detects that service invocation is required. The call is forwarded to the UE3 by the UE1 according to the “Session Redirection initiated by UE” procedure. The UE3 accepts the (forwarded) call. A detailed description for each flow is given below:
1) The S-CSCF of UE1 receives a SIP invite message form UE1.

2) The I-CSCF of the UE2 receives a SIP INVITE message form the S-CSCF of the originating user, UE1. UE1’s CLI is included in this INVITE message. 
3) The I-CSCF of the UE2 queries the HSS to obtain the S-CSCF of the UE2.
4) The HSS returns the S-CSCF location.
5) The I-CSCF forwards the INVITE to the S-CSCF of UE2.
6) Based on the information obtained from the UE2 Service Profile (during registration), the S-CSCF of the UE2 detects that the criteria for certain pre-defined triggers are met. The INVITE message is forwarded to the service platform. The service logic is invoked in the service platform.
7) Based on the outcome of the execution of the service logic, the service platform instructs the S-SCSF to REDIRECT the session to UE3. The behaviour of the service platform follows the description of a ‘redirect server’. It sends the 302 Move Temporary response with UE3 as the redirect address to UE1. The service platform plays no further part in the session establishment.

8) S-CSCF of UE2 sends ACK back to the service platform to acknowledge the receiving of the 302 response.
9) S-CSCF of UE2 forwards the 302 Move Temporary to the I-CSCF of UE2
10) The I-CSCF of UE2 forwards the 302 Move Temporary to the S-CSCF of UE1.
11) The S-CSCF of UE1 sends ACK to acknowledge the receiving of the 302 Move Temporary.
12) The I-CSCF of UE2 forwards the ACK to the S-CSCF of UE2
13) The S-CSCF of UE1 forwards the 302 Move Temporary response to the next downstream hop
14) The S-CSCF of UE1 receives the ACK for that 302 response from the downstream hop
15) The UE1 re-issues an INVITE with UE3 as the destination.

16) The originating S-CSCF redirects the SIP INVITE message to the UE3’s home network.
17) Bearer establishment & call setup between from the UE1 to the UE3 is performed following the procedure described in the basic call flow sections for originating, inter-network and terminating segments.

B.1.4
S-CSCF based Redirect call flows

Figure B.1.4.1 presents the information flow diagram for the invocation and control of the CFonCLI service based on the configuration of Figure B.1.1.1, where redirection is made by the S-CSCF after instructions from the service logic in the service platforms.
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Figure B.1.4.1 CFonCLI Information Flow with S-CSCF Redirect

The UE1 (located in the originating visited network) makes a call to UE2. The CFonCLI is invoked and the CFonCLI service logic is executed by an application residing in the service platform.

The call is forwarded to the UE3 by the S-CSCF of UE2 according to the “Session Redirection” instructed by the service platform. The S-CSCF sends a SIP 181Call Is Being Forwarded to UE1 and a SIP Invite message to UE3. The UE3 accepts the (forwarded) call. A detailed description for each flow is given below:
1) through to 6) are identical to flows by the same number in the UE Redirect example provided in B.1.4.1. 

7) (7a, 7b, 7c and 7d) The service platform notifies the UE1 that the call is being forwarded, by sending a 181 Call Is Being Forwarded message.

8) The service logic forwards the INVITE message back to S-CSCF modifies the destination address by inserting the identity of the UE3. The service platform is in SIP proxy mode.

9) The S-CSCF of UE2 forwards the modified INVITE message it received from the service platform to the I-CSCF of UE3. 

10) The I-CSCF of the UE3 queries the HSS to obtain the S-CSCF of the UE3.

11) The HSS returns UE3’s S-CSCF location.

12)  (12a and 12b)The I-CSCF forwards the SIP INVITE message the UE3. via its S-CSCF.

13)  (13a, 13b, 13c, 13d, 13e, 13f, 13g, 13h and 13g)The UE3 accepts the incoming call and sends an 183 Session Progress back to UE1.

14) Bearer establishment & call setup between from the UE1 to the UE3 is performed following the procedure described in the basic call flow sections for originating, inter-network and terminating segments.
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B.2
Announcement, conferencing and transcoding examples using MRFC
B.2.1
Example Information flow for a Mobile Originated IP Multimedia Session That Results in Playing an Announcement
The following diagram shows an example of playing an announcement for a mobile originated IP multimedia session. An AS (acting as B2BUA) performs third party call control with the MRFC, where the S-CSCF is in the signalling path.  

The “[x]” notation in the diagram is an indicator of a unique SIP dialog. The “dot” notation on the AS line indicates B2BUA actions are taking place along with AS service logic. The 100 Trying messages are not shown in the diagram, but it is assumed that 100 Trying is sent in response to each INVITE request.
The B2BUA AS interacts with the UE as usual to establish the dialog. The B2BUA AS interacts with the MRFC using a third party control model to establish the dialog. The B2BUA AS manages the interactions between the two dialogs. 
The offer/answer model is used for SDP negotiation between the AS/S-CSCF and the MRFC.  The MRFC should always grant the requests from the AS (unless there is a resource problem). The MRFC responds to the INVITE request with a 200 response indicating the selected codec in the SDP. The MRFC will also reserve the requested local resources at that time. The selected codec is included by the B2BUA AS in the 183 response to the UE. The receipt of the ACK at the MRFC triggers the playing of the tone or announcement.  
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Figure B.2.1.1: Tones and Announcements Call Flow

Notes for the figure: 

1. INVITE request is received at the S-CSCF [Call-ID 1].

2. INVITE request is forwarded to an AS, based on the filter criteria.

3. The AS service logic determines to proceed with the call.

4. New INVITE request is sent towards destination, via the S-CSCF, to establish a new dialog [Call-ID 2].

5. S-CSCF experiences a failure, such as not being able to determine the next hop for the SIP URL.

6. Session failure returned to the AS.

7. ACK returned to complete this dialog [Call-ID 2]

8. The AS service logic determines to play an announcement to the calling party.

9. New INVITE request is sent to the MRFC, via the S-CSCF, to establish a new dialog for playing an announcement [Call-ID 3].  Sufficient information is included to specify the details for the announcement.

10. S-CSCF relays INVITE to the MRFC.

11. The MRFC allocates the requested resource and returns 200 OK, with SDP-A indicating selected media.

12. S-CSCF relays 200 OK to the AS.

13 - 30. The B2BUA AS manages the dialog for Call-ID 1 as normal, with the SDP-A supplied from the MRFC. The MRFC is instructed to play the announcement using the ACK message at flow 26 for Call-ID 3. 

B.2.2
Example Information flow for a Mobile Originated IP Multimedia Ad Hoc Conferencing session (Multiparty Call)

The following diagram shows an example of an ad hoc conference (multiparty call). An AS (acting as B2BUA) performs third party call control with the MRFC, where the S-CSCF is in the signalling path.  

The “[x]” notation in the diagram is an indicator of a unique SIP dialog. The “dot” notation on the AS line indicates B2BUA actions are taking place along with AS service logic. The 100 Trying messages are not shown in the diagram, but it is assumed that 100 Trying is sent in response to each INVITE request.
The Application Server is in control of the ad hoc conference, is aware of the MRFC capabilities and is also operating as a B2BUA performing third party call control.

An INVITE request is generated from UE-1 indicating a desire to start a multiparty call (ad hoc conference) by taking the existing sessions, between UE-1 to UE-2 and UE-1 to UE-3, and bringing them together.  The AS uses third party call control to request the conference facilities from the MRFC.  A separate dialog is established from the AS to the MRFC for each of the three parties (UE-1, UE-2, UE-3).  New dialogs are also established between the AS and each of the UE endpoints. The media from each UE is connected at the conferencing resource at the MRFP. The first INVITE request to the MRFC will receive a response that includes the conference identifier. The same conference identifier will be used for subsequent INVITE requests to add or drop parties to the conference.

The offer/answer model is used for SDP negotiation between the AS/S-CSCF and the MRFC.  The MRFC should always grant the requests from the AS (unless there is a resource problem).  The MRFC responds to the INVITE request with a 200 response indicating the selected media in the SDP.  The MRFC will also reserve the requested local resources at that time and return the appropriate resource identifiers in the 200 response.  
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Figure B.2.2: Ad Hoc Conference Call Flow

Notes for the figure:

1. INVITE request received at S-CSCF from UE-1 indicating desire to start ad hoc conference (multiparty call) for the existing sessions between UE-1 to UE-2 and UE-1 to UE-3.

2. 100 Trying returned

3. INVITE forwarded to AS

4. AS performs service logic and allows attempt to start ad hoc conference

5-8. New INVITE request sent to MRFC to initiate multiparty call, get conference identifier and prepare dialog for UE-2 [Call-ID 2]

9-13. Re-INVITE sent to UE-2 to establish dialog between AS and UE-2 [Call-ID 3]

14-17. ACK sent for Call-ID 2 and Call-ID 3

18-21. New INVITE request sent to MRFC using the same conference identifier and prepare dialog for UE-3 [Call-ID 4]

22-26. Re-INVITE sent to UE-3 to establish dialog between AS and UE-3 [Call-ID 5]

27-30. ACK sent for Call-ID 4 and Call-ID 5

31-34. New INVITE request sent to MRFC using the same conference identifier and prepare dialog for UE-1 [Call-ID 6]

35-36. 200 OK returned to UE-1 with SDP

37. session established

38-41. ACK sent for Call-ID 1 and Call-ID 6

B.2.3
Example information flows for a Mobile Originated IP Multimedia session that requires transcoding

The two figures that follow illustrate the MRFC providing transcoding for a mobile originated session, where the MRFC is receiving directions from the AS operating as a B2BUA. 

The “[x]” notation in the diagram is an indicator of a unique SIP dialog. The “dot” notation on the AS line indicates B2BUA actions are taking place along with AS service logic. The 100 Trying messages are not shown in the diagram, but it is assumed that 100 Trying is sent in response to each INVITE request.

The B2BUA AS interacts with the originating UE as usual to establish the dialog. The B2BUA AS interacts with the MRFC using a third party control model to establish the dialog with the called party after receiving the initial failure indication. The B2BUA AS manages the interactions between the two dialogs. 
An INVITE request is generated from a UE. A 606 “Not Acceptable” response is received from the called party. The AS uses third party call control to request transcoding facilities from the MRFC.  A separate dialog is established from the AS to the MRFC for each of the two parties.  New dialogs are also established between the AS and each of the UE endpoints. The media from each UE is connected at the transcoding resource at the MRFP.

In the first figure below, the called party returns an indication of an acceptable codec.  For this case, the request to the MRFC will include the appropriate codec for the called party and the offer/answer model with the MRFC is used.  

In the second figure below, the called party does not indicate any SDP, which means that more steps will be required on the subsequent INVITE request to set up transcoding with the MRFC. An INVITE without SDP is sent to the MRFC to get the list of codecs it supports.  The AS then sends that list of codecs in the new INVITE that it sends to the called party.  The B2BUA function of the AS matches up the responses.
The offer/answer model is used for SDP negotiation between the AS/S-CSCF and the MRFC.  The MRFC should always grant the requests from the AS (unless there is a resource problem). The MRFC responds to the INVITE request with a 200 response indicating the selected codec in the SDP. The MRFC will also reserve the requested local resources at that time. The selected codec is included by the B2BUA AS in the 183 response to the UE. The receipt of the ACK at the MRFC triggers the playing of the tone or announcement.  



[image: image8.wmf]MRFC

AS

Home Network for calling party

S-CSCF

1. INVITE (UE SDP)[1]

2. 100 (Trying)

4. Service Logic

6. INVITE (UE SDP)[2]

38. QoS Establishment / Resource Reservation

48. 200 OK (Answer)  [4]

50. 200 OK [1]

51. ACK [1]

53. ACK [4]

7. 606 (Not Acceptable, UA SDP)[2]

19. INVITE (UA SDP)[4]

20. 183 (UA SDP)[4]

31. 183 (UE SDP) [1]

32. PRACK [1]

23. PRACK (UA SDP)[4]

8. ACK [2]

3. INVITE (UE SDP)[1]

5. INVITE (UE SDP)[2]

9. 606 [2]

10. Service Logic

11. ACK [2]

21. 183 (UA SDP)[4]

30. 183 (UE SDP)[1]

33. PRACK (UE SDP)[1]

49. 200 OK [1]

52. ACK [1]

18. INVITE (UA SDP)[4]

22. PRACK (UA SDP)[4]

12. INVITE (UA SDP)[3]

15. 200 OK (UA SDP)[3]

16. ACK [3]

27. INVITE (UE SDP)[5]

28. 200 OK (UE SDP)[5]

25. 200 OK (UA SDP) [4]

24. 200 OK (UA SDP) [4]

34. 200 OK (UE SDP) [1]

35. 200 OK (UE SDP) [1]

39. COMET (UE SDP) [1]

40. COMET (UE SDP)[1]

41. COMET (UE SDP) [4]

42. 200 OK (UE SDP) [4]

43. 200 OK (UE SDP) [1]

44. 200 OK (UE SDP)[1]

45. 180 (Ringing) [4]

46. 180 (Ringing) [1]

47. 180 (Ringing) [1]

100 Trying is sent,

but isn't shown for

remaining INVITEs

37. ACK [5]

13. INVITE (UA SDP)[3]

14. 200 OK (UA SDP)[3]

17. ACK [3]

26. INVITE (UE SDP)[5]

29. 200 OK (UE SDP)[5]

36. ACK [5]



Figure B.2.3.1: Transcoding Call Flow (called party indicates codec)

Notes for the figure:

1. INVITE request received at S-CSCF from UE [Call-ID 1]. 

2. 100 Trying returned

3. INVITE forwarded to an AS, based on filter criteria.

4. AS service logic determines to proceed with the call. 

5. New INVITE request is sent towards destination, via the S-CSCF, to establish a new dialog [Call-ID 2].

6. S-CSCF forwards the INVITE.

7. Called UA returns 606 Not Acceptable in response to the INVITE request. Included in the response is an indicator that the offered codec is not acceptable plus information on what codec would be acceptable.

8. ACK sent to called UA to complete the dialog for Call-ID 2.

9. 606 response is forwarded to the AS.

10. AS service logic determines that there is an MRFC that can perform the transcoding.

11. ACK sent to S-CSCF to complete the dialog for Call-ID 2.

12-17. New INVITE request sent to MRFC to establish transcoding for called UA [Call-ID 3].

18-25. New INVITE request sent to called UA to establish session between UA and MRF [Call-ID 4].

26-29. New INVITE request sent to MRFC to establish transcoding for calling UE [Call-ID 5].

30-53. Normal call establishment procedures from here on, with B2BUA AS performing the appropriate signalling translations between the associated dialogs.
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Figure B.2.3.2: Transcoding Call Flow (called party codec negotiated)

Notes for the figure:

1. INVITE request received at S-CSCF from UE [Call-ID 1]. 

2. 100 Trying returned

3. INVITE forwarded to an AS, based on filter criteria.

4. AS service logic determines to proceed with the call. 

5. New INVITE request is sent towards destination, via the S-CSCF, to establish a new dialog [Call-ID 2].

6. S-CSCF forwards the INVITE.

7. Called UA returns 606 Not Acceptable in response to the INVITE request. Included in the response is an indicator that the offered codec is not acceptable but there is no information on what codec would be acceptable (no SDP).

8. ACK sent to called UA to complete the dialog for Call-ID 2.

9. 606 response is forwarded to the AS.

10. AS service logic determines that there is an MRFC that can perform the transcoding.

11. ACK sent to S-CSCF to complete the dialog for Call-ID 2.

12-15. New INVITE request sent to MRFC to establish transcoding for called UA and to get the list codecs supported by the MRF [Call-ID 3].

16-19. New INVITE request sent to called UA with SDP for all codecs supported by the MRF to establish session between UA and MRF [Call-ID 4]. UA returns SDP with acceptable codecs.

20-23. A new offer with the codecs provided by the UA is sent in PRACK and the 200 OK response indicates the selected codec.

24-31. Acknowledgements sent to complete Call-ID 3.

Call establishment procedures from here on are common with the previous transcoding call flow.

B.3
Example information flows for a voicemail service

B.3.1 User out of coverage message recording
Figure B.3.1.1 shows a possible scenario of an Application Server, which acting as a terminating UA performs the function of a Voicemail Server in order to terminate a call and record a message on behalf of a UE that is out of coverage or powered off.

A S-CSCF is forwarded the initial INVITE destined for a UE that is not currently IMS registered. The Default Filter Criteria in the S-CSCF indicates that for the case of an unregistered user the INVITE should be forwarded to the Voicemail and Announcement Server. 
Upon receiving the INVITE request the Voicemail and Announcement Server determines that the destination UE has subscribed to the Voicemail Service (possibly by downloading some subscriber profile information via the Sh interface). The Voicemail and Announcement Server therefore in addition to playing an announcement to inform the caller that the called party is either powered off or out of coverage also informs that caller that he may leave a message for the called party.
The calling party leaves a message for the called party and then hangs up the call by sending a BYE.  
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Figure B.3.1.1: Voicemail server records messages
Notes for figure B.3.1.1:
NOTE:
For simplicity the 100 Trying response returned or received by the S-CSCF in reponse to requests is omitted from figure B.3.1.1
1. INVITE request received at S-CSCF from caller.

2. Based on Default Filter Criteria S-CSCF proxies the INVITE request to the Voicemail and Announcement Server (AS).
3-4. The AS starts the voicemail application and responds with a 183 Session Progress containing SDP which is proxied back to the caller by the S-CSCF. 
5-8. The caller responds with a PRACK containing SDP which the S-CSCF proxies to the AS and the AS responds with a 200 OK containing SDP which the S-CSCF proxies back to the caller.
9. QOS establishment and resource reservation takes place.
10-13. After completing resource reservation the caller sends a COMET containing SDP which is proxied by the S-CSCF to the AS which responds with a 200 OK containing SDP which is proxied back to the caller by the S_CSCF.
14-15
The AS then sends a 200 OK to the initial INVITE which the S-CSCF proxies to the caller.
16-17. The caller returns an ACK to the 200 OK.
18.
The AS plays an announcement using the session established indicating that the caller is powered off but that the caller may leave a message.
19. The caller leaves a message using the session established.
20-21.
The caller hangs up by sending a BYE which the S-CSCF proxies to the AS.
22-23.
The AS responds with a 200 OK, which the S-CSCF proxies back to the caller.
B.3.2 User IMS registers voice mail service playsback messages
Figure B.3.2.1 shows the scenario when the UE that has subscribed to a voicemail service with a feature enabled that contacts the user upon registration informing him of any recorded messages.

The Filter Criteria downloaded by the S-CSCF indicates that a third party REGISTER request should be sent to the Voicemail Server. Upon receiving the third party registration of the UE, the Voicemail Server acting as an originating UA contacts by sending an INVITE request to the UE to inform him that he has voicemail messages recorded while he was not registered.

The user listens to the messages played back by the voicemail server, (only streaming class QOS is required for this session) and then terminates the session with a BYE. 
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Figure B.3.2.1: Upon registration voicemail server replays messages
Notes for figure B.3.2.1:
NOTE:
For simplicity the 100 Trying response returned or received by the S-CSCF in reponse to requests is omitted from figure B.3.2.1
1-4.
The UE sends a REGISTER request to the S-CSCF which authenticates with a 401 Unauthorized response challenge with the authentication response being supplied in a second REGISTER request. The registration completes with a 200 OK from the S-CSCF to the UE.
5-6.
The S-CSCF downloads Filter Criteria for the UE from the HSS which indicates the S-CSCF should send a third party REGISTER request on behalf of the UE to an AS that performs a voicemail service. The AS responds to the REGISTER request with a 200 OK.
7-8. The AS downloads subscriber data for the subscriber (possibly from the HSS via the Sh interface) that indicates that the subscriber has enabled a feature that has the voicemail application contact the subscriber upon registration to deliver recorded messages. The AS sends an INVITE request containing SDP for the UE to the  S-CSCF which proxies it to the UE.

9-10 The UE responds with 183 Session Progress containing SDP which the S-CSCF proxies to the AS.

11-14. The AS sends a PRACK, which the S-CSCF proxies to the UE and the UE respond with a 200 OK which the S-CSCF proxies to the AS. 
15. QOS establishment and resource reservation takes place.
16-19. The AS sends a COMET, which the S-CSCF proxies to the UE and the UE responds with a 200 OK which the S-CSCF proxies to the AS.
10-21. The UE sends a 180 Ringing indicating that it is alerting the user which the S-CSCF proxies to the AS.

22-25.
The AS to indicate receipt of the 180 response sends a PRACK which the S-CSCF proxies to the UE and the UE responds with a 200 OK which the S-CSCF proxies to the AS.
26-27.
When the subscriber answers the UE sends a 200 OK to the initial INVITE which the S-CSCF proxies to the AS.
28-29.
The AS acknowledges the 200 OK with an ACK which the S-CSCF proxies to the UE.
30.
The AS plays an announcement indicating the number of messages stored and then playsback the messages to the UE using the session established.

31-32.
The UE hangs up by sending a BYE, which the S-CSCF proxies to the AS.

33-34.
The AS responds with a 200 OK, which the S-CSCF proxies back to the UE.

Annex C (informative): 
Example flow of filter criteria triggering 

This annex contains an example of filter criteria triggering that applies for both call originating and terminating procedure. But we assume this is a call originating procedure. User has registered with the network. Its filter criteria and addresses of the assigned application servers have been downloaded to its S-CSCF during registration via Cx interface. And its application server specific data may also been downloaded to application server during registration via Sh interface. 

[image: image14.wmf] 

Outgoing Call leg

 

Incoming Call leg

 

HSS

 

SI

P 

Interface

 

Service Logic

 

(STP)

 

Service Logic

 

(STP)

 

AS 1

 

AS 2

 

ISC

 

ISC

 

Sh

 

Sh

 

Cx

 

SIP INVITE matches filter 

criteria X for AS1

 

 

1

 

2

 

4.b

 

3

 

SIP message possibly

 

with modification by AS1

 

SIP 

Interface

 

S

 

P

 

I

 

4.a

 

INVITE Match Filter Criteria X

à

AS1

 

S

-

CSCF

 

Filter Criteria X

à

AS1

 

Filter Criteria Y

à

AS2

 

5.b

 

SIP message possibly

 

with modification by AS2

 

6.b

 

SIP message forwarded by 

S

-

CSCF

 

SIP message forwarded by 

S

-

CSCF

 


Figure C.1: Filter Criteria Triggering Example

There is a flow example in figure C.1:

In this example, two application servers are assigned to provide additional services to a subscriber and they are showed as AS1 and AS2 in this example.

4. User initiates a SIP session by sending a SIP initial request to its S-CSCF.

5. On receiving this message, the S-CSCF finds that this message matches the initial filter criteria X for AS1 so that the S-CSCF forwards this message to AS1.

6. The AS1 performs any needed service control based on the STP (Service Platform Triggering Points) and proxies the SIP message possibly with service related modification back to the S-CSCF

Editors Note: 

Proposal 1: (FCs re-evaluated more then once):

4.a
On receiving the message from the AS, the S-CSCF re-evaluates the filter criteria. If the message matches any further filter criteria Y, the S-CSCF forwards the message to the associated Application Server AS2.

4.b
If the message doesn’t match any further filter criteria, the S-CSCF forwards this message to the next hop based on the route decision defined in 24.229.

Proposal 2 (FCs only evaluated once)

4a. 
On receiving the message from the AS, the S-CSCF checks if there is the need to send this message to further Application Servers. If this is the case, the S-CSCF forwards the message to the next Application Server in the list (AS2).

4b
Else the S-CSCF forwards this message to the next hop based on the route decision defined in 24.229.d 

After making a decision on the above two alternative proposals, the figure has to be updated consequently. The current picture shows the proposal 1. 

5.b
The AS2 performs any needed service control based on the STP (Service Platform Triggering Points) and proxies the SIP message possibly with service related modification back to the S-CSCF

6.b
The S-CSCF checks the message sent by AS2 and finds that no initial criteria is matched, then the S-CSCF forwards this message to next hop based on the route decision defined in 24.229.




























































































































� TS 23.228 lists six redirection procedures as follows:


Session Redirection initiated by S-CSCF to IMS


Session Redirection initiated by S-CSCF to CS-domain


Session Redirection initiated by S-CSCF to general endpoint
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Session Redirection initiated after Bearer Establishment
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