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Introduction

Clause 5.4.3.3 was a placeholder for the XML definition of the Original-Dialog-ID.  Now that the definition exists in clause 7.6, the placeholder may be updated.  Also, the references to Original-Dialog-ID need to be changed to point to clause 7.6 and use lower-case letters.

Proposal

Add/remove the text indicated below to the clauses of [3G TS 24.229]. 

5.4.3
General treatment for all dialogs and standalone transactions  excluding requests terminated by the S-CSCF

5.4.3.1
Requests initiated by the served user

When the S-CSCF receives from the served user an initial request for a dialog or a request for a standalone transaction, prior to forwarding the request the S-CSCF shall:

-
use the URL in the Route header (i.e. destination) to construct the outgoing Request-URI header and remove the Route header from the initial request;

-
if the outgoing Request URI is a TEL URL, the S-CSCF shall translate the E.164 address (see RFC 2806 [16]) to a globally routeable SIP URL using an ENUM/DNS translation mechanism with the format specified in RFC 2916 [17]. Databases aspects of ENUM are outside the scope of this document. If this translation fails, the request may be forwarded to a BGCF or any other appropriate entity (e.g a MRF to play an announcement) in the originator's home network or an appropriate SIP response shall be sent to the originator;
-
check if <original-dialog-id> XML element is present in the payload of the incoming request. If present, it indicates an association with an existing dialog, the request has been sent from an Application Server in response to a previously sent request. 
The <od-to>, <od-from> and <od-call-id> XML element values from the <original-dialog-id> XML element may be used when searching for existing dialogs. 
Local data shall be updated to indicate that this Application Server has been contacted for the initial request. The S-CSCF shall determine the next hop using initial filter criteria and local data on status of which Application Servers have been contacted. If the next hop is another Application Server, the S-CSCF shall retain the <original-dialog-id> XML element in the message body of the request. If the next hop is not an Application Server, the S-CSCF shall leave out the <original-dialog-id> XML element from the payload of the request;

-
check whether the initial request matches the initial filter criteria of the application servers assigned for the public user identity as described in 3GPP TS 23.218 [12] clause 6.4. Depending on the result of the previous check, the S-CSCF may contact one or more application server(s) before processing the outgoing Request-URI. In case of contacting one or more application server(s) the S-CSCF shall initialise local data to track the status of contacting each application server specified in the service profile. Additionally S-CSCF shall also populate the <original-dialog-id> XML element in the message body with the original To, From and Call-ID headers received in the request.  See clause 5.4.3.3 for further information on the original dialog identifier; 
-
determine the destination address (e.g. DNS access) using the URL placed in the outgoing Request-URI;

-
in case of an initial request for a dialog the S-CSCF shall create a Record-Route header containing its own SIP URL and save the necessary header fields from the request (and from its appropriate responses) in order to release the dialog when needed.

When the S-CSCF receives from the served usera refresh request for a dialog, prior to forwarding the request the S-CSCF shall:

-
route the refresh request as described in RFC2543bis [1] when Route header is present in the request;

-
create a Record-Route header containing its own SIP URL and save the necessary header fields from the request (and from its appropriate responses) in order to release the dialog when needed.

When the S-CSCF receives from the served user a subsequent request other than refresh request for a dialog, prior to forwarding the request the S-CSCF shall:

-
route the refresh request as described in RFC2543bis [1] when Route header is present in the request.

5.4.3.2
Requests terminated at the served user

When the S-CSCF receives, destined for the served user, an initial request for a dialog or a request for a standalone transaction, prior to forwarding the request, the S-CSCF shall:

-
check if <original-dialog-id> XML element is present in the payload of the incoming request. If present, it indicates an association with an existing dialog, the request has been sent from an Application Server in response to a previously sent request. 
The <od-to>, <od-from> and <od-call-id> XML element values from the <original-dialog-id> XML element may be used as when searching for existing dialogs. 
Local data shall be updated to indicate that this Application Server has been contacted for the initial request. The S-CSCF shall determine the next hop using initial filter criteria and local data on status of which Application Servers have been contacted. If the next hop is another Application Server, the S-CSCF shall retain the <original-dialog-id> XML element in the message body of the request. If the next hop is not an Application Server, the S-CSCF shall leave out the <original-dialog-id> XML element from the payload of the request;

-
check whether the initial request matches the initial filter criteria of the application servers assigned for the public user identity as described in 3GPP TS 23.218 [12] clause 6.5. Depending on the result of the previous check the S-CSCF may contact one or more application server(s) before contacting an I-CSCF/P-CSCF respectively. In case of contacting one or more application server(s) the S-CSCF shall initialise local data to track the status of contacting each application server specified in the service profile. Additionally S-CSCF shall also populate the <original-dialog-id> XML element in the message body with the original To, From and Call-ID headers received in the request.  See clause 5.4.3.3 for further information on the original dialog identifier; 
-
if an I-CSCF/P-CSCF is to be contacted the S-CSCF shall select the list of Route headers that was created during the registration or reregistration of the respective public user identity utilizing the Path mechanism (see clause 5.2.3);

-
use the URI in the Request-URI header (i.e., destination) to construct a Route header, and append it to the bottom of the list of Route headers from the previous step;

-
pre-load the list of Route headers from the previous steps;

-
in case of an initial request for a dialog create a Record-Route header containing its own SIP URL and save the necessary header fields from the request (and from its appropriate responses) in order to release the dialog when needed.

When the S-CSCF receives, destined for the served user, a refresh request for a dialog, prior to forwarding the request, the S-CSCF shall:

-
route the refresh request as described in RFC2543bis [1] when Route header is present in the request;

-
create a Record-Route header containing its own SIP URL and save the necessary header fields from the request (and from its appropriate responses) in order to release the dialog when needed.

When the S-CSCF receives, destined for the served user, a subsequent request other than refresh request for a dialog, prior to forwarding the request, the S-CSCF shall:

-
route the refresh request as described in RFC2543bis [1] when Route header is present in the request.

5.4.3.3 Original dialog identifier
The original dialog identifier is coded as the <original-dialog-id> XML element within the SIP message body as described in clause 7.6.
For the messages including the <original-dialog-ID> XML element, set the value of the Content-Type header to include the MIME type specified in clause 7.6, which may be one part of a multipart message body.
5.4.3.4 








5.7.5
Application Server (AS) performing 3rd party call control

5.7.5.1
General

The AS performing 3rd party call control acts as a B2BUA. The B2BUA AS will internally map the message headers between the two dialogs that it manages. It is responsible for correlating the dialog identifiers and will decide when to simply translate a message from one dialog to the other, or when to perform other functions. These decisions are specific to each AS and will not be specified in 3GPP TS 24.229.

The AS, although acting as a UA, does not initiate any registration of its associated addresses. These are assumed to be known by peer-to-peer arrangements within the IM CN subsystem. 

5.7.5.2
Call initiation 

5.7.5.2.1 
Initial INVITE

When the AS receives an initial INVITE request, it will contain the AS’s SIP URL in the Request-URI. Before generating a new INVITE back to the S-CSCF, the AS:

-
performs the Application Server specific functions. See 3GPP TS 23.218 [12];

-
if successful, generate and send a new INVITE request to the S-CSCF to establish a new dialog. The AS shall look for the presence of the <original-dialog-id> XML element in the message body of the initial INVITE request and populate the same <original-dialog-id> XML element in the message body of the new INVITE request.

