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Introduction

It has been agreed by SA1 and specified in the IMS stage one description in 3GPP TS2x.xxx that IMS service shall be accessible when the user inserts a R99/Rel-4 USIM into a Rel-5 IMS UE.

Note:  This does not preclude the use of an ISIM

Discussion

This paper aims to analyse the impact of this decision on CN1 specifications.

According to current specifications, the UE would be required to fetch the following IMS parameters from the UICC:

· Private User ID; and

· Home Network Domain Name; and possibly

· One Public User ID.

Obviously, if the UICC is a pre-IMS implementation (i.e. R99/Rel-4 USIM) then none of the above IMS parameters will be present.

This paper looks at a possible solution to this.

Proposal

It is proposed that existing parameters on the USIM be run through standardised conversion functions in the UE in order to derive the required IMS identities.

More specifically:

· The UE shall take the IMSI from the USIM and convert part of it into a Private User ID; and

· The UE shall take the IMSI from the USIM, and using the first six digits (MCC + MNC) shall derive a Home Network Domain name; and

· The Public User ID can either be configured by the user or derived also from the MSISDN or IMEI.

Any parameters converted in the UE will remain stored in the UE until switch off or change of SIM.  (i.e. inserting a different SIM into the IMS UE will result in the IMS UE immediately converting the new IMSI into a new IMPI). 

E-NUM specifies a particular method for converting an E.164 telephone number into a URL.  A similar method could be used to convert the IMSI into URL format.

Conclusion

In the call flows in 24.228 we refer to the IMS parameters, but rarely mention from where they are obtained.  If it is explicitly stated that they are taken from the SIM then minor changes can be made.  The same could be said of 24.229. This paper is more concerned with where to specify the conversion functions.

23.003 specifies “Numbering, addressing and identification.”  Currently there is no reference to IMS identities.  Therefore this specification seems a sensible place to add conversion rules.  It is proposed that the following new sections be added to 23.003.  If the changes are acceptable, Vodafone will provide the actual CR.

CR to 23.003

Reason for change:

With R’5 IMS capable USIMs, it is expected that 3 identities are stored on the USIM, namely the Private User Identity, the Public User identity and the Home Network Domain Name.

With an R’99 USIM, the proposal is that:

a) the Private User Identity is derived from the IMSI; 

b) the Public User Identity is derived from the MSISDN, if it is available (not all operators provision this on the USIM), or from the IMEI (this might help with US regulations which require the capability for emergency services to be able to phone back to sim-less mobiles which have originated emergency calls); and

c) the Home Network Domain name is derived from the leading 6 digits of the IMSI (these include the Mobile Country Code and Mobile Network Code).

Proposed additions:

x.x 
Numbering, addressing and identification within the Ip Multimedia core network Subsystem (IMS)

x.x.1 Private User Identity (IMPI)

The Private User Identity shall take the form of a SIP URI, see RFC2543.  A SIP URI shall take the form “sip:user@domain”

It shall be possible to derive from the IMSI, a ‘user’ part and a ‘domain’ part of a SIP URI.  When used together, the sip:user@domain shall form the Private User Identity, e.g. sip:0.9.8.7.6.5.4.3.2@151.234.3gppnetwork

x.x.1.1 Deriving ‘User’ part of a SIP URI from the IMSI

1. Remove any non-digit characters from the IMSI, leaving a string of 15 digits.

2. The first 6 digits of the IMSI will be converted into a domain name, as described in section x.x.1.1.3

3. The remaining 9 digits of the IMSI will be separated by a “.”, e.g. 234567890 becomes 2.3.4.5.6.7.8.9.0.

4. These digits shall then be placed in reverse order, e.g. 0.9.8.7.6.5.4.3.2

5. “IMSI.” Shall be added to the beginning of the new string, e.g. IMSI. 0.9.8.7.6.5.4.3.2

6. This ‘user’ address will then be appended by the ‘domain’ name, as described in section x.x.1.1.3

7. Finally the following ‘protocol identifier’ will be added to the beginning of the ‘user@domain’ string:

· “sip:”

e.g. sip:0.9.8.7.6.5.4.3.2@domain

x.x.1.2 Deriving ‘Domain’ part of a SIP URI from the IMSI

1. Remove any non-digit characters from the IMSI, leaving a string of 15 digits.

2. Take the first six digits and separate them into MCC and MNC with “.” E.g. 234.151

3. Reverse the order of the MCC and MNC, e.g. 151.234

4. Append it with “.3gppnetwork” e.g. 151.234.3gppnetwork

x.x.2 Home Network Domain Name

The home network domain name shall be in the form of an internet domain name, e.g. operator.com, as specified in IETF documentation.

It shall be possible to derive the domain name from an IMSI (see x.x.1.2)

x.x.3 Public User Identity (IMPU)

The Public User Identity shall take the form of a SIP URI, see RFC2543.  A SIP URI shall take the form “sip:user@domain”

It shall be possible to derive from the MSISDN, a ‘user’ part of a SIP URI.  When used together with the domain name (see x.x.1.2), the sip:user@domain shall form the Public User Identity, e.g. sip:MSISDN.6.5.4.3.2.1.8.8.8.7.44+@151.234.3gppnetwork

It shall also be possible to derive from the IMEISV, a ‘user’ part of a SIP URI.  When used together with the domain name (see x.x.1.2), the sip:user@domain shall form the Public User Identity, e.g. sip:IMEISV.1.2.3.4.5.6.7.8.9.0.1.2.3.4.5.6@151.234.3gppnetwork

The conversion from MSISDN to IMPU is as follows:

1. Take the full MSISDN and separate the first three digits, i.e. the “+” and the country code, from the rest of the number, with a “.”, e.g. +44.7.8.8.8.1.2.3.4.5.6

2. reverse the order of this string, e.g. “6.5.4.3.2.1.8.8.8.7.+44”

3. Add “MSISDN.” To the start of the string, e.g. MSISDN.6.5.4.3.2.1.8.8.8.7.+44

4. Append the domain name (see x.x.1.2) to the string, e.g. MSISDN.6.5.4.3.2.1.8.8.8.7.+44@151.234.3gppnetwork

5. Place “sip:” at the beginning of the new address, e.g.

sip:MSISDN.6.5.4.3.2.1.8.8.8.7.+44@151.234.3gppnetwork

The conversion from IMEISV to IMPU is as follows:

6. Take the 16 digit IMEISV and separate each digit with “.”, e.g. 1.2.3.4.5.6.7.8.9.0.1.2.3.4.5.6

7. reverse the order of this string, e.g. “6.5.4.3.2.1.0.9.8.7.6.5.4.3.2.1”

8. Add “IMEISV.” To the start of the digit string, e.g. IMEISV.6.5.4.3.2.1.0.9.8.7.6.5.4.3.2.1

9. Append the domain name (see x.x.1.2) to the string, e.g. IMEISV.6.5.4.3.2.1.0.9.8.7.6.5.4.3.2.1@151.234.3gppnetwork

10. Place “sip:” at the beginning of the new address, e.g.

sip:IMEISV.6.5.4.3.2.1.0.9.8.7.6.5.4.3.2.1@151.234.3gppnetwork

