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0
Abstract

This contribution analyses the various SIP drafts, and identifies the SIP requirements for the Reply-To header. It then identifies the values that need to be inserted in the profile tables of 24.229 regarding this header.

This header has only recently been created in the bis-draft.

This contribution assumes that changes relating to the events draft have been incorporated. If agreement to incorporate these changes is not made, then this contribution will require revision.

1
An analysis of the SIP drafts with respect to the Reply-To header

1.1
SIP: Session Initiation Protocol (draft-ietf-sip-rfc2543bis-07.txt)

Section 21.4.1.2 - Confidentiality - 5th paragraph specifies:

It is not particularly useful to encrypt the following headers: Date, Min-Expires, RAck, RSeq, Timestamp, Authorization, Priority, and WWW-Authenticate. This category also includes those headers that can be changed by proxy servers (described in the preceding section). UAs SHOULD never include these in an "inner" message if they are not included in the "outer" message. UAs that receive any of these headers in an encrypted body SHOULD ignore the encrypted values.

Section 24 (Header fields), table 3 specifies that the header is a request or response header to an INVITE request, and the header is an optional header.

"Optional" means that a UA MAY include the header field in a request or response, and a UA MAY ignore the header field if present in the request or response (The exception to this rule is the Require header field discussed in 24.33). A "mandatory" header field MUST be present in a request, and MUST be understood by the UAS receiving the request. A mandatory response header field MUST be present in the response, and the header field MUST be understood by the UAC processing the response. "Not applicable" means that the header field MUST NOT be present in a request. If one is placed in a request by mistake, it MUST be ignored by the UAS receiving the request. Similarly, a header field labeled "not applicable" for a response means that the UAS MUST NOT place the header in the response, and the UAC MUST ignore the header in the response.

Section 24.32 specifies:

24.32 Reply-To

The Reply-To header field contains a logical return URI which may be different from the From header field. For example, the URI MAY be used to return missed calls or unestablished sessions. If the user wished to remain anonymous, the header field SHOULD either be omitted from the request or populated in such as way that does not reveal any private information.

Even if the "display-name" is empty, the "name-addr" form MUST be used if the "addr-spec" contains a comma, question mark, or semicolon.  Syntax issues are discussed in Section 7.3.1.

Example:

Reply-To: Bob <sip:bob@biloxi.com>

Section 27.1 defines the message header name, and the syntax of the header.

Reply-To      =  "Reply-To" HCOLON rplyto-spec

rplyto-spec   =  ( name-addr / addr-spec )

*( SEMI rplyto-param )

rplyto-param  =  generic-param

1.2
SIP-Specific Event Notification (draft-ietf-sip-events-02.txt)

Section 7.4 specifies that the header is not included in SUBSCRIBE or NOTIFY methods.

2
Summary of RFC status

This header is specifically applicable to either an INVITE request or to an INVITE response (independent of the status code used). Usage in one direction is independent of any usage in the other direction.

It is assumed to be optional for the UA receiving the header to understand the header.

Proxies do not read the header so it is irrelevant to receive and mandatory to send the header.

3
Summary of 3GPP status

As for RFC status. 

There is no need to preclude 3GPP terminals using this header, but a more appropriate mechanism will be via the Remote-Party-ID header.

4
Proposed changes to the tables of 24.229

4.1
Status at the user agent

Add the following header row to table A.57 (INVITE request) and tables A.59 through A.65 and A.67 through A.69 (INVITE responses).

xx
Reply-To
[1] 24.32
o
o
[1] 22.2
o
o

4.2
Status at the proxy

Add the following header row to table A.176 (INVITE request) and tables A.178 through A.184 and A.186 through A.188 (INVITE responses).

xx
Reply-To
[1] 24.32
m
m
[1] 22.2
i
i

