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Summary
This contribution discusses the handling of Contact header in the REGISTER and the initial INVITE requests. It is proposed that the Contact header is left intact by the P-CSCF. In addition, when the S-CSCF receives an initial INVITE request destined for UE, it uses the Contact received in the REGISTER request and the received public user identity to constructing a Route header that is pre-loaded into the initial INVITE request. This contribution recommends that the  "Alternative F" - identified on the CN1 discussion list - is accepted as a method of routing the initial INVITE to the UE.
Proposal 

 It is proposed that

1.  The Contact header in the REGISTER request is used by the S-CSCF to construct the list of Route headers that will be pre-loaded into the initial INVITE request destined for the UE.

2. The S-CSCF, upon receiving an initial INVITE request destined for the explicitly or implicitly registered public user identity, conveys to the UE received public user identity.

3. The S-CSCF uses the received public user identity and the Contact header to constructs a SIP URL. The resulting SIP URL shall be appended to the bottom of the list of Route headers prior to forwarding the initial INVITE toward the UE.

4. The SIP URL shall be constructed by appending to the Contact (received in the REGISTER request) a newly 3GPP defined url-parameter referred to as "impu="value.. The value is URL-escaped (i.e., @ escaped) public user identity, e.g.:  




                    sip:[5555::eee:fff:aaa:bbb]; impu=user2_public1%40home2.net

5. The P-CSCF - upon receiving the initial INVITE request - inserts the pre-loaded Route header into the Request-URI and forwards the INVITE request to the UE. 
The resulting modifications of the document TS 24.228 are attached below.

7.4.2
MT#1a

7.4.2.1
(MT#1a) Mobile termination, roaming (MO#1a, S-S#1a assumed)

Figure 7.4.2.1 shows a termination procedure which applies to roaming subscribers when the home network operator does not desire to keep its internal configuration hidden from the visited network. The UE is located in a visited network, and determines the P-CSCF via the CSCF discovery procedure. During registration, the home network allocates the S-CSCF. 

When registration is complete, S-CSCF knows the UA public user identity and its Contact address, and the name/address of P-CSCF, and P-CSCF knows the name/address of the UE.
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Figure 7.4.2.1-1: MT#

Procedure MT#1a is as follows: 

1.
INVITE (S-S to MT#1a) – see example in Table 7.4.2.1-1


The calling party sends the INVITE request, via one of the origination procedures and via one of the S-CSCF to S-CSCF procedures, to the S-CSCF for the terminating subscriber.

Table 7.4.2.1-1: INVITE (S-S to MT#1a)

INVITE sip:scscf2.home2.net SIP/2.0

Via: SIP/2.0/UDP icscf2_s.home2.net;branch=871y12.1, SIP/2.0/UDP scscf1.home1.net;branch=332b23.1, SIP/2.0/UDP pcscf1. visited1.net, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

Record-Route: sip:332b23.1@scscf1.home1.net, sip:pcscf1.visited1.net

Route: sip: +1-212-555-2222@home2.net; user=phone

Supported: 100rel 

Remote-Party-ID: “John Doe” <tel:+1-212-555-1111>;privacy=off;screen=yes

Anonymity: Off 

From: “Alien Blaster” <sip:B36(SHA-1(user1_public1@home1.net; time=36123E5B; seq=72))@localhost>;tag=171828

To: sip:B36(SHA-1(+1-212-555-2222; time=36123E5B; seq=73))@localhost 

Call-ID: cb03a0s09a2sdfglkj490333 

Cseq: 127 INVITE 

Contact: sip:[5555::aaa:bbb:ccc:ddd]

Content-Type: application/sdp 

Content-Length: (…)

v=0

o=- 2987933615 2987933615 IN IP6 5555::aaa:bbb:ccc:ddd

s=-

c=IN IP6 5555::aaa:bbb:ccc:ddd 

b=AS:64

t=907165275 0

m=video 0 RTP/AVP 99

a=qos:mandatory sendrecv 

a=rtpmap:99:MPV

m=video 0 RTP/AVP 99

a=qos:mandatory sendrecv

a=rtpmap:99:MPV 

m=audio 3456 RTP/AVP 97 96 0 15

a=rtpmap:97 AMR 

a=fmtp:97 mode-set=0,2,5,7; maxframes=2

a=rtpmap:96 G726-32/8000

a=qos:mandatory sendrecv m=audio 3458 RTP/AVP 97 96 0 15

m=audio 3458 RTP/AVP 97 96 0 15

a=rtpmap:97 AMR 

a=fmtp:97 mode-set=0,2,5,7; maxframes=2

a=rtpmap:96 G726-32/8000

a=qos:mandatory sendrecv 

SDP
The SDP contains the complete set of supported codecs from the session originator, as restricted by the originating network operator. The “m=” lines for the video media streams show a port number zero, which removes them from the negotiation.


Upon receipt of the INVITE, the S-CSCF stores the following information about this session, for use in providing enhanced services or in possible error recovery actions – see example in table 7.4.2.1-1b:

Table 7.4.2.1-1b: Storage of information at S-CSCF

Request-URI: sip:+1-212-555-2222@home2.net;user=phone

From: “Alien Blaster” <sip:B36(SHA-1(user1_public1@home1.net; time=36123E5B; seq=72))@localhost>; tag=171828

To: sip:B36(SHA-1(+1-212-555-2222; time=36123E5B; seq=73))@localhost 

Call-ID: cb03a0s09a2sdfglkj490333 

CSeq(2dest): 127 INVITE

CSeq(2orig): none

Route(2orig): sip:scscf1.home1.net, sip: pcsf1.home1.net, sip:[555::aaa:bbb:ccc:ddd] 
Route(2dest): sip: ddd pcscf2.visited2.net, sip:[5555::eee:fff:aaa:bbb]
2.
100 Trying (MT#1a to S-S) – see example in Table 7.4.2.1-2


S-CSCF responds to the INVITE request (1) with a 100 Trying provisional response.

Table 7.4.2.1-2: 100 Trying (MT#1a to S-S)

SIP/2.0 100 Trying

Via: SIP/2.0/UDP icscf2_s.home2.net;branch=871y12.1, SIP/2.0/UDP scscf1.home1.net;branch=332b23.1, SIP/2.0/UDP pcscf1.visited.net, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

From: 

To: 

Call-ID: 

CSeq: 

Content-Length: 0

3.
Service Control


S-CSCF validates the service profile, and performs any termination service control required for this subscriber


S-CSCF examines the media parameters, and removes any choices that the destination subscriber does not have authority to request.


For this example, assume the destination subscriber is not allowed stereo, so only a single audio stream is permitted.

4.
INVITE (S-CSCF to P-CSCF) – see example in Table 83.2-4


S-CSCF remembers (from the registration procedure) UA Contact address and the next hop CSCF for this UE. It forwards the INVITE to the P-CSCF.

Table 7.4.2.1-4: INVITE (S-CSCF to P-CSCF)

INVITE sip:pcscf2.visited2.net SIP/2.0

Via: SIP/2.0/UDP scscf2.home2.net;branch=764z87.1, SIP/2.0/UDP icscf2_s.home2.net;branch=871y12.1, SIP/2.0/UDP scscf1.home1.net;branch=332b23.1, SIP/2.0/UDP pcscf1. visited1.net, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

Route: sip:[5555::eee:fff:aaa:bbb]; impu=+1-212-555-2222%40home2.net;
Record-Route: sip:764z87.1@scscf2.home2.net, sip:332b23.1@scscf1.home1.net,

sip:pcscf1.visited1.net

Supported: 

Remote-Party-ID: 

Anonymity: 

From: 

To: 

Call-ID: 

Cseq: 

Contact: 

Content-Type: 

Content-Length: (…)

v=0

o=- 2987933615 2987933615 IN IP6 5555::aaa:bbb:ccc:ddd

s=-

c=IN IP6 5555::aaa:bbb:ccc:ddd 

t=907165275 0

m=video 0 RTP/AVP 99

m=video 0 RTP/AVP 99

m=audio 3456 RTP/AVP 97 96 0 15

a=qos:mandatory sendrecv 

a=rtpmap:97 AMR 

a=fmtp:97 mode-set=0,2,5,7; maxframes=2

a=rtpmap:96 G726-32/8000

m=audio 0 RTP/AVP 97 96 0 15

Request-URI:
built from the registration information

Route:
constructed by appending to the Contact address (received during the registration) the url-parameter "impu=". The impu value contains the escaped dialled public user identity.   

Via:, Record-Route: S-CSCF adds itself 

SDP
The SDP contains the restricted set of codecs allowed by the network operator. The “m=” lines for the second audio stream shows a port number zero, which removes it from the negotiation.


Upon receipts of the INVITE, the P-CSCF removes the Record-Route headers, calculates the proper Route header to add to future requests, and saves that information without passing it to UE. The saved value of the  information for this session is – see example in table 7.4.2.1-4b:

Table 7.4.2.1-4b: Storage of information at P-CSCF

Request-URI: sip:+1-212-555-2222@home1.net;user=phone

From: “Alien Blaster” <sip:B36(SHA-1(user1_public1@home1.net; time=36123E5B; seq=72))@localhost>; tag=171828

To: sip:B36(SHA-1(+1-212-555-2222; time=36123E5B; seq=73))@localhost 

Call-ID: cb03a0s09a2sdfglkj490333 

CSeq(2dest): 127 INVITE

CSeq(2orig): none

Route(2dest): sip:[5555::eee:fff:aaa:bbb]
Route(2orig): sip:scscf2.home2.net, sip:scscf1.home1.net,
sip:pcscf1.visited1.net, sip:[ 5555::aaa:bbb:ccc:ddd]
5.
100 Trying (P-CSCF to S-CSCF) – see example in Table 7.4.2.1-5


P-CSCF responds to the INVITE request (4) with a 100 Trying provisional response.

Table 7.4.2.1-5: 100 Trying (P-CSCF to S-CSCF)

SIP/2.0 100 Trying

Via: SIP/2.0/UDP scscf2.home2.net;branch=764z87.1, SIP/2.0/UDP icscf2_s.home2.net;branch=871y12.1, SIP/2.0/UDP scscf1.home1.net;branch=332b23.1, SIP/2.0/UDP pcscf1.visited1.net;branch=240f34.1, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

From: 

To: 

Call-ID: 

CSeq: 

Content-Length: 0

6.
INVITE (P-CSCF to UE) – see example in Table 7.4.2.1-6


P-CSCF examines the media parameters, and removes any that the network operator decides, based on local policy, not to allow on the network.


For this example, assume the network operator does not allow 64 kb/s audio, so the PCMU codec is removed.


P-CSCF inserts the Route header into the Request-URI and forwards the INVITE request to the UE. 
Table 7.4.2.1-6: INVITE (P-CSCF to UE)

INVITE sip:[5555::eee:fff:aaa:bbb]; impu=+1-212-555-2222%40home2.netSIP/2.0

Via: SIP/2.0/UDP pcscf2.visited2.net;branch=361k21.1;branch=token1

Media-Authorization: 0020000100100101706366322e78797a2e6e6574000c02013331533134363231

Supported: 

Remote-Party-ID: 

Anonymity: 

From: 

To: 

Call-ID: 

Cseq: 

Contact: 

Content-Type: 

Content-Length: (...) 

v=0

o=- 2987933615 2987933615 IN IP6 5555::aaa:bbb:ccc:ddd

s=-

c=IN IP6 5555::aaa:bbb:ccc:ddd 

t=907165275 0

m=video 0 RTP/AVP 99

m=video 0 RTP/AVP 99

m=audio 3456 RTP/AVP 97 96 15

a=qos:mandatory sendrecv 

a=rtpmap:97 AMR 

a=fmtp:97 mode-set=0,2,5,7; maxframes=2

a=rtpmap:96 G726-32/8000

m=audio 0 RTP/AVP 97 96 0 15


P-CSCF removes the Record-Route and Via headers, calculates the proper Route header to add to future requests, and saves that information without passing it to UE. The saved value of the Route header is:

Route: sip:764z87.1@scscf2.home2.net, sip:332b23.1@scscf1.home1.net,



sip:pcscf1.visited1.net

Via:  
P-CSCF removes the Via headers, and generates a locally unique token to identify the saves values. It inserts this as a branch value on its Via header.

Media-Authorization: a P-CSCF generated authorization token. This particular example shows a Policy-Element generated by “pcf2.xyz.net” with credentials “31S14621”.

SDP
The SDP contains the restricted set of codecs allowed by the network operator. The “m=” lines for the first audio stream no longer contains codec “0” (PCMU), which removes it from the negotiation.

7.
100 Trying (UE to P-CSCF) – see example in Table 7.4.2.1-7

====================================================================

7.4.2.3
Origination failure

After sending the initial INVITE for a multimedia session, the originating endpoint either abandoned the attempt or was unable to obtain the resources necessary for the session. The termination procedure is informed of this by a CANCEL request from the originator, which is shown in figure 7.4.2.3-1.

If the session is aborted due to failure to obtain resources by the originator, it will occur prior to step #19; steps 19-33 (marked as optional) will not be present. If the session is abandoned due to user command, it can happen at any point between steps 8-33.
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Figure 7.4.2.3-1: Failure in origination procedure

1-7.
INVITE (S-S to S-CSCF) et seq


UE#1 initiated a session, as described in Subclause 7.4.2.1.

8-33.
183 SDP (UE to S-CSCF) et seq


Session initiation possibly continued, prior to detection of a failure condition, as described in Subclause 7.4.2.1.

34.

CANCEL (S-S to S-CSCF) – see example in Table 7.4.2.3-34


The originator, through the S-S procedure, cancelled the original INVITE request.

Table 7.4.2.3-34: CANCEL (S-S to S-CSCF)

CANCEL sip:scscf2.home2.net SIP/2.0

Via: SIP/2.0/UDP scscf1.home1.net;branch=332b23.1

From: “Alien Blaster” <sip:B36(SHA-1(user1_public1@home1.net; time=36123E5B; seq=72))@localhost>;tag=171828

To: sip:B36(SHA-1(+1-212-555-2222; time=36123E5B; seq=73))@localhost 

Call-ID: cb03a0s09a2sdfglkj490333 

Cseq: 127 CANCEL 

Contact: sip:[5555::aaa:bbb:ccc:ddd]

Content-Length: 0

35.
200 OK (S-CSCF to S-S) – see example in Table 7.4.2.3-35


Upon receive the CANCEL request from the S-S procedure, S-CSCF sends 200 OK.

Table 7.4.2.3-35: 200 OK (S-CSCF to S-S)

SIP/2.0 200 OK

Via: SIP/2.0/UDP scscf1.home1.net;branch=332b23.1

From: 

To: 

Call-ID: 

CSeq: 

Content-Length: 0

36.

Service Control


S-CSCF performs whatever service control is appropriate for this failed session attempt.

37.

CANCEL (S-CSCF to P-CSCF) – see example in Table 7.4.2.3-37


The S-CSCF forwards the CANCEL request to P-CSCF.

Table 7.4.2.3-37: CANCEL (S-CSCF to P-CSCF) (related to 7.4.2.3-34)

CANCEL sip:pcscf2.visited2.net SIP/2.0

Via: SIP/2.0/UDP scscf2.home2.net;branch=764z87.1

Route: sip:[5555::eee:fff:aaa:bbb]; impu=+1-212-555-2222%40home1.net
From: 

To: 

Call-ID: 

Cseq: 

Contact: sip:[5555::aaa:bbb:ccc:ddd]
Content-Length:

38.
200 OK (P-CSCF to S-CSCF) – see example in Table 7.4.2.3-38


Upon receiving the CANCEL request from the S-CSCF, P-CSCF sends 200 OK.

Table 7.4.2.3-38: 200 OK (P-CSCF to S-CSCF)

SIP/2.0 200 OK

Via: SIP/2.0/UDP scscf2.home2.net;branch=764z87.1

From: 

To: 

Call-ID: 

CSeq: 

Content-Length: 0

39.

Revoke QoS authorization


P-CSCF removes the QoS authorization, if any, for this session.

40.

CANCEL (P-CSCF to UE) – see example in Table 7.4.2.3-40 (related to 7.4.2.3-37)


The P-CSCF forwards the CANCEL request to the UE.

Table 7.4.2.3-40: CANCEL (P-CSCF to UE)

CANCEL sip:[5555::eee:fff:aaa:bbb]; impu=+1-212-555-2222%40home1.net SIP/2.0

Via: SIP/2.0/UDP pcscf2.visited2.net;branch=361k21.1;branch=token1

From: 

To: 

Call-ID: 

Cseq: 

Contact: 

Content-Length:

41.
200 OK (UE to P-CSCF) – see example in Table 7.4.2.3-41


Upon receive the CANCEL request from the P-CSCF, the UE sends 200 OK.

Table 7.4.2.3-41: 200 OK (UE to P-CSCF)

SIP/2.0 200 OK

Via: SIP/2.0/UDP pcscf2.visited2.net;branch=361k21.1;branch=token1

From: 

To: 

Call-ID: 

CSeq: 

Content-Length: 0

42.

487 Cancelled (UE to P-CSCF) – see example in Table 7.4.2.3-42


The termination procedure performed the cancel operation, and returned a SIP error response to the initial INVITE request.

Table 7.4.2.3-42: 487 Cancelled (UE to P-CSCF)

SIP/2.0 487 Cancelled

Via: SIP/2.0/UDP pcscf2.visited2.net;branch=361k21.1;branch=token1

From: “Alien Blaster” <sip:B36(SHA-1(user1_public1@home1.net; time=36123E5B; seq=72))@localhost>; tag=171828

To: sip:B36(SHA-1(+1-212-555-2222; time=36123E5B; seq=73))@localhost; tag=1234

Contact: sip:[5555::eee:fff:aaa:bbb]

Call-ID: cb03a0s09a2sdfglkj490333 

Cseq: 127 INVITE 

Retry-After:3600

Content-Length: 0

43.
ACK (P-CSCF to UE) – see example in Table 7.4.2.3-43


Upon receive the 487 response from the UE, P-CSCF sends ACK.

Table 7.4.2.3-43: ACK (P-CSCF to UE)

ACK sip:scscf2.home2.net SIP/2.0

Via: SIP/2.0/UDP pcscf2.visited2.net;branch=361k21.1

From: 

To: 

Call-ID: 

CSeq: 127 ACK

Content-Length: 0

44.

487 Cancelled (P-CSCF to S-CSCF) – see example in Table 7.4.2.3-44 (related to 7.4.2.3-42)


The P-CSCF returned a SIP error response to S-CSCF.

Table 7.4.2.3-44: 487 Cancelled (P-CSCF to S-CSCF)

SIP/2.0 487 Cancelled

Via: SIP/2.0/UDP scscf2.home2.net;branch=764z87.1, SIP/2.0/UDP scscf1.home1.net;branch=332b23.1, SIP/2.0/UDP pcscf1.home1.net;branch=431h23.1, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd])

From: 

To: 

Call-ID: 

CSeq: 

Contact: sip:[5555::eee:fff:aaa:bbb]

Retry-After:3600

Content-Length: 0

45.
ACK (S-CSCF to P-CSCF) – see example in Table 7.4.2.3-45


Upon receive the 487 response from the P-CSCF procedure, S-CSCF sends ACK.

Table 7.4.2.3-45: ACK (S-CSCF to P-CSCF)

ACK sip:pcscf2.visited2.net SIP/2.0

Via: SIP/2.0/UDP scscf2.home2.net;branch=764z87.1

From: 

To: 

Call-ID: 

CSeq: 127 ACK

Content-Length: 0

46.

487 Cancelled (S-CSCF to S-S) – see example in Table 7.4.2.3-46 (related to 7.4.2.3-44)


The S-CSCF returned a SIP error response to the appropriate S-S procedure.

Table 7.4.2.3-46: 487 Cancelled (S-CSCF to S-S)

SIP/2.0 487 Cancelled

Via: SIP/2.0/UDP scscf1.home1.net;branch=332b23.1, SIP/2.0/UDP pcscf1.home1.net;branch=431h23.1, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

From: 

To: 

Contact: 

Call-ID: 

CSeq: 

Retry-After:3600

Content-Length: 0

47.
ACK (S-S to S-CSCF) – see example in Table 7.4.2.3-47


Upon receive the 487 response from the S-CSCF, the S-S procedure sends ACK.

Table 7.4.2.3-47: ACK (S-S to S-CSCF)

ACK sip:scscf2.home2.net SIP/2.0

Via: SIP/2.0/UDP scscf1.home1.net;branch=332b23.1

From: 

To: 

Call-ID: 

CSeq: 127 ACK

Content-Length: 0
====================================================================

7.4.2.4
Mobile termination, roaming, terminal is out of radio coverage (MO#2, S-S#2 assumed)

Figure 7.4.2.4-1 shows a signalling flow for mobile termination, with roaming, where the terminal is out of radio coverage. This termination procedure applies to roaming subscribers when the home network operator does not desire to keep its internal configuration hidden from the visited network. The UE is located in a visited network, and determines the P-CSCF via the CSCF discovery procedure. During registration, the home network allocates the S-CSCF. The terminal is out of the radio coverage when caller starts the session setup. Two assumptions are made here: caller is an automated server not directly controlled by a human being; there is no mechanism to inform the CSCF about the failure of the radio link.
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Figure 7.4.2.4-1: Mobile termination, roaming, without I-CSCF in home network providing configuration independence, terminal is out of radio coverage

1.
INVITE (S-S to MT#1a) – see example in Table 7.4.2.4-1


The calling party sends the INVITE request, via one of the origination procedures and via one of the S-CSCF-to-S-CSCF procedures, to the S-CSCF for the terminating subscriber.

Table 7.4.2.4-1: INVITE (S-S to MT#1a)

INVITE sip:+1-212-555-2222@home2.net;user=phone SIP/2.0

Via: SIP/2.0/UDP scscf1.home1.net;branch=332b23.1, SIP/2.0/UDP pcscf1.home1.net;branch=431h23.1, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

Record-Route: sip:332b23.1@scscf1.home1.net

Supported: 100rel 

Remote-Party-ID: John Doe <tel:+1-212-555-1111>

Proxy-Require: privacy

Anonymity: Off 

From: “Alien Blaster” <sip:B36(SHA-1(user1_public1@home1.net; time=36123E5B; seq=72))@localhost>;tag=171828

To: sip:B36(SHA-1(+1-212-555-2222; time=36123E5B; seq=73))@localhost 

Call-ID: cb03a0s09a2sdfglkj490333 

Cseq: 127 INVITE 

Contact: sip:[5555::aaa:bbb:ccc:ddd]
Content-Type: application/sdp 

Content-Length: (…)

v=0

o=- 2987933615 2987933615 IN IP6 5555::aaa:bbb:ccc:ddd

s=-

c=IN IP6 5555::aaa:bbb:ccc:ddd 

b=AS:64

t=907165275 0

m=audio 3456 RTP/AVP 97 3 96

a=rtpmap:97 AMR 

a=fmtp:97 mode-set=0,2,5,7; maxframes=2

a=rtpmap:96 G726-32/8000

a=qos:mandatory sendrecv 

2.
100 Trying (MT#1a to S-S) – see example in Table 7.4.2.4-2


S-CSCF responds to the INVITE request (1) with a 100 Trying provisional response.

Table 7.4.2.4-2: 100 Trying (MT#1a to S-S)

SIP/2.0 100 Trying

Via: SIP/2.0/UDP scscf1.home1.net;branch=332b23.1, SIP/2.0/UDP pcscf1.home1.net;branch=431h23.1, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

From: 

To: 

Call-ID: 

CSeq: 

Content-Length: 0
3.
Service Control


S-CSCF validates the service profile, and performs any termination service control required for this subscriber

4.
INVITE (S-CSCF to P-CSCF) – see example in Table 7.4.2.4-4


S-CSCF remembers (from the registration procedure) the next hop CSCF for this UE. It forwards the INVITE request to the P-CSCF.

Table 7.4.2.4-4: INVITE (S-CSCF to P-CSCF)

INVITE sip: pcscf2.visited2.net SIP/2.0

Via: SIP/2.0/UDP scscf2.home2.net;branch=764z87.1, SIP/2.0/UDP scscf1.home1.net;branch=332b23.1, SIP/2.0/UDP pcscf1.home1.net;branch=431h23.1, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

Route: sip:[5555::eee:fff:aaa:bbb]; impu=+1-212-555-2222%40home2.net
Record-Route: sip:764z87.1@scscf2.home2.net, sip:332b23.1@scscf1.home1.net

Supported: 

Remote-Party-ID: 

Proxy-Require: 

Anonymity: 

From: 

To: 

Call-ID: 

Cseq: 

Contact: 

Content-Type: 

Content-Length: (…)

v=

o=

s=

c=

b=

t=

m=

a=

a=

a=

a=
Route: 
built from the registration information, (pcscf and UE contact address ), and appending to the Contact address the url-parameter "impu=".. The first component of the Route header, pcscf, is moved to the Request-URI of the request.
Via:, Record-Route: S-CSCF adds itself 

5.
100 Trying (P-CSCF to S-CSCF) – see example in Table 7.4.2.4-5


P-CSCF responds to the INVITE request (4) with a 100 Trying provisional response.

Table 7.4.2.4-5: 100 Trying (P-CSCF to S-CSCF)

SIP/2.0 100 Trying

Via: SIP/2.0/UDP scscf2.home2.net;branch=764z87.1, SIP/2.0/UDP scscf1.home1.net;branch=332b23.1, SIP/2.0/UDP pcscf1.home1.net;branch=431h23.1, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

From: 

To: 

Call-ID: 

CSeq: 

Content-Length: 0
6.
INVITE (P-CSCF to UE) – see example in Table 7.4.2.4-6


P-CSCF determines the UE address from the value of the Request-URI (which was previously returned by P-CSCF as a contact header value in the registration procedure), and forwards the INVITE request to the UE. 

Table 7.4.2.4-6: INVITE (P-CSCF to UE)

INVITE sip:[5555::eee:fff:aaa:bbb]; impu=+1-212-555-2222%40home2.net SIP/2.0

Via: SIP/2.0/UDP pcscf2.visited2.net;branch=361k21.1;branch=token1

Media-Authorization: 31S14621

Supported: 

Remote-Party-ID: 

Proxy-Require: 

Anonymity: 

From: 

To: 

Call-ID: 

Cseq: 

Contact: token1@pcscf2.visited2.net

Content-Type: 

Content-Length: 

v=

o=

s=

c=

b=

t=

m=

a=

a=

a=

a=
P-CSCF removes the Record-Route headers, calculates the proper Route header to add to future requests, and saves that information without passing it to UE. The saved value of the Route header is:

Route: sip:764z87.1@scscf2.home2.net, sip:332b23.1@scscf1.home1.net,



sip: pcscf1.home1.net
Contact: 
a locally unique token to identify the saved routing information.

Via:  
P-CSCF removes the Via headers, and generates a locally unique token to identify the saves values. It inserts this as a branch value on its Via header.

Media-Authorization: a P-CSCF generated authorization token.

7.
Retransmission INVITE (P-CSCF to UE) 

8.
Retransmission INVITE (P-CSCF to UE) 

9.
Retransmission INVITE (P-CSCF to UE) 

10.
Retransmission INVITE (P-CSCF to UE) 

11.
Retransmission INVITE (P-CSCF to UE) 

12.
Retransmission INVITE (P-CSCF to UE) 

13.
480 Temporarily Unavailable (P-CSCF to S-CSCF)


P-CSCF forwards the 480 Temporarily Unavailable final response to the S-CSCF.

Table 7.4.2.4-13: 480 Temporarily Unavailable (P-CSCF to S-CSCF)

SIP/2.0 480 Temporarily Unavailable 

Via: SIP/2.0/UDP scscf2.home2.net;branch=764z87.1, SIP/2.0/UDP scscf1.home1.net;branch=332b23.1, SIP/2.0/UDP pcscf1.home1.net;branch=431h23.1, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd])

From: 

To: sip:B36(SHA-1(+1-212-555-2222; time=36123E5B; seq=73))@localhost; tag=4321

Contact: sip:%5b5555%3a%3aeee%3afff%3aaaa%3abbb%5d@pcscf2.visited2.net

Call-ID: 

CSeq: 127 INVITE

Retry-After:3600

Content-Length: 0
14.
Service Control


S-CSCF validates the service profile, and performs any termination service control required for this subscriber

15.
ACK (S-CSCF to P-CSCF)


S-CSCF sends ACK to the P-CSCF. 

Table 7.4.2.4-15: ACK (S-CSCF to P-CSCF)

ACK sip: pcscf2.visited2.net SIP/2.0

Via: SIP/2.0/UDP scscf2.home2.net;branch=764z87.1

SIP/2.0/UDP pcscf1.home1.net;branch=431h23.1, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

Route: sip:[5555::eee:fff:aaa:bbb]; impu=+1-212-555-2222%40@home2.net;
From: 

To: 

Call-ID: 

CSeq: 127 ACK

Content-Length: 0
16.
480 Temporarily Unavailable (S-CSCF to S-S) (related to 7.4.2.4-13)


S-CSCF forwards the 480 response to the S-S procedure.

Table 7.4.2.4-16: 480 Temporarily Unavailable (S-CSCF to S-S)

SIP/2.0 480 Temporarily Unavailable 

Via: SIP/2.0/UDP scscf1.home1.net;branch=332b23.1, SIP/2.0/UDP pcscf1.home1.net;branch=431h23.1, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd])

From: 

To: sip:B36(SHA-1(+1-212-555-2222; time=36123E5B; seq=73))@localhost; tag=1234

Contact: sip:%5b5555%3a%3aeee%3afff%3aaaa%3abbb%5d@pcscf2.visited2.net

Call-ID: 

CSeq: 

Retry-After:3600

Content-Length: 0
17.
ACK (S-S to S-CSCF)


The S-CSCF of calling party responds to the 480 Temporarily Unavailable response with an ACK request that is sent to S-CSCF via the S-CSCF to S-CSCF procedure.

Table 7.4.2.4-17: ACK (S-S to S-CSCF)

ACK sip:+1-212-555-2222@home2.net;user=phone SIP/2.0

Via: SIP/2.0/UDP scscf1.home1.net;branch=332b23.1

From:

To: 

Call-ID: 

CSeq: 127 ACK

Content-Length: 0
====================================================================
7.4.3
MT#2

7.4.3.1
(MT#2) Mobile termination, located in home network (MO#2, S-S#2 assumed)

Figure 7.4.3.1-1 shows a termination procedure which applies to subscribers located in their home service area.

The UE is located in the home network, and determines the P-CSCF via the CSCF discovery procedure. During registration, the home network allocates a S-CSCF in the home network, S-CSCF.

When registration is complete, S-CSCF knows the name/address of P-CSCF, and P-CSCF knows the name/address of the UE.
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Figure 7.4.3.1-1: MT#2

Procedure MT#2 is as follows: 

1.
INVITE (S-S to MT#2) – see example in Table 7.4.3.1-1


The calling party sends the INVITE request, via one of the origination procedures and via one of the S-CSCF to S-CSCF procedures, to the S-CSCF for the terminating subscriber.

Table 7.4.3.1-1: INVITE (S-S to MT#2)

INVITE sip:scscf2.home2.net SIP/2.0

Via: SIP/2.0/UDP icscf2_s.home2.net;branch=871y12.1, scscf1.home1.net, SIP/2.0/UDP pcscf1.home1.net;branch=431h23.1, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

Record-Route: sip:332b23.1@scscf1.home1.net, sip:431h23.1@pcscf1.home1.net

Route: sip: +1-212-555-2222@home2.net; user=phone

Supported: 100rel 

Remote-Party-ID: “John Doe” <tel:+1-212-555-1111>;privacy=off;screen=yes

Anonymity: Off 

From: “Alien Blaster” <sip:B36(SHA-1(user1_public1@home1.net; time=36123E5B; seq=72))@localhost>;tag=171828

To: sip:B36(SHA-1(+1-212-555-2222; time=36123E5B; seq=73))@localhost 

Call-ID: cb03a0s09a2sdfglkj490333 

Cseq: 127 INVITE 

Contact: sip:[5555::aaa:bbb:ccc:ddd]

Content-Type: application/sdp 

Content-Length: (…)

v=0

o=- 2987933615 2987933615 IN IP6 5555::aaa:bbb:ccc:ddd

s=-

c=IN IP6 5555::aaa:bbb:ccc:ddd 

b=AS:64

t=907165275 0

m=video 0 RTP/AVP 99

m=video 0 RTP/AVP 99

m=audio 3456 RTP/AVP 97 96 0 15

a=rtpmap:97 AMR 

a=fmtp:97 mode-set=0,2,5,7; maxframes=2

a=rtpmap:96 G726-32/8000

a=qos:mandatory sendrecv 

m=audio 3458 RTP/AVP 97 96 0 15

a=rtpmap:97 AMR 

a=fmtp:97 mode-set=0,2,5,7; maxframes=2

a=rtpmap:96 G726-32/8000

a=qos:mandatory sendrecv 

SDP
The SDP contains the complete set of supported codecs from the session originator, as restricted by the originating network operator. The “m=” lines for the video media streams show a port number zero, which removes them from the negotiation.


Upon receipt of the INVITE, the S-CSCF stores the following information about this session, for use in providing enhanced services or in possible error recovery actions – see example in table 7.4.3.1-1b:

Table 7.4.3.1-1b: Storage of information at S-CSCF

Request-URI: sip:+1-212-555-2222@home2.net;user=phone

From: “Alien Blaster” <sip:B36(SHA-1(user1_public1@home1.net; time=36123E5B; seq=72))@localhost>; tag=171828

To: sip:B36(SHA-1(+1-212-555-2222; time=36123E5B; seq=73))@localhost 

Call-ID: cb03a0s09a2sdfglkj490333 

CSeq(2dest): 127 INVITE

CSeq(2orig): none

Route(2orig): sip:scscf1.home1.net, sip:pcsf1.home1.net, sip:[555::aaa:bbb:ccc:ddd] 

Route(2dest): sip:pcscf2.visited2.net, sip:[5555::eee:fff:aaa:bbb]  
2.
100 Trying (MT#2 to S-S) – see example in Table 7.4.3.1-2


S-CSCF responds to the INVITE request (1) with a 100 Trying provisional response.

Table 7.4.3.1-2: 100 Trying (MT#2 to S-S)

SIP/2.0 100 Trying

Via: SIP/2.0/UDP icscf2_s.home2.net;branch=871y12.1, scscf1.home1.net, SIP/2.0/UDP pcscf1.home1.net;branch=431h23.1, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

From: 

To: 

Call-ID: 

CSeq: 

Content-Length: 0

3.
Service Control


S-CSCF validates the service profile, and performs any termination service control required for this subscriber


S-CSCF examines the media parameters, and removes any choices that the destination subscriber does not have authority to request.


For this example, assume the destination subscriber is not allowed stereo, so only a single audio stream is permitted.

4.
INVITE (S-CSCF to P-CSCF) – see example in Table 7.4.3.1-4


S-CSCF remembers (from the registration procedure) the next hop CSCF for this UE. It forwards the INVITE request to the P-CSCF.

Table 7.4.3.1-4: INVITE (S-CSCF to P-CSCF)

INVITE sip:pcscf2.home2.net SIP/2.0

Via: SIP/2.0/UDP scscf2.home2.net;branch=764z87.1, SIP/2.0/UDP icscf2_s.home2.net;branch=871y12.1 SIP/2.0/UDP  scscf1.home1.net, SIP/2.0/UDP pcscf1.home1.net;branch=431h23.1, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

Route: sip:[5555::eee:fff:aaa:bbb]; impu=+1-212-555-2222%40home2.net
Record-Route: sip:764z87.1@scscf2.home2.net, sip:332b23.1@scscf1.home1.net, sip:431h23.1@pcscf1.home1.net

Supported: 

Remote-Party-ID: 

Anonymity: 

From: 

To: 

Call-ID: 

Cseq: 

Contact: 

Content-Type: 

Content-Length: (…)

v=0

o=- 2987933615 2987933615 IN IP6 5555::aaa:bbb:ccc:ddd

s=-

c=IN IP6 5555::aaa:bbb:ccc:ddd 

t=907165275 0

m=video 0 RTP/AVP 99

m=video 0 RTP/AVP 99

m=audio 3456 RTP/AVP 97 96 0 15

a=qos:mandatory sendrecv 

a=rtpmap:97 AMR 

a=fmtp:97 mode-set=0,2,5,7; maxframes=2

a=rtpmap:96 G726-32/8000

m=audio 0 RTP/AVP 97 96 0 15

Request-URI:
built from the registration information

Route:
constructed by appending to the Contact address (received during registration) the url-parameter "impu=". The impu value contains the escaped dialled public user identity.
Via:, Record-Route: S-CSCF adds itself in the Record-Route and Via headers.

SDP
The SDP contains the restricted set of codecs allowed by the network operator. The “m=” lines for the second audio stream shows a port number zero, which removes it from the negotiation.


Upon receipt of the INVITE, the P-CSCF removes the Record-Route headers, calculates the proper Route header to add to future requests, and saves that information without passing it to UE. The saved value of the information for this session is – see example in table 7.4.3.1-4b:

Table 7.4.3.1-4b: Storage of information at P-CSCF

Request-URI: sip:[5555::eee:fff:aaa:bbb]; impu=+1-212-555-2222%40home1.net
From: “Alien Blaster” <sip:B36(SHA-1(user1_public1@home1.net; time=36123E5B; seq=72))@localhost>; tag=171828

To: sip:B36(SHA-1(+1-212-555-2222; time=36123E5B; seq=73))@localhost 

Call-ID: cb03a0s09a2sdfglkj490333 

CSeq(2dest): 127 INVITE

CSeq(2orig): none

Route(2dest): sip:[5555::eee:fff:aaa:bbb]
Route(2orig): sip:scscf2.home2.net, sip:scscf1.home1.net,

sip:pcscf1.home1.net, sip:[ 5555::aaa:bbb:ccc:ddd]
5.
100 Trying (P-CSCF to S-CSCF) – see example in Table 7.4.3.1-5


P-CSCF responds to the INVITE request (4) with a 100 Trying provisional response.

Table 7.4.3.1-5: 100 Trying (P-CSCF to S-CSCF)

SIP/2.0 100 Trying

Via: SIP/2.0/UDP scscf2.home2.net;branch=764z87.1, SIP/2.0/UDP icscf2_s.home2.net;branch=871y12.1, SIP/2.0/UDP scscf1.home1.net;branch=332b23.1, SIP/2.0/UDP pcscf1.home1.net;branch=431h23.1, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

From: 

To: 

Call-ID: 

CSeq: 

Content-Length: 0

6.
INVITE (P-CSCF to UE) – see example in Table 7.4.3.1-6


P-CSCF examines the media parameters, and removes any that the network operator decides, based on local policy, not to allow on the network.


For this example, assume the network operator does not allow 64 kb/s audio, so the PCMU codec is removed.


P-CSCF inserts the Route header into the Request-URI, and forwards the INVITE request to the UE.

Table 7.4.3.1-6: INVITE (P-CSCF to UE) 

INVITE sip:[5555::eee:fff:aaa:bbb]; impu=+1-212-555-2222%40home2.net SIP/2.0

Via: SIP/2.0/UDP pcscf2.home2.net;branch=876t12.1;branch=token1

Media-Authorization: 0020000100100101706366322e78797a2e6e6574000c02013331533134363231

Supported: 

Remote-Party-ID: 

Anonymity: 

From: 

To: 

Call-ID: 

Cseq: 

Contact: 

Content-Type: 

Content-Length: 

v=0

o=- 2987933615 2987933615 IN IP6 5555::aaa:bbb:ccc:ddd

s=-

c=IN IP6 5555::aaa:bbb:ccc:ddd 

t=907165275 0

m=video 0 RTP/AVP 99

m=video 0 RTP/AVP 99

m=audio 3456 RTP/AVP 97 96 15

a=qos:mandatory sendrecv 

a=rtpmap:97 AMR 

a=fmtp:97 mode-set=0,2,5,7; maxframes=2

a=rtpmap:96 G726-32/8000

m=audio 0 RTP/AVP 97 96 0 15


P-CSCF removes the Record-Route and Via headers, calculates the proper Route header to add to future requests, and saves that information without passing it to UE. The saved value of the Route header is:

Route: sip:764z87.1@scscf2.home2.net, sip:332b23.1@scscf1.home1.net,



sip:pcscf1.home1.net

Via: 
P-CSCF removes the Via headers, and generates a locally unique token to identify the saves values. It inserts this as a branch value on its Via header.

Media-Authorization: a P-CSCF generated authorization token. This particular example shows a Policy-Element generated by “pcf2.xyz.net” with credentials “31S14621”.

SDP
The SDP contains the restricted set of codecs allowed by the network operator. The “m=” lines for the first audio stream no longer contains codec “0” (PCMU), which removes it from the negotiation.

============================================================

7.4.5
MT#1c

7.4.5.1
(MT#1c) Mobile termination, roaming, without I-CSCF in home network providing configuration independence, terminating UE is busy, and not able or not willing to answer the call (MO#2, S-S#2 assumed)

Figure 7.4.5.1 shows a termination procedure which applies to roaming subscribers when the home network operator does not desire to keep its internal configuration hidden from the visited network. The UE is located in a visited network, and determines the P-CSCF via the CSCF discovery procedure. During registration, the home network allocates the S-CSCF. 

When registration is complete, S-CSCF knows the name/address of P-CSCF, and P-CSCF knows the name/address of the UE.
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Figure 7.4.5.1-1: MT#1c

Procedure MT#1c is as follows: 

1.
INVITE (S-S to MT#1a) – see example in Table 7.4.5.1-1


The calling party sends the INVITE request, via one of the origination procedures and via one of the S-CSCF to S-CSCF procedures, to the S-CSCF for the terminating subscriber.

Table 7.4.5.1-1: INVITE (S-S to MT#1c)

INVITE sip:+1-212-555-2222@home1.net;user=phone SIP/2.0

Via: SIP/2.0/UDP scscf1.home1.net;branch=332b23.1, SIP/2.0/UDP pcscf1.home1.net;branch=431h23.1, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

Record-Route: sip:332b23.1@scscf1.home1.net

Supported: 100rel 

Remote-Party-ID: “John Doe” <tel:+1-212-555-1111>;privacy=off;screen=yes

Anonymity: Off 

From: “Alien Blaster” <sip:B36(SHA-1(user1_public1@home1.net; time=36123E5B; seq=72))@localhost>;tag=171828

To: sip:B36(SHA-1(+1-212-555-2222; time=36123E5B; seq=73))@localhost 

Call-ID: cb03a0s09a2sdfglkj490333 

Cseq: 127 INVITE 

Contact: sip:[5555::aaa:bbb:ccc:ddd]

Content-Type: application/sdp 

Content-Length: (…)

v=0

o=- 2987933615 2987933615 IN IP6 5555::aaa:bbb:ccc:ddd

s=-

c=IN IP6 5555::aaa:bbb:ccc:ddd 

b=AS:64

t=907165275 0

m=audio 3456 RTP/AVP 97 3 96

a=rtpmap:97 AMR 

a=fmtp:97 mode-set=0,2,5,7; maxframes=2

a=rtpmap:96 G726-32/8000

a=qos:mandatory sendrecv 

2.
100 Trying (MT#1c to S-S) – see example in Table 7.4.5.1-2


S-CSCF responds to the INVITE request (1) with a 100 Trying provisional response.

Table 7.4.5.1-2: 100 Trying (MT#1c to S-S)

SIP/2.0 100 Trying

Via: SIP/2.0/UDP scscf1.home1.net;branch=332b23.1, SIP/2.0/UDP pcscf1.home1.net;branch=431h23.1, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

From: 

To: 

Call-ID: 

CSeq: 

Content-Length: 0

3.
Service Control


S-CSCF validates the service profile, and performs any termination service control required for this subscriber


S-CSCF examines the media parameters, and removes any choices that the destination subscriber does not have authority to request.

4.
INVITE (S-CSCF to P-CSCF) – see example in Table 7.4.5.1-4


S-CSCF remembers (from the registration procedure) the next hop CSCF for this UE. It forwards the INVITE to the P-CSCF.

Table 7.4.5.1-4: INVITE (S-CSCF to P-CSCF)

INVITE sip:pcscf2.visited2.net SIP/2.0

Via: SIP/2.0/UDP scscf2.home1.net, SIP/2.0/UDP scscf1.home1.net;branch=332b23.1, SIP/2.0/UDP pcscf1.home1.net;branch=431h23.1, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

Route: sip:[5555::eee:fff:aaa:bbb]; impu=sip:+1-212-555-2222%40home1.net
Record-Route: sip:scscf2.home1.net, sip:332b23.1@scscf1.home1.net

Supported: 

Remote-Party-ID: 

Anonymity: 

From: 

To: 

Call-ID: 

Cseq: 

Contact: 

Content-Type: 

Content-Length: (…)

v=

o=

s=

c=

b=

t=

m=

a=

a=

a=

a=

Route: 
built from the registration information, (pcscf and UE contact address), and appending to the Contact address the url-parameter "impu=". The first component of the Route header, pcscf, is moved to the Request-URI of the request.

Via:, Record-Route: S-CSCF adds itself 

5.
100 Trying (P-CSCF to S-CSCF) – see example in Table 7.4.5.1-5


P-CSCF responds to the INVITE request (4) with a 100 Trying provisional response.

Table 7.4.5.1-5: 100 Trying (P-CSCF to S-CSCF)

SIP/2.0 100 Trying

Via: SIP/2.0/UDP scscf2.home1.net, SIP/2.0/UDP scscf1.home1.net;branch=332b23.1, SIP/2.0/UDP pcscf1.home1.net;branch=431h23.1, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

From: 

To: 

Call-ID: 

CSeq: 

Content-Length: 0

6.
INVITE (P-CSCF to UE) – see example in Table 7.4.5.1-6

P-CSCF inserts the Route header into the Request-URI, and forwards the INVITE request to the UE. 

Table 7.4.5.1-6: INVITE (P-CSCF to UE)

INVITE sip:[5555::eee:fff:aaa:bbb]; impu=sip:+1-212-555-2222%40home1.net SIP/2.0

Via: SIP/2.0/UDP pcscf2.visited2.net;branch=361k21.1;branch=token1

Media-Authorization: 0020000100100101706366322e78797a2e6e6574000c020133315331343363231

Supported: 

Remote-Party-ID: 

Anonymity: 

From: 

To: 

Call-ID: 

Cseq: 

Contact: token1@pcscf2.visited2.net

Content-Type: 

Content-Length: 

v=

o=

s=

c=

b=

t=

m=

a=

a=

a=

a=


P-CSCF removes the Record-Route headers, calculates the proper Route header to add to future requests, and saves that information without passing it to UE. The saved value of the Route header is:

Route: sip:scscf2.home1.net, sip:332b23.1@scscf1.home1.net,

sip:@pcscf1.home1.net

Contact: 
a locally unique token to identify the saved routing information.

Via:
P-CSCF removes the Via headers, and generates a locally unique token to identify the saves values. It inserts this as a branch value on its Via header.

Media-Authorization: a P-CSCF generated authorization token. This particular example shows a Policy-Element generated by “pcf2.xyz.net” with credentials “31S14621”.

7.
486 Busy Here (UE to P-CSCF) – see example in Table 7.4.5.1-7


UE is contacted successfully but it is currently not willing or able to take additional sessions. The response MAY indicate a better time later to call in the Retry-After header. 

Table 7.4.5.1-7: 486 Busy Here (UE to P-CSCF)

SIP/2.0 486 Busy Here

Via: SIP/2.0/UDP pcscf2.visited2.net;branch=361k21.1;

From: “Alien Blaster” <sip:B36(SHA-1(user1_public1@home1.net; time=36123E5B; seq=72))@localhost>; tag=171828

To: sip:B36(SHA-1(+1-212-555-2222; time=36123E5B; seq=73))@localhost; tag=1234

Contact: sip:[5555::eee:fff:aaa:bbb]

Call-ID: 

CSeq: 

Retry-After:3600

Content-Length: 0

Retry -After: a time period in seconds indicating how long the caller can try again

8.
ACK (P-CSCF to UE) – see example in Table 7.4.5.1-8


Upon receive the 486 response from the UE, P-CSCF sends ACK back to the UE.

Table 7.4.5.1-8: ACK (P-CSCF to UE)

ACK sip:[5555::eee:fff:aaa:bbb]; impu=sip:+1-212-555-2222%40home1.net SIP/2.0
Via: SIP/2.0/UDP pcscf2.visited2.net;branch=361k21.1

From:

To: 

Call-ID: 

CSeq: 

Content-Length: 0

9.
486 Busy Here (P-CSCF to S-CSCF) – see example in Table 7.4.5.1-9


P-CSCF forwards the 486 response to the S-CSCF.

Table 7.4.5.1-9: 486 Busy Here (P-CSCF to S-CSCF)

SIP/2.0 486 Busy Here

Via: SIP/2.0/UDP scscf2.home1.net, SIP/2.0/UDP scscf1.home1.net;branch=332b23.1, SIP/2.0/UDP pcscf1.home1.net;branch=431h23.1, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd])

From: 

To: sip:B36(SHA-1(+1-212-555-2222; time=36123E5B; seq=73))@localhost; tag=4321

Contact: sip:%5b5555%3a%3aeee%3afff%3aaaa%3abbb%5d@pcscf2.visited2.net

Call-ID: 

CSeq: 

Retry-After:3600

Content-Length: 0

10.
ACK (S-CSCF to P-CSCF) – see example in Table 7.4.5.1-10


S-CSCF sends ACK to the P-CSCF. 

Table 7.4.5.1-10: ACK (S-CSCF to P-CSCF)

ACK sip:pcscf2.visited2.net SIP/2.0

Via: SIP/2.0/UDP scscf2.home1.net

Route: sip:[5555::eee:fff:aaa:bbb]; impu=sip:+1-212-555-2222%40home1.net
From: 

To: 

Call-ID: 

CSeq: 

Content-Length: 0

11.
Service Control


The S-CSCF validates the service profile and performs any service control required for this subscriber.

12.
486 Busy Here (MT#1c to S-S) – see example in Table 7.4.5.1-12


S-CSCF forwards the 486 Busy Here response to the originator, per the S-CSCF to S-CSCF procedure. Also indicates the voice mail address of the callee

Table 7.4.5.1-12: 486 Busy Here (MT#1c to S-S)

SIP/2.0 486 Busy Here

Via: SIP/2.0/UDP scscf1.home1.net;branch=332b23.1, SIP/2.0/UDP pcscf1.home1.net;branch=431h23.1, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd])

From: 

To: sip:B36(SHA-1(+1-212-555-2222; time=36123E5B; seq=73))@localhost; tag=9999

Contact: 

Call-ID: 

CSeq: 

Retry-After:3600

Content-Length: 0

13.
ACK (S-S to MT#1c) – see example in Table 7.4.5.1-13


The S-CSCF of calling party responds to the 486 Busy Here response with an ACK request that is sent to S-CSCF via the S-CSCF to S-CSCF procedure.

Table 7.4.5.1-13: ACK (S-S to MT#1c)

ACK sip:scscf2.home1.net SIP/2.0
Via: SIP/2.0/UDP scscf1.home1.net;branch=332b23.1

From:

To: 

Call-ID: 

CSeq: 

Content-Length: 0

===================================================================================

7.4.6
MT#2a

7.4.6.1
(MT#2a) Mobile termination, located in home network, terminating UE is busy, and not able or not willing to answer the call (MO#2, S-S#2 assumed)

Figure 7.4.6.1-1 shows a termination procedure, which applies to subscribers located in their home service area.

The UE is located in the home network, and determines the P-CSCF via the CSCF discovery procedure. During registration, the home network allocates a S-CSCF in the home network, S-CSCF.

When registration is complete, S-CSCF knows the name/address of P-CSCF, and P-CSCF knows the name/address of the UE.
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Figure 7.4.6.1-1: MT#2a

Procedure MT#2a is as follows: 

1.
INVITE (S-S to MT#2a) – see example in Table 7.4.6.1-1


The calling party sends the INVITE request, via one of the origination procedures and via one of the S-CSCF to S-CSCF procedures, to the S-CSCF for the terminating subscriber.

Table 7.4.6.1-1: INVITE (S-S to MT#2A)

INVITE sip:scscf2.home1.net SIP/2.0

Via: SIP/2.0/UDP icscf2_s.home1.net, SIP/2.0/UDP scscf1.home1.net;branch=332b23.1, SIP/2.0/UDP pcscf1.home1.net;branch=431h23.1, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

Record-Route: sip:332b23.1@scscf1.home1.net, sip:431h23.1@pcscf1.home1.net

Route: sip:+1-212-555-2222@home2.net;user=phone

Supported: 100rel 

Remote-Party-ID: “John Doe” <tel:+1-212-555-1111>;privacy=off;screen=yes

Anonymity: Off 

From: “Alien Blaster” <sip:B36(SHA-1(user1_public1@home1.net; time=36123E5B; seq=72))@localhost>; tag=171828

To: sip:B36(SHA-1(+1-212-555-2222; time=36123E5B; seq=73))@localhost 

Call-ID: cb03a0s09a2sdfglkj490333 

Cseq: 127 INVITE 

Contact: sip:[5555::aaa:bbb:ccc:ddd]

Content-Type: application/sdp 

Content-Length: (…)

v=0

o=- 2987933615 2987933615 IN IP6 5555::aaa:bbb:ccc:ddd

s=-

c=IN IP6 5555::aaa:bbb:ccc:ddd 

b=AS:64

t=907165275 0

m=audio 3456 RTP/AVP 97 3 96

a=rtpmap:97 AMR 

a=fmtp:97 mode-set=0,2,5,7; maxframes=2

a=rtpmap:96 G726-32/8000

a=qos:mandatory sendrecv 

2.
100 Trying (MT#2a to S-S) – see example in Table 7.4.6.1-2


S-CSCF responds to the INVITE request (1) with a 100 Trying provisional response.

Table 7.4.6.1-2: 100 Trying (MT#2A to S-S)

SIP/2.0 100 Trying

Via: SIP/2.0/UDP icscf2_s.home1.net, SIP/2.0/UDP scscf1.home1.net;branch=332b23.1, SIP/2.0/UDP pcscf1.home1.net;branch=431h23.1, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

From: 

To: 

Call-ID: 

CSeq: 

Content-Length: 0

3.
Service Control


S-CSCF validates the service profile, and performs any termination service control required for this subscriber.


S-CSCF examines the media parameters, and removes any choices that the destination subscriber does not have authority to request.

4.
INVITE (S-CSCF to P-CSCF) – see example in Table 7.4.6.1-4 (related to 7.4.6.1-1)


S-CSCF remembers (from the registration procedure) the next hop CSCF for this UE. It forwards the INVITE request to the P-CSCF.

Table 7.4.6.1-4: INVITE (S-CSCF to P-CSCF)

INVITE sip:pcscf2@home1.net SIP/2.0

Via: SIP/2.0/UDP scscf2.home1.net, SIP/2.0/UDP icscf2_s.home1.net, SIP/2.0/UDP scscf1.home1.net;branch=332b23.1, SIP/2.0/UDP pcscf1.home1.net;branch=431h23.1, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

Route: sip:[5555::eee:fff:aaa:bbb]; impu=sip:+1-212-555-2222%40home1.net
Record-Route: sip:scscf2.home1.net, sip:332b23.1@scscf1.home1.net, sip:431h23.1@pcscf1.home1.net

Supported: 

Remote-Party-ID: 

Anonymity: 

From: 

To: 

Call-ID: 

Cseq: 

Contact: 

Content-Type: 

Content-Length: (…)

v=

o=

s=

c=

b=

t=

m=

a=

a=

a=

a=

Route:
built from the registration information, (pcscf and UE contact address), and appending to the Contact address the url-parameter "impu=".. The first component of the Route header, pcscf, is moved to the Request-URI of the request.

Via:, Record-Route: S-CSCF adds itself in the Record-Route and Via headers.

5.
100 Trying (P-CSCF to S-CSCF) – see example in Table 7.4.6.1-5


P-CSCF responds to the INVITE request (4) with a 100 Trying provisional response.

Table 7.4.6.1-5: 100 Trying (P-CSCF to S-CSCF)

SIP/2.0 100 Trying

Via: SIP/2.0/UDP scscf2.home1.net, SIP/2.0/UDP icscf2_s.home1.net, SIP/2.0/UDP scscf1.home1.net;branch=332b23.1, SIP/2.0/UDP pcscf1.home1.net;branch=431h23.1, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

From: 

To: 

Call-ID: 

CSeq: 

Content-Length: 0

6.
INVITE (P-CSCF to UE) – see example in Table 7.4.6.1-6 (related to 7.4.6.1-4)


P-CSCF inserts the Route header into the Request-URI, and forwards the INVITE request to the UE.

Table 7.4.6.1-6: INVITE (P-CSCF to UE) 

INVITE sip:[5555::eee:fff:aaa:bbb]; impu=sip:+1-212-555-2222%40home1.net SIP/2.0

Via: SIP/2.0/UDP pcscf2.home1.net;branch=token1

Media-Authorization: 0020000100100101706366322e78797a2e6e6574000c020133315331343363231

Supported: 

Remote-Party-ID: 

Anonymity: 

From: 

To: 

Call-ID: 

Cseq: 

Content-Type: 

Content-Length: 

v=

o=

s=

c=

b=

t=

m=

a=

a=

a=

a=


P-CSCF removes the Record-Route headers, calculates the proper Route header to add to future requests, and saves that information without passing it to UE. The saved value of the Route header is:

Route: sip:scscf2.home1.net, sip:332b23.1@scscf1.home1.net,



sip:pcscf1.home1.net

Via: 
P-CSCF removes the Via headers, and generates a locally unique token to identify the saves values. It inserts this as a branch value on its Via header.

Media-Authorization: a P-CSCF generated authorization token. This particular example shows a Policy-Element generated by “pcf2.xyz.net” with credentials “31S14621”.

7.
486 Busy Here (UE to P-CSCF) – see example in Table 7.4.6.1-7


UE is contacted successfully but it is currently not willing or able to take additional sessions. The response MAY indicate a better time to call in the Retry-After header. 

Table 7.4.6.1-7: 486 Busy Here (UE to P-CSCF)

SIP/2.0 486 Busy Here

Via: SIP/2.0/UDP pcscf2.home1.net;branch=token1

From:

To: sip:B36(SHA-1(+1-212-555-2222; time=36123E5B; seq=73))@localhost; tag=314159

Contact: sip:[5555::eee:fff:aaa:bbb]

Call-ID: 

CSeq: 

Retry-After:3600

Content-Length: 0
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