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Introduction

In a related discussion contribution (N1-020537), the advantages of standardizing a mechanism whereby the UE can indicate its preference of compression shim [framework or integrated framework and algorithm] is introduced.

Discussion

The mechanism outlined in the proposal below, allows the UE to optionally indicate it's preferred "compression shim".

Proposal

The proposed indication mechanism, involves the introduction of a "wrapper" shim - PSW (3GPP Shim Wrapper). This wrapper is used if (and only if):

1. the UE wishes to use a compression shim other than the default, where a single default compression shim is standardized.

2. processing the first SIP message after establishing a connection between the UE and P-CSCF (i.e. REGISTER)

On initialisation, the SIP layer at the UE sends the REGISTER method to PSW. PSW modifies the transport parameter in the Via: header, to the preferred "compression shim" of the UE. PSW (UE) then forwards the method to  PSW (P-CSCF). Compression is not performed on the REGISTER at this stage.

Upon receipt of the REGISTER at the P-CSCF, PSW checks if the P-CSCF supports the UE's preferred "compression shim".  

If not supported, PSW changes the transport parameter in the Via: header to the "default" compression shim.

The REGISTER is then passed up the stack to the SIP layer of the P-CSCF. 

All subsequent requests/responses are sent using the agreed compression shim.

NOTE: Should the UE wish to always use the default "compression shim" and only one "compression shim" gets standardized, PSW support is not required at the UE. See 5.4.4.

Requirements:

1. PSW is required to be supported by the UE if 

a. more than one "compression shim" gets standardized, or

b. only one "compression shim" is standardised, but the UE prefers to use an alternative.

2. PSW support is mandatory at the P-CSCF

5
Elements of signalling flows for provision of IP-connectivity network

[snip]

5.4
SIP compression

5.4.1
Introduction
After establishing a connection between UE and P-CSCF, a compression shim is established. The purpose of this shim is to perform compression/decompression on text based SIP messages. The SIP compression shim is located between the SIP and transport layers e.g. between SIP and UDP. From the SIP layer, the SHIM is viewed as another transport layer. 

Various compression algorithms and frameworks may be used. The following examples demonstrate a mechanism whereby the UE has the ability to indicate its preference for a compression shim, other than the default.
PSW (3GPP SHIM Wrapper) is introduced to allow the UE indicate it's preference for a compression shim other than the default. PSW shall only optionally be involved when sending the first REGISTER after connection establishment.
PSW is optional in the UE. It is required when the UE wishes to signal an alternative compression shim.

PSW is mandatory at the P-CSCF.
NOTE: The purpose of this clause is to demonstrate compression shim negotiation. Details of the actual compression schemes are not represented.
5.4.2
Compression shim negotiation: UE prefer TCCB, P-CSCF supports TCCB
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Figure 5.4.2-1: Compression shim negotiation: UE prefer TCCB, P-CSCF supports TCCB
1.
Connectivity Establishment


This block represents all procedures required to establish signalling connectivity between the UE and P-CSCF.
2.
REGISTER request (SIP [UE] to PSW [UE]) – see example in Table 5.4.2-2

Table 5.4.2-2 REGISTER request (SIP [UE] to PSW [UE])
REGISTER sip:registrar.home1.net SIP/2.0

Via: SIP/2.0/PSW-UDP [5555::aaa:bbb:ccc:ddd]

From: <sip:user1_public1@home1.net>;tag=4fa3

To: <sip:user1_public1@home1.net>

Contact: sip:[5555::aaa:bbb:ccc:ddd]

Call-ID: apb03a0s09dkjdfglkj49111

Authorization: eap eap-p=base64(user1_private1@home1.net)

CSeq: 1 REGISTER

Expires: 7200

Content-Length: 0

Via:
PSW-UDP indicated as transport.
3.
REGISTER request (PSW [UE] to PSW [P-CSCF]) – see example in Table 5.4.2-3

Table 5.4.2-3 REGISTER request (PSW [UE] to PSW [P-CSCF])
REGISTER sip:registrar.home1.net SIP/2.0

Via: SIP/2.0/TCCB-UDP [5555::aaa:bbb:ccc:ddd]

From: 

To: 

Contact: 

Call-ID: 

Authorization: 

CSeq: 

Expires: 

Content-Length: 

Via:
The PSW shim modifies transport parameter in the Via:  header, to the UE's preferred compression algorithm/shim i.e. TCCB
4.
REGISTER request (PSW [P-CSCF] to SIP [P-CSCF]) – see example in Table 5.4.2-4

Table 5.4.2-4 REGISTER request (PSW [P-CSCF] to SIP [P-CSCF])
REGISTER sip:registrar.home1.net SIP/2.0

Via: 

From: 

To: 

Contact: 

Call-ID: 

Authorization: 

CSeq: 

Expires: 

Content-Length: 

Via:
PSW at the P-CSCF verifies that the P-CSCF supports TCCB. The Via header is not changed..

5.

401 Unauthorized response (SIP [P-CSCF] to TCCB [P-CSCF]) – see example in Table 5.4.2-5

Table 5.4.2-5: 401 Unauthorized response (SIP [P-CSCF] to TCCB [P-CSCF])
SIP/2.0 401 Unauthorized

Via: SIP/2.0/TCCB-UDP [5555::aaa:bbb:ccc:ddd]

From: <sip:user1_public1@home1.net>;tag=4fa3

To: <sip:user1_public1@home1.net>; tag=5ef4

Call-ID: apb03a0s09dkjdfglkj49111

WWW-Authenticate: eap eap-p=base64(user1_private1@home1.net, RAND, AUTN)

CSeq: 1 REGISTER

Content-Length: 0

Via:
TCCB-UDP is indicated as the transport.

6.

401 Unauthorized response (TCCB [P-CSCF] to TCCB [UE]) – see example in Table 5.4.2-6
TCCB in P-CCSF sends method directly to TCCB at UE. PSW is no longer involved in all subsequent messaging.
Table 5.4.2-6: 401 Unauthorized response (TCCB [P-CSCF] to TCCB [UE])
SIP/2.0 401 Unauthorized

Via: 

From: 

To: 

Call-ID: 

WWW-Authenticate: 

CSeq: 

Content-Length: 

7.

401 Unauthorized response (TCCB [UE] to SIP [UE]) – see example in Table 5.4.2-7

Table 5.4.2-7: 401 Unauthorized response (TCCB [UE] to SIP [UE])
SIP/2.0 401 Unauthorized

Via: 

From: 

To: 

Call-ID: 

WWW-Authenticate: 

CSeq: 

Content-Length: 

5.4.3
Compression shim negotiation: UE prefer TCCB, P-CSCF does not support TCCB
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Figure 5.4.3-1: Compression shim negotiation: UE prefer TCCB, P-CSCF does not support TCCB
Steps 1 to 3 are the same as in clause 5.4.2

4.
REGISTER request (PSW[P-CSCF] to SIP[P-CSCF]) – see example in Table 5.4.3-4

Table 5.4.3-4 REGISTER request (PSW[P-CSCF] to SIP[P-CSCF])
REGISTER sip:registrar.home1.net SIP/2.0

Via: SIP/2.0/SigComp-UDP [5555::aaa:bbb:ccc:ddd]
From: 

To: 

Contact: 

Call-ID: 

Authorization: 

CSeq: 

Expires: 

Content-Length: 

Via:
PSW at the P-CSCF supports only compression shim "Shim-B" and "SigComp". The Via header is modified to indicate the default framework "SigComp-UDP" as the required transport.
5.

401 Unauthorized response (SIP [P-CSCF] to SigComp [P-CSCF]) – see example in Table 5.4.3-5

Table 5.4.3-5: 401 Unauthorized response (SIP [P-CSCF] to SigComp [P-CSCF])
SIP/2.0 401 Unauthorized

Via: SIP/2.0/SigComp-UDP [5555::aaa:bbb:ccc:ddd]

From: <sip:user1_public1@home1.net>;tag=4fa3

To: <sip:user1_public1@home1.net>; tag=5ef4

Call-ID: apb03a0s09dkjdfglkj49111

WWW-Authenticate: eap eap-p=base64(user1_private1@home1.net, RAND, AUTN)

CSeq: 1 REGISTER

Content-Length: 0

Via:
SigComp-UDP is indicated as the transport.

6.

401 Unauthorized response (SigComp [P-CSCF] to SigComp [UE]) – see example in Table 5.4.3-6

Table 5.4.3-6: 401 Unauthorized response (SigComp [P-CSCF] to SigComp [UE])
SIP/2.0 401 Unauthorized

Via: 

From: 

To: 

Call-ID: 

WWW-Authenticate: 

CSeq: 

Content-Length: 

7.

401 Unauthorized response (SigComp [UE] to SIP [UE]) – see example in Table 5.4.3-7
Table 5.4.3-6: 401 Unauthorized response (SigComp [UE] to SIP [UE])
SIP/2.0 401 Unauthorized

Via: 

From: 

To: 

Call-ID: 

WWW-Authenticate: 

CSeq: 

Content-Length: 

5.4.4
Compression shim negotiation: UE only contains the default SigComp
In this example, the UE supports only the default SigComp. Hence, it is not necessary for the UE to support PSW.
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Figure 5.4.2-1: Compression shim negotiation: UE only contains the default SigComp
1.
Connectivity Establishment


The connectivity establishment block is used to indicate all procedures required to establish signalling connectivity between the UE and P-CSCF.

2.
REGISTER request (SIP [UE] to SigComp [UE]) – see example in Table 5.4.2-2

Table 5.4.2-2 REGISTER request (SIP [UE] to SigComp [UE])
REGISTER sip:registrar.home1.net SIP/2.0

Via: SIP/2.0/SigComp-UDP [5555::aaa:bbb:ccc:ddd]

From: <sip:user1_public1@home1.net>;tag=4fa3

To: <sip:user1_public1@home1.net>

Contact: sip:[5555::aaa:bbb:ccc:ddd]

Call-ID: apb03a0s09dkjdfglkj49111

Authorization: eap eap-p=base64(user1_private1@home1.net)

CSeq: 1 REGISTER

Expires: 7200

Content-Length: 0

Via:
SIP indicates that it wishes to use SigComp-UDP as transport.

3.
REGISTER request (SigComp [UE] to SigComp [P-CSCF]) – see example in Table 5.4.2-3

Table 5.4.2-3 REGISTER request (SigComp [UE] to SigComp [P-CSCF])
REGISTER sip:registrar.home1.net SIP/2.0

Via: SIP/2.0/TCCB-UDP [5555::aaa:bbb:ccc:ddd]

From: 

To: 

Contact: 

Call-ID: 

Authorization: 

CSeq: 

Expires: 

Content-Length: 

Via:
Not modification. 
4.
REGISTER request (SigComp [P-CSCF] to SIP [P-CSCF]) – see example in Table 5.4.2-4

Table 5.4.2-4 REGISTER request (SigComp [P-CSCF] to SIP [P-CSCF])
REGISTER sip:registrar.home1.net SIP/2.0

Via: 

From: 

To: 

Contact: 

Call-ID: 

Authorization: 

CSeq: 

Expires: 

Content-Length: 

5.

401 Unauthorized response (SIP [P-CSCF] to SigComp [P-CSCF]) – see example in Table 5.4.2-5

Table 5.4.2-5: 401 Unauthorized response (SIP [P-CSCF] to SigComp [P-CSCF])
SIP/2.0 401 Unauthorized

Via: SIP/2.0/SigComp-UDP [5555::aaa:bbb:ccc:ddd]

From: <sip:user1_public1@home1.net>;tag=4fa3

To: <sip:user1_public1@home1.net>; tag=5ef4

Call-ID: apb03a0s09dkjdfglkj49111

WWW-Authenticate: eap eap-p=base64(user1_private1@home1.net, RAND, AUTN)

CSeq: 1 REGISTER

Content-Length: 0

Via:
SigComp-UDP is indicated as the transport.

6.

401 Unauthorized response (SigComp [P-CSCF] to SigComp [UE]) – see example in Table 5.4.2-6

Table 5.4.2-6: 401 Unauthorized response (SigComp [P-CSCF] to SigComp [UE])
SIP/2.0 401 Unauthorized

Via: 

From: 

To: 

Call-ID: 

WWW-Authenticate: 

CSeq: 

Content-Length: 

7.

401 Unauthorized response (SigComp [UE] to SIP [UE]) – see example in Table 5.4.2-7

Table 5.4.2-7: 401 Unauthorized response (SigComp [UE] to SIP [UE])
SIP/2.0 401 Unauthorized

Via: 

From: 

To: 

Call-ID: 

WWW-Authenticate: 

CSeq: 

Content-Length: 

6
Signalling flows for REGISTER (non hiding)

6.1
Introduction

In IMS Authentication is performed at registration time. The following sections show examples of SIP registration and UMTS AKA authentication. It is possible for the home to require other types of authentication.

In the example below, Extensible Authentication Protocol (EAP).  is used within SIP headers to carry the information related to the authentication-challenge and response.
6.2
Registration signalling: user not registered

Figure 6.2-1 shows the registration signalling flow for the scenario when the user is not registered. For the purpose of this registration signalling flow, the subscriber is considered to be roaming. This flow also shows the authentication of the private user identity. In this signalling flow, the home network does not have network configuration hiding active.
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Figure 6.2-1: Registration signalling: user not registered

1.
GPRS Attach / PDP Context Establishment and P-CSCF Discovery (UE to GPRS)

This signalling flow is shown to indicate prerequisites for the registration signalling.


See Section 5.2 for details.

2. 
REGISTER request (UE to P-CSCF) – see example in Table 6.2-2


The purpose of this request is to register the user’s SIP URI with a S-CSCF in the home network. This request is routed to the P-CSCF because it is the only SIP server known to the UE. In the following SIP request, the Contact field contains the user’s host address.


The P-CSCF will perform two actions, binding and forwarding. The binding is between the User’s SIP address (user1_public1@home1.net) and the host (terminal) address ([5555::aaa:bbb:ccc:ddd]) which was acquired during PDP context activation process.

[Editor’s note: The security mode set-up procedure supports the negotiation of different protection mechanisms. This will involve the addition of a “security-setup” field to the SIP REGISTER request and the REGISTER response performing the authentication challenge containing the parameters:

· list of Authentication (integrity} algorithms, and optionally list of encryption (confidentiality) algorithms

· SA-ID that is used to uniquely identify the SA at the receiving side.

· Key length: the length of encryption and authentication (integrity) keys is 128 bits.

The exact format and use for the security mode setup is being worked through IETF and is FFS]

Table 6.2-2 REGISTER request (UE to P-CSCF)

REGISTER sip:registrar.home1.net SIP/2.0

Via: SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

From: <sip:user1_public1@home1.net>;tag=4fa3

To: <sip:user1_public1@home1.net>

Contact: sip:[5555::aaa:bbb:ccc:ddd]

Call-ID: apb03a0s09dkjdfglkj49111

Authorization: eap eap-p=base64(user1_private1@home1.net)

CSeq: 1 REGISTER

Expires: 7200

Content-Length: 0

Request-URI: 
The Request-URI (the URI that follows the method name, “REGISTER”, in the first line) indicates the destination domain of this REGISTER request. The rules for routing a SIP request describe how to use DNS to resolve this domain name (“home1.net”) into an address or entry point into the home operator’s network (the I-CSCF). This information is stored in the USIM.

Via: 
IPv6 address of the SIP session allocated during the PDP Context Activation process.

From: 
This indicates the public user identity originating the REGISTER request. The public user identity may be obtained from the USIM. 

To: 
This indicates the public user identity being registered. This is the identity by which other parties know this subscriber. It may be obtained from the USIM. 

Contact: 
This indicates the point-of-presence for the subscriber – the IP address of the UE. This is the temporary point of contact for the subscriber that is being registered. Subsequent requests destined for this subscriber will be sent to this address. This information is stored in the P-CSCF and S-CSCF..

Authorization:
It carries authentication information. The private user identity (user1_private1@home1.net)  is carried in the user ID field of the extensible authentication protocol (EAP).

NOTE: 
The actual Authorization header value may look like this as it is in base64 form:
Authorization: eap eap-p=QWxhZGRpbjpvcGVuIHNlc2FtZQ==
Upon receiving this request the P-CSCF will set it’s SIP registration timer for this UE to the Expires time in this request.
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